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Abstract

This document describes the mapping of MAC SAP services to the services required of an IAPP.

Introduction

An IAPP must obtain the information and protocol synchronization required for its operation from the indications available through the MAC Management service access point.  This paper will describe a mapping of the services provided by 802.11 in the current standard to those services required by an IAPP.  This paper will also highlight where the 802.11 SAP may need to be modified, in order to provide a fully functional IAPP.

Applicable Services at the MAC Management SAP

The current 802.11 standard provides the following MAC management services that are applicable to the IAPP:

a) MLME-Associate.indication

b) MLME-Reassociate.indication

c) MLME-Disassociate.confirm

d) MLME-Disassociate.indication

e) MLME-Reset.confirm

f) MLME-Start.confirm

The function of each of these services must be examined to determine how they apply to the IAPP.

MLME-Associate.indication

This service indicates to an AP that a station has been successfully associated.  The information conveyed by this service is the MAC address of the associated station.  For the IAPP, this indication must cause the distribution system’s knowledge store to be updated, so that traffic for this station will be correctly delivered to the AP receiving this indication.

MLME-Reassociate.indication

This service indicates to an AP that a station that has been previously associated with an AP belonging to the ESS of the AP receiving this indication has been successfully associated.  The information conveyed by this service is the MAC address of the associated station.  For the IAPP, this indication must cause the distribution system’s knowledge store to be updated, so that traffic for this station will be correctly delivered to the AP receiving this indication.

MLME-Disassociate.confirm

This service provides a confirmation that a notification of disassociation was sent to a particular station, in response to an MLME-Disassociate.request.  Upon receipt of this service confirmation, the IAPP must cause the distribution system’s knowledge store to be updated, removing the AP receiving this confirmation as the destination of traffic to be delivered to the station, the MAC address of which was in the corresponding MLME-Disassociate.request.

MLME-Disassociate.indication

This service provides an indication to an AP that a station has terminated its association.  The information conveyed by this indication contains the MAC address of the disassociating station.  For the IAPP, this indication must cause the distribution system’s knowledge store to be updated, removing the AP receiving this indication as the destination of traffic to be delivered to the station.

MLME-Reset.confirm

This service provides a confirmation that the MAC has been reset to its default condition.  For the IAPP, this confirmation must cause the distribution system’s knowledge store to be updated, removing the AP receiving this confirmation as the destination for any traffic to be forwarded to stations.

MLME-Start.confirm

This service provides a confirmation that the AP has completed the formation of a BSS.  For the IAPP, this confirmation should update the distribution system’s knowledge store to indicate that the AP receiving this confirmation is a possible destination for traffic to be forwarded to stations.

IAPP Services

From the services available from the 802.11 MAC management SAP, the services provided by an IAPP can be determined.

a) IAPP-Initiate.request

b) IAPP-Add.request

c) IAPP-Remove.request

d) IAPP-Move.request

This paper presents only the request portion of the service interface.  It should be assumed that there are appropriately associated confirms and indications.

IAPP-Initiate.request

This service request will cause the distribution system’s knowledge store to be updated, adding the AP sending this request as a possible destination of traffic to be forwarded to stations.  This service request must also remove any existing information in the knowledge store forwarding traffic for specific stations to the AP sending this request.

IAPP-Add.request

This service will cause the distribution system’s knowledge store to be updated, adding a forwarding relationship for a particular station.  This will cause traffic for the station with which the relationship has been established to be forwarded to the AP sending this request.

IAPP-Remove.request

This service will cause the distribution system’s knowledge store to be updated, removing a forwarding relationship for a particular station or for all stations having a forwarding relationship with the AP sending this request.

IAPP-Move.request

This service will cause the distribution system’s knowledge store to be updated, moving a forwarding relationship for a particular station from the AP currently maintaining the forwarding relationship to the AP sending this request.

Comments and Summary

The four IAPP service request described in this paper provide for an IAPP that supports the minimal roaming activity required by the current 802.11 standard.  However, there are certain situations, described in 00/090, for which the information provided by the current MAC management service primitives is inadequate to resolve successfully.  Many of these situations are rooted in the real world of uncertain communication over a wireless medium.  The current MAC management services do not even provide all of the information that is available to the MAC from the frames used to perform the services.  In particular, the reassociate frame includes the address of the AP with which the station was last associated.  This information is not provided by the MLME-Reassociate.indication.  To provide a more robust IAPP, the old AP address and the frame sequence number should be provided by the indication.  This would allow the new AP to communicate with the old AP, via the IAPP, for the purpose of terminating the old forwarding relationship.  It would also provide a strong sequencing tool to resolve some of the problems described in 00/090 that result in multiple associations or no associations.

It is also my belief that the current MAC management services do not properly execute the intent of the 802.11 standard to provide a standard mechanism for association decisions to be made by an AP, without providing the particular policies on which those decisions are based.  This can be seen in the definition of the MLME-Associate.indication and MLME-Reassociate.indication primitives.  Both of the primitives are define to provide only and indication that the association or reassociation was completed successfully.  There is no mechanism for an external policy module to participate in the decisions.

With the service primitive changes to the MAC management SAP, the four IAPP service primitives described here are sufficient to implement the mobility required for 802.11.
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