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Abstract

This document presents headings for construction of the 802.11E baseline MAC protocol specification, based on the headings of IEEE Std 802.11-1999. Editorial notes appear in bold italic Times New Roman font.  Headings are color coded to indicate editorial "ownership" for the purposes of generating the initial draft of 802.11E:

Headings in blue are owned by the QoS sub-group,

Headings in red are owned by the Security sub-group,

Headings in green are owned by TGE because their provisions apply to both sub-groups,

Headings in pink are owned by TGE in order to coordinate concurrent updates from both sub-groups, and

Headings in black are owned by TGE, but are not anticipated to require updates.

1. Overview

1.1 Scope

1.2 Purpose

2. Normative References

3. Definitions

Add new definitions provided by each sub-group

3.1 distribution system (DS)  <<Correction to existing definition>>
3.2 extended service set (ESS)  <<Correction to existing definition>>
3.3 quality of service (QoS)

4. Abbreviations and Acronyms

Add new abbreviations & acronyms provided by each sub-group

5. General Description

5.1 Architecture General Description

Update the reference to "802.11-1997" which still appears in the 1999 version of this clause.

5.1.1 How Wireless LAN Systems are Different

5.1.1.1 Destination Address Does Not Equal Destination Location

5.1.1.2 The Media Impact the Design

Add a new item to the end of the list:

g) May experience interference from logically disjoint 802.11 networks operating in adjacent or overlapping areas.

5.1.1.3 Impact of Handling Mobile Stations

5.1.1.4 Interaction with Other 802 Layers

There may be QoS-specific and security-specific items to be added here

5.2 Architecture Components

5.2.1 The Independent BSS as an Ad hoc Network

5.2.1.1 STA to BSS Association is Dynamic

5.2.2 Distribution System Concepts

5.2.2.1 ESS: The Large Coverage Network

5.2.2.2 The Quality of Service Network

5.2.2.3 The Enhanced Security Network

5.2.3 Area Concepts

5.2.4 Integration with Wired LANs

5.2.5 Integration with Entities that Provide End-to-End Quality of Service

5.2.6 Integration with Entities that Provide Network Security & Authentication Services

5.3 Logical Service Interfaces

5.3.1 Station Services

5.3.2 Distribution System Services

5.3.3 Multiple Logical Address Spaces

5.4 Overview of the Services

5.4.1 Distribution of Messages Within a DS

There are likely to be new subclauses of 5.4.1.

5.4.1.1 Distribution

5.4.1.2 Integration

5.4.2 Services Which Support the Distribution Service

5.4.2.1 Mobility Types

5.4.2.2 Association

5.4.2.3 Reassociation

5.4.2.4 Disassociation

5.4.3 Access and Confidentiality Control Services

5.4.3.1 Authentication

5.4.3.2 Pre-authentication

5.4.3.3 Deauthentication

5.4.3.4 Privacy

5.5 Relationships Between Services

5.6 Differences Between ESS and Independent BSS LANs

5.7 Message Information Contents That Support the Services

There may be QoS-specific and security-specific subclauses to be added here

5.7.1 Data 

5.7.2 Association

5.7.3 Reassociation

5.7.4 Disassociation

5.7.5 Privacy

5.7.6 Authentication

5.7.7 Deauthentication

5.8 Reference Model

The existing reference model is correct for non-QoS.  A second diagram as shown below, should be added to show the relationships of classifier and time allocation management entities.

6. MAC Service Definition

6.1 Overview of MAC Services

6.1.1 MAC Data Services

6.1.1.1 Asynchronous Data Service

6.1.1.2 QoS Data Service

6.1.2 Security Services

6.1.3 MSDU Ordering

6.2 Detailed Service Specification

6.2.1 MAC Data Services

6.2.1.1 MA-UNITDATA.request

6.2.1.1.1 Function

6.2.1.1.2 Semantics of the Service Primitive

6.2.1.1.3 When Generated

6.2.1.1.4 Effect of Receipt

6.2.1.2 MA-UNITDATA.indication

6.2.1.2.1 Function

6.2.1.2.2 Semantics of the Service Primitive

6.2.1.2.3 When Generated

6.2.1.2.4 Effect of Receipt

6.2.1.3  MA-UNITDATA-STATUS.indication

6.2.1.3.1 Function

6.2.1.3.2 Semantics of the Service Primitive

There may be new transmission status values defined by the security sub-group

6.2.1.3.3 When Generated

6.2.1.3.4 Effect of Receipt

7. Frame Formats

7.1 MAC Frame Formats

7.1.1 Conventions

7.1.2 General frame format

7.1.2.1 Forward Error Correction (FEC) frame format

7.1.3 Frame fields

7.1.3.1 Frame control field

7.1.3.1.1 Protocol Version field

The protocol version needs to remain =0 for 802.11E to meet PAR requirements

7.1.3.1.2 Type and Subtype fields

7.1.3.1.3 To DS field

7.1.3.1.4 From DS field

The conflicting provisions between clauses 7 and 9 about direct station-to-station transfers during the CFP should be resolved (see 00/254).

7.1.3.1.5 More Fragments field

7.1.3.1.6 Retry field

7.1.3.1.7 Power Management field

7.1.3.1.8 More Data field

7.1.3.1.9 WEP field

7.1.3.1.10 Order field

7.1.3.2 Duration/ID field

New uses for reserved codes during CFP may result in new fields hence new subclauses below 7.1.3.2

7.1.3.3 Address fields

7.1.3.3.1 Address Representation

7.1.3.3.2 Address Designation

7.1.3.3.3 BSSID field

7.1.3.3.4 Destination Address (DA) field

7.1.3.3.5 Source Address (SA) field

7.1.3.3.6 Receiver Address (RA) field

7.1.3.3.7 Transmitter Address (TA) field

7.1.3.4 Sequence Control field

7.1.3.4.1 Sequence Number field

7.1.3.4.2 Fragment Number field

7.1.3.5 Frame Body field

7.1.3.6 FCS field

7.2 Format of individual frame types

7.2.1 Control frames

There are likely to be new control subtypes to be added in subclauses below 7.2.1

7.2.1.1 Request To Send (RTS) frame format

7.2.1.2 Clear To Send (CTS) frame format

7.2.1.3 Acknowledgement (ACK) frame format

7.2.1.4 Power Save Poll (PS-Poll) frame format

7.2.1.5 CF-End frame format

7.2.1.6 CF-End + CF-Ack frame format

7.2.2 Data frames

7.2.3 Management frames

There are likely to be new control subtypes to be added in subclauses below 7.2.1

7.2.3.1 Beacon frame format

7.2.3.2 IBSS Announcement Traffic Indication Message (ATIM) frame format

7.2.3.3 Disassociation frame format

7.2.3.4 Association Request frame format

7.2.3.5 Association Response frame format

7.2.3.6 Reassociation Request frame format

7.2.3.7 Reassociation Response frame format

7.2.3.8 Probe Request frame format

7.2.3.9 Probe Response frame format

7.2.3.10 Authentication frame format

7.2.3.11 Deauthentication frame format

7.3 Management frame body components

7.3.1 Fixed Fields

There may be new fixed fields (in new management subtypes) to be added in subclauses below 7.3.1

7.3.1.1 Authentication Algorithm Number field

7.3.1.2 Authentication Transaction Sequence Number field

7.3.1.3 Beacon Interval field

7.3.1.4 Capability Information field

In addition to defining new capability bits, it is advisable to define an escape mechanism for indicating the existence of an extended capabilities element, since it will be needed eventually.

7.3.1.5 Current AP Address field

7.3.1.6 Listen Interval field

7.3.1.7 Reason Code field

There will probably be new reason codes from each of QoS and security

7.3.1.8 Association ID (AID) field

7.3.1.9 Status Code field

There will probably be new status codes from each of QoS and security

7.3.1.10 Timestamp field

7.3.2 Information Elements

There will probably be new information elements from each of QoS and security

7.3.2.1 Service Set Identity (SSID) element

7.3.2.2 Supported Rates element

7.3.2.3 FH Parameter Set element

7.3.2.4 DS Parameter Set element

7.3.2.5 CF Parameter Set element

7.3.2.6 Traffic Information Map (TIM) element

7.3.2.7 IBSS Parameter Set element

7.3.2.8 Challenge Text element

A few likely QoS-related elements follow, there will almost certainly be more:

7.3.2.9 Load element

7.3.2.10 QoS Parameter Set element

7.3.2.11 Error Statistics element

7.3.2.12 Overlap CFP control element(s)

8. Authentication and privacy

8.1 Authentication services

8.1.1 Open System authentication

8.1.2 Shared Key authentication

8.2 The Wired Equivalent Privacy (WEP) algorithm

8.2.1 Introduction

8.2.2 Properties of the WEP algorithm

8.2.3 WEP theory of operation

8.2.4 WEP algorithm specification

8.2.5 WEP Frame Body expansion

The 6-bit Pad subfield in the final octet of the IV field is available for extensions such as an algorithm ID, with 0 for today's WEP algorithm (40-bit RC4 with 24-bit IV).  Any algorithms that require an IV longer than 24 bits need to extend the IV field in a manner that leaves the octet with the Pad and KeyID in the same location as today, and which most likely will reduce the maximum MSDU size for any IV lengths over 4 octets.

There may be need to coordinate WEP expansion and/or format details with frame format extensions defined as part of QoS.

8.3 Security-Related MIB attributes

8.3.1 Authentication-Related MIB attributes

8.3.2 Privacy-Related MIB attributes

9. MAC sublayer functional description

9.1 MAC architecture.

9.1.1 Distributed coordination function (DCF)

9.1.2 Point Coordination function (PCF)

In paragraph 2 add mention of NAV setting at TBTT and from CF Parameter Set elements as the primary source of PCF priority over DCF, as the current text only mentions the shorter IFS.

9.1.3 Coexistence of DCF and PCF

9.1.4 Fragmentation/defragmentation overview

9.1.5 MAC data service

9.2 DCF

Incorporate the changes from 802.11b

9.2.1 Carrier sense mechanism

9.2.2 MAC-Level acknowledgments

9.2.3 Interframe space (IFS)

9.2.3.1 Short IFS (SIFS)

9.2.3.2 PCF IFS (PIFS)

9.2.3.3 DCF IFS (DIFS)

9.2.3.4 Extended IFS (EIFS)

9.2.4 Random backoff time

9.2.5 DCF access procedure

9.2.5.1 Basic access

9.2.5.2 Backoff procedure

9.2.5.3 Recovery procedures and retransmit limits

9.2.5.4 Setting and resetting the NAV

9.2.5.5 Control of the channel 

9.2.5.6 RTS/CTS usage with fragmentation

9.2.5.7 CTS procedure

9.2.6 Directed MPDU transfer procedure

9.2.7 Broadcast and multicast MPDU transfer procedure

9.2.8 ACK procedure

9.2.9 Duplicate detection and recovery

9.2.10 DCF timing relations

Some corrections to the existing text are appropriate in this clause.

9.3 PCF

9.3.1 CFP structure and timing

In Figure 59 correct the diagram to show that the NAV is set at TBTT, even in the case of a beacon that is delayed due to the medium being busy at TBTT.  This is a seriously confusing error that appears in 802.11-1997 and 802.11-1999.

9.3.2 PCF access procedure

9.3.2.1 Fundamental access

9.3.2.2 NAV operation during the CFP

Clarify the NAV setting (more particularly clearing) in stations based on TBTT or CFDurRemaining so that it removes the ambiguity about clearing the NAV within a CFP due to detection of an ACK frame (which should not occur, since there are specified CF frame exchange sequences that require an ACK, and which is specified properly in the "Channel State" process of the "Reception" block in Annex C).  Also, modify the statement about inter-PC coordination being unspecified in the standard.

9.3.3 PCF transfer procedure

Figure 62 should have TBTT labeled to make the relationship with the NAV setting clear.

9.3.3.1 PCF transfers when the PCF STA is transmitter or recipient

9.3.3.1.1 PCF transfers when the PCF STA is neither transmitter or recipient

The conflicting provisions between clause 7 and 9 should be resolved, which may result in restoration of something resembling the clause of this title deleted in early 1997 (see 00/254)

9.3.3.2 Operation with overlapping point-coordinated BSSs

Limit most of the existing discussion to non-enhanced PCF, refer to 9.3.3.2.1 for overlapping QBSSs.

9.3.3.2.1 BSS overlap mitigation procedure

9.3.3.3 CFPMaxDuration limit

9.3.3.4 Contention-Free usage rules

9.3.4 Contention-Free polling list

9.3.4.1 Polling list processing

9.3.4.2 Polling list update procedure

9.3.5 QoS Data Service

9.4 Fragmentation

9.5 Defragmentation

9.6 Multirate support

9.7 Frame exchange sequences

9.8 MSDU transmission restrictions

Add appropriate restrictions for intra-stream, but not inter-stream, order preservation for MSDUs sent using the QoS data service.  Explicitly allow reordering of QoS MSDUs based on priority, traffic class, and/or QoS parameter-derived factors.

9.9 Aggregation

10. Layer management

10.1 Overview of management model

10.2 Generic management primitives

10.3 MLME SAP interface

10.3.1 Power Management

10.3.2 Scan

10.3.3 Synchronization

10.3.4 Authenticate

10.3.5 De-authenticate

10.3.6 Associate

10.3.7 Reassociate

10.3.8 Disassociate

10.3.9 Reset

10.3.10 Start

10.4 PLME SAP interface

10.4.1 PLME-RESET.request

10.4.2 PLME-CHARACTERISTICS.request

10.4.3 PLME-CHARACTERISTICS.confirm

10.4.4 PLME-DSSSTESTMODE.request

10.4.5 PLME-DSSSTESTOUTPUT.request

10.5 QoS management SAP interface

QoS management services may use a new xLME SAP or as additional primitives at the MLME SAP.  It is likely that the normative text will be easier to write if these primitives use a new SAP.

10.5.1 QoS information exchange with external entities

10.5.2 Medium status reporting to external entities

11. MAC sublayer management entity

11.1 Synchronization

11.1.1 Basic approach

11.1.1.1 TSF for infrastructure networks

11.1.1.2 TSF for an independent BSS (IBSS)

11.1.2 Maintaining synchronization

11.1.2.1 Beacon generation in infrastructure networks

11.1.2.1.1 Inter-BSS TSF synchronization procedure

A description of the synchronization procedure for the TSF timers of overlapping QBSSs goes here.

11.1.2.2 Beacon generation in an IBSS 

11.1.2.3 Beacon reception

11.1.2.4 TSF timer accuracy

11.1.3 Acquiring synchronization, scanning

11.1.3.1 Passive scanning

11.1.3.2 Active scanning

11.1.3.2.1 Sending a probe response

11.1.3.2.2 Active scanning procedure

11.1.3.3 Initializing a BSS

11.1.3.4 Synchronizing with a BSS

11.1.4 Adjusting station timers

11.1.5 Timing synchronization for frequency-hopping (FH) PHYs

11.2 Power management

11.2.1 Power management in an infrastructure network

11.2.1.1 Station Power Management modes

11.2.1.2 AP TIM transmissions

11.2.1.3 TIM types

11.2.1.4 AP operation during the contention period

11.2.1.5 AP operation during the CFP

11.2.1.6 Receive operation for STAs in PS mode during the contention period

11.2.1.7 Receive operation for STAs in PS mode during the CFP

11.2.1.8 STAs operating in the Active mode

11.2.1.9 AP aging function

11.2.2 Power management in an IBSS

11.2.2.1 Basic approach

11.2.2.2 Initialization of power management within an IBSS

11.2.2.3 STA power state transitions

11.2.2.4 ATIM and frame transmission

11.2.3 Power management changes/extensions when using QoS data service

11.3 Association and reassociation

11.3.1 STA association procedures

11.3.2 AP association procedures

A description of the differences in AP and EPC handling of association (if any) goes here.

11.3.3 STA reassociation procedures

11.3.4 AP reassociation procedures

A description of the differences in AP and EPC handling of reassociation, in particular the transference of active virtual streams in the case of an ESTA reassociating with an EPC, goes here.

11.4 Management information base (MIB) definitions

The MIB updates should be deferred until the interfaces and functions are reasonably well defined.

Annex E
(Informative)
Bibliography

Several non-IEEE specifications, including RFC2210, RFC2814, RFC2815, RFC2816, and the DOCSIS Radio Frequency Interface Specification, may be worth adding to Annex E.

Annex F
(informative)
Interaction with higher layer QoS management entities

This informative annex explains possible and/or preferred ways to use the QoS services in conjunction with higher-layer QoS management mechanisms, such as IntServ, DiffServ, and ISSLL (SBM).
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