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Introduction


Tim Godfrey

Roll Call

Tim Godfrey – Intersil mailto:tgodfrey@choicemicro.com
Bob O’Hara – Informed Technology mailto:bob@informed-technology.com
Sid Schrum –  Alantro mailto:sschrum@alantro.com
Keith Amman – Spectralink mailto:kamann@spectralink
Harry Worstell – AT&T mailto:hworstell@att.com
Jin Meng Ho – AT&T  mailto:jinmengho@att.com
Jesse Walker – Intel mailto:jesse.walker@intel.com
John Kowalski – Sharp Labs mailto:mkowalskj@sharplabs.com
Bob Huang – Matsushita Panasonic mailto:mhuangb@panasonic.com
Jason Flaks – mailto:jsf@dolby.com
T K Tan – 3Com - mailto:mteik_kheong_tan@3com.com
Objectives

The teleconference addressed the comments on document 137-r3 submitted by Bob O’Hara and Jesse Walker and made revisions to the 137r3 document from those discussions. 

Review of Comments

The ad-hoc group addressed the comments from the email sent by Bob O’Hara dated June 23 and June 26, 2000 on the Reflector and the comments of Jesse Walker sent by way of the reflector on June 30, 2000. 

The areas covered by the emails were General Requirements, QoS requirements, and Security Requirements. 

The first email message from Bob (“Items missing from the proposed TGe requirements” Fri, 23 Jun 2000 12:44:15 -0700) was discussed.  Discussion of the second message (“Comments on proposed TGe requirements” Fri, 23 Jun 2000 12:47:03 -0700) was deferred until the next teleconference.
General Requirements

Items addressed or added to the document were:

· Changes to the standard must be optional

· Changes must be compatible with legacy equipment

1. Association decisions must remain a policy decision of the AP or Station

2. Changes to the frame formats must be compatible with existing formats

3. New frame formats should be kept to the minimum required to meet the requirements

· . Functional requirements must be fully specified

1. Minimal requirements need to be stated

2. Numbers can’t be pulled out of air (latency, delay, loss characteristics)

3. Refer to types and values of doc 00/008

4. It is suggested that 802.11 attendee companies offer suggestions on specific numbers related to the types of applications to support ( re: mp3 at 64kbs or xxkbps)

5. Generate this list off line – send email to reflector on applications they would like to see and numbers (next week time frame)

Quality of Service Requirements

· Simplest  solution to gain the required enhancement in this document should be used.

· Address the deficiencies of the PCF function so those who would prefer to use PCF without time-bounded, multimedia services  would be accommodated.

· Use PCF as it is currently defined, with respect to isochronous extension enabled by 802.11b frequency agility option

Change the requirement to state that if PCF is used, it is preferred to use the channel agility option in 802.11b to insure the starting of CFPs at the expected time.

· Overlapping BSS comments were deferred to the next conference call

Security 

· Discussion of  access for security and authentication.

· Negotiation of key length for both authentication and privacy must be incorporated

· Extensions must support negotiations or derivation of key mapping keys ---  might bar public key 

· Cost to implement may be excessive for some offers

Privacy

· Negotiate parameters ( did not incorporate data integrity)

· A flexible mechanism for adding both authentication and privacy  algorithms must be incorporated (no new algorithms in the future)

1. authentication

2. privacy – key length part of algorithm

3. data integrity – key length part of algorithm

4. establishment algorithm

5. one way hash function

6. key expiration

· Negotiations  - Formats

1. Would like a liaison with  IEEE P1363 (Standard Specifications For Public-Key Cryptography)

2. Use algorithms everyone else uses

3. Privacy algorithms in hardware can be a problem in future

4. Discussed the use of an expressed minimum set of mandatory algorithms to be deployed for manufacture to implement

5. Discussed the issue of MAC security extensions not attempting to duplicate application layer protection mechanisms. The MAC deals with MSDUs and is not aware of the content.

Next Conference Call

After the edits resulting from this conference call, the current version of document 137 is r4. This interim version will be distributed to the participants in this call. In next week’s teleconference, the remaining comments from Bob O’Hara will be discussed. Document 137 will be updated to v5, and posted to the 802.11 reflector.

Next conference call is July 5, 2000.

Call is active at 3:45 PM Eastern time for call to start at 4:00 PM Eastern time

Call time duration is 2.5 hours from 3:45PM 

Dial in Number :  888-476-3752

Access code :  891170

Adjourn
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