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1. Introduction

This document provides a description of suggested changes to IEEE Std 802.15 that are too large or detailed to fit in the comment database tool.

2. Review Items

2.1.  IEs Unchanged Bit

2.1.1. Issue

In many situations, channel time allocations from superframe to superframe will remain unchanged. However, currently, a DEV is required to decode and process all channel time allocation IEs for each beacon frame received. 

An amendment is proposed where a new bit is defined in the MAC header for beacon frames that indicates when the IEs for a particular beacon frame are unchanged from the previous beacon transmitted. If a DEV receives a beacon frame with this bit set, and the DEV correctly received the previous beacon frame, the DEV can skip decode and processing of the IEs in the current beacon.

2.1.2. Suggested Changes

7.3.1.1
Non-secure beacon frame

<Define b7 of Figure 13 – Piconet mode field as “CTA IEs Unchanged”> 

<Define b6 of Figure 13 – Piconet mode field as “Other IEs Unchanged”> 

The SEC Mode field indicates the current security settings in the piconet as defined in 9.2. The field is encoded as illustrated in Table 41:

<Table 41>

The CTA IEs Unchanged bit may be set to one if the CTA IEs in the beacon payload are identical to the CTA IEs contained in the previous beacon payload. 

The Other IEs Unchange bit may be set to one if all the IEs (other than CTA IEs) in the beacon payload are identical to the IEs (other than CTA IEs) contained in the previous beacon payload.

8.6.2 Beacon generation

If the PNC determines that the beacon frame is too large or if it is going to split the information in the beacon frame, it may send one or more Announce commands with the SrcID set to the PNCID and the DestID set to the BcstId following the beacon. This is called an extended beacon. Unless it is specified otherwise, the term beacon applies to both the beacon frame and the Announce commands that make up the extended beacon. The first Announce command shall be sent one MIFS following the beacon with any additional Announce commands following one MIFS after the the prior Announce command. If the PNC sends some of the beacon information in the broadcast Announce commands, it shall set the More Data bit to indicate ‘more data’ in the Frame Control field of the beacon frame and in all but the last Announce command frame used to communicate the IEs. The CAP or the CTAP, if the CAP isn’t present, begins after the last  Announce command that is part of the extended beacon. The PNC shall send CTA IEs, BSID IE, and the Parent Piconet IE, if present, only in the beacon frame and not in any of the broadcast Announce commands. The Announce commands are sent to the BcstID and so the ACK Policy field shall be set to no-ACK in these frames.

If all the CTA IEs contained in the beacon frame and any Announce commands of an extended beacon are identical to the CTA IEs transmitted in the previous beacon the PNC may set the CTA IEs Unchanged bit in the Piconet Mode field of the Piconet Synchronization Parameters field as defined in <7.3.1.1>.

If all the IEs (other than CTA IEs) contained in the beacon frame and any Announce commands of an extended beacon are identical to the IEs (other than CTA IEs) transmitted in the previous beacon the PNC may set the Other IEs Unchanged bit in the Piconet Mode field of the Piconet Synchronization Parameters field as defined in <7.3.1.1>.

The PNC shall transmit the beacon such that the time between beacons is the superframe duration with an error of no more than pPHYClockAccuracy times the superframe duration. The PNC changes the super-frame position or duration using the procedures indicated in 8.10.1 and 8.10.2, respectively.

8.6.3 Beacon reception

< text omitted >

If a DEV receives a beacon frame with the CTA IEs Unchanged bit set in the Piconet Mode field of the Piconet Synchronization Parameters field, and if the DEV has correctly received the previously transmitted beacon, the DEV may assume that the CTA IEs contained in the beacon frame and any Announce commands that make up the beacon are identical to the CTA IEs received in the previous beacon. If the CTA IEs Unchanged bit is not set, or if the previous beacon (beacon frame and any Announce commands) was not correctly received, then the DEV shall consider that the CTA IEs in the current beacon contain new information.

If a DEV receives a beacon frame with the Other IEs Unchanged bit set in the Piconet Mode field of the Piconet Synchronization Parameters field, and if the DEV has correctly received the previously transmitted beacon, the DEV may assume that the IEs (other than CTA IEs) contained in the beacon frame and any Announce commands that make up the beacon are identical to the IEs (other than CTA IEs) received in the previous beacon. If the Other IEs Unchanged bit is not set, or if the previous beacon (beacon frame and any Announce commands) was not correctly received, then the DEV shall consider that the IEs (other the CTA IEs) in the current beacon contain new information.

2.2.  Interframe Spacing Requirements

2.2.1. Issue

The standard should clarify when a specified inter-frame spacing is to be considered a “minimum” value and when a specified inter-frame spacing is to be considered an exact value. For example, the SIFS between a data frame and a corresponding ack frame needs to be 10us in order to prevent the sender of the data from resending the data. However, the SIFS between the ack frame and the next data frame sent is a minimum value. For example, the source of the data may not have another data frame to send until 20us after the ack was received. Clarify MIFS is a minimum value (with limits within an extended beacon) and that RIFS is a minimum value.

2.2.2. Suggested Changes

8.4.1
Interframe space (IFS):

There are four IFSs that are defined; the minimum interframe space (MIFS), the short interframe space (SIFS), the backoff interframe space (BIFS) and the retransmission interframe space (RIFS). The actual values of the MIFS, SIFS, BIFS and RIFS are PHY dependent. For the 2.4 GHz PHY they are listed in 11.2.7.1.

All Imm-ACK frames and Dly-ACK frames shall start transmission over the medium a SIFS duration after the end of the transmission of the previous frame which requested the ACK. A MIFS duration shall be allowed in the CTA between a frame and the next successive frame transmitted over the medium if the first frame either had the ACK Policy field set to either no-ACK or Dly-ACK. 

All Imm-ACK frames and Dly-ACK frames shall start transmission over the medium a SIFS after the end of the transmission of the previous frame which requested the ACK. The IFS between all received Imm-ACK frames and Dly-ACK frames and the next frame transmitted over the medium shall be no less than a SIFS. The IFS in a CTA between a frame and the next  frame transmitted over the medium by the same DEV if the first frame had the ACK Policy field set to either no-ACK or Dly-ACK shall be no less than a MIFS.
During the CTAP, all DEVs shall use an IFS no less than a RIFS for retransmissions. During the CAP, however, the retransmissions shall follow the CAP rules described in 8.4.2. The rules for acknowledgement and retransmissions are described in 8.8. The interframe space requirement for the beacon is ensured by the location of the CTAs which is determined by the PNC, as described in 8.4.3.6.

8.6.2
Beacon generation

If the PNC determines that the beacon frame is too large or if it is going to split the information in the beacon frame, it may send one or more Announce commands with the SrcID set to the PNCID and the DestID set to the BcstId following the beacon. This is called an extended beacon. Unless it is specified otherwise, the term beacon applies to both the beacon frame and the Announce commands that make up the extended beacon. The IFS between the beacon frame, the first Announce command, and any additional Announce commands shall be less than a SIFS and no less than a MIFS. The first Announce command shall be sent one MIFS following the beacon with any additional Announce commands following one MIFS after the the prior Announce command.

8.8.4
Retransmissions

< text omitted >

During CTAs within the CTAP when an Imm-ACK or Dly-ACK is expected, but is not received during a RIFS, the source DEV shall may start the retransmission of the frame (or new frame if the failed frame’s retransmission limit has been met) after the end of RIFS a RIFS after the end of the previous frame as long as there is enough channel time remaining in the CTA for the entire frame exchange.

11.2.7.4 
Time between successive transmissions

The minimum time between successive transmissions shall be pPHYMIFSTime, including the power-up ramp specified in 11.5.7.
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