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1
IEEE Std 802.16 Reference Model

1.1
Protocol Reference Model

Figure 1 illustrates the protocol reference model for IEEE Std 802.16
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Figure 1— IEEE Std 802.16 Protocol reference model

The MAC comprises three sublayers. The service-specific convergence sublayer (CS) provides any transformation or mapping of external network data, received through the CS service access point (SAP), into MAC service data units (SDUs) received by the MAC common part sublayer (CPS) through the MAC SAP. This includes classifying external network SDUs and associating them to the proper MAC service flow identifier (SFID) and connection identifier (CID). It may also include such functions as payload header suppression (PHS). Multiple CS specifications are provided for interfacing with various protocols. The internal format of the CS payload is unique to the CS, and the MAC CPS is not required to understand the format of or parse any information from the CS payload.
The MAC CPS provides the core MAC functionality of system access, bandwidth allocation, connection establishment, and connection maintenance. It receives data from the various CSs, through the MAC SAP, classified to particular MAC connections. An example of MAC CPS service definition is given in IEEE Std 802.16 Annex C. Quality of service (QoS) is applied to the transmission and scheduling of data over the PHY.

The MAC also contains a separate security sublayer providing authentication, secure key exchange, and encryption.

Data, PHY control, and statistics are transferred between the MAC CPS and the PHY via the PHY SAP (which is implementation specific).

The PHY definition includes multiple specifications, each appropriate to a particular frequency range and application. The various PHY specifications supported are discussed in IEEE Std 802.16 Clause 8.

The NCMS abstraction allows the PHY/MAC layers specified in IEEE Std 802.16 to be independent of the network architecture, the transport network, and the protocols used at the backend and therefore allows greater flexibility.

NCMS logically exists at BS side and SS/MS side of the radio interface, termed NCMS(BS) and NCMS(SS/MS), respectively. Any necessary inter-BS coordination is handled through the NCMS(BS).
This specification includes a Control SAP (C-SAP) and Management SAP (M-SAP) that expose control plane and management plane functions to upper layers. The C_SAP and M-SAP interfaces are described in IEEE Std 802.16 Clause 14. The NCMS uses the C-SAP and M-SAP to interface with the IEEE 802.16 entity. In order to provide correct MAC operation, NCMS shall be present within each SS/MS. The NCMS is a layer independent entity that may be viewed as a management entity or control entity. General system management entities can perform functions through NCMS and standard management protocols can be implemented in the NCMS.

1.2
Network Reference Model

Figure 2 describes a simplified network reference model for IEEE Std 802.16.
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Figure 2—IEEE Std 802.16 Network reference model

1.2.1
802.16 Entity
An IEEE 802.16 entity is defined as the logical entity in an SS/MS or BS that comprises the PHY and MAC layers of the Data Plane and the Management/Control Plane.
The IEEE 802.16 devices can include Subscriber Stations (SS) or Mobile Stations (MS), or Base Stations (BS). Multiple SS or MS may be attached to a BS.

SS or MS communicate to the BS over the U interface using a Primary Management Connection, a Basic Connection, or a Secondary Management Connection.
As the IEEE 802.16 devices may be part of a larger network and therefore would require interfacing with entities for management and control purposes, a Network Control and Management System (NCMS) abstraction has been introduced in this standard as a “black box” containing these entities.
1.2.2
SS/MS and BS Interface

The IEEE Std 802.16 observes the following correlation:

— MAC management PDUs that are exchanged on the basic management connection trigger or are triggered by primitives that are exchanged over the C-SAP.

— MAC management PDUs that are exchanged on the primary management connection trigger or are triggered by primitives that are exchanged over either the C-SAP or the M-SAP depending on the particular management or control operation.

· Messages that are exchanged over the secondary management connection trigger or are triggered by primitives that are exchanged over the M-SAP.
1.2.3
802.16 entity to NCMS Interface

This interface is a set of SAP between an IEEE 802.16 entity and NCMS and is represented in Figure 2. It is decomposed into two parts: the M-SAP is used for less time sensitive Management plane primitives and the C-SAP is used for more time sensitive Control plane primitives that support handovers, security context management, radio resource management, and low power operations (such as idle mode and paging functions).
1.2.4
Management SAP (M-SAP)

The Management SAP may include, but is not limited to primitives related to the following:

— System configuration

— Monitoring statistics

— Notifications/Triggers

— Multi-mode interface management
The NCMS interacts with the MIB through the M-SAP in a method not defined in this standard.

1.2.5
Control SAP (C-SAP)

The Control SAP may include, but is not limited to primitives related to the following:

— Handovers (e.g., notification of HO request from MS)

— Idle mode mobility management (e.g., Mobile entering idle mode)

— Subscriber and session management (e.g., Mobile requesting session setup)

— Radio resource management

— AAA server signaling (e.g., EAP payloads)

— Media Independent Handover Function Services

— Location detection reporting capability
1.2.6
Management objects

The definition of managed objects in IEEE Std 802.16 is expressed per IETF RFC 2578. IEEE Std 802.16 supports a management protocol agnostic approach, including SNMP.
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