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Priority Access Path Management for 802.16n – Simulation Results
1 Introduction
Priority access is one of the important requirements of the Emergency Telecommunications Service (ETS) [1]. ETS is a telecommunications service to facilitate emergency recovery operations for restoring the community infrastructure and for returning the population to normal living conditions after serious disasters and events, such as floods, earthquakes, hurricanes, and terrorist attacks. The ETS will be provided through shared resources from the public telecommunications infrastructure, which includes wireline, wireless, satellite, broadband cable, and any hybrid networks. ETS traffic needs to access, traverse, and egress these networks. Voice, video and data services are supported by ETS.

The DHS/NCS initiatives: Next Generation Network (NGN) Government Emergency Telecommunications Service (GETS), Legacy GETS, and Wireless Priority Service (WPS) are the USA instantiation of the international standard for ETS.  Especially, the GETS and WPS respond to the White House’s requirement for "national security and emergency preparedness communications …under all circumstances including crisis or emergency, attack, recovery, and reconstitution…" (Executive Order 12472).  Priority access is required for National Security and Emergency Preparedness (NS/EP) users for conducting their missions effectively during disasters using various 3G/4G wireless technologies including WiMAX.
The purpose of this document is to provide the simulation results illustrating the benefits relating to path management with priority access operation for Sections 17.2.8 and 17.3.8 in 802.16n Amendment Working Document (AWD).
2 Overview
Our proposed path management framework to support priority access is detailed in Reference 3, and will not be repeated here.  
3 Performance Analysis

A simulator was developed to evaluate the effectiveness of path management mechanisms for regular and priority access users within a single 802.16n base station (BS).  The following subsections describe the system configuration and parameters used to conduct the simulation, and the statistics to be collected and analyzed.

3.1 System Overview

Our simulation assumes the following categories of communication are supported, which are illustrated in the sample system in Figure 1 (one BS and no ASN gateway).  

1. Mobile Direct Communication (MDC)

2. Local Forwarding (LF)

3. Normal Communication
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Figure 1: Priority Access Framework Example Network
Since our simulation will not consider MSs located beyond the range of the BS, mobile forwarding will not be used in the simulation.  Regular user 911 calls are not included here since it is beyond the scope of this contribution.
3.2 Simulation Scenarios and Parameters

In each simulation, one cell with 200 MSs will be simulated.  The locations of the MSs will uniformly distributed within the BS’s range.  In addition, 4 relay stations are placed spread out within the cell and equidistant from each other (see Figure 2).  Our simulation is limited to simulating the uplink portion of the channel.  The coverage range of each MS is assumed to be 632 meters in an urban environment, with regards to the BS.  Multiple modulation and coding schemes are simulated for various communication types.  Each simulation is run for 10 hours.  
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Figure 2: Layout of Simulated Wimax Cell
The MSs placed on the cell will be classified as either a regular or NS/EP priority user.  Both types of users will receive the same treatment from the network.  The distinction between the two is that NS/EP users are likely to communicate with another NS/EP user in the cell, while regular users will always communicate with the back-haul network (via the BS).  Thus the benefits of the path management mechanism will apply only to the NS/EP users making communication requests to local users.  Communication between two local NS/EP users does not necessarily imply that MDC will be used; the two communicating MSs may not be in transmission range of each other, at which point they must rely on local forwarding or standard communication paths.

Overviews of parameters used in each of the simulations are summarized in Table 1.  Table 2 summarizes the traffic loads generated by each type of user in the simulation.  The traffic loads are designed to be a mix of 25% voice and 75% streaming video by volume.  The traffic generator models used for each MS are summarized in Table 3.

Table 1: Simulation System Parameters

	Parameter
	Value

	BS Uplink Capacity
	140 slots

	Total Number of Mobile Subscribers
	200

	Fraction of NS/EP Users in Total Population
	25%

	Percentage of Requests from NS/EP Users Destined to Other NS/EP Users in the Cell
	80%

	Number of Relay Stations in Cell
	4


Table 2: Request Inter-arrival Times
	User Type
	VoIP
	Video Streaming

	Regular
	728.3s
	2178.3s

	NS/EP
	726.1s
	6536.1s


Table 3: Traffic Generator Models

	Application
	Parameters
	Mode

	VoIP
	1. Data rate


2. Call holding time
	1. 4 Kbytes/sec (2 Kbytes/sec when silence suppression is ON)

2. Exponential: μ =210 sec

	Video Streaming
	1. Data rate

2. Session Duration
	1. 24 Kbytes/sec 

2. Exponential: μ =10 sec


3.3 Simulation Results

Two simulations were conducted following the system parameters previously presented.  In the first simulation, all path management capabilities are enabled.  In the second simulation, only standard communication paths are allowed.  Each simulation measures the number of requests that are serviced or dropped by the system.  The results of these simulations are summarized in Table 4 below:
Table 4: Path Management Simulation Results Summary
	Scenario
	Total # Requests
	% Serviced
	% Dropped

	Normal Communication Only
	12,691
	91.20%
	8.80%

	Path Management Enabled
	12,770
	94.78%
	5.22%


As the results in Table 4 show, enabling path management allowed the network to service an addition 3.6% of the requests that came into the BS.  When path management was enabled, about 7.5% of the serviced requests used either Local Forwarding or MDC. The resulting savings that allowed the system to support additional requests were approximately evenly split between MDC and Local Forwarding.  
The benefits from using Local Forwarding and MDC will vary depending on the use location and traffic load in the system.  During normal operations, communication between local MSs may be very limited.  This may change with new mobile gaming and apps are developed.  Additionally, during a disaster scenario many emergency personnel are likely to gather in concentrated areas near the scene of the incident, in which case there is likely to be a higher volume on communication between nearby users.  In these cases, the benefits of path management are expected to be even more significant.
4 Conclusions
We have presented performance simulation results for path management to support priority access users in a 802.16n cell.  The results illustrate the benefits in performance that can be observed using path management and its associated communication mechanisms.  Path management allows the network to select the most efficient path among a number of potential options for handling communication requests.  The increased efficiency can benefit both regular and priority users, as both types of users receive better services.  We would like the proposed scheme to be included in the 802.16n AWD.
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