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Ad Hoc Relay Mode for Mobile Coverage Extension and Peer-to-Peer Communications
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1 Overview

1.1 Motivation for Ad Hoc Relay Mode Support
The IMT-Advanced Network Topology requirement proposes multi-hop, mesh and P2P (peer-to-peer) modes. As such, the 802.16m operational requirements call for multi-hop relay support as well as self-optimization of network performance with respect to service availability, QoS, network efficiency and throughput. Multi-hop relay opens tremendous opportunities for network architectures that scale with low cost mobile stations. The 802.16 Mesh Mode does not provide an integrated coexistence solution with 802.16e point-to-multipoint architecture and 802.16j Relay Mode does not enable Ad Hoc Relay network architectures utilizing mobile stations. This contribution proposes exploiting the P2P aspect of multi-hop relay with Ad Hoc Relay networking topologies.
1.2 Usage Models

The multi-hop relay and self-optimization requirements support use cases such as low cost coverage and throughput extension to fringe and shadowed users, in-building penetration, BS controlled P2P communication for infrastructure off-loading in enterprise, campus, stadium, metro, and home environments. These requirements also support applications such as public safety, social networking and gaming.  An added benefit of P2P Ad Hoc Relay is improved spatial reuse.  Figure 1 illustrates the advantages of enabling the P2P aspect of multi-hop relay with Ad Hoc Relay networking topologies. 
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Figure 1 – 802.16m Ad Hoc Relay Use Cases
1.2.1 Coverage/Range extension
Out of coverage subscriber mobile stations (MS) present a service availability problem to any system, especially systems with a relatively modest deployment footprint. These un-served MSs represent lost revenue opportunities and under-satisfied customers. However, self-optimizing Ad Hoc Relay architectures can be used to reach these MSs in poor coverage without necessitating the addition of costly wireless infrastructure. The range and/or coverage of a cell may be extended through either relatively low cost Ad Hoc Relay nodes or through the use of relaying peer devices. In the same way, the throughput of the system can be extended to MSs that are in poor coverage regions.
For example, Figure 1 depicts MS 2 as being an out-of-coverage node. That is, MS 2 is just beyond the coverage of the base station at the lowest rate. However, its nearby neighbor, MS 1, is within coverage of the base station. If MSs 2 and 1 were to establish an opportunistic direct-connect session, then MS 1 would be able to relay MS 2’s traffic to the base station, thus providing that MS with coverage in an otherwise un-servable location. Similarly, MS 4 is in a coverage hole created by a deep shadow cast by a nearby building. Its neighboring MS, MS 3, could be used to provide relay services in order to mitigate the coverage hole.
1.2.2 In-building Penetration
Mobile stations can similarly provide in-building coverage extension. By strategically placing a fixed MS relay in a location that suffers from no or poor coverage, the carrier is able to again provide service to an otherwise underserved location. Ad Hoc Relay capable MSs go beyond simple relays in that they have additional capabilities such as the ability to aggregate traffic. The Ad Hoc Relay capable MS relay may also provide beneficial deployment aspects, such as a tethered power supply or high gain antenna.
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Figure 2 – in-building penetration
For example, suppose that MSs with the building shown in Figure 1 and mirrored in Figure 2 were unable to maintain a connection with a nearby base station while MSs outside of that building had sufficient signal strength to both the in-building MSs as well as the base station. This in-coverage MS could provide coverage extension as described in section 1.2.1 above. A more desirable solution, though, would be to place a low cost (e.g. based on MS chipset) fixed Ad Hoc Relay capable MS relay, MS 5 in Figure 2, at the edge of the building. The Ad Hoc Relay capable MS relay would provide favorable coverage within the building as well as enjoy favorable channel conditions to the base station.
1.2.3 Infrastructure off-loading
Allowing MSs to communicate directly with one another has the potential to offload high bandwidth tasks from the base station and allow the exchange to occur between the participating MSs. Large file transfers, such as those depicted between nodes 6 and 7 in Figure 1 above and Figure 3 below, can consume a significant amount of available bandwidth. If the source and destination of the file transfer are proximate to one another, the number of utilized resources may be reduced by allowing the MSs to perform the file transfer directly rather than relaying the content through the base station. Control would be provided by the BS to enable the content transfer. Offloading the traffic from the base station also has the added benefit of potentially reducing latency, a factor critical in certain applications such as interactive gaming.
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Figure 3 – Ad Hoc Relay Offloading
1.2.4 Unique Application Support

An Ad Hoc Relay Mode provides access to a number of unique applications that would otherwise encounter significant hurdles to implementation. Proximate social networking, for example, can utilize Ad Hoc Relay connections to provide a social network of users within a local region without unnecessarily burdening the infrastructure. 
In the past few years, many public safety organizations have adopted 802.11-based networks to complement their communication networks and the adoption of 802.16-based networks is expected given its higher data throughputs. Ad Hoc Relay Mode would be a key enabler in this market. Public safety organizations may utilize the Ad Hoc Relay Mode to provide service to emergency responders even when infrastructure is either unavailable or cannot meet the users needs directly. The fire fighters in Figure 1, for instance, are using the multi-hop Ad Hoc Relay Mode to create an incident scene Ad Hoc Relay network. While none of the traffic is flowing through the base station, some of the nodes maintain a control link with the base station to facilitate the Ad Hoc Relay connections between the MSs.
1.2.5 Increased Spatial Reuse

Increased spatial reuse may be achieved by allowing multiple MSs to access the channel simultaneously while using the same channel parameters. Provided that each of these transmitting MSs has a unique destination, utilizes a sufficiently low transmit power and are separated by a sufficient distance, each of these transmitters’ receivers will be able to receive and decode their desired signal simultaneously. This feature overlays on all of the previously discussed use cases and makes them all the more desirable. For instance, offloading file transfer traffic from the base station not only frees up channel resources, but it also allows for the possibility that those same channel resources may be reused by another MS set physically separated from the first.

For example, two MSs, 6 and 7 in Figure 1 and Figure 3, on one side of a cell may be exchanging files via a Ad Hoc Relay while two different MSs, 8 and 9 in Figure 3, on the opposite side of the cell are using those same resources to support a multi-player video game. Both sessions are capable of reusing the resources simultaneously due to their relatively low transmit powers and large separation distances.

1.3 Differentiation from Current Technologies
In a hybrid mesh/ad hoc network topology, the key enablers for supporting Ad Hoc Relay for peer-to-peer (P2P) communication sessions are control and access mechanisms that allow MS peers to synchronize and communicate with one another. These requirements were not addressed for mobile station peers in the 802.16 mesh mode or in 802.16j relays. 
The 802.16 standard has an optional mode called “Mesh mode”. Unfortunately, the Mesh mode has limitations that prevent an efficient integration into 802.16m. For example: 

· The Mesh mode is not integrated with the PMP mode. The network operates in either PMP or Mesh mode. Interoperation of a system that has both PMP and Mesh modes is unclear. 

· Even with a hybrid mode of alternating PMP and Mesh frames, the Mesh mode would occupy at least a whole frame of the air interface, which would represent a significant minimal overhead and long interruption in the flow of PMP traffic. 

The limitations of the 802.16 Mesh Mode motivate a solution that enables integration of an Ad Hoc Relay Mode in the same frame as legacy 802.16e PMP links. 

IEEE 802.16j enables fixed and mobile relays, but does not permit the modification of mobile stations to be used as relays. The relay stations in 802.16j cannot be a source or destination of traffic. Furthermore, the relay stations are not allowed to forward the traffic between two MS nodes. A relay station needs to send and receive data traffic through the BS, even for a local file exchange. A solution is needed that enables mobile stations to not only be lower cost relay station, but also to be Ad Hoc Relay capable (i.e. the mobile station can be a source, a destination, or a relay of user data). Furthermore, the ability to manage the asynchronous nature of peer-to-peer connections is a requirement that the current 802.16j frame cannot handle (i.e. no ability for peer communications (broadcast, unicast, or multicast).

In P2P communications between MS nodes, both network synchronization and physical layer synchronization have unique requirements. In any wireless system, coverage holes exist. The MS node that is out of the coverage of the base station must be able to synchronize their frames with in-coverage MS relays. While 802.16j allows for the provisioning of fixed and mobile relay nodes that are dedicated for the purpose of extending network synchronization, it does not allow MS nodes to behave as an ad hoc relay node in a dynamic manner (i.e. to be a source node, a destination node, or being a relay node capable of relaying network synchronization).

1.4 Ad Hoc Relay Requirements

Given the use cases and applications of Ad Hoc Relay connections for P2P communications described previously, it is prudent to assess the enabling requirements for 802.16m. In a hybrid mesh/ad hoc network topology, the key enablers are the key requirements.  More specifically, Ad Hoc Relay for peer-to-peer (P2P) communication sessions require control and access mechanisms that allow MS peers to synchronize and communicate with one another. To align with the 802.16m requirements, an Ad Hoc Relay solution needs to be lean, yet integrated to coexist with legacy point-to-multipoint (PMP) services. For maximum network efficiency, the system needs to be adaptive to traffic demands for ad hoc communications and opportunistic with respect to the proximity of ad hoc capable MS devices. The system needs to be flexible and simple to allow self-optimizing deployment wherever it is necessary as opposed to being rigid with fixed deployments that do not address the micro-holes of coverage or the particular traffic/propagation configuration of the environment. And the self-optimized deployment should limit the configuration to a small number of short hops while maximizing the opportunity for spatial reuse. 

Enabling P2P communications places unique requirements on the physical layer of a system. The first requirement is related to automatic gain control (AGC). For example, if two nearby nodes at the fringe of a cell want to engage in a P2P communication, the physical layer preamble is used to set the AGC. If the AGC is set to the preamble received from the BS, then the data transmission from the nearby node may saturate the receiving node’s receiver. The second requirement is related to the mitigation of multi-access interference caused by allocation of adjacent resources to two transmitting nodes engaged in P2P communications, of which one is remotely located relative to the other with respect to one of the receivers. When such nodes engage in their respective transmissions, if the propagation delay is large enough, the symbols may be misaligned at the receiver, causing multi-access interference. Physical layer synchronization must be enhanced to mitigate this interference.
In a network that enables single or multi-hop P2P communications, the peer nodes need a mechanism for discovering a communication path between them. Typically, the discovery mechanism requires the ability to broadcast route request (RREQ) messages to neighboring MS nodes to search for the optimal communication path. The 802.16e frame structure does not provide a mechanism for a MS node to broadcast, multicast, or unicast messages in a way that would enable any neighboring MS node to receive the locally transmitted message. Other routing and synchronization messages also need the ability to be broadcast in an Ad Hoc Relay network. 

Finally, Ad Hoc Relay topologies require the ability to negotiate with a peer node for a traffic channel resource for P2P communications. Different solutions for allocating a resource should be possible. For example, the negotiation could result in the BS allocating the resource or the BS could direct or approve an allocation negotiated strictly between the peer MS nodes. One advantage of the MS assignment is efficient reuse of spatially separate resources.  This implies that individual peer nodes would have to negotiate with each other for resources that are perceived by each peer as being locally unused. The 802.16e frame structure and procedures do not provide for these types of resource negotiations. While 802.16j allows a fixed or mobile relay node to allocate resources for nodes that are out of coverage of the base station, it does not have provisions that allow MS nodes to negotiate for resources among themselves, which would be needed in areas in which an 802.16j relay node is not present. As with the issue of route discovery, this resource negotiation requires the ability for a MS node to unicast resource negotiation messages in a way that would enable a neighboring MS node to receive the locally unicast message.

2 Potential MAC Changes

The mechanisms to enable BS controlled Ad Hoc Relay connections between handsets could be provided with a modified frame format along with supporting methods. As stated in the Ad Hoc Relay Requirements, the primary elements that are needed are control and access mechanisms that allow MS peers to synchronize and communicate with one another. 

2.1 Inclusion of an “Ad Hoc Zone” in Frame

IEEE 802.16e enables the addition of new zones in the frame structure. To support legacy 802.16e mobile stations in addition to new 802.16m mobile stations with ad hoc capabilities for Ad Hoc Relay networking, a new “Ad Hoc Zone” is proposed. This zone consists of two logical control channels (for network synchronization and P2P communications) and traffic channels (for Ad Hoc Relay connections). The Ad Hoc Zone is dynamic in size and periodicity. Changes to the Ad Hoc Zone are determined by the BS.
The 802.16m frame structure with the new Ad Hoc Zone is shown in Figure 4, which is illustrative in the sense that the logical channels present in each Ad Hoc Zone can vary.  
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Figure 4. Frame Structure to Support Ad Hoc Relay Mode Communications
With this suggested zone, an integrated solution is possible for supporting legacy 802.16e MS nodes in a system configuration that also supports 802.16m ad hoc capable MS nodes. In an integrated coexistence scenario, the BS continues to serve 802.16e nodes, but additionally serves 802.16m ad hoc capable nodes using the Ad Hoc Zone. The Ad Hoc Zone can be described as follows:

2.2 Logical Channel Definitions

The ADCH (Ad Hoc Data Channel) within the “Ad Hoc Zone” provides communication resources for nodes that operate in an Ad Hoc Relay Mode for Ad Hoc Relay connections. The periodicity of this ADCH is dependent on system configuration and traffic requests. The resources are negotiated on the UAC. 

The DSC (Distributed Synchronization Channel) is a logical channel and is allocated as part of the new “Ad Hoc Zone” by the BS. The purpose of this logical channel is to provide a beacon for 802.16m ad hoc capable nodes that are out of the coverage of the BS. 802.16m ad hoc capable nodes share the responsibility to transmit the DSC on a periodic basis. The content of the DSC consists of parameters to support network synchronization as well as system control found in the MAP such as paging information, location area identifier, state information, Ad Hoc Zone channel periodicity, etc. It also provides descriptors for the ADCH. 

The UAC (Unscheduled Access Channel) is a multi-access channel to enable 802.16m ad hoc capable nodes to communicate to establish and maintain an Ad Hoc Relay connection. These nodes require the ability to communicate directly with peer nodes with broadcast, multicast, or unicast messages. The UAC provides a vehicle for routing procedures and resource negotiation procedures. A suggested approach for simultaneous access to the UAC for P2P communications would be with a pool of CDMA codes as is done with the RACH. Spread OFDM (i.e. multi-carrier CDMA) would be then used to enable sufficient processing gain for simultaneous access.

2.3 Ad Hoc Zone Superframe 

The Ad Hoc Zone need only be present within the 802.16m portion of the frame on a periodic basis and is a function of the traffic demands for Ad Hoc Relay connections. The DSC, UAC, and ADCH logical channels can be present in the Ad Hoc Zone in the same frame or in separate frames. The MAP and the DSC describe the configuration and periodicity of these logical channels of the Ad Hoc Zone. Each of the possible channels of the Ad Hoc Zone can occupy as little as 3 symbols in a frame with a minimum periodicity of one DSC and one UAC every 20-40 frames. As an example, a system supporting a heavy load of Ad Hoc Relay traffic might have one Ad Hoc Zone per frame consisting of a DSC, a UAC, or an ADCH. In this example, the repetition pattern of the Ad Hoc Zone might contain one DSC, four UACs, and 15 ADCHs every 20 frames. In a lighter loaded system example, there might only be one Ad Hoc Zone every fourth frame with a repetition pattern of one DSC, one UAC, and 3 ADCHs every 20 frames. Both examples are illustrated in Figure 5 below: 
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Figure 5. Repetition of the Ad Hoc Zone and Various Channels within this Zone

2.4 Example System Operation

With the above explanation of the Ad Hoc Zone, a possible methodology for the operation of a system using the Ad Hoc Zone to enable Ad Hoc Relay P2P communications is described by way of example:

1) Suppose that a source and destination node desire to establish a P2P communication. Suppose that the destination node is out of coverage of the BS, but the source node is within coverage of the BS. In this example, the source node is a node that is periodically responsible to broadcast a DSC beacon so that an out of coverage node, such as the destination node, is able to synchronize its clock with the network and receive necessary system information to interpret the current frame structure and communicate with other nodes that are in coverage of the network.

2) Suppose all non-sleeping ad hoc capable nodes, such as the destination node, listen to the UAC to hear and respond as appropriate to broadcast, multicast, or unicast messages. The UAC could be used to allow ad hoc capable nodes to find and establish routes between the source and destination nodes. 

3) In this example, all ad hoc capable nodes can become aware of the identities of the nodes in their one-hop neighborhood based on the exchange of periodic Hello messages on the UAC. The one-hop neighborhood range might be limited by the signal/noise measurement of the Hello message. In this way, a node would only be permitted to establish an Ad Hoc Relay connection with a one-hop neighbor if it is known from the periodic Hello messages that are within an acceptable range. 

4) If the source node was seeking to establish an Ad Hoc Relay connection with the destination node and the destination node was not within the known neighborhood of the source node, the source node would need to make a connection request with the BS. If the desired destination node was known by the BS to be within the multi-hop range of the source node, the BS could inform the source node. In this scenario, the source node could broadcast a RREQ on the UAC to discover a multi-hop route to the destination. Otherwise, using traditional PMP call set up protocols, the BS could establish the connection to the destination through the network. 

5) However, assuming the desired destination node was in the one-hop neighborhood of the source, the source and destination nodes might then negotiate with each other for traffic channel resources. The negotiation could result in the BS managing and allocating the resource from the ADCH, or the ADCH allocations could be managed and selected strictly from direct negotiation between the peer MS nodes under the supervision or approval of the BS. One advantage of MS management and allocation of the ADCH is efficient reuse of spatially separate resources.  This would imply that individual peer nodes would have to negotiate with each other for resources that are perceived by each peer as being unused. This would involve some sort of a triple handshake between the two peer nodes to exchange and agree on an overlapping set of idle channels.

3 Suggested Changes to System Description Document

The motivation for supporting Ad Hoc Relay communications in 802.16m has been explained. Several use-cases that could benefit from this capability have been listed. Requirements and/or potential changes to the MAC and PHY to enable P2P communications have been described. To accommodate these topics, the following changes to the outline of the System Description Document are suggested.

It is proposed that the following new sections be added:

1) In the area of MAC Resource Control, and Management Functions), the following sections are proposed:

a.
Radio Resource Management (RRM):
i. 
Ad Hoc Resource Negotiation and Allocation

b.
Routing

2) In the area of the Physical Layer Multiple Access Methods, the following section is proposed to complement sections on Uplink and Downlink:

a.
Ad Hoc Relay
3) In the area of the Physical Layer OFDMA Numerology and Frame Structure, the following section is proposed:
a.
Ad Hoc Zone

    i. 
Physical Data Channels

    ii. 
Physical Control Channels

4) In the area of the Physical Layer MIMO Structure, the following section is proposed to complement sections on Uplink and Downlink:

a. Ad Hoc Relay
It is anticipated that other existing sections of the SDD will be impacted by Ad Hoc Relay connection capabilities. For example, in the area of the Physical Layer Synchronization, a change is anticipated to guard against multi-access interference as stated earlier in the Ad Hoc Relay Mode Requirements.
The Ad Hoc Relay capabilities imply the need for an update to the overall network architecture. The network architecture should include a new interface between IEEE 802.16m MSs.
9





8





7





6





3





4





5





2





1








Ad Hoc Multi-hop Relay





Low Cost �Range Extension





Ad Hoc Multi-hop Relay





Spatial Reuse





Traffic Channel





Control Link





Infrastructure offloads - File Transfers





Infrastructure offloads of high data rate apps – Video, Gaming





Ad Hoc Relay





Internet





Public Safety





Ad Hoc Multi-hop Relay





In-building Penetration





16m ad hoc capable node





Legacy 16e node





Low Cost Coverage Hole Filling





Ad Hoc Multi-hop Relay





Ad Hoc Relay





Social Networking





5





Ad Hoc Relay





Ad Hoc Relay





6





7





8





9





























Time





802.16e/m frames








DSC





UAC





ADCH





802.16 frame





3 or more symbols in a frame





Example of a heavier loaded system of Ad Hoc Zones Distribution





Frequency





   1       2       3       4      5       6      7      8       9      10     11    12     13     14    15     16     17    18     19    20





   1       2       3       4      5       6      7      8       9      10     11    12     13     14    15     16     17    18     19    20





Example of a lighter loaded system of Ad Hoc Zones Distribution





802.16 frame





Time





Primary Channel Frame





Primary�band allocations





New Ad Hoc Zone








Each logical channel is allocated periodically for direct link/mesh control (e.g. routing and resource negotiation) and traffic.





RACH





 UL�. . .





 DL�. . .





Time





DSC UAC 


or


       ADCH











MAP








[image: image6.jpg]



  


[image: image7.png]1]




[image: image8.wmf][image: image9.wmf][image: image10.wmf][image: image11.wmf] 

 

MAP

 

 DL

 

. . .

 

 UL

 

. . .

 

RAC

H

 

Primary

 

band 

allocations

 

Frequency

 

 

 

 

 

A

D

C

H

 

