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Contributions and Discussions
For First draft:

Convergence Sublayer:
	Contrib#
	Discussion

	980
	Proposes that packet classification rules be inside of GPCS. In conflict with 1042. Need to discuss whether classification is outside or inside the spec. Included as bracketed text.

	1042
	Proposes that packet classification rules be outside of the spec. This is in exact conflict with 980. Need to discuss whether classification is outside or inside the spec. Included as bracketed text.


Network Entry:

	Contrib#
	Discussion

	760
	Overview text on network entry/re-entry. Incorporated with minor editorial changes.

	964
	Proposes a fast network entry procedure wherein the MS includes, as part of the current MAC management message to the BS, the size of the next MAC management message so that BS knows the UL grant size to allocate. Question is: does the BS already not know the size of the next MAC management message during initial entry anyway (since these are well defined messages with well defined sizes)? 

	999
	Need more justification from the authors to show the benefits of their proposal. Questions: Do we really need SIM and DSB? What is the gain? What about the overhead of the SIM and DSB? Nonetheless this contribution points out some key areas of optimization for ranging. Included as bracketed text as this needs further discussion.

	1046
	Discusses prioritized service for emergency telecom svcs. This is not in scope of the SDD text for UMAC RG. Specifically, the section 10.x of the proposed SDD text talks about dedicated ranging codes and BW req slots which belongs to “UL control”.


Connection management:

	Contrib#
	Discussion

	901
	Overview text on connection management. Has been incorporated with minor edits

	1085
	Accepted with some minor changes. Also removed the text concerning MBS connections as that needs to be discussed in MBS RG

	1049
	Discusses prioritized service for emergency telecom svcs. Specifically, the section 10.x.1 of the proposed SDD text talks about dedicated ranging codes and BW req slots which belongs to “UL control” and is out of scope of UMAC RG. Section 10.x.2 proposes stage 3 details to the TLVs. However the SDD concept behind section 10.x.2 has been included in the text in a specific subsection and partly bracketed for further discussion. 


QoS: 

	Contrib#
	Discussion

	961
	Discusses polling for uplink data based on downlink traffic patterns. Question is: Why do we need explicit signaling for this in the spec? Can this be handled as an implementation at the BS?

	1031
	Proposes Class indication on UL grant from BS to MS. Question is: can this be handled in implementation, as the MS scheduler knows the priority of the incoming UL grant based on the buffer status of its connections? Needs further discussion. Included as bracketed text.

	1054
	Has 2 parts – one for adaptive grant and polling and the other part for video QoS. Adaptive polling and granting is partly accepted and merged with 1086. Question is: how exactly 16m entities can detect critical video frames at the MAC layer? – this is included as bracketed text.

	1069
	Provides overview of QoS. No proposed SDD text is present in the contribution. 

	1086
	Proposes SF management and scheduling for 16m. Partially accepted and merged with 1054. 

	1149
	Proposes burst data QoS mode for 16m. Question is: cant  this be done today in 16rev as an implementation using the current BE class+ opportunistic scheduling at the BS?


MAC management:

	Contrib#
	Discussion

	909
	Proposes generic MAC management message for 16m for the MAC to access higher layer services. Has been incorporated with minor edits

	1145
	Proposes retransmission handling for MAC management message. The question is do we really need HARQ for MAC management or can we eliminate the same? HARQ comes with complications of ACK->NACK, NACK->ACK and other errors as the authors point out correctly. How specifically is NACK->ACK error handled? However, large response timers for the RSP message needs to be addressed. Included as bracketed text.


For Second draft:

Please see change marks in the draft below.
For third draft:

Change marks from second draft have been accepted. Please see change marks in the third draft below.
Text Proposal for the IEEE802.16m SDD

================= Start of Proposed Text ========================

10. Medium Access Control Sub-Layer 
10.5 Convergence Sublayer 
GPCS is used to transport packet data over the air interface.This means that the classification is assumed to take place on layers above the MAC-CS. 




10.6 Network Entry
Network entry is the procedure by which an MS finds and establishes a connection with the network. The network entry has the following steps:

· MS synchronizes with the BS via synchronization channel (SCH). 

· MS obtains necessary information e.g. BS ID, NSP ID for initial network entry, and performs network selection. 

· MS starts ranging process.

· Authentication and registration process. 

· MS enters 16m network and sets up service flows.

Neighbour BSs search is based on the same downlink signals as initial network search (eg: preamble) except some information can be provided by serving BS (eg: NBR-ADV). Network re-entry from such procedures as handover, idle mode exit and so on, is based on initial network entry procedure with certain optimization procedures.

The BS shall respond to the MS’ initial ranging code transmission by broadcasting a status indication message (e.g.: Decoding Status Bitmap) in a the following predefined DL frame/subframe. The initial ranging related messages (e.g.: RNG-RSP and BW Grant) can be embedded linked to the corresponding bit of the status indication message to reduce overhead.

10.7 Connection Management
Connections are identified by the combination of station identifier and flow identifier. Two types of connections are used – management connection and transport connection. 
Management connections are used to carry MAC management messages. Transport connections are used to carry user data including upper layer signaling messages such as DHCP, etc and data plane signaling such as ARQ feedback.
[ed note – following bracketed text needs further discussion on whether fragmentation shall be mandatory or not

Fragmentation shall be mandatory on all transport and management connections. A set of minimum MAC SDU fragmentation performance parameters is FFS and shall be mandatory for MS and BS.]
10.7.1 Management connections:

Management connection is bi-directional and default values of flow identifier are reserved for unicast management connection(s). Management connections are automatically established after station identifier is assigned to an MS during MS initial network entry.

10.7.2 Transport connections:

Transport connection is uni-directional and established with unique flow identifier assigned during service flow establishment procedure. Each admitted/active service flow is uniquely mapped to a transport connection. Transport connection is released when the associated service flow is removed. To reduce bandwidth usage, BS and MS may establish/change/release multiple connections using single message transaction.

Transport connections can be pre-provisioned or dynamically created. Pre-provisioned connections are those established by system for an MS during the MS network entry. On the other hand, BS or MS can create new connection dynamically if required. A connection can be created, changed, or torn down on demand.
10.7.3 Priority for Emergency service flows:
For handling Emergency Telecommunications Service and E-911, emergency service flows will be given priority in admission control over the regular service flows. 

10.8 QoS
In order to provide QoS, IEEE 802.16m MAC associates an uni-directional flow of packets which have a specific QoS requirement with a service flow. A service flow is mapped to one transport connection with one flow identifier. BS and MS provide QoS according to the QoS parameter sets, which are negotiated between the BS and the MS during the service flow setup/change procedure. The QoS parameters can be used to schedule traffic and allocate radio resource. In addition, uplink traffic may be policed based on the QoS parameters.
10.8.1 Adaptive polling and granting
IEEE 802.16m supports adaptation of service flow QoS parameters. One or more sets of QoS parameters are defined for one service flow. The MS and BS negotiate the supported QoS parameter sets during service flow setup procedure. When QoS requirement/traffic characteristics for UL traffic changes, the BS may autonomously switch the service flow QoS parameters such as grant/polling interval or grant size based on predefined rules. In addition, the MS may request the BS to switch the Service Flow QoS parameter set with explicit signaling. The BS then allocates resource according to the new service flow parameter set.
[ed note – following bracketed text needs further discussion and harmonization, esp on the feasibility of allocation of one dedicated ranging code per connection
10.8.2 Scheduling Services

In addition to the scheduling services supported by the legacy system, IEEE 802.16m provides a realtime Dedicated Ranging channel based Service (rtDRS) to support realtime non-periodical application as on-line gaming. With rtDRS, a dedicated bandwidth request channel ID (e.g. ranging sequence/location) is allocated to the connection during service flow establishment procedure. The service flow parameters for rtDRS include default QoS parameters. Once receiving the dedicated bandwidth request channel ID, the BS directly grants the resource based on the default QoS parameters defined in the service flow parameters. If additional configuration of the allocation is needed, the MS sends a piggybacked BW-REQ information together with the data.]

[ed note – following bracketed text needs further discussion and harmonization
IEEE 802.16m provides an efficient signaling mechanism between the MS and the BS that communicates information such as buffer capacity and occupancy level at either a regular interval (periodic) or as an event-driven signaling scheme.]
[ed note – following bracketed text needs further discussion and harmonization
For QoS control, a 2-step uplink resource allocation scheme is considered in IEEE 802.16m system. In the 2-step scheme, BS announces the uplink bandwidth allocation by class-based grant message and MS multiplexes packets from multiple connections by pre-defined scheduling principles. The grant message consists of class indication as well as Basic CID and transmission attribute. The class indication is used to specify what kinds of scheduling type are to be transmitted in the uplink resource. And, for uplink transmission, some common uplink scheduling rules shall be defined for 802.16m systems so as to fulfill the IMT-Advanced QoS requirements.]
[ed note – following bracketed text needs further discussion and harmonization
IEEE 802.16m provides a mechanism for detecting critical frames in video streams. This information can be used to ensure that these frames are successfully delivered with a higher probability, reducing the impact to user perceived QoS.]
10.9 MAC Management 
[ed note – following bracketed text needs further discussion and harmonization
802.16m provides a generic MAC management message at the L2 called L2_transfer that acts as a generic service carrier for various services including, but not limited to: Device provisioning bootstrap message to MS, GPS assistance delivery to MS, BS(es) geo-location unicast delivery to MS, 802.21 MIH transfer, EAP transfer etc
]
MAC management messages are carried on initial ranging channel, broadcasting channel, or management connections which have pre-assigned flow identifier. To meet the latency requirements for aspects of network entry, handover, state transition and so on, 802.16m supports the fast and reliable transmission of MAC management connections. The mechanism of retransmission for MAC management message is FFS.
[ed note – Needs further discussion and harmonization on the retransmission aspects of a fragmented message:
As the MAC management message is sent with HARQ enabled, the retransmission of MAC management message can be triggered by an unsuccessful outcome from the HARQ entity in the transmitter. If an MAC management message is fragmented into multiple MAC SDU fragments, only unsuccessful MAC SDU fragment is retransmitted. 
]





The 16m MAC protocol peers communicate using a set of MAC Control Messages. These messages are defined using ASN.1 [1],[2],[3],[4]. The ASN.1 descriptions are written in way that provides future extension of the messages. The Packed Encoding Rules (PER) [5] are used to encode the messages for transmission over the air.
References: 
[1] ITU-T Recommendation X.680 : Information technology - Abstract Syntax Notation One (ASN.1): Specification of basic notation, July 2002.

[2] ITU-T Recommendation X.681 : Information technology - Abstract Syntax Notation One (ASN.1): Information object specification, July 2002.

[3] ITU-T Recommendation X.682 : Information technology - Abstract Syntax Notation One (ASN.1): Constraint specification, July 2002.

[4] ITU-T Recommendation X.683 : Information technology - Abstract Syntax Notation One (ASN.1): Parameterization of ASN.1 specifications, July 2002.
[5] ITU-T Recommendation X.691 : Information technology - ASN.1 encoding rules: Specification of Packed Encoding Rules (PER), July 2002.
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