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1 Introduction
In the IEEE P802.16m/D6 specification [1] MCEH in the MAC PDU (with control connection FID in the AGMH) provides the encryption status of the payload in the MAC PDU. MCEH is an extended header and can be present anywhere between the AGMH and the payload. This delays the determination of encryption status at the receiver as various other extended headers needs to be parsed before parsing the MCEH.
2 Proposal

We propose to fix the location of MCEH (if present) in the MAC PDU. In a MAC PDU with control connection FID in the AGMH, MCEH (if present) shall be the first extended header after the MLEH if MLEH is present in MAC PDU or MCEH (if present) shall be the first extended header after the AGMH if MLEH is not present in MAC PDU. In a MAC PDU with multiplexing, the first connection payload shall always be of a transport connection.
3 Proposed text
[Change 1: Modify the section 16.2.2.2.3, page 63, lines 37-62, page 64, lines 1-30 as follows]

16.2.2.2.3 MAC Control extended header (MCEH)
The MCEH is used on control connection. When message fragments belonging to two different control messages are being sent, the transmitter shall assign different Control Connection Channel ID (CCC ID)s to the MCEH of each MAC PDU. In a MAC PDU with control connection FID in the AGMH, MCEH (if present) shall be the first extended header after the MLEH if MLEH is present in MAC PDU or MCEH (if present) shall be the first extended header after the AGMH if MLEH is not present in MAC PDU. The MCEH format is defined in Table 668.

[Change 2: Modify the section 16.2.4.2, page 229, lines 22-29 as follows]

16.2.4.2 Multiplexing
Multiple connections' payload associated with same security association can be multiplexed and encrypted together in a MAC PDU. In a MAC PDU with multiplexing, the first connection payload shall always be of a transport connection. If 'n' connections’ payload are multiplexed, one MEH shall be present in a MAC PDU and upto one extended header from FEH, PEH, RFPEH and MCEH per connection payload shall be present in a MAC PDU.
4 Reference

[1] IEEE P802.16m/D6, “DRAFT Amendment to IEEE Standard for Local and metropolitan area networks Part 16: Air Interface for Broadband Wireless Access Systems”































  


