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Definitions of “capability class 0” and parameters for 802.16m MAC system
Sassan Ahmadi, Shaocheng Wang
Intel
I. Introduction
This contribution is intended to provide definitions for “capability class 0” and parameters for 802.16m MAC system.   
II. Proposed text 
II.1 Proposed text 1

[Note to the editor: create a new appendix and insert the following table. 
------------------------------------------------- Start of proposed text I--------------------------------------------------

Table xxx—Default capability class and parameters for 802.16m MAC system
	Feature
	Feature Subset1
	Feature Subset2
	Description
	Standard reference (802.16m/D6)

	5.1.8 Bandwidth Request (BR) and Allocation
	5.1.8.1 Contention-based random access BR procedure
	
	Support of 3-step BR procedure
	16.2.11.1.1

	 
	 
	
	Support of 5-step BR procedure
	16.2.11.1.1

	 
	 
	 
	Support of BR ACK A-MAP IE
	16.2.11.1.1

	 
	 
	
	Support for multiple BR ACK MAP IE in a frame
	16.2.11.1.1

	 
	5.1.8.2 Standalone BR
	
	Support of Standalone BR Header
	16.2.11.1.2

	 
	5.1.8.4 BR using Fast Feedback Channel
	
	Support of Indication flag feedback
	16.2.11.1.4.1

	5.1.9 Service Flow Management
	5.1.9.1 Service flow addition
	
	Support of service flow addition (ABS initiated)
	16.2.3.46

	
	5.1.9.2 Service flow change
	
	Support of service flow change (ABS initiated)
	16.2.3.46

	
	5.1.9.3 Service flow release
	
	Support of service flow release (ABS initiated)
	16.2.3.46

	5.1.10 Quality of Service
	5.1.10.1 Support of Legacy scheduling services
	
	Support of legacy scheduling services
	16.2.12.2

	 
	5.1.10.2 Support of Adaptive granting and polling service (aGPS)
	
	Support of QoS mapping during Handover
	16.2.12.3.1.1

	5.1.2 CS Options and functions
	 5.1.2.1 Support of IPCS
	
	 Support of IPCS
	5.2.5

	5.1.3 MAC Header formats
	 5.1.3.1 Support of AGMH
	
	 Support of AGMH
	16.2.2.1.1

	
	5.1.3.3 Support of Signaling headers
	
	Support of MAC signaling header
	16.2.2.1.3.1

	
	5.1.3.4. Extended headers formats
	
	Support of extended header
	16.2.2.2

	5.1.4 Construction and Re-assembly of MAC PDU
	 5.1.4.1 Fragmentation
	
	 Support of fragmentation
	16.2.4.4

	
	5.1.4.2 Packing
	
	Support of packing
	16.2.4.5

	
	5.1.4.3 MAC PDU concatenation
	
	Support of concatenation
	16.2.4.3

	
	5.1.4.4 Padding
	
	Support of padding
	16.2.4.7

	
	
	
	Support of MAC PDU encryption and decryption
	16.2.4.6

	5.1.5 MAC control messages 
	5.1.5.1 MAC control messages
	
	Capability of receiving and transmitting MAC control messages
	16.2.3

	
	
	
	Capability to fragment MAC control messages 
	16.2.3
16.2.4.4.2

	
	
	
	Support of encryption / decryption of unicast MAC control messages
	16.2.5.3.3

	
	
	
	Support of ASN.1 PER encoding for MAC control  messages
	16.2.3
Annex P

	5.1.6 ARQ
	 
	
	ARQ implementation
	16.2.13

	 
	 
	
	Cumulative ARQ feedback
	16.2.13.2.1,16.2.13.5.3.2

	 
	 
	
	Selective ARQ feedback
	16.2.13.2.1,16.2.13.5.3.2

	 
	 
	
	ARQ feedback polling mechanism
	16.2.13.2.2

	 
	 
	
	ARQ triggering conditions
	16.2.13.2.3

	 
	 
	
	ARQ rearrangement
	16.2.13.1.2

	 
	 
	
	ARQ purging
	16.2.13.5.3.4

	 
	 
	
	ARQ discard
	16.2.13.5.3.3

	 
	 
	
	ARQ Synch loss
	16.2.13.5.5

	 
	 
	
	ARQ Reset
	16.2.13.5.4

	 
	 
	
	ARQ buffer management
	16.2.13.5.6

	 
	 
	
	ARQ Error detection
	16.2.13.5.3.2

	 
	 
	
	SDU in-order delivery
	16.2.13.5.3.5

	 
	 
	
	Piggybacked ARQ Feedback
	16.2.13.2.1

	 
	 
	
	ARQ Feedback using control message
	16.2.13.2.1

	5.1.7 MAC support for H-ARQ
	 
	
	H-ARQ Support 
	16.2.14

	 
	 
	
	Capability of DL HARQ channels Number negotiation
	16.2.14.2.1.1

	 
	 
	
	Capability of  UL HARQ channels Number negotiation
	16.2.14.2.1.2

	 
	 
	
	Supported HARQ ACK delay in UL transmission
	16.2.14.2.1.2

	5.1.8 Reliability of MAC control message 
	 5.1.8.1 Support of message ACK 
	5.1.8.1.1 Support of AAI_MSG-ACK as message ACK
	Support of message ACK using AAI_MSG-ACK
	 16.2.22

	5.1.4 Network Entry
	5.1.4.1 MS scanning and synchronization
	
	Support for MS scanning and synchronization
	16.2.15.1,
16.2.8.2.3

	 
	5.1.4.2 MS DL/UL parameter acquisition
	
	Support for DL/UL parameter acquisition
	16.2.15.2

	 
	5.1.4.3 MS  initial ranging
	
	Contention-based initial ranging and automatic adjustments
	16.2.15.3

	 
	5.1.4.4 MS basic capability negotiation
	
	MS capability negotiation
	16.2.15.4

	 
	5.1.4.5 MS authorization and key exchange
	
	MS authentication/authorization and key exchange
	16.2.15.5

	 
	5.1.4.6 MS capability exchange and registration
	
	capability exchange and registration
	16.2.15.6,
16.2.8.2.3

	 
	 
	
	 CRID assignment during network entry
	16.2.15.6

	5.1.15 Sleep Mode
	 
	
	Support of Sleep Mode
	16.2.17

	 
	5.1.15.1 Sleep Mode Initiation
	
	MS Initiated Sleep Mode request
	16.2.17.1

	 
	5.1.15.2 Sleep Cycle Operation
	
	Fixed size of SC
	16.2.17.2.1

	
	
	
	Sleep Cycle update (SC doubling or SC reset to ISC based on NSCF = 0b00)
	16.2.17.2.1

	 
	5.1.15.3 Listening Windows operations
	
	DL traffic indication through AAI_TRF-IND
	16.2.17.2.3.1

	 
	5.1.15.7 Sleep mode termination 
	
	Sleep Mode Termination by AMS
	16.2.17.3

	5.1.16 Idle Mode
	 
	
	Support of Idle mode
	16.2.18

	 
	5.1.16.1 Paging group assignment
	
	 1 paging group support by AMS
	16.2.18

	
	
	
	Single paging group support by BS
	16.2.18

	
	5.1.16.2 Idle Mode Initiation
	
	MS initiated idle mode entry
	16.2.18.1.1

	 
	
	
	Maintain MS' connection information at BS with Management Resource Holding Timer during Idle Mode initiation
	16.2.18.1.1

	 
	 
	
	Support for AMS to request  service and operational information retention at the PC using AAI_DREG-REQ
	16.2.18.1.1

	
	
	
	Indication of Service and operational information retention at the PC by the ABS using AAI_DREG-RSP
	16.2.18.1.1

	 
	5.1.16.3 Location Update 
	
	Paging group location update without PG_LU-timer
	16.2.18.4.1.1

	
	
	
	Timer based location update
	16.2.18.4.1.2

	 
	 
	
	Power down location update
	16.2.18.4.1.3

	
	
	
	Secure Location Update
	16.2.18.4.2

	
	
	
	Un-secure Location Update
	16.2.18.4.2

	
	5.1.16.4 Paging operation
	
	Capability to broadcast or receive PGID Info
	16.2.18.2.3

	
	
	
	Support of broadcasting paging message
	16.2.18.2.1

	 
	
	
	Paging frame selection
	16.2.18.2.3

	5.1.17 DCR Mode
	
	
	TBD
	TBD

	5.1.21 Co-located Coexistence
	 
	
	TBD
	TBD

	5.1.23. Coverage Loss
	 
	
	Coverage Loss detection at AMS
	16.2.26.2

	
	
	
	Coverage Loss detection at ABS
	16.2.26.1

	5.1.18 Security features
	5.1.18.1 Authorization Policy Support
	
	802.16m "No authorization" support
	16.2.3.4

	
	
	
	802.16m "EAP based" authorization support
	16.2.3.4

	 
	5.1.18.2 PKM Version 3 Support
	
	PMK derivation and management
	16.2.5.2.1.1.1

	 
	 
	
	AK derivation and management
	16.2.5.2.1.1.2

	 
	 
	
	CMAC key derivation management
	16.2.5.2.1.1.3

	 
	 
	
	TEK derivation and management
	16.2.5.2.1.1.4

	 
	 
	
	Key agreement procedure

after (re-)authentication
	16.2.5.2.1.4

	 
	 
	
	ICV size neogotiation during key agreement in network entry
	16.2.3.42.4

	 
	 
	
	Support of CCM SA
	16.2.5.2.2

	 
	 
	
	Key update during Lzone-to-Mzone zone switch
	16.2.5.2.1.5.6

	 
	 
	
	Key update during Handover
	16.2.5.2.1.5.4

	 
	 
	
	Key usage during Location Update and Network reentry from Idle mode
	16.2.5.2.1.5.5

	 
	5.1.18.3 cryptographic suites 
	
	CCM-Mode 128-bit AES
	16.2.5.2.3.1.1

	 
	 
	
	CMAC calculation
	16.2.5.2.3.2

	 
	5.1.18.4 Message Encryption/Authentication  
	
	Support of signaling messages integrity protection
	16.2.5.3.3

	 
	 
	
	Support of signaling messages confidentiality and integrity protection
	16.2.5.3.3

	 
	5.1.18.5 MS privacy
	
	Support of MS privacy
	16.2.5.3

	5.1.11 Neighbor Advertisement
	5.1.11.1 AAI_NBR-ADV
	
	Broadcast transmission
	16.2.6.1.1

	 
	Note is needed
	
	Capability of encoding full SFH SPs information
	16.2.3.12

	 
	 
	
	Capability of encoding delta SFH information
	16.2.3.12

	 
	 
	
	Support of broadcasting different NBR-ADV segments independently
	16.2.6.1.1

	5.1.12 Scanning
	5.1.12.1 Scanning initiation
	
	AMS initiated Scanning (SCN-REQ)
	16.2.6.1.2

	 
	 
	
	ABS initiated Scanning (SCN-RSP)
	16.2.6.1.2

	 
	 
	
	Event Triggered Scan request
	16.2.6.1.2

	 
	5.1.12.2 Scan Reporting Type Support
	
	Periodic scan report
	16.2.6.2

	
	
	
	One-time scan report
	16.2.6.2

	 
	 
	
	Event triggered scan report
	16.2.6.2

	5.1.13 HO Trigger
	5.1.13.1 Trigger Metrics
	
	BS CINR mean
	16.2.6.2

	 
	 
	
	BS RSSI mean
	16.2.6.2

	 
	5.1.13.2 Complex Trigger conditions
	
	Complex Trigger conditions
	16.2.6.2

	5.1.14 HO Procedure
	5.1.14.1 Generic HO features
	
	Support of HO Re-entry Mode 0: General HO support
	16.2.6.3.2

	 
	 
	
	HO initiated by AMS
	16.2.6.3.2

	 
	 
	
	HO initiated by ABS
	16.2.6.3.2

	 
	 
	
	Preallocation of STID
	16.2.6.3.3

	 
	 
	
	HO rejection
	16.2.6.3.4

	 
	 
	
	Contention based CDMA HO Ranging
	16.2.6.3.5.1

	 
	 
	
	Send AAI_HO-IND in case of HO cancel
	16.2.6.3.4

	 
	 
	
	Omit AAI_SBC-REQ/RSP management messages during reentry processing
	16.2.3.11

	 
	 
	
	Omit PKM Authentication phase
	16.2.3.11

	 
	 
	
	Seamless HO (Allowing data communications before completion of AAI_RNG-REQ/RSP transaction)
	16.2.3.11

	 
	 
	
	Omit AAI_REG-REQ/RSP message and higher layer protocol triggering (for IP address refresh) during reentry processing.
	16.2.3.11

	 
	
	
	Indication support of deployed system version by MAC version
	16.2.6.4.1.1.1

	 
	5.1.14.3 HO support from WirelessMAN-OFDMA Reference System to Advanced WirelessMAN-OFDMA System
	
	Support of Zone Switch from LZone to MZone
	16.2.6.4.1.2.1

	 
	 
	
	BS initiated Zone Switch
	16.2.6.4.1.2.1

	 
	 
	
	Support of Zone Switch  with Zone Swith Mode 0: Breaks communcation in LZone before performing network reentry in Mzone
	16.2.6.4.1.2.1


------------------------------------------------- End of proposed text I --------------------------------------------------







































































































































































































































































































































































































































































































































































































  


