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Fix of the figure 339 Key agreement procedure(16.2.5.2.1.4)
Youngkyo Baek
Samsung Electronics
Introduction
This contribution suggest fix of the figure 339 Key agreement procedure.
Proposed Remedy

Modify the figure 399, page 274 as following instruction.

---------------------------------------------------------Start of the Text-----------------------------------------------------------
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Figure 399—Key agreement procedure
---------------------------------------------------------end of the Text-----------------------------------------------------------
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