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Proposed Corrections to the Subsection about MAC Control Messages with CMAC Protection (16.2.4.8)
Anil Agiwal, Youngkyo Baek, Hyunjeong Kang, Youngbin Chang, Rakesh Taori

Samsung Electronics
1 Introduction
The current text in P802.16m D10 draft [1] suggests that only MAC control message content is fragmentable. This is not correct as MAC control message together with CMAC tuple is a single unit for the fragmentation function. The CMAC protected MAC control message including the CMAC tuple can be fragmented at any byte boundary. CMAC tuple itself can be transmitted in one (as shown in figure 1) or multiple MAC PDUs (as shown in figure 2).
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Figure 1 
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Figure 2 
2 Suggested changes in the 802.16m/D10
Change 1: Modify lines 44 to 47 on page 307 as follows

CMAC protected MAC control message together with CMAC tuple can be fragmented at any byte boundary. Figure 398 illustrates the construction of a MAC PDU with fragmented MAC control message that includes CMAC tuple. It shows that CMAC tuple is shall be sent in the MAC PDU last MAC control message fragment.
3 References
 [1] IEEE P802.16m/D10, “DRAFT Amendment to IEEE Standard for Local and metropolitan area networks”
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