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1 Introduction

The OAM& P (Operation, Adminigiration, Maintenance and Provisoning) and Layer
Management functiondities

[ Editor’ s note — Add a brief introduction on what are the OAM& P functions.]

OAM&P and Layer Management usudly covers the following functiond management
aress.

» Configuration management
> Fault management
> Performance management

The configuration management handles the NE configuration provisoning aswell as
checking and reporting configuration anomalies

The fault management is responsible to detect and process any faults as well asto report
it to the management system.

The performance management is responsible to monitor the system performance and to
report statigtics information to the management system.

In order to improve the fault and performance management capability, e.g. to alow fault
detection, some in-band OAM functions are envisaged.

1.1 Overview of RPR systems

The IEEE 802.17 MAC isasingle MAC layer supporting two physica interfaces on the
ring: the east interface and the west interface (see Figure 1.1 and Figure 1.2).

Physicd interfaces are usudly bi-directiond interfaces thus each span interface recelves
from one ringlet and transmits on the opposite ringlet. With areference to Figure 1.1, the
west span interface recaves frames from the counterclockwise ringlet and tranamits
frames on the clockwise ringlet; the opposite applies to the east interface.
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Clockwise Ringlet

Figure 1.1 RPR Ring View

o]

RPR MAC
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Figure 1.2 RPR Functional Model

The system has at least three interfaces: two (i.e. east and west) span interfaces (PHY -
SAPs) and one RPR interface (MSAP) to the upper layers. The OAM& P requirements for
the east and west span interfaces depend on the medium (i.e. Ethernet or Sonet/SDH)

used while the OAM& P requirements of the RPR interface are independent on the

physica medium.

The PHY layers can be either Ethernet or Sonet/SDH media. Some specific OAM&P
requirements are dready defined in the rlevant standard recommendations. This
document focuses on the missing requirements.

1.2 Overview of OAM

The Sonet/SDH has dready defined an in-band OAM functiondity (see G.783), that
belongsto the PHY layer. According to G.783 on each span (that is a Sonet SPE or an
SDH VC) it is possbleto know if thereisaSignd Fail (SF).

The IEEE 802.3 standards for 1 GbE (802.3ac) and 10 GbE (802.3ae) LAN PHY
interfaces have no in-band OAM functiondity defined. The only information thet is
known isif the physicd interface is avallable or not available. The unavailability of the
physicd interface directly trandaesinto a Sgnd Fail (SF) condition for the MAC layer.
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Thein-band OAM functionality for IEEE 802.3 standard 10 GbE (802.3ae) WAN PHY
interface is TBD.

The |EEE 802.17 RPR re-uses the exigting in-band OAM mechanisms for the PHY layers
itisusang.

Some OAM flowsin the RPR MAC layer are defined in section 2. These are independent
on the PHY technology used.

Other in-band OAM functiondity may be needed in the upper layers, but thisis outside
the scope of the IEEE 802.17 MAC layer.

1.3 Structure of the document

Section 2 defines some OAM flows that are useful to help RPR fault management. In
particular it defines aloopback mechanism only because RPR is a connectionless
technology. This section will likely become an autonomous clause in the IEEE 802.17
standard.

Section 3 defines the Layer Management requirements for the RPR. It will likely become
an autonomous clause in the |EEE 802.17 standard.

Section 4 defines the SNMP MIB objects for the RPR MAC layer. It will likely become
an annex to the Layer Management clause in the |EEE 802.17 standard.
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2 Operation Administration and Maintenance (OAM)

The IEEE 802.17 RPR MAC is a connectionless technology thus only avery smplein-
band OAM can be envisaged: the on-demand in-service reachakility check mechanism.

The only OAM frame that can be useful isan RPR ping frame. This frame can be used by
any user to check the reachability of a particular destination, like the ping mechanismin
the IP networks.

2.1 Generic OAM Frame Format

[ Editor’ s note — The RPR frame format should allow the identification of RPR OAM
frames. Some text will be added to recall that mechanism when the frame format group
definesit.]

RPR OAM frames are RPR Control frames (with the Payload Type field equd to XXX
and the Message Type field equd to XXX), asdefined in clause 7.

The format of the control type specific part of the OAM framesis defined as show in
Figure 1.3.

OAM Type Specific Fields

Specific fields Checksum

Figure 1.3 Generic OAM frame control type specific information

The following fields are defined.

» OAM Type — Specifieswhich type this OAM messageis. All the allowed codes
areddfinedin Table 1.2.

» Specific Fidds — The length and the Structure of this part depends on the OAM
message type. The format of this structure is defined with the rlevant OAM
message type.

» Checksum — Thelast 16 hits of the OAM frame payload contain the checksum
(CRC-16) cdculated on the entire OAM message payload, starting from the OAM
type and ending at the last specific fidd (if present). When an OAM frameis
received with a bad checksum, it is Slently discarded.

OAM Type Description
0x00 RPR ping request
0x01 RPR ping reply
All the others Reserved
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Table 1.2 OAM Type values

Note — All the receilved OAM frames that are addressed to the station and have areserved
OAM Type must be slently discarded.

2.2 RPR Ping function

The IEEE 802.17 alows the management system to request an echo operation to a
gpecified destination in order to check the reachability of an RPR dation.

The management system can specify if the request must follow the shortest peth (using
the topology discovery), the clockwise or the counterclockwise ringlet. By default, if
nothing is specified, the RPR ping request is sent on the shortest path.

It can specify aso the CoS that should be used to ping the destination. By defaullt, the
highest priority CoSwill be used.

It can require the addressed Station to reply ether on the shortest path, or on the same
ringlet it received the request, or on the opposite ringlet, or on the counterclockwise or on
the clockwise ringlet. By defaullt, if nothing is specified, the addressed station is required
to reply on the shortest path.

After the request is made on the source gation, it will output an RPR OAM Ping Request
frame to the addressed station, together with an indication over which ringlet that station
should answer by using the Request Type field (see section 2.2.1).

When an RPR OAM Ping Request message addressed to this station is received, an RPR
OAM Ping Reply messageis sent as a response to the request’ s source station. The reply
is sent over the ringlet selected in the request message.

When the RPR OAM Ping Reply message is received, the management system is notified
about the success of the procedure. If the reply is not received within a pre-defined time
interval, either because the request cannot reach the addressed station or because the
reply cannot came back to the source station, the ping is declared failed and the
management system is notified about this failure.

2.2.1 Ping Request OAM RPR Format

The format of the control type specific part of the Ping Request OAM RPR frameis
shownin Figure 1.4.

OAM Type Request Type Identifier

Sequence Number Checksum

Figure 1.4 RPR Ping Request OAM format
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The following fidds are defined:

» OAM Type — Represents a ping request type (i.e. 0x02 value, asin Table 1.2)

» Request Type — Itisused to ask the addressed station how to respond, if using
the shortest path, the same or the opposite ringlet the request was receive, the
counterclockwise or the clockwise ring. Vaid vaues are defined in Table 1.3.

> ldentifier and Sequence Number — They are used by the application to correlate
the requests with the replies. The meaning of these two fields and how they are
used to make the correation are implementation dependent.

The Ping Request OAM RPR frame header fields are defined as follow:

» The dedtination address is filled with the va ue passed by the upper layer
representing the station to be echoed.

» ThePayload Typefied is set to XXX (RPR Control Frame), as defined in clause
1.

» The CoSfidd isfilled with the vaue requested by the upper layer.

Request Type Description

0x00 The addressed gation replies on the ringlet chosen
by the shortest path (viatopology discovery)

0x01 The addressed gation replies on the
counterclockwise ringlet

0x02 The addressed dtation replies on the clockwise
ringlet

0x03 The addressed gation replies on the sameringlet it
has received the request

0x04 The addressed dtation replies on the opposite
ringlet it has recelved the request

All the others Reserved

Table 1.3Request Type values

Note — Only the 0x00 request type value must be supported, al the other types are
optiona. All the requests that are received with an unsupported or areserved request type
value must be discarded.

2.2.2 Loopback Reply OAM message

The format of the control type specific part of the Ping Reply OAM RPR frameis shown
inFigure 1.5.
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OAM Type Reserved

Identifier

Sequence Number

Checksum

Figure 1.5 RPR Reply OAM format

The following fieds are defined:

» OAM Type — Represents aping reply type (i.e. 0x03 vaue, asin Table 1.2)
» Reserved— Thisfidd isnot used. It must be fixed to Ox00 in transmission and

ignored in reception.

» ldentifier and Sequence Number — They are copied from the request message
and used by the gpplication to correl ate the requests with the replies. The meaning

of these two fields and how they are used to make the correlation are

implementation dependent.

The Ping Reply OAM RPR frame header fields are defined as follow:

The destination address copied from the request’ s source address.

>
» The Payload Typefidd issat to XXX (RPR Control Frame), as defined in clause
7

\ A4

the loopback request OAM message.

|EEE 802.17 Version 0.7

The CoSfidd is copied from the loopback request frame.
TheRinglet ID field represents the ringlet over which the OAM frameis sent.
Thisringlet is chosen according to the information in the Request Type fied of
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3 Layer Management
3.1 Overview of the management model

Both RPR MAC and dl gpplicable PHY layers conceptudlly include management
entities, called MAC sub layer management and PHY layer management entities (MLME
and PLME, respectively). These entities provide the layer management service interfaces
through which layer management functions may be invoked.

In order to provide correct RPR MAC operation, a station management entity (SME)
must be present. The SME is alayer-independent entity that may be viewed asresding in
a separate management plane. The exact functions of the SME are not specified in this
standard, but in generd this entity may be viewed as being responsible for such functions
as the gathering of layer-dependent status from the various layer management entities,
and amilarly setting the vaue of layer- specific parameters. SME would typicdly perform
such functions on behdf of generd system management entities and would implement
standard management protocols. Figure 1.6 depicts the relationship among management
entities.

The management SAPs within thismode are the following:

— SME-MLME SAP
--- SME-PLME SAP

In this fashion, the model reflects what is anticipated to be a stackable implementation
approach in which PLME functions are controlled by SME. In particular, different PHY
implementations are required to have separate interfaces with the SVIE. The interfaces of
the SME with the different PHY s are not part of this sandard and are specified in the
respective standard documents that specify the management primitives and MIBsfor the
different PHY's,
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MLME_GET/SET
M A C MLME
MAC MIB
[:4
PUME
PHY PHY|MIB < PLME GET/SET
WEST EAST Counterclopk Clockwi
PHY PHY PHY PHY

Figure 1.6— RPR MAC Management SAPs
3.2 Generic management primitives

The management information specific to each layer is represented as a management
information base (MIB) for thet layer. The MAC and PHY layer management entities are
viewed as“containing” the MIB for that layer. The generic modd of MIB-related
management primitives exchanged across the management SAPsisto dlow the SAP
user-entity to either GET the value of aMIB attribute, or to SET the vaue of aMIB
atribute. The invocation of a SET.request primitive may require thet the layer entity
perform certain defined actions.

The GET and SET primitives are represented as REQUEST s with associated CONFIRM
primitives. These primitives are prefixed by MLME or PLME depending upon whether
the MAC or PHY layer management SAPisinvolved.

In the following, XX denotes MLME or PLME:

XX-GET.request (MIBattribute)

Reguests the value of the given MIBattribute.

XX-GET.confirm (status, MIBaitribute, MIBattributevalue)

Returns the gppropriate MIB attribute value if status = “success,” otherwise returns an

error indication in the Status fidd. Possble error satus vaues include “invalid MIB
atribute’.
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XX-SET.request (MIBattribute, MIBattributeva ue)

Requests that the indicated MIB éttribute be set to the given value. If this MIBattribute
implies a specific action, then this requests that the action be performed.

XX-SET.confirm (status, MIBattribute)

If status = “success,” this confirms that the indicated MIB attribute was set to the
requested value, otherwise it returns an error condition in status field. If this MIBattribute
implies a specific action, then this confirms that the action was performed. Possible error
gatus vaues include “invalid MIBattribute’ and “attempt to set read-only MIB atribute.”

Additiondly, there are certain requests (with associated confirms) that may be invoked
across agiven SAP that do not involve the setting or getting of a specific MIB tribute.
Each SAP supports one of these, asfollows:

— XX-RESET.request: where XX is MLME or PLME as appropriate

— XX-RESET.confirm

This serviceis used to initidize the management entities, the MIBs, and the data path
entities. It may include aligt of attributes for itemsto be initidized to non-default vaues.

The corresponding.confirm indicates success or failure of the request.

Other SAP-spedific primitives are in the following sections.

3.3 MLME SAP interface

The services provided by the MLME to the SME are specified in this section. These
services are described in an abstract way and do not imply any particular implementation
or exposed interface. MLME SAP primitives are of the general form ACTION.request
followed by ACTION.confirm. The SME uses the services provided by the MLME
through the MLME SAP.

According to the IETF layering principles, the RPR interface should be stacked over the
two west and east span interfaces.

3.3.1 RPRinterface configuration
The RPR ring interface can be activated/deactivated for administrative purposes. Its

activation/deactivation alows/forbids the upper layers to send packets on the ring. It can
be activated if and only if at least one of the underlying span interfacesis activated.
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The RPR interface has its own operationd state that goes down when both the span
interfaces go down.

The RPR MAC entity requires the MAC address. Thisis fixed by the vendor and can be
only read for maintenance purposes.

3.3.2 Topology discovery monitoring

The configuration management should alow monitoring, for maintenance purposes, the
gtate of the auto-configuration and topology discovery protocoals. It should also alow
disabling the support of some features, even if supported by al the stations on the ring.

The detailed configuration requirements for the auto- configuration and topology
discovery protocols depend from the actual mechanism that will be used and are now for
further study.

If some misconfiguration condition is detected, a natification is sent to the management
system for maintenance purposes. For example, the topology discovery mechanism can
discover that two stations on the ring have the same MAC address.

3.3.3 Protection switching

The protection management mechanisms that will be defined in this sandard are based
on information known to the MAC entity. PHY layer protection mechanisms are
independent and are addressed in the appropriate PHY specifications.

The configuration management should alow monitoring, for maintenance purposes, the
state of the protection switching.

It should also dlow activating/deactivating the RPR protection aswell as
activating/deactivating the usage of the Signal Degrade condition as switching criteria

When the RPR protection is deactivated, the RPR MAC never switches under failure
conditions. When the usage of the SD as a switching criteriais disabled, the RPR MAC
never switches because of asigna degrade condition detected on the physical interface.

In order to support multi-layer protection mechanisms, a hold-off timer should be
configured for each span interface, because it highly depends on the kind of physicd
network you have between two adjacent RPR nodes, if any.

In order to ensure robustness againgt ungtable darms, await time to restore (WTR)
should be configured for each node, because there is no need to have a granular
configuration of it.

The usage of the hold- off timer and of the wait to restore is pecified in the protection
switching section.
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It should be possible to force a switching event for operational purposes.
This mechanism dedl's with the modes under which an RPR MAC switches to protection.
3.33.1 MLME-SWITCHTOPROTECTION.request
This primitive requests a change in the protection mode of an RPR ring.
The primitive parameters are as follows:
MLME-SWITCHTOPROTECTION.request (
ReversonMode,
Sde

)

This primitive is generated by the SME to implement a user request for anode to switch
to protection at the east or the west side.

Name Type Valid range Description
ReversonMode Enumeration FORCED, An enumerated type that
AUTOMATIC- describes the desired way
REVERTIVE, to revert from protection
AUTOMATIC-
NONREVERTIVE
Side Enumeration WEST, An enumerated type that
describes the sde of the
EAST ring relative to the Sation
thet will switch

Effect of receipt
This request sets the reverson mode of the protection switch that occurs at the specified

sde. The MLME subsequently issuesaMLME- SWITCHTOPROTECTION.confirm
that reflects the results of the protection switch request.
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3.3.3.2 MLME-SWITCHTOPROTECTION.confirm
This primitive confirms the change in protection switching mode.
The primitive parameters are as follows:

MLME- SWITCHTOPROTECTION.confirm (

ResultCode

)
Name Type Valid range Description
ResultCode | Enumeration | SUCCESS, Indicates the result of the

INVALID_PARAMETERS, | MLME
SWITCHTOPROTECTION.request

NOT_SUPPORTED

This primitive is generated by the MLME as aresult of an MLME-
SWITCHTOPROTECTION.request by the SME. It is not generated until the switch is
completed.

Effect of receipt

The SME is notified of the protection switch.
3.3.4 Performance and Accounting Measurements
Thefollowing statistics should be kept for the RPR interface.

RCF performance monitoring.

How many frames/octets have been inserted on the ring (by the upper layer)
How many frames/octets have been delivered to the upper layer

How many frames, received from the west interface, have been stripped because
originated by the node itsdlf

How many frames, received from the east interface, have been stripped because
originated by the node itsdlf

6. How many pass-through frames, received from the west interface, have been
discarded because of the TTL expiration

AwWNPE

o
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7. How many pass-through frames, received from the east interface, have been
discarded because of the TTL expiration

8. How many frames, received from the west interface, have been discarded because of
abad FCS (this counter is fixed to O when the cut-through method isimplemented)

9. How many frames, received from the east interface, have been discarded because of a
bad FCS (this counter isfixed to O when the cut-through method is implemented)

10. How many frames addressed to the node have been discarded because of abad FCS
(this counter isfixed to 0 when the store and forward method is implemented)

11. How many frames, addressed to the node, have been discarded because of an
unknown or unsupported protocol.

12. How many frames addressed to the node have been discarded even if no error has
been detected (e.g. because of buffer congestion). This counter has an implementation
gpecific meaning and in some implementations it may be dways equal to 0.

13. How many frames originated by the node have been discarded (e.g. because of buffer
congestion). This counter has an implementation specific meaning and in some
implementations it may be dways equd to 0.

14. How many frames, recelved from the west interface, correctly passed-through the
MAC entity.

15. How many frames, received from the east interface, correctly passed-through the
MAC entity.

16. How many pass-through frames, received from the west interface, have been
discarded even if no error has been detected (e.g. because of buffer congestion). This
counter has an implementation specific meaning and in Some implementationsit may
be dways equa to 0.

17. How many pass-through frames, received from the east interface, have been
discarded even if no error has been detected (e.g. because of buffer congestion). This
counter has an implementation specific meaning and in some implementationsit may
be dways equd to O.

For the counters defined in points 1, 2, 9, 11, 12, 13, 14, 15 and 16, there is one counter
for each QoS class and aglobal counter.

3.34.1 Topology Discovery statistics

The exact requirements depend on the mechanism that is used and then are for further
study.

3.3.5 Notifications and Fault Management

TBD

3.3.6 RPR Ping Management
3.3.6.1 ML ME-PING.request

This primitive requests the station to loopback another station on the RPR ring.

|EEE 802.17 Version 0.7 Page 19



OAM and Layer Management

The primitive parameters are as follows:
MLME-PING.request (
Addressed Station,
Ringlet,
Request Type,
CoS,
Timer

)

This primitive is generated by the SME to implement a user request for a node to perform
aping operation.

Name Type Valid range Description

Addressed MAC Address | Any vdid unicast MAC The MAC address of

Station address the RPR station to be
piNg

Ringlet Enumeration SHORTEST, Theringlet over which

COUNTERCLOCKWISE, | the RPR ping request
CLOCKWISE message should be
sent (see section 2)
Request Type Enumeration SHORTEST, The ringlet over which
SAME, the addressed dtation
OPPOSITE, should send the RPR
COUNTERCLOCKWISE, | ping reply message
CLOCKWISE (see section 2)

CoS I nteger (0...7) The CoSto beused in
the RPR OAM frames
carying the RPR ping
request and reply
MeSSages.

Timer I nteger (0..65535) The number of
seconds the source
gation should wait for
the reply before
declaring the ping
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| [ Tailed.

Effect of receipt

This requests causes the station to send an OAM RPR ping request message.
3.3.6.2 MLME- PING.confirm

This primitive notifies the success or the falure of a ping operation.

The primitive parameters are as follows:

MLME- PING.confirm (

ResultCode

)
Name Type Valid range Description
ResultCode Enumeration SUCCESS, Indicates the reault of

the
INVALID_PARAMETERS,
MLME- PING.request

FAILURE

This primitive is generated by the MLME as aresult of an MLME- PING.request by the
SME. It is not generated until the OAM RPR ping reply frame is received or the timer
expires.

Effect of receipt

The SME is notified of the success or of the failure of the ping procedure.

3.4 Link Aggregation

If Link Aggregation for RPR Links is supported then Link Aggregation Objects and a

Link Aggregation MIB will be defined. For this purpose the IEEE 802.3 link aggregation
objects defined in the LAG-MIB (IEEE 802.3 — Annex 30C) might serve asaguide.
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Link aggregation can be managed as an interface stacked over multiple RPR interfaces

A request for anew ifType for the aggregation should be forwarded to the IANA

3.5 PLME SAP interface

Each span interface can be activated/deactivated separately for administrative purposes.
Its activation/deactivation allows/forbids the MAC layer to send packets on that span.

In order to avoid inconsistent configurations, a Span interface can be deactivated only if
the RPR interface has been deactivated or the other span interface is il active,

Each span interface hasits own operationa state that can be read for maintenance
purposes.

The management of Sonet/SDH PHY aswadll as of Ethernet physical interfaces are
dready defined in the relevant standard recommendations. The |EEE 802.17 will reuse
the aready defined PLME SAP primitives to manage the Sonet/SDH and Ethernet PHY
layers.

The number frames that are received or transmitted on each span interface are counted as
gpan interface statitics representing the number of frames that the span interface has
delivered or has received from the upper layer.

3.5.1 The Ethernet PHY

For the Ethernet PHY we will use the 802.3ae LAN and WAN PHY primitives. Also we
will usethe MIB objects that are defined in the MAU-MIB (RFC 2668) for the Ethernet
PHY objects and the updated MIB in preparation (draft-ietf-hubmib-mau mib-v3-00) for
management of 10 Gb/sLAN PHY . In addition we will use the MIB objects defined in
(draft-ietf-hubmib-wis- mib-00) to manage thel0 Gb/s WAN PHY — cdled ETHER-WIS-
MIB.

The Ethernet Reconciliation Sublayer management should be defined in the IEEE 802.17
Specification.

According to the IETF layering principles, the RPR interface, when working over
Ethernet interfaces, should be stacked over the west and east “ Ethernet” interfaces.

An Bthernet span interface can be activated at any time, because it isthe lowest leve
interface on the system. Its operationd state goes down when the mediais unavailable.

3.5.2 The SONET PHY

Sonet/SDH interfaces are layered interfaces and are managed as a set of stacked
interfaces. The physica medium, the section and the line layers are managed asasingle
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layered interface. The recommended IANA ifType is sonet (39). The Path layer is
managed as a sacked interface over the Mediunmy/Sectior/Line interface. The
recommended IANA ifType is sonetPath (50). For the SONET PHY the SONET/SDH
PHY objects are defined in the SONET-MIB (RFC 2558).

3.5.21 The GFP Adaptation Layer

An additional GFP interface might be stacked over the Peth interface to represent the
GFP adaptation layer.

The GFP management is outside the scope of IEEE 802.17.

According to the IETF layering principles, the RPR interface, when working over
Sonet/SDH interfaces, should be stacked over the west and east GFP interfaces.

A GFP span interface can be activated only if the underlying Sonet/SDH interface is
activated. Its operationd state goes down when asignd fail condition is detected on the
Sonet/SDH path or if there is a payload mismatch (the value in the received C2 byte is
different than the GFP code, i.e. [TBD] vaue) or thereisaloss of frame dignment.

[Editor’ s note — The signal label value to be put in the C2 byte of Sonet/SDH interfaces
has not yet been assigned by ITU-T.]

4 RPR SNMP MIB Definition

4.1 Introduction

This section defines a portion of the Management Information Base (MIB) for use with
network management protocols in the TCP/IP base Internets. In particular it defines
objects for managing the IEEE 802.17 RPR interfaces.

This section includes aMIB module that is SNMPv2 SMI compliant.
4.2 The SNMP Management Framework

The SNMP Management Framework presently consists of five mgjor components:

a) Anoverdl architecture, described in RFC 2571 [1].

b) Mechanisms for describing and naming objects and events for the purpose of
management. Thefirg verson of this Structure of Management Information
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(SMI) iscalled SMIv1 and described in STD 16, RFC 1155, STD 16, RFC 1212
and RFC 1215. The second version, caled SMIv2, isdescribed in STD 58, RFC
2578, STD 58, RFC 2579 and STD 58, RFC 2580.

c) Message protocols for transferring management information. Thefirst version of
the SNMP message protocol is caled SNMPv1 and described in STD 15, RFC
1157. A second version of the SNMP message protocol, which is not an Internet
standards track protocol, is called SNMPv2c and described in RFC 1901 and RFC
1906. Thethird version of the message protocoal is caled SNMPv3 and described
in RFC 1906, RFC 2572 and RFC 2574.

d) Protocol operations for accessng management information. The first set of
protocol operations and associated PDU formatsis described in STD 15, RFC
1157. A second set of protocol operations and associated PDU formatsis
described in RFC 1905.

€) A st of fundamenta gpplications described in RFC 2573 and the view-based
access control mechanism described in RFC 2575.

Managed objects are accessed viaavirtua information store, termed the Management
Information Base or MIB. Objectsin the MIB are defined using the mechanisms defined

in the SMI.

This Annex specifiesaMIB modue that is compliant to the SMIv2. A MIB conforming
to the SMIv1 can be produced through the appropriate trandations. The resulting
trandated MIB must be semantically equivaent, except where objects or events are
omitted because no trandation is possible (use of Counter64). Some machine readable
information in SMIv2 will be converted into textud descriptionsin SMIv1 during the
trand ation process. However, this|oss of machine readable information is not consdered
to change the semantics of the MIB.

4.3 Structure of the MIB

4.4 Relationship to the Interfaces MIB

The Interface MIB [B5] requires that any MIB, which is an adjunct of the Interface MIB,
clarify specific areas within the Interface MIB.
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These areas were intentiondly |eft vague in the Interface MIB to avoid over congtraining
the MIB, thereby precluding management of certain media-types.

Section 3.3 of [B5] enumerates severd areas which a media-pecific MIB must darify.

Each of these areasis addressed in afollowing subsection. The implementor is referred
to [B5] in order to understand the generd intent of these aress.

4.4.1 Layering Model
Any RPR interface is stacked over two lower-layer interfaces, representing the two spans.
Thelayering relaionship between the RPR interface and the lower-layer interfacesis
defined by the ifStackTable defined in [B5]. The RPR MIB module should define away
for the management system to designate which of the two span interface is the east and
which isthe west interface.
4.4.2 ifRcvAddressTable
Thistable contains al the IEEE 802.17 addresses, unicast, multicast or broadcast, for
which thisinterface will receive packets and forward them up to ahigher layer entity for
loca consumption. The format of the address, contained in the ifRcvAddressAddress
object, isthe same as for ifPhyAddress.
In the event that the interface is part of a MAC bridge, this table does not include unicast
addresses, which are accepted for possible forwarding out some other port. Thistableis
explicitly not intended to provide a bridge address filtering mechaniam.
4.4.3 ifPhyAddress
This object contains the IEEE 802.17 address, which is placed in the source-address field
of any RPR framesthat is originated at thisinterface. Usudly thiswill be kept in ROM
on the interface hardware. Some systems may set this address via software.
If the address cannot be determined, an octet string of zero length should be returned.
The addressis stored in binary in thisobject. The addressis stored in "canonica” bit
order, that is, the Group Bit is positioned as the low-order bit of the first octet. Thus, the
firgt byte of amulticast address would have the bit 0x01 st.
4.4.4 ifType
ThisMIB gpplies to interfaces which have the following if Type vaue:

ieee80217Rpr (TBA)
A request for anew ifType for the RPR interface should be forwarded to the IANA
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4.4.5 Specific Interface MIB Object

Table 1.4 provides specific guiddines for goplying the interface group generic objectsto

the RPR media

Object Definitions

iflndex A unique vaueis dlocated to each RPR interface by the
local system. Itisinterpreted as defined in [B5].

ifDescr Refer to [B5].

ifType Refer to section 4.4.4.

iftMTU TBD octets. Thisisthe MTU as seen by the MAC client.

ifSpeed The current operationa speed of the interface. Both the
east and west span interfaces are assumed to have the
same speed.

ifPhysAddress Refer to section 4.4.3.

ifAdminSatus Refer to [B5].

ifOperStatus It goes “down” when both the span interfaces’ operation
datusis“down”. It is“up” when either one of the gpan
interfaces’ operationa statusis“up”.

ifLastChange Refer to [B5].

ifInOctets Refer to [B5]: the number of octetsin vaid MAC frames
recaived on this RPR interface, including the MAC
header and FCS.This does not include the number of
octetsin valid MAC control frames received on this
interface, because they are not passed to any higher layer
protocol.

ifiInUCastPkts Refer to [B5].
This does not include the MAC control frames received
on thisinterface, because they are not passed to any
higher layer protocol.

ifinDiscards Refer to [B5].

ifinErrors TBD

ifinUnknownProtos Refer to [B5].

ifOutOctets Refer to [B5]: the number of octetsin vaid MAC frames
transmitted on this RPR interface, including the MAC
header and FCS.
This does not include the number of octetsin valid MAC
control frames transmitted on this interface, because they
are not generated by any higher layer protocol.

ifOutUcastPkts Refer to [B5].
This does not include the MAC control frames
transmitted on thisinterface, because they are not
generated by any higher layer protocol.

ifOutDiscards Refer to [B5].
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ifOutErrors TBD

ifName Refer to [B5].

ifinMulticastPkts Refer to [B5].
This does not include the MAC control frames received
on this interface, because they are not passed to any
higher layer protocol.

ifiInBroadcastPkts Refer to [B5].
This does not include the MAC control frames received
on this interface, because they are not passed to any
higher layer protocal.

ifOutM ulti castPkts Refer to [B5)].
This does not include the MAC control frames
transmitted on thisinterface, because they are not
generated by any higher layer protocol.

ifOutBroadcastPkts Refer to [B5].
This does not include the MAC control frames
trangmitted on this interface, because they are not
generated by any higher layer protocol.

ifHCINnOctets Refer to [B5].

ifHCOutOctets

ifHCInUcastPkts Refer to [B5].

ifHCInMulticastPkts

ifHCInBroadcastPkts

ifHCOutUcastPkts

ifHCOutM ulticastPkts

ifHCOutBroadcastPkts

ifLinkUpDownTrapEnable Refer to [B5]. Default is*disabled” because the RPR
interface is not the lowest-level one.

ifHighSpeed Refer to [B5].

ifPromiscuousM ode Refer to [B5].

ifConnectorPresent Thiswill dways be‘fase, becauseit isnot alowest-
level interface.

IfAlias Refer to [B5].

ifCounterDiscontinuity Time Refer to [B5].
A discontinuity in the Interface MIB counters may also
indicate a discontinuity in some or dl of the countersin
this MIB that are associated with tat interface/

ifStackHigherLayer Refer to section 4.4.1.

ifStackL owerLayer

if StackStatus

ifRcvAddressAddress Refer to section 4.4.2.

ifRcvAddressStatus

ifRcvAddressType
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Table 1.4ifTable element definitions for an RPR interface

45 Definitions for the RPR MIB

LR R R R R R E SRR EE R R SRR R EEE SRR EEREEEREEREEEREREEEREEEEEEEREEEEEE SRR SRR ERE SRR

-- Textual Conventions

LR R R R R R R R R R R R EREREEREEE SRR R EREREEERE SRR EERE SRR SRR R R

I nterfaceSide ::= TEXTUAL- CONVENTI ON
STATUS current
DESCRI PTI ON
"The interface side on the ring."
SYNTAX | NTECER ({
east (1),
west (2) }

EE R R R I R R I R I R I R R S R I R I R

-- the RRP MAC Interface group

EE R I O I R I R R S I R I R S R I I R

rprlfTabl e OBJECT- TYPE
SYNTAX SEQUENCE OF RprlfEntry
MAX- ACCESS not -accessible
STATUS current

DESCRI PTI ON
"The RPR interface table."
o= { rprMAC 1 }

rprifEntry OBJECT- TYPE

SYNTAX RprifEntry

MAX- ACCESS not -accessible

STATUS current

DESCRI PTI ON
"There exists one such entry for every interface
in the ifTable which has an ifType of RPR interface.
Each of these entries are indexed by the val ue
of iflndex as defined in RFC2863."

INDEX { iflndex }

= { rprifTable 1 }
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RprifEntry ::=

SEQUENCE {
r pr NodesOnTheRi ng I nt eger 32,
rpr Wai t ToRest or eTi ner I nt eger 32,
rprlfTinmeEl apsed I nt eger 32,
rprProtectionState | NTEGER
rprifvalidlntervals I nt eger 32

EE R R R I R R I R I R I R R S R I R I R

-- The dual counter rotating ring topol ogy map
Kok Ak ok ok Ak ok ok Ak k kA kk kA kk kA k ok kA kk kA kk kA hk kA hk kA kk kA hk kA kk kA hk kA Kk k& Kk ok x
rpr Ri ngTopol ogyMapTabl e OBJECT- TYPE

SYNTAX SEQUENCE OF Rpr Ri ngTopol ogyMapEntry

MAX- ACCESS not - accessi bl e

STATUS current

DESCRI PTI ON

"Alist of RPR MACs that forma dual counter rotating ring.
This list represents the topology of the ring as viewed
froma specific station."

i={ rprMAC 2}

Rpr Ri ngTopol ogyMapEntry OBJECT- TYPE
SYNTAX Rpr Ri ngTopol ogyMapEntry
MAX- ACCESS not -accessible
STATUS current
DESCRI PTI ON
"A topol ogy entry containing information
specific to a particular station on the ring.
The distance is conputed counterclockwi se on the ring."
INDEX { iflndex, rprStationD stance }
::= { rprRingTopol ogyMapTable 1 }

Rpr Ri ngTopol ogyMapEntry ::=
SEQUENCE {
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rprStationDi stance
Unsi gned32,
rpr St ati onMACAddr ess
MacAddr ess,
rpr St at i onMACNane
Di splayString

I R R R R R SRR RS R R R SRR EREEEEREEEREEEEREREEREEEEREEREEEERE SRR

-- The PRP MAC to PHY side table

I R R R R R R R R R R R R R R R R R R R I R I O

rpr MACSi deTabl e OBJECT- TYPE
SYNTAX SEQUENCE OF rpr MACSi deEntry
MAX- ACCESS not - accessi bl e
STATUS current
DESCRI PTI ON
"A table of information about the sides of RPR interfaces.”
c:={ rprMAC 3}

rpr MACSi deEntry OBJECT- TYPE
SYNTAX Rpr MACSi deEntry
MAX- ACCESS not - accessible
STATUS current
DESCRI PTI ON
"Alist of information specific to a particular
side of a particular RPR interface.”
| NDEX { iflndex, rprMACInterfaceSi de }
.= { rprMACSi deTable 1 }

Rpr MACSi deEntry :: =
SEQUENCE {
rpr MACI nt er f aceSi de

I nt erfaceSi de,
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r pr MACNei ghbor Addr ess
MacAddr ess,

r pr MACRever si onVbde
Rever si onMode,

r pr MACAut oDet ect i onbde
Det ecti onMode,

r pr MACTopol ogyTi nmer
I nt eger 32

LR R R R EEE SRR EREEEEEEEREEEREEEEREEEREEEREESEREREEEREREEREEEERIEEEEE SRR SRR SRR SRR

-- The RPR MAC RCF Performance Monitoring Table

EE R R R I R R I R I R I R R S R I R I R

EE R I O I R I R R S I R I R S R I I R

-- The RPR MAC Protection switch thresholds Table

LR R I R R b S S R R Rk R O R O S R

LR R R R R R R R R R R R R R EE R R R EREE RS RE R E R R R

-- The RPR MAC Protection switch thresholds Table

EE R R R I I I R I I R R I R R I S I R R I R I R

ESE R R S I I S I R I I R S S I I R S I R R S

-- The RPR MAC Interval Counters

LR R R R R R E SRR EE R R SRR R EEE SRR EEREEEREEREEEREREEEREEEEEEEREEEEEE SRR SRR ERE SRR

LR R R R R R R R R R R R R R R R E R R R R R R R R

-- The RPR MAC Interval Traffic Counters

EE R R R I S I I R R I R R I S I R R R R I R
ESE R R S I I S I R I I R S S I I R S I R R S

-- The RPR MAC Interval Error Counters

LR R I I R b S O R S R R R S SR O S S I R
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LR R R R R R E SRR EE R R SRR R EEE SRR EEREEEREEREEEREREEEREEEEEEEREEEEEE SRR SRR ERE SRR

-- The RPR MAC Counters

LR R R R R R R R R R R R R R EERE SRR EEREEREREEERESEEREEEEEEEEE SRR SRR SRR SRR SRR SRR
EE R R R I I I R I R R I R R I S I R I I R

-- The RPR MAC Notifications

EE R I O I R I R R S I R I R S R I I R
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