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1 Overview

1.1 Scope

[Dan Gal dgal@lucent.com]: This document defines system requirement for the IEEE 802.20 standard development project. These requirements are consistent with the PAR document (see section 1.3 below) and shall constitute the top-level binding specification for the 802.20 standard.  The requirements also include interoperability with other wireless access systems with intra and inter-systems hand-off support.
1.2 Purpose

[Dan Gal dgal@lucent.com]:  Establish the detailed requirements for the Mobile Broadband Wireless Access (MBWA) systems for which the 802.20 PHY and MAC layers shall form the lower protocol layers.   
1.3 PAR Summary

[dgal@lucent.com]:  It is recommended that in this section we put the exact language of the approved PAR. Any paraphrasing or partial citations of the official text may cause further confusion and  misinterpretation.   
2 Services and Applications

[Dan Gal dgal@lucent.com]:   Systems based on the IEEE 802.20 standard shall provide public Mobile Broadband Wireless Access (MBWA) to core public and private networks that are compliant with Internet IP-based architecture and protocols. The offered services and applications shall conform to open standards and protocols. 

The 802.20 standard shall support the following services and applications. Future applications that would require changes in the standard may be considered in subsequent releases:

Applications that require the user device to assume the role of a server, in a server-client model, shall be supported as well. 

2.1 ([Eshwar Pittampalli pittampalli@lucent.com]: Services

The services broadly can be divided into the following categories:

· Multi-media messaging services (MMS)

· Broadcast Multi-cast services

· Push to talk

· Enhanced voice services such as Call forwarding, call transfer, caller ID, call blocking, call etc.

· E911

· Location based services

· Secure transactions

· Virtual Private Networking

2.2 Applications

The services can be broadly categorized into the following groups:

· Non-real time

These applications include: HTTP, FTP, Email,  etc.

· Real time

These applications include: Voice over IP (VoIP), video telephony, etc.

· Streaming

These applications include: Audio streaming, video streaming, etc.

· Interactive

These applications include gaming, instant messaging (IM), etc. 

3 System Reference Architecture

3.1 System Architecture

[Dan Gal dgal@lucent.com]: The 802.20 air interface shall be optimized for high-speed mobility and support of IP-based applications and networking. The system architecture shall be consistent with the IEE 802.xxx family of standards model and share the upper layers with peer wireless standards (802.11, 802.15, 802.16 etc.). These systems also support interoperability with other wireless access systems with intra and inter-system hand-off support.

3.2 Definition of Interfaces

4 System Requirements

4.1 System Aggregate Data Rates – Downlink & Uplink

4.2 System Aggregate Data Rates – Downlink & Uplink
[Eshwar Pittampalli pittampalli@lucent.com]:  Consistent with the 802.20 PAR, tables 1 and 2 define the required air interface data rates and capacity characteristics.

Table 1 – Information Data Rates and Capacity Requirements for 1.25 MHz channel.

	Description
	Downlink
	Uplink

	Outdoor Peak Data Rate1
	3 Mbps
	3 Mbps

	Outdoor Average Data Rate2
	1 Mbps/Sector
	1 Mbps/Sector

	Indoor Peak Data Rate3


	3 Mbps/Sector
	3 Mbps/Sector

	Voice Capacity
	Equivalent of 52 Erlangs/Sector
	Equivalent of 52 Erlangs/Sector


Table 2 – Information Data Rates and Capacity Requirements for 5 MHz channel.

	Description
	Downlink
	Uplink

	Outdoor Peak Data Rate1
	9 Mbps
	9 Mbps

	Outdoor Average Data Rate2
	3 Mbps/Sector
	3 Mbps/Sector

	Indoor Peak Data Rate3


	9 Mbps/Sector
	9 Mbps/Sector

	Voice Capacity
	Equivalent of 175 Erlangs/Sector
	Equivalent of 175 Erlangs/Sector


Foot notes to tables 1 and 2:

1. “Outdoor Peak Data Rate” is defined as the maximum instantaneous information data rate available to any given user in a mobile application.

2. “Outdoor Average Data Rate” is defined as the system-wide average information data rate available per sector in a fully loaded system with all users moving at average vehicular speed. 

3. “Indoor Peak Data Rate” is defined as the maximum instantaneous data rate available to any given indoor user moving at pedestrian speed. 

4.3 User Data Rates - – Downlink & Uplink

4.4 Spectral Efficiency (bps/Hz/sector)

4.5 QOS

4.6 Number of Simultaneous Sessions

4.7 Packet Error Rate

4.8 System Link Budget

4.9 Air-link reliability

4.10 Max tolerable delay spread

4.11 Mobility
 4.11Mobility and Hand-off 

[pittampalli@lucent.com]Interoperanbility (including handoff) with other existing mobile wireless systems.  Seamless handoff of voice over IP and other packet data services between 802.20 and existing monbile wireless systems.

4.12 [pittampalli@lucent.com]OTA (Over the air) support including programming and provisioning of end user devices

4.13 [pittampalli@lucent.com]Billing to support accounting records

4.14 [pittampalli@lucent.com] “Always-on” user experience

4.15 [pittampalli@lucent.com] The standard shall be consistent with regional regulatory requirements such as those described in Part 15, Part 22, and Part 24 of the FCC Rules
4.16 Security

4.16.1 [Marcus Wong mw888mw@lucnet.com]: Authentication 

It shall be possible to provide a means of a cryptographically generated challenge-response authentication mechanism for the user to authenticate the network and for the network to authenticate the user.

It shall be possible to provide message integrity across the air interface to protect user data traffic, as well as signaling messages from unauthorized modification.

 It shall be possible to prevent replay attacks by minimizing the likelihood that authentication signatures are reused.

It shall be possible to provide protection against Denial of Service (DOS) attacks.

4.16.2 Signaling and user data protection

It shall be possible to provide encryption across the air interface to protect user data traffic, as well as signaling messages, from unauthorized disclosure.

4.16.3 User identity privacy

· It shall be possible to prevent the unauthorized disclosure of the user identity.

4.16.4 Key Management

The shared secret (root authentication key) is known only to the terminal and to the authenticating server.

Secondary authentication keys may be shared with visited systems for use in authentication. 

The key agreement and key distribution mechanism shall be secure against man in the middle (MitM) attacks. 

Privacy keys shall be cryptographically decoupled from the keys used for authentication and message integrity.

Privacy keys may have limited cryptographic strength to comply with regional requirements.

It shall be possible to store all long-term security credentials used for user and network authentication in a tamper resistant memory.

4.16.5 Security Algorithm

The authentication and encryption algorithms shall be publicly available on a fair and non-discriminatory basis.

The algorithms shall have been approved by national or international standards bodies.

The algorithms shall have been extensively analysed by the cryptographic community to resist all currently known attacks.

The cryptographic strength of the authentication algorithm shall be independent of the cryptographic strength of the encryption algorithm.
4.17 OA&M

5 Functional Requirements

5.1 Layer 1 RF/PHY

5.1.1 Duplexing – FDD & TDD

5.1.2 RF Channelization

[pittampalli@lucent.com]The 802.20 RF channel characteristics should be compatible with existing mobile wireless systems (e.g., support band classes, include guard bands, address interference constraints for coexistence with neighboring radio systems.).

5.1.3 Link Budget

5.1.4 Channel Characteristics

5.1.5 Adaptive Modulation

5.1.6 Adaptive Coding

5.1.7 [Farooq Khan fkhan1@lucent.com] Hybrid ARQ

The system should support incremental redundancy (IR) based soft combining of the physical layer retransmissions. The (re)transmissions of the same information block can use different modulation and coding.

5.1.8 Layer 1 to Layer 2 Inter-working

5.1.9 Mobility and PHY

5.1.10 Space-Time Processing hooks & Multiple Antenna Capabilities

5.1.11 Encryption

5.1.12 Antenna Configurations

Support shall be provided for advanced antenna technologies to achieve higher effective data rates and user capacity.

5.2 Layer 2 MAC

5.2.1 Adaptive Coding

5.2.2 Scheduler
5.2.3 Cos/QoS Matched-Criteria

5.2.3.1 Protocol field mapping

5.2.3.2 Hardware mapping 

5.2.4 CoS/QoS Enforcement

5.2.4.1 Inter-packet delay variation

5.2.4.2 One-way, round-trip delay

5.2.4.3 Prioritization 

5.2.4.4 Error correction

5.2.4.5 Queuing

5.2.4.6 Suppression 

5.2.5 ARQ/Retransmission

5.2.6 MAC Error Performance

5.2.7 Latency

5.2.8 Protocol Support
5.2.9 Addressing
5.2.10 Mobility

5.2.11 Additional IP Offerings

5.3 Layer 3+ Support

6 References

Appendix A

Definition of Terms

Appendix B  

Unresolved issues

Coexistence

[Dan Gal dgal@lucent.com]: This issue is quite critical to the successful deployment of 802.20 systems in existing and future markets worldwide. The purpose of defining Coexistence requirements in this document is to assure that 802.20 systems would not cause interference to or be susceptible to interference from other wireless systems operating in the same geographical area. Detailed quantitative RF emission limits need to be specified as well as received interference levels that the 802.20 receivers would have to accept and mitigate. 

2. Interworking

[Dan Gal dgal@lucent.com]:  Interworking between 802.20 systems and other wireless systems is highly desirable and may give it a competitive edge. Systems that have disparate physical layers can still interwork via the  higher protocol layers. Current interworking solutions exist for CDMA2000/802.11b and for GSM-GPRS/802.11b. Multi-mode devices, such as 802.11b+802.11a or more recently, 802.11b/g are now available. Existing applications (such as  Windows XP mobility support) provide for transparent roaming across systems, automatically handling the applications’ reconfiguration so as to keep sessions working seamlessly. 

Building support for interworking in 802.20 – right from the first release of the standard – would add  significantly to its market appeal.   
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