	Project
	IEEE 802.21 MIHS

<http://www.ieee802.org/21/>

	Title
	List of IEs from TGu

	DCN
	21-07-0445-00-0000

	Date 
Submitted
	November 2007

	Source(s)
	Stephen McCann
	

	Re:
	IEEE 802.21 Session #23 in Atlanta, GA

	Abstract
	This contribution proposes resolution to SB comments related to the List of IEs

	Purpose
	Provide list of IEs.

	Notice
	This document has been prepared to assist the IEEE 802.21 Working Group. It is offered as a basis for discussion and is not binding on the contributing individual(s) or organization(s). The material in this document is subject to change in form and content after further study. The contributor(s) reserve(s) the right to add, amend or withdraw material contained herein.

	Release
	The contributor grants a free, irrevocable license to the IEEE to incorporate material contained in this contribution, and any modifications thereof, in the creation of an IEEE Standards publication; to copyright in the IEEE’s name any IEEE Standards publication even though it may include portions of this contribution; and at the IEEE’s sole discretion to permit others to reproduce in whole or in part the resulting IEEE Standards publication. The contributor also acknowledges and accepts that IEEE 802.21 may make this contribution public.

	Patent Policy
	The contributor is familiar with IEEE patent policy, as stated in Section 6 of the IEEE-SA Standards Board bylaws <http://standards.ieee.org/guides/bylaws/sect6-7.html#6> and in Understanding Patent Issues During IEEE Standards Development http://standards.ieee.org/board/pat/faq.pdf


HESSID Information element
The Homogenous Extended Service Set ID (HESSID) Information element contains description of HESSID. The format of the HESSID element is shown in Figure u13.

	
	
	
	
	

	
	Element ID
	Length
	HESSID
	Network Type

	Octets:
	1
	1
	6
	1


Figure u13—HESSID Information element format

The Element ID field is equal to the HESSID value in Table 26.

The value of the Length field is 7.

The HESSID field specifies the definition of HESSID.  

In the infrastructure mode, the HESSID definition includes the BSSID value of one of the APs in the ESS. The HESSID and the SSID together to provide is a unique value that is advertised in Beacons and Probe Responses and by GAS Native Query/Response exchange so that the non-AP STA is aware of continued applicability of previously discovered interworking and advertising services when moving from one AP to another within the scope of the HESSID.
The Network Type field is defined in Figure u13a.  This field is used to advertise the type of network for every SSID included in the BSSID set.

	
	b0
	b2
	b3
	b4
	b5
	b6
	b7

	
	Network Type Code
	NSR
	Intranet/
Internet
	Advertisement Policy
	Reserved

	Bits:
	3
	1
	1
	2
	1


Figure u14—HESSID Network Type Field
Bits 0-2 are the Network Type Code bits.  These bits are set with the value from Table u1a.

Table u2—Network Type Code bit assignments
	Network Type Code Bits (b0-b1-b2)
	Meaning
	Description

	000
	Private network
	Network requires user accounts for access

	001
	Private network with guest access
	Network requires user accounts for access, but guest accounts area available

	010
	Chargeable
	Access to the network requires payment.  Further information on types of charges may be available through other methods (802.21, UAM, etc).

	011
	Free
	No charges apply for network use.  Bits 4-6 are also used in this case.

	100
	Emergency Services Only (ESO) network
	The network supports emergency services.  Further information is available from a GAS native query (see 7.3.2.53)

	101-111
	Reserved
	Not used.


The ESO (Emergency Services Only on this SSID) network type indicates higher layer emergency services are reachable via the default SSID.  This network type shall only be advertised by an AP if all the following conditions are true (cf. Annex P.1 for further information):

· The default SSID is configured for open authentication and used exclusively for providing emergency services

· dot11QosOptionImplemented is true

· Expedited Bandwidth Request Service capability bit is set to 1

· Location information capability is enabled on AP if AP is located in a regulatory domain that requires this.

· Network supports end-to-end QoS from STA to all APs in ESS to PSAP. It is outside the scope of Interworking Services how this information is known to the AP.
Bit 3 is the Next Step Required (NSR) bit.  This bit is set to one to indicate that the network requires a further step, as defined in 7.3.2.53.
Bit 4 is the Internet/Intranet bit.  This bit is only used when the Network Type Code in Table u3 is set to 011.  It is set to 1 to indicate that the network provides Internet access, and 0 to indicate the network provides access only to local networks.  If the Network Type Code is not 011, these bits is set to 0.

Bits 5 and 6 are the Advertisement Policy field, which has values set according to Table u3.  These bits are only used when the Network Type Code in Table u2 is set to 011  If the Network Type Code is not 011, these bits is set to 0.

Table u3—Advertisement Policy bit assignments
	Advertisement Policy bits  (b5-b6)
	Meaning
	Description

	00
	No Advertisements
	The network does not require the end user to view commercial advertisements

	01
	Advertisements present
	The network requires end users to view advertisements to support the service

	10
	Mixed advertisement policy
	The network may require end users to view advertisements, but only for certain services.

	11
	Reserved
	Not used.


Bit 7 is reserved and is set to zero.
7.3.2.2 Emergency Services Public Credential Information element

The Emergency Service Public Credential information element defined in Figure 15 provides a STA with information which public identifier to use to gain network access for emergency services along with the specific authentication type supported for that public identifier. 

	
	Element ID
	Length
	Emergency Authentication Type Control
	Emergency Authentication EAP Type
	Emergency Authentication Tunnelled Type (optional)
	Emergency Public Identifier

	Octets:
	1
	1
	1
	1
	1
	variable


Figure u15—Emergency Service Public Credential element description
The Element ID field is equal to the Emergency Services NAI value in Table 26.

The Length field shall be set to the length in octets of the Emergency Public Identifier field plus 3, if the Type control includes a tunnelled method or the length in octets of the Emergency Public Identifier field plus 2, if not.
Emergency Authentication EAP type is one of the EAP methods as specified in EAP IANA registry. If the Type control indicates the presence of a tunnelled type, then this field represents the outer EAP type.

The Emergency Authentication Type Control values are specified in Table u4. 

Table u4—Emergency Authentication Tunnelled Control Field Values
	Name
	Value

	Tunnelled Method not used
	0

	EAP based tunneling method 
	1

	PPP based tunneling method
	2

	Reserved
	3 – 255


If the Tunnelled Control field value is 0, the Emergency Authentication Tunnelled type field is not present. If the Tunnelled Control field value is 1, the tunnelled type value is set to one of EAP types and lastly, if the Tunnelled Control field value is 2, the tunnelled type value is set to one of PPP authentication types as pecified in PPP IANA registry along with relevant outer EAP type value (e.g. EAP-TTLS)

The Emergency Public Identifier field is a variable length field of Network Access Identifier (NAI) format as defined in RFC 4282.

7.3.2.3 Expedited Bandwidth Request element

The Expedited Bandwidth Request element is transmitted from a non-AP STA to an AP in an ADDTS action frame containing a TSPEC request and provides usage information on the bandwidth request.  The expedited bandwidth request element format is shown in Figure u16.

	
	Element
ID
	Length
	Bandwidth Use

	Octets:
	1
	1
	1


Figure u16—Expedited Bandwidth Request element 
The Element ID field is equal to the Expedited bandwidth request value in Table 26.

The Length field shall be set to one
The Bandwidth Use field is provided in Figure u17.

	Bandwidth Use value
	Description

	0
	Emergency call

	1
	First responder (public entity), Optional

	2
	First responder (private entity), Optional

	3
	MLPP Level A, Optional

	4
	MLPP Level B, Optional

	5
	MLPP Level 0, Optional

	6
	MLPP Level 1, Optional

	7
	MLPP Level 2, Optional

	8
	MLPP Level 3, Optional

	9
	MLPP Level 4, Optional

	10-255
	Reserved


Figure u17—Bandwidth Use field description
The lower the value of bandwidth use, the higher the bandwidth usage priority.

7.3.2.4 QoS Map Set element 

The QoS Map Set is transmitted from an AP to a non-AP STA and provides the mapping from DSCP contained in a packets IP header to the user priority which shall be used for transmission over the air.   The QoS Map Set element is shown in Figure u18.
	
Order
	Size (octets)
	
Description

	1
	1
	Element ID

	2
	1
	Length

	3
	2
	DSCP exception element #1 (optional)

	4
	2
	DSCP exception element #2 (optional)

	4+n-2
	2
	DSCP exception element #n (optional)

	5+n-2
	2
	UP 0 DSCP Range element

	6+n-2
	2
	UP 1 DSCP Range element

	7+n-2
	2
	UP 2 DSCP Range element

	8+n-2
	2
	UP 3 DSCP Range element

	9+n-2
	2
	UP 4 DSCP Range element

	10+n-2
	2
	UP 5 DSCP Range element

	11+n-2
	2
	UP 6 DSCP Range element

	12+n-2
	2
	UP 7 DSCP Range element


Figure u18—QoS Map Set element description
The Element ID field is equal to the QoS Map set value in Table 26.

The Length field shall be set to 16 plus 2(n, where n is the number of Exception elements in the QoS Map set.
DSCP exception elements are optionally included in the QoS Map Set.  If included, the QoS Map Set shall have a maximum of 8 exception elements.  The format of the exception element is shown in Figure u19.  The DSCP Value shall be between 0 and 63 inclusive; the User Priority value shall be between 0 and 7 inclusive.  

· Any packet to be transmitted by a non-AP STA whose DSCP matches any exception value in the QoS Map Set shall use the corresponding UP for transmission; that is, it overrides the UP values provided in the UP n DSCP Range portion of the IE.  

· Each Exception Element shall have a different DSCP value.

The QoS Map Set has a DSCP Range element corresponding to each of the 8 user priorities.  The format of the range element is shown in Figure u20.  All DSCP values shall be between 0 and 63 inclusive.  For any packet to be transmitted by a non-AP STA whose DSCP is contained within the range (inclusive of the high and low values) for a given UP, that the packet shall be transmitted with the corresponding UP.

· The DSCP range for each user priority shall be non-overlapping.

· A DSCP Range with low value equal to high value is permitted.  

· If the DSCP Range high value and low value are both equal to 255, then the corresponding UP shall not be used.  

For any packet to be transmitted by a non-AP STA whose DSCP does not match any of the DSCP Ranges or DSCP Exception elements, that packet shall be transmitted at UP=0.
	
	DSCP Value
	User Priority

	Octets:
	1
	1


Figure u19—DSCP Exception element description

	
	DSCP Low Value
	DSCP High Value

	Octets:
	1
	1


Figure u20—DSCP Range element description

The DSCP Low Value shall be between 0 and 63 inclusive; the DSCP High Value shall be between 0 and 63 inclusive and shall be equal to or greater than the DSCP Low Value.
