Unresolved comments in Requirements document as of 9th August 2004
Section 1.2 [Yogesh]
If this is included, why this does not also apply to 802.15 and 802.16 (and 802.20)? Should apply to 802.16 as well.

Is 802.21 the right place (according to 802 scope and charter) to claim the scope of MIH to cover any of the two interfaces identified above? Between 3GPP and 3GPP2? Between 3GPP and 802.xx? Etc.

There is no need to state that “Mobile IP SHALL be supported”. I do agree that some IETF-aligned upper-layer (IP or above) mobility solution SHALL be endorsed. Mobile IP is currently the most prominent, but there will be new protocols and enhancements, etc. 802.21 should focus on FACILITATING such upper-layer mobility management. Although it states that other upper-layer protocols are not precluded, the “SHALL” for Mobile IP makes unnecessary assumption that Mobile IP is privileged as the reference for evaluating 802.21 solution. 

The reference to “security algorithms or security protocols” is too vague in the statement. Any security issues that arise from the 802.21 solution SHALL be FULLY addressed to claim completeness of the solution.

Section 2.3[Yogesh]

What does “service” refer to? Without unambiguously define how a handover is qualified to be seamless, this “definition” of seamless handover is a meaningless and irrelevant. It is not easy at all to define seamless handover; but if it is to be defined it must be clear how it is interpreted with all the conditions clearly stated. 
However, one might have handover that a user may consider seamless from a user perception especially for applications that can live with different quality of service levels. So it is possible to have seamless handover even with change in quality over an acceptable range. 

Is this intended to capture scenario 5 of 3GPP-WLAN interworking.
Section 2.4[Yogesh]

Service continuity must be clearly defined with all conditions clearly stated.
Is this the same as scenario 4 of 3GPP-WLAN interworking.
Section 3[Yogesh]
The objectives of 802.21 are written in the “Assumption” section above. Two objectives COULD be derived: development of a mobility protocol and provision of L2 information facilities to assist upper-layer mobility protocols. The 802.21 objectives are not clearly stated to put the functional requirements hereunder into perspective. If 802.21 intend to develop a mobility protocol, it has to explain how it intends to support the upper-layer mobility protocols as it claims.
Section 3.1[Yogesh]

First, as “service continuity” is ambiguously defined, this requirement is ambiguous. Second, if 802.21 is not intended to develop a mobility protocol, this cannot be a requirement.

Section 3.2[Yogesh]

These application classes cannot be supported by just a mobility protocol (if 802.21 intend to develop one). This will require also technological development in L1/L2 and a network QoS architecture, which is definitely not within the scope of 802.21.
Section 3.3 [Yogesh]
“The standard shall provide a means for obtaining QoS information of each network involved in the handover process. “
The requirement is also to define the QoS parameters in terms of syntax and semantics.
“There shall also be means to map QoS requirements between different media access technologies and also transfer the actual contexts between these technologies. Admission control in QoS shall be taken into consideration by the proposed solution.”

This is not a requirement for 802.21 if it is not to develop a mobility protocol.
“Admission control in QoS shall also be taken into consideration by the proposed solution.”

This implies secure network access and network QoS architecture, which do not appear to be within scope of 802.21.
Section 3.6 [Yogesh]

The secure network access information is necessary to be made available to upper-layer mobility protocol. However, the mapping is out of scope of 802.21 if it is not to develop a mobility protocol.

Section 3.8[Yogesh]

What speeds are specified by the involved networks? It does not make sense to me. The physical movement speed does not set requirement to handover performance. Handover performance depends on network overlaps, mobility protocol, network detection, etc.
Section 4 [Yogesh]

This section is pre-mature for a functional requirements document. This should be developed in the next stage of standard development process after soliciting proposals/contributions from participants.

As the mentioning of Mobile IP implies the use of upper-layer mobility protocol, I do not understand why L2.5 performs “mobility management” function. I agree that L2.5 shall provide helpful lower-layer information for upper-layer to make better mobility management. It is ambiguous to me whether L2.5 intends to implement a mobility protocol; and if so how it is to be compatible with upper-layer mobility protocol and management.
Section 4.2.2 [Yogesh] Bullet 1

In protocol service definition, it is sufficient to state that the event is “indication” from L2.5 to upper layer. 802.21 shall not specify how this is implemented in software. 802.21 shall not specify the API neither, which is out of scope of all 802 practices. 
Bullet 2

 I don’t understand what does this mean
Bullet 3
This requirement is ambiguous as “loading and congestion” are not defined how they are detected in 802.21 perspective.

Section 4.3 [Yogesh]

We need the functional requirements, not the how in this document.
Section 5.1 [Yogesh]

Which generic ones? Give references or examples.
1] Section 3.7: Power management (Mani)
The standard shall support effective device power management by employing battery efficient network scanning procedures. Wherever applicable the standard shall select network scanning opportunities to coincide with scheduled wake times so as to minimize switching between active and deep sleep states.
Add underlined text

2] Section 3.12 Handover Policy (Mani)
Terminal initiated network assisted handoffs should be given preference since the mobile terminal has knowledge of its network neighborhood and the application sessions active on the device

Comment resolved. 

3 Section 4 Architecture (Eric)
4.1 layer 2.5 
It is said "The standard shall define SAP(s) for providing layer 1 (PHY), layer 2 (MAC), and layer 2.5 (Mobility Management) information to higher layer entity such as Mobile IP". 
Again one of the reason of defining a layer 2.5 model was that it allowed higher layer mobility protocol not to understand each of the underltying layers as all those layers will now interface to the 2.5 layer. So with the use of L2.5, information from PHY and MAC need not anymore be passed directly to higher layer moility protocol as they will be passed to L2.5 wich will present it to unique format upwards!
4] Section 4.1: (Mani)
Editorial text.

5] Section 4.2.1 (Mani)
There have been informal requests from IETF for IEEE to formalize the definition of such link layer events, so that layer 3 and above protocols like IP, Mobile IP and others operate better on IEEE 802 links. Please refer to events and trigger related references in Appendix for more information.

Comment: Make the above text a footnote:

6] Section 4.2.2 (Mani)
· Events shall be defined independent of encryption {mm7}
Not sure what the comment here is: Mani to clarify.

7] Section 4.3: Information base (Ajay)
The standard shall provide an information base that provides detailed information about various networks that can assist in network discovery and selection. The information base is analogous to a multi-radio site report 
and shall be accessible from any network. It shall be possible to access the information base using the MAC + PHY of any network and by using already existing media specific transports, wherever applicable. The information base can provide access to both static and dynamic 
information.

Static information can include elements such as:

· Link access parameters

· Security mechanisms

· Neighbor maps

· Location

· Provider and other Access information

Layer 1, Layer 2 and the network shall periodically advertise some specific information (dynamic)
 in the form of hints (non binding triggers), which shall further assist the handover process, e.g. load balancing information between APs or base stations. The standard shall provide mechanisms for delivery of this dynamic information by the information base.

8] Section 5.2 (Reijo)

Comment 1 on chapter 5.2 on rev 7 requirement document:

The following text: 

"The 802.21 standard shall facilitate handover scenarios related to

WLAN-cellular inter-working as specified by Scenarios 4 and 5 in 3GPP

standard."

Should be either removed, or rewritten in the following way:

"The 802.21 standard shall facilitate service continuity and seamless

operation in the handover process between the IEEE 802 and Non-IEEE Cellular

systems."

This text would consider also other than WLAN systems (802.11?) from 802 and have the requirement in cleartext what the scenarios from 3GPP are aiming at. Then it is up to the proposals to come out with a solution how this could be achieved. As mentioned before there is very little information available about the details of the scenarios 4 and 5 from 3GPP side, so it is not possible to evaluate the proposals on this requirement as it is written now in the requirement spec.
9] Section 6 Reference Model (Eric)
 It is not clear from the document  where an input to any particular layer comes from and which direction (up or down)  the output is directed at
10] Glossary (Section 7.2) (Ajay)
AT
Access Terminal, similar to a STA in the IEEE 802.11 speak

L2
Medium Access Control (MAC). This would be different for cellular networks where there are several sub-layers within the OSI Layer 2.
L2.5       Layer 2.5 (Mobility Management). This layer sits on top of either the MAC layer or in some other stacks may sit on top of complete link layer stack.

MIHS
Media Independent Handover Services
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