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Introduction

This document sums up the requirements from Functional Requirement Document (FRD) [1] and shows how the proposed system meets these requirements. Each requirement is classified in one of four categories:
(1) Primarily sensing

(2) Primarily PHY

(3) Primarily MAC

(4) Other

Section 4: Target market

	Req. No.
	Requirement
	M/O
	Met

?
	Draft 0.1 clause(s)

	1 (4)
	A Wireless Regional Area Network (WRAN) system based on 802.22 protocols is intended to make use of unused TV broadcast channels, on a non-interfering basis, to address, as a primary objective, rural and remote areas and low population density underserved markets with performance levels similar to those of broadband access technologies serving urban and suburban areas.
	
	
	

	2 (4)
	The WRAN system should also be able to scale to serve denser population areas where spectrum is available.
	
	
	

	3 (4)
	The WRAN system MUST be capable of supporting a mix of data, voice (VoIP) and audio/video applications with corresponding provisions for QoS.
	
	
	


Section 5: WRAN System model/Requirements

Introductory section

	Req. No.
	Requirement
	M/O
	Met

?
	Draft 0.1 clause(s)

	4 (4)
	802.22 systems should be deployable in multiple-cell frequency reuse systems and single cell (super cell) frequency reuse systems.
	
	
	

	5 (4)
	An 802.22 system MUST consist of one base station radio and one or more Consumer Premise Equipment (CPE) radios, i.e.  an 802.22 base station and one or more stationary CPE radios communicating using the 802.22 MAC and PHY protocols.
	
	
	

	6 (4)
	Proposals for 802.22 MAY also include a description of how repeaters could be accommodated to extend the range of a WRAN system.
	
	
	

	7 (4)
	The base station radio SHALL be P-MP, capable of  radiating its downstream signal (forward) toward the CPEs with an omni-directional, a shaped sector, or optionally an adaptive array (spatial reuse) antenna achieving broad azimuthal beam width to serve a number of prospective subscribers.
	
	
	

	8 (4)
	For the purpose of coexistence with incumbent services operating in these TV broadcast bands (TV broadcasting, FCC Part 74 devices, e.g. wireless microphones, wireless intercoms, etc.,  and PLMRS), the 802.22 standard SHALL include mechanisms in the PHY and MAC protocols to allow the base stations to dynamically change the power and/or frequency of operation of the network based on the sensing of the use of the spectrum by these incumbent services by the base station and the CPEs to avoid interference to these services (see section 15.1).  This will constitute an essential part of this standard.
	
	
	

	9 (3)
	For the purpose of coexistence among WRAN systems operating in the same area, the 802.22 standard SHALL include mechanisms allowing cooperation between base stations for better sharing of the spectrum.  The MAC and PHY protocols MUST provide means for base stations to resolve interference problems due to collocation or overlapping coverage areas.
	M
	Y
	6.3, 6.21.2, 6.21.5

	10 (4)
	The frequency bands used by 802.22 systems MAY vary across various regulatory domains (see Appendix D).  
	
	
	

	11 (1)
	Since the 802.22 system MUST operate without causing interference to incumbent licensed services, sensing of channel occupancy SHALL be done according to the more stringent of either the regulatory requirements in the regulatory domain where an 802.22 system is installed and operated or the requirements specified in the 802.22 Standard.
	
	
	


Section 5.1: Wireless access reference model

	Req. No.
	Requirement
	M/O
	Met

?
	Draft 0.1 clause(s)

	12 (4)
	A single Customer Premise Equipment (CPE) MAY provide connection to multiple customer premises networks that transport data, voice and video through one or more UNIs.
	
	
	

	13 (4)
	Base stations MAY provide connection to multiple core networks through one or more CNIs.
	
	
	

	14 (3)
	The standard SHALL specify MAC layer protocols and PHY transmission techniques suitable for providing access between one or more CPE and base stations to support UNI and CNI requirements.
	M
	N
	


Section 5.2: IEEE 802 Architecture conformance

	Req. No.
	Requirement
	M/O
	Met

?
	Draft 0.1 clause(s)

	15 (4)
	The 802.22 standard SHALL conform to the requirements of the IEEE 802.1 Architecture, Management and Interworking documents as follows: 802. Overview and Architecture, 802.1D, 802.1Q and parts of 802.1f (Optional MAC Bridge to other networks, e.g. other 802 networks.)
	
	
	


Section 5.3: Service capacity

	Req. No.
	Requirement
	M/O
	Met

?
	Draft 0.1 clause(s)

	16 (2)
	The required minimum peak throughput rate at edge of coverage SHALL be 1.5 Mbit/s per subscriber in the forward direction and 384 kbit/s per subscriber in the return direction.
	M
	Y
	8; 8.2

	17 (4)
	The system SHALL operate with a minimum spectrum efficiency per transmission link of 0.5 bits/sec/Hz and a maximum goal of 5 bit/(s/Hz) or better where propagation permits. CPEs should be designed to operate at the highest spectrum efficiency possible per transmission link, as allowed by regulations and/or operating conditions.
	
	
	


Section 5.4: Installation requirements

	Req. No.
	Requirement
	M/O
	Met

?
	Draft 0.1 clause(s)

	18 (4)
	Base stations SHALL be designed to be professionally installed.
	
	
	

	19 (4)
	CPEs MAY be user installable (plug and play) but operators MAY choose to provide for professional installation.
	
	
	

	20 (4)
	The CPE antenna (transmit and receive) SHALL be assumed to be installed outdoors at a nominal height of 10 meters above ground level.
	
	
	

	21 (4)
	Installation and deployment requirements should be further elaborated in proposals with the understanding that, due to the unique requirement of assuring incumbent services are protected, they will be incorporated in a normative manner in the standard. Proposals may discuss the implications of WRAN antenna installations at heights other than 10 meters above ground.
	
	
	

	22 (4)
	For the system to operate correctly, proper CPE installations SHALL be verifiable. Means MAY be provided to allow verification of proper CPE installation remotely from the base station.
	
	
	

	23 (4)
	Proposers are strongly encouraged to submit ideas for mechanisms by which such verification could be done automatically. If such a mechanism is adopted, it SHALL ensure that CPEs will not transmit absent reliable verification.
	
	
	


Section 5.5: Network entity relationships and topology

	Req. No.
	Requirement
	M/O
	Met

?
	Draft 0.1 clause(s)

	24 (4)
	The topology is fixed P-MP. Repeaters (also fixed) MAY optionally be used to extend the coverage area or enhance network capacity. In all cases, all device types SHALL remain under the control of the base station with the BS providing centralized power control, spectrum management, and scheduling control.
	
	
	

	25 (3)
	The base station SHALL serve as a radio resource supervisor and controller for its “cell,” including all associated CPEs and/or optional repeaters, if implemented, in its cell.

A Master/Slave relationship between the base station and the CPEs SHALL be established. 

The base station SHALL also be capable of remotely controlling the distributed sensing of the RF Environment by its associated CPEs (in addition to CPEs’ inherent autonomous sensing capabilities).
	M
	Y
	6.1, 6.8.2, 6.8.4, 6.8.22

	26 (4)
	In the downstream direction, all traffic directed to CPEs SHALL be transmitted by the base station or relayed by a repeater if that option is implemented.  

In the upstream direction, 802.22 protocols MUST provide the means to efficiently multiplex traffic from multiple CPEs and allocate transmission channel capacity.
	
	
	

	27 (4)
	802.22 systems MAY support the optional deployment of repeater functions.
	
	
	

	28 (4)
	The repeater function, if implemented SHALL preserve the end-to-end operation of 802.22 protocols between the base station and the CPEs.  Such repeater function, in the case of the use of on-channel re-transmitters, will have some impact on the channel multipath performance requirements of the receivers (see section 8.3) and the proponents SHALL take such impact into account in their proposal if they decide to include on-channel re-transmitters.
	
	
	


Section 5.6: Wireless media characteristics

	Req. No.
	Requirement
	M/O
	Met

?
	Draft 0.1 clause(s)

	29 (2)
	This standard SHALL support duplex modes of operation.
	M
	Y
	6.13.1; 8; 

	30 (2)
	If FDD is proposed, the proposal MUST include a proposed band plan scheme and address system impacts such as duplex filter requirements, antenna considerations, and other factors affecting performance and overall system complexity.
	O
	N
	6.13.1; 

	31 (3)
	If TDD is proposed, the proposal MUST include diagrams illustrating the proposed framing/timing and analysis of the impact of TDD turn-around time on system capacity, latency, and other factors affecting performance and overall system complexity.
	M
	Y
(analysis has been made in a separate document)
	6.13.1-6.13.4

	32 (2)
	Half-duplex MAY also be considered as long as service latency is kept to an acceptable level.  This covers the cases of the TDD mode and the FDD mode where duplex operation is assumed at the base station but half-duplex operation is used at the CPE to reduce the user terminal complexity
	NA
	
	

	33 (3)
	The proposal MUST also include a discussion on the impact of the duplex or half-duplex configuration on the way interference situations involving other WRAN systems will be resolved to ensure co-existence among WRAN systems (see section 15.2).
	M
	X
(relates to proposal stage)
	

	34 (3)
	The 802.22 WRAN system SHALL support flexible asymmetry.
	M
	Y
	6.13.1

	35 (3)
	802.22 WRAN systems SHALL also have the flexibility to satisfy the bit rate requirements of a mix of applications in both directions.
	M
	Y
	6.11, 6.12, 6.20


Section 6: Supported service capabilities

Introduction 

	Req. No.
	Requirement
	M/O
	Met

?
	Draft 0.1 clause(s)

	36 (3)
	The MAC and PHY protocols will not need to have explicit support for each and every service, due to the fact that generic data streams SHALL be used for transport.
	M
	Y
	6.4, 6.5.2, 6.5.3, 6.6, 6.7, 6.8

	37 (3)
	The MAC and PHY protocols SHALL provide for admission control, QoS service specific support, appropriate PER for the various types of services, and acceptable latency and jitter tolerances for (quasi) real time services and VoIP.
	M
	Y 

(quiet sensing time less than 20ms)
	6.11, 6.12, 6.20, 6.21.3.2

(if quiet sensing time is greater than 20ms, 6.16.6 is optional and can be implemented)


Section 6.1: Data transport service capabilities

	Req. No.
	Requirement
	M/O
	Met

?
	Draft 0.1 clause(s)

	38 (4)
	The 802.22 system SHOULD directly transport variable-length IP datagrams efficiently. Both IP versions 4 and 6 MUST be supported with packet prioritization, admission control and scheduling.
	
	
	

	39 (3)
	802.22 systems SHOULD support both (quasi) real-time and non-real-time service capabilities.
	O
	Y 

(quiet sensing time less than 20ms)
	6.11, 6.12, 6.20, 6.21.3.2

(if quiet sensing time is greater than 20ms, 6.16.6 is optional and can be implemented)

	40 (3)
	The 802.22 protocols SHOULD support VoIP services.
	O
	Y

(quiet sensing time less than <20ms)
	6.11, 6.12, 6.20, 6.21.3.2

	41 (3)
	The 802.22 protocols SHOULD support IP Quality of Service (QoS) efforts: Differentiated Services [RFC 2475, 1998 and RFC 2474, 1998].
	O
	N

(adaptation layer has not been defined)
	

	42 (3)
	The following types of services SHALL be supported, in those situations where capacity is available, recognizing that avoiding interference to incumbent licensed services takes precedence over maintaining WRAN service(s): 

· Constant bit rate service

· Real-time variable bit rate service

· Non-real-time variable bit rate service

· Best-effort service 
	M
	Y

(quiet sensing time <20ms)
	6.11, 6.12, 6.20, 6.21.3.2


Section 6.2: Bridge network service capabilities

	Req. No.
	Requirement
	M/O
	Met

?
	Draft 0.1 clause(s)

	43 (4)
	The 802.22 protocols SHALL support 802.1 bridging service capabilities to other IEEE 802 networks.
	
	
	


Section 6.3: Other services

	Req. No.
	Requirement
	M/O
	Met

?
	Draft 0.1 clause(s)

	44 (4)
	Other services that, for instance, require QoS-based delivery of the MAC services MAY be added.

These services SHALL NOT place any additional requirements on 802.22 systems (MAC and PHY protocols) not already covered in the above sections.
	
	
	


Section 7: 802.22 protocols

	Req. No.
	Requirement
	M/O
	Met

?
	Draft 0.1 clause(s)

	45 (4)
	The IEEE 802.22 MAC and PHY protocol stacks SHALL be the same for all the supported services.
	M
	Y
	By definition since only one stack

	46 (3)
	Since CPEs MAY contend for capacity to/from one or more base stations, the MAC protocol MUST efficiently manage contention and resource allocation.
	M
	Y
	6.11, 6.12, 6.14, 6.20


Section 8: Performance and capacity

Introduction

	Req. No.
	Requirement
	M/O
	Met

?
	Draft 0.1 clause(s)

	47 (3)
	The PHY and MAC protocols SHALL flexibly accommodate communication between a base station and CPEs at distances of up to 100 km where feasible.
	M
	Y
	6.1, 6.15, 6.17


Section 8.1: Multipath/delay spread performance

	Req. No.
	Requirement
	M/O
	Met

?
	Draft 0.1 clause(s)

	48 (2)
	Proposers SHALL provide analysis and/or simulations to demonstrate the performance of the proposed system using the multipath profiles supplied in Appendix D.
	M
	Y

(in most cases when comparing proposals)
	Simulations/Analysis are not part of standard

	49 (2)
	If on-channel repeaters are used, the performance of the demodulation algorithms SHALL be adapted to the presence of these artificial multipath environments and proven to perform adequately in all on-channel repeater arrangements.
	NA
	
	

	50 (2)
	Multipath test profiles SHOULD be developed accordingly by the proposer.
	M
	Y
	Simulation is not part of standard


Section 8.2: Ranging/ Synchronisation / Acquisition/ Access

	Req. No.
	Requirement
	M/O
	Met

?
	Draft 0.1 clause(s)

	51(3)
	The first time a CPE is turned on, it MUST start by sweeping the RF range in which it is to operate to identify the presence of incumbent operations, as well as to access information from the WRAN networks accessible in the area.
	M
	N

(only +/-15 channels are scanned)
	6.15.3

	52 (3)
	The CPE SHALL then attempt to associate with the selected WRAN base station according to the parameters sent by the base station in its broadcast control packets.  Initial hand shaking with the base station SHALL be done for ranging, initial synchronization, and CPE initialization.
	M
	Y
	6.3, 6.15

	53 (3)
	Ranging SHALL be done to synchronize CPEs with a common time reference relative to base station timing  in order to maximize the transmission medium capacity by minimizing guard time requirements.
	M
	Y
	6.15.5, 6.17

	54 (3)
	The CPE SHALL be synchronized with its associated base station before attempting any transmission other than for association.
	M
	Y
	6.15

	55 (3)
	Network entry time at initial power on for a CPE SHOULD be no more than 10 seconds under normal operating conditions.
	O
	Partially
	N/A

(Simulation results were provided for the non-frequency hopping case. How long network entry will take for the frequency hopping case is unknown)


Section 8.3: Frequency/time tolerances

	Req. No.
	Requirement
	M/O
	Met

?
	Draft 0.1 clause(s)

	56 (2)
	The frequency and time stability of the base station and CPEs as well as the dynamic behavior of the clock synchronization should be documented by the proposer.
	M
	Y
	8.7.2; 8.7.3: 8.9.1.3

	57 (2)
	Tolerance for the CPEs SHOULD be more relaxed than that of the base station to minimize CPE cost and complexity.
	M
	N

(Tolerances for CPE and BS are defined differently: BS in ppm that is center frequency dependent vs CPE in ∆f/. In certain CH, CPE might have more stringent requirement than BS)
	8.9.1.3; 8.7.2; 8.7.3: 

	58 (2)
	CPEs SHALL be capable of synchronizing to the base station to adjust their drift in frequency and time to within the same tolerance as the base station.
	M
	Y
	8.9.1; 8.9.1.1; 8.9.1.2;

	59 (2)
	The CPEs frequency/timing control system(s) SHALL have enough range to achieve synchronization to the base station frequency and timing over documented worst case initial offsets, tolerances, and environmental extremes.
	M
	Y
	8.9.1; 8.9.1.1; 8.9.1.2;

	60 (2)
	The CPE SHALL be capable of acquiring frequency and time synchronization in a sufficiently short period and then maintaining synchronization to secure proper service.
	M
	Y
	8.9.1; 8.9.1.1; 8.9.1.2;


Section 8.4: Spectral efficiency

	Req. No.
	Requirement
	M/O
	Met

?
	Draft 0.1 clause(s)

	61 (4)
	The WRAN system SHALL be capable of providing spectral efficiencies in the range from 0.5 bit/sec/Hz up to a goal of 5 bits/sec/Hz or better per transmission link depending on the transmission channel conditions.  Proposers SHALL document the way they quantify these minimum and maximum spectral efficiencies and in which operational conditions they would apply.
	
	
	


Section 8.5: Radio link availability

	Req. No.
	Requirement
	M/O
	Met

?
	Draft 0.1 clause(s)

	62 (4)
	Information on how the technology will allow to achieve this requirement and help conceal and react to the downtimes SHALL be provided.
	
	
	

	63 (4)
	The proposed WRAN technology SHOULD allow for graceful degradation through a reduction of the throughput rather than a complete loss of service.
	
	
	

	64 (4)
	The 802.22 technology SHOULD also allow for the radio link to be engineered for different link availabilities, based on the preference of the system operator.
	
	
	


Section 8.6: Radio link error performance

	Req. No.
	Requirement
	M/O
	Met

?
	Draft 0.1 clause(s)

	65 (2)
	The error rate, after application of the appropriate error correction mechanism (e.g., FEC), delivered by the PHY layer to the MAC layer SHALL meet IEEE 802 functional requirements for undetected corrupted packet rate and radio link Packet Error Rate (PER) for a packet length of 1000 octets at the minimum specified receiver sensitivity.
	M
	Y
	8.5.2; 8.5.2.1

	66 (3)
	In order to assure that the base station is able to control all of its CPEs, control frames SHALL be transmitted in a manner to assure extremely robust packet error rate performance.
	M
	Y
	6.8, 6.9

	67 (3)
	Proposers SHALL state the packet error rate for control packets for their proposed solution and demonstrate through analysis and/or simulation how they will meet their stated performance.
	M
	X
(related to proposal stage)
	



Section 8.7: Delay, jitter and latency

	Req. No.
	Requirement
	M/O
	Met

?
	Draft 0.1 clause(s)

	68 (3)
	Jitter for the services considered SHOULD be able to be maintained to less than 10 msec. 
	O
	Y
	6.11, 6.20

	69 (3)
	Maximum average CPE to base station and base station to CPE latency caused by the 802.22 PHY and MAC SHOULD be no more than 20 msec. to support VoIP
	O
	Y

(quiet sensing time <20ms
	6.11, 6.12, 6.20, 6.21.3.2

(if quiet sensing time is greater than 20ms, 6.16.6 is optional and can be implemented)


Section 8.8: Capacity

	Req. No.
	Requirement
	M/O
	Met

?
	Draft 0.1 clause(s)

	70 (2)
	Given the propagation characteristics in the target frequency bands and variability in differing geographic area for the development of a link budget, the following parameters of an 802.22 system SHOULD be addressed by the proponents in the development of their MAC and PHY protocols:

· Radio range 

· Upstream/downstream channels’ data rates

· Allocation of prospective subscriber data rate to channels. Note: the MAC and PHY standard MAY allow subscribers to hop between channels

· Types of modulation
	M


	Y


	8; 8.1.1.1; 8.1.2.3.2; 8.2; 8.6



	71 (2)
	The MAC and PHY protocols SHOULD accommodate channel capacity issues and changes in channel capacity as described in section 6 by employing, for example, flexible modulation types, power level adjustment, and bandwidth reservation schemes when needed (see section 6).


	M

M

O

O
	Y

Y

Y

Y
	Variable modulation/CP; 8; 8.1.1.1; 8.1.2.3.2; 8.2; 8.6

Power control: 6.8.4.1.2; 6.8.9; 6.13.5.2; 8.9.3

CH aggregation / bonding: 8; 8.1.1.2; 8.1.2.2; 8.1.2.3.3

Fractional bandwidth: 8; 8.1.2.3.4; 


Section 8.9: Delivered bandwidth

	Req. No.
	Requirement
	M/O
	Met

?
	Draft 0.1 clause(s)

	72 (4)
	The minimum delivered peak data rate per subscriber SHALL be 1.5 Mbit/s forward and 384 kbit/s return.
	
	
	


Section 8.10: Flexible data rate and resource allocation

	Req. No.
	Requirement
	M/O
	Met

?
	Draft 0.1 clause(s)

	73 (3)
	The WRAN system SHALL support dynamic capacity allocation to try to meet subscribers’ quality of service expectations.
	M
	Y
	6.12

	74 (4)
	System capacity allocation SHOULD be able to be varied dynamically to accommodate a wide mix of usage scenarios and user demands for varied services.
	
	
	

	75 (4)
	The system SHALL allow its operator to flexibly allocate its system resources to any CPE for the purpose of limiting or enhancing its throughput.
	
	
	

	76 (4)
	In the case of an optional regenerative off-channel repeater, the system SHOULD be capable of providing for more capacity to such a repeater.
	
	
	

	77 (4)
	The WRAN base station SHOULD be able to provide to CPEs, higher bit rates than the previously stated minimum peak data rate if the system capacity is available, up to the maximum forward throughput allowed by the channel capacity and propagation conditions to one subscriber, at times of low system loading and CPEs SHOULD be able to receive the full throughput from the base station.
	
	
	

	78 (4)
	In the return direction, CPEs SHOULD be able to increase their transmission capacity at times of low system loading, up to the maximum channel throughput allowed by the channel capacity, propagation conditions and as long as the transmit power limit is not exceeded, i.e., a CPE relatively close to the base station may, as directed by the base station, use part of the power margin of its Transmit Power Control (TPC) to achieve higher return throughput.
	
	
	

	79 (3)
	A WRAN base station SHALL be able to support at least 512 simultaneously associated CPEs (minimum size of MAC address table - this does not imply servicing all CPEs simultaneously).
	M
	Y
	6.2


Section 8.11: Connection loss and network outage response 

	Req. No.
	Requirement
	M/O
	Met

?
	Draft 0.1 clause(s)

	80 (4)
	Proposers SHALL describe in detail (text, flowcharts, SDL, etc.) how fault-tolerant the proposed system is and how a CPE that has lost network connectivity will re-establish connectivity.
	
	
	


Section 8.12: Antenna systems

	Req. No.
	Requirement
	M/O
	Met

?
	Draft 0.1 clause(s)

	81 (4)
	WRAN CPE transmit antennas SHOULD be polarized orthogonally to nearby DTV receive antennas to provide additional isolation through cross-polarization discrimination.
	
	
	

	82 (4)
	CPE antenna systems SHALL support the requirements of 15.1.1.7 (sensing thresholds), 15.1.6 (maximum transmitted EIRP) and 15.1.7 (out of band emissions). Proposers SHOULD comment on how to integrate the various elements of antenna systems to meet these requirements.
	
	
	

	83 (4)
	Provisions SHALL be made to prevent the use of antenna equipment that could impair or defeat the requirements of the preceding two paragraphs and proposers SHALL elaborate their proposed approaches.
	
	
	

	84 (4)
	Base station antenna systems SHALL be designed and installed to support the requirements of 15.1.1.7, 15.1.6, and 15.1.7.
	
	
	


Section 9: Base station and CPE duty cycle

	Req. No.
	Requirement
	M/O
	Met

?
	Draft 0.1 clause(s)

	85 (4)
	Base stations SHALL support 100% transmit duty cycle at rated power.
	
	
	

	86 (4)
	CPEs SHALL support 100% transmit duty cycle at rated power to support cases where maximum upstream throughput is required from a terminal at the edge of the coverage area.
	
	
	


Section 10: Adaptability and scalability

Section 10.1 Adaptability

	Req. No.
	Requirement
	M/O
	Met

?
	Draft 0.1 clause(s)

	87 (2)
	The PHY and MAC protocols SHALL provide the ability to adaptively deliver different bit rates/capacities to individual subscribers.  


	M
	Y
	6.4, 6.12.1, 6.12.2, 6.12.3 (Fig. 15)

	88 (2)
	Also, the PHY and MAC protocols SHALL provide for adaptable channel capacity as a function of channel performance. With a minimum spectrum efficiency of 0.5 bit/s/Hz and a goal of 5 bits/s/Hz or better  per transmission link as propagation permits.
	M
	Y
	8 (see Table 226, Spectral Efficiency and Modulation), 8.5.2.1.2 (Table 236, CC code rates), 8.5.2.2.4 (Table 238, CTC code rates)

	89 (3)
	The WRAN system standard SHALL support Transmit Power Control (TPC) on a link-by-link basis to allow a reduction of the transmit power at the CPEs (and perhaps also at the base station, at the option of the proposer) to the lowest levels possible while still maintaining a reliable connection.
	M
	Y
	6.13.5.2, 6.8.9

	90 (2)
	Proposers SHALL specify their proposed TPC range and granularity which SHALL be at least 30 dB with 1 dB steps.
	M 
	Y
	6.8.4.1.2.1 (Table 46, 0.25 dB steps), 

8.9.3 (section missing from draft!)

Note: TPC range is not clear


Section 10.2: Scalability

	Req. No.
	Requirement
	M/O
	Met

?
	Draft 0.1 clause(s)

	*
	SungHyun of ETRI proposes to insert here with a new item: 

The operation of the WRAN system MAY need to be restrained to a smaller portion of the TV channel when interference to wireless microphones operating on an adjacent TV channel and other LE systems is considered, and even for operational reason
	O
	Y
	8.1.2.3.4

	91 (2)
	The 802.22 standard may need to include scalability with respect to occupied bandwidth.  As a minimum, the 802.22 standard SHALL include the scalability necessary to adapt to the 6, 7 and 8 MHz TV bandwidths that exist in the various parts of the world.
	M
	Y
	8.1.2.1 (Tables 227, 229, 230)
8.1.2.2

	92 (4)
	Where spectrum is available, it MAY be useful for a WRAN system to use more than one TV channel (contiguous or not) to increase the capacity of the transmission link as long as each TV channel can become independent from the modulation point of view to be able to free any one of these channels in case of interference
	
	
	

	93 (3)
	In addition to the minimum requirement of 1.5 Mbit/s and 384 kbit/s specified in section 8.1, the 802.22 standard MAY provide higher return link capacity, up to and including a fully symmetrical link.
	O
	Y
	6.3, 6.4, 6.8.2, 6.8.4


Section 11: Support for different classes of base stations

	Req. No.
	Requirement
	M/O
	Met

?
	Draft 0.1 clause(s)

	94 (4)
	The default class of base station SHALL operate at a maximum of 4 W EIRP.
	
	
	

	95 (4)
	The 802.22 standard SHOULD support different classes of base stations with different conditions of operation such as transmit power levels, etc. where permitted by regulatory domains 
	
	
	

	96 (4)
	Proposers SHALL elaborate in detail the technical characteristics of each class proposed (transmit EIRP, out of band emissions mask, required separation distance from TV receivers, EIRP profile if required, etc.).
	
	
	

	97 (4)
	Proposers SHALL provide analysis and simulation to justify the proposed technical parameters of each class proposed and provide a very high degree of confidence that those parameters will not cause harmful interference to licensed services.
	
	
	


Section 12: Flexibility in tuning

	Req. No.
	Requirement
	M/O
	Met

?
	Draft 0.1 clause(s)

	98 (4)
	The 802.22 standard SHALL support operation in these frequency segments (VHF (54 MHz) to UHF (862 MHz) [47-910 MHz verified – may want/need to submit PAR rev]) as well as the amalgamation of more than one of these segments.
	
	
	


Section 13: Channelization

	Req. No.
	Requirement
	M/O
	Met

?
	Draft 0.1 clause(s)

	99 (2)
	The 802.22 Standard SHALL support channel spacings of 6, 7 and 8 MHz and proper center frequencies to align with the frequency raster of the incumbent broadcast systems in the area.
	M
	Y
	8.1.2.1 (Tables 227, 229, 230

	100 (4)
	The CPE RF front-end and tuning SHALL be capable of adapting accordingly.
	
	
	

	101 (2)
	Subdivision of these nominal channels MAY be used as long as the regulatory maximum EIRP per device in a 6, 7 or 8 MHz channel is not exceeded.
	O
	Y
	8.1.2.3.4


Section 14: MAC

Section 14.1: Network operation

	Req. No
	Requirement
	M/O
	Met

?
	Draft 0.1 clause(s)

	102 (3, 4)
	The 802.22 protocols SHALL provide mechanisms for authorization, registration, continued operation and deregistration of CPEs to 802.22 networks while avoiding interference to incumbent users.
	M
	Y
	6.20.5, 7.3, 6.15, 6.20, 6.8.16, 6.8.17

	103 (3)
	All operations other than CPE initialization SHALL take place under the control of the base station, which SHALL be capable of simultaneously supporting multiple CPEs.
	M
	Y
	6.1, 6.8, 6.15


Section 14.2: Support for Interference mitigation/Coexistence

	Req. No.
	Requirement
	M/O
	Met

?
	Draft 0.1 clause(s)

	104 (3)
	802.22 Base Station SHALL control CPEs to conduct measurement activities and obtain measurement results.  There may be a need for scheduled quiet periods for sensing to take place.
	M
	Y
	6.8.22

	
	
	O
	Y
	6.3, 6.8.1, 6.8.21.7

	105 (3)
	Sensing repetition rate and integration time SHALL be identified specified by the BS and transmitted to the CPEs in order to meet the sensitivity down to the specified threshold in a timely manner.  
	M
	Y
	6.8.22, 6.21.1

	106 (1, 3)
	Sensing SHOULD include capture of signal signature to identify the type of incumbent and other LE signals and possibly the transmit unit identification.
	O
	Y
	6.5, 6.8.7.3.7.9

	107 (3)
	802.22 protocols MUST provide mechanisms for sensing control in the CPEs.
	M
	Y
	6.8.1, 6.8.22, 6.21.1

	108 (3)
	The Base Station SHALL be able to instruct the CPEs when to sense, which channels to sense and the duration of the sensing activity.
	M
	Y
	6.8.1, 6.8.22

	109 (1, 3)
	Additionally, the base station SHALL maintain and control a threshold per incumbent type for comparison purposes to assure maximum incumbent protection, and be able to transmit this threshold to the CPEs.
	M
	Y
	6.8.22

	110 (3)
	CPEs SHALL send to the Base Station sensing measurement reports in a form understandable by the Base Station.
	M
	Y
	6.8.22

	111 (3)
	In addition, CPEs SHALL, at a minimum, be able to acquire and convey to the Base Station sufficient data to permit the identification of the incumbent or other WRAN RF signal profile.
	M
	Y
	6.8.22

	112 (1, 3)
	CPEs COULD also recognize RF signal profiles, and in such cases, these CPEs SHOULD be able to recognize the incumbent services present in the regulatory area of operation.
	O
	Y

(as far as the MAC goes)
	6.8.22

	113 (3)
	Proposers SHALL elaborate in detail how they propose to implement incumbent profile identification.
	M
	X (related to proposal stage)
	6.8.22

	114 (3)
	The IEEE 802.22 air interface SHALL provide identifiers for CPEs and Base stations to facilitate the resolution of any interference problems that might occur (see Section15.3).  The CPEs and Base stations SHALL be able to extract the WRAN device identification from the received RF signal.
	M
	Y
	6.5

	115 (3)
	Once the CPE has received the channel change request from the base station, the 802.22 MAC SHALL order the 802.22 PHY to change the channel of operation.
	M
	Y
	6.8.1.1, 6.8.21, 6.21.4

	116 (3)
	The 802.22 MAC SHALL be able to suspend the transmission in a specified channel. Transmission in this channel MAY be resumed upon indication from the WRAN base station.
	M
	Y
	6.8.21

	
	
	O
	Y
	6.8.21

	117 (3)
	The 802.22 MAC SHALL be able to terminate the operation in a channel. Operation MAY be reestablished in another channel.
	M
	Y
	6.8.1.1, 6.8.21, 6.21.4

	
	
	O
	Y
	6.8.1.1, 6.8.21, 6.21.4

	118 (3)
	The 802.22 MAC in any device (CPE or base station) SHALL be able to control the PHY adaptability features such as TPC, modulation/FEC, channel bandwidth, and timing only in response to commands from the base station.
	M
	Y
	6.3, 6.5, 6.8

	119 (3)
	The 802.22 system follows a master/slave relationship where the base station performs the role of the master    and the CPEs are the slaves.  Hence, in an 802.22 system, the base station SHALL be responsible for managing CPEs in numerous aspects including modulation, coding, encryption, power level, and bandwidth usage. 
	M
	Y
	6.3, 6.5, 6.8

	120 (3)
	Measurement activities in an 802.22 system are also managed by the base station.  Thus, the base station SHALL be able to order CPEs to perform measurements and report the results back to the base station.
	M
	Y
	6.8.22

	121 (3)
	Once sufficient measurement information is available to the base station, the base station SHALL be able to analyze that data and, if necessary, take appropriate steps to resolve any interference potential by changing its or any associated CPEs operating parameters such as frequencies of operation and power level. 
	M
	Y
	6.8.1.1, 6.8.21, 6.8.21.1, 6.21.4

	122 (3)
	To augment this functionality, the base station MAY rely on other features such as externally available databases (see Section 15.2.5), information from other 802.22 base stations, and service provider specific information.
	O
	N
	

	123 (3)
	The IEEE 802.22 protocols SHALL provide mechanisms for the exchange of information between WRAN base stations to allow for coexistence, interference avoidance, and sharing of radio resources amongst neighboring 802.22 Base Stations, whether they are operated by the same entity or not. 
	M
	Y
	6.3, 6.21.2, 6.21.3, 6.21.5

	124 (3)
	The communications channel for this function MAY use the 802.22 air interface, backhaul channels, or other means.
	O
	Y
	6.21.2.1

	125 (3)
	CPEs and base stations SHALL be able to report interference received from other 802.22 base stations or CPEs, and neighboring base stations SHALL be REQUIRED to cooperatively take measures in order to resolve the issues.
	M
	Y
	6.21.2, 6.21.3, 6.21.5

	126 (3)
	Proposers SHALL describe their proposed solution and provide data on how their proposed solution works, including information exchanged, metrics of performance (including impact on the capacity of the networks involved), etc.
	M
	
X (related to proposal stage)
	6.8, 6.21


Section 14.3: Class of service and QoS

	Req. No.
	Requirement
	M/O
	Met

?
	Draft 0.1 clause(s)

	127 (3)
	802.22 protocols MUST support classes of service (CoS) with various quality of service (QoS) goals to support the services that an 802.22 system MUST transport.
	M
	Y
	6.11, 6.12, 6.20

	128 (3)
	Thus, 802.22 protocols MUST define interfaces and procedures that accommodate the needs of the services with respect to allocation and prioritization of resources.
	M
	Y
	6.11, 6.12, 6.20

	129 (3)
	Additionally, 802.22 protocols MUST provide the means to ensure that QoS levels are satisfied under the constraints of license-exempt operation in presence of incumbent services.
	M
	Y

(quiet sensing time < 20 ms)
	6.21.3.2, 6.21.6

	130 (3)
	For evaluation purposes, proponents SHOULD indicate the Packet Error Rates (PER) that their proposed solution can provide for each type of service shown in Table 1.
	O
	N
	N/A

	131 (3)
	Either connection-less or connection-oriented services, or a mix of both, MAY be proposed for consideration.
	O
	Y
	6.20

	132 (3)
	For QoS-based, connectionless services, the 802.22 protocols MUST support resource negotiation “on-demand”. For instance, the MAC protocol MAY allocate bursts of PDUs to services that require changes in resource allocation.
	M
	Y
	6.11, 6.12, 6.20

	133 (3)
	A connection-oriented service MAY require “state” information to be maintained for the life of a connection. However, the 802.22 MAC layer interface MAY provide a connection-less service interface that requires a higher-layer “adaptation” to maintain the “state” of a connection and periodically allocate resources.
	O
	Y
	6.20

	134 (3)
	802.22 protocols SHALL define a set of parameters that preserve the intent of QoS parameters or IP-based services.
	M
	Y
	6.8.8.10.4, 6.8.8.10.10, 6.20

	135 (3)
	The classes of service and QoS parameters of services SHALL be translated into a common set of parameters defined by 802.22.
	M
	Y
	6.20

	136 (3)
	A QoS-based IP network MAY employ the Resource reSerVation Protocol (RSVP) [7] to “signal” the allocation of resources along a routed IP path.
	O
	N

(adaptation layer not defined)
	

	137 (3)
	If 802.22 is to be a “link” in the IP network, an IWF MUST interface with 802.22 to negotiate resource allocation.
	M
	N
	5

	138 (3)
	802.22 protocols SHOULD include a mechanism that can support dynamically-variable-bandwidth channels and paths (such as those defined for IP environments).
	O
	Y
	6.8


Section 14.4: Single channel versus Multichannel Operation

	Req. No.
	Requirement
	M/O
	Met

?
	Draft 0.1 clause(s)

	139 (3)
	The simultaneous use of more than one TV channel (contiguous or not) MAY be possible as long as it is possible to free up any of these channels in case of interference to the incumbent services.
	O
	Y
	6.3, 6.16

	140 (3)
	The 802.22 MAC protocols SHALL be able to terminate operation in any of the channels being used if the need arises.
	M
	Y
	6.8


Section 14.5: OA&M Support
	Req. No.
	Requirement
	M/O
	Met

?
	Draft 0.1 clause(s)

	141 (4)
	The 802.22 air interface SHALL provide a mechanism to enable the provisioning and collection of metrics, so that the network operator can effectively control, monitor, and tune the performance of the 802.22 air-interface.
	
	
	

	142 (4)
	Provisioning parameters, performance metrics and other OA&M values SHALL be made available through a standards compliant MIB.
	
	
	


Section 14.6: Base station and CPE address spaces

	Req. No.
	Requirement
	M/O
	Met

?
	Draft 0.1 clause(s)

	143 (3)
	The 802.22 protocols SHALL support addresses that uniquely identify CPEs and base stations.
	M
	Y
	6.6

	144 (3)
	802.22 transmitted frames SHALL contain, at a minimum, the address of the transmitting device to identify the source of the transmission for the purpose of facilitating interference resolution with incumbents as well as other 802.22 systems.
	M
	Y
	6.5.1, 6.5.3, 6.8


Section 15: Co-existence and interference mitigation

	Req. No.
	Requirement
	M/O
	Met

?
	Draft 0.1 clause(s)

	145 (3)
	The PHY and MAC protocols of the WRAN standard MUST include the necessary means to operate in such an environment without causing interference to these incumbent services.
	M
	Y
	6.8.1, 6.8.21, 6.21.1, 6.21.3, 6.21.4, 6.21.5

	146 (3)
	The WRAN system SHALL also provide a fail-safe operation mode in the CPEs and base stations to avoid interference should anomalous situations occur.
	M
	Y
	6.16.4

	147 (3)
	Proposals SHALL provide flowcharts or other means of fully explaining and characterizing the algorithms and mechanisms they employ to meet these requirements with the understanding that the solutions selected will be incorporated in a normative manner in the standard.
	M
	Y
	6.21.1, 6.21.3, 6.21.4, 6.21.5

	148 (3)
	Furthermore, these protocols SHALL also include means to allow coexistence among multiple WRAN systems and with other license-exempt systems in these bands for fair and efficient use of the spectrum.
	M
	Partially 

(no means for coexistence with other license-exempt systems)
	6.21.2


Section 15.1: Licensed Incumbent Sensing and Avoidance
Section 15.1.1: Overview

	Req. No.
	Requirement
	M/O
	Met

?
	Draft 0.1 clause(s)

	149 (4)
	Interference avoidance SHALL be based on RF sensing at the base station and at the CPEs and SHALL rely on cognitive radio techniques and intelligence at the network level.
	
	
	

	150 (4)
	The WRAN system SHALL provide the means for the base station operator to assess interference potential by mapping the results of the sensing of spectrum occupancy performed by the base station and the CPEs against information on their physical location acquired through registration information or other geolocation mechanisms.
	
	
	

	151 (1)
	Such sensing SHALL include the monitoring of broadcast operation and Part 74 licensed device operation.
	
	
	

	152 (3)
	If the implementation requires a quiet period, it MUST be done within the requirements of providing and maintaining QoS (i.e., network throughput and latency) in an interference free environment.
	M
	Y
(quiet period less than 20 ms)
	6.21.3, 6.21.5

	153 (4)
	WRAN stations SHALL be configured to result in less than 1dB of degradation to nearby land mobile base stations receiving in 455-460 MHz and 465 - 470 MHz nationwide, and in channels 14 - 20 where operation is authorized.
	
	
	

	154 (3)
	A WRAN CPE device SHALL NOT transmit unless it periodically receives an enabling signal from a Base Station. Proposers SHALL elaborate their proposed means of meeting this requirement and SHALL propose a maximum period without receipt of an enabling signal from a base station, after which the CPE will cease transmission.
	M
	Y
	6.8.3, 6.8.4, 10.1

	155 (3)
	Both CPEs and Base Stations SHALL sense the presence of incumbent television and wireless microphones as specified in Paragraph 15.1.3.
	M
	Y
	6.3, 6.8.21, 6.8.22, 6.21.1, 6.21.3

	156 (3)
	When, during normal WRAN system operation, a CPE senses that either a television or wireless microphone signal is present above the specified threshold(s), the CPE SHALL communicate sufficient information about the signal detection to the Base Station and wait for instructions from the Base Station.
	M
	Y
	6.8.22

	157 (4)
	The Base Station SHALL contain a programmable, flexible and responsive computational capability to process data gathered by itself or its CPEs related to the detection of incumbent signals. 
	
	
	

	158 (4)
	The Base Station SHALL incorporate the capability to easily and securely make changes in these algorithms without an interruption in service.
	
	
	

	159 (4)
	At a minimum, the proposed WRAN system SHALL contain and function efficiently using these features: 
	
	
	

	160 (4)
	The Base Station SHALL modify system operating parameters as required to avoid harmful interference, up to and including ceasing operations.
	
	
	

	161 (4)
	However, if the proposed WRAN system has indisputable knowledge of the geographic location of the television station transmitter which has been detected, the Base Station MAY make a determination that the Base Station or its associated CPEs are outside the boundaries of the television Grade B/noise limited protected areas and to adjust power, frequency, etc. accordingly to adhere to D/U levels at the boundary specified in paragragh 15.1.2.
	
	
	

	162 (4)
	If the WRAN system incorporates the latter capability, the proposal SHALL specify how the current location of the television station was determined and updated in timely manner and how this information is used in the establishment and setting of WRAN system transmitting parameters.
	
	
	

	163 (4)
	If a Part 74 device is detected the Base Station SHALL modify the system operating parameters of all network members within a specified radius of the reporting device as required to avoid harmful interference, up to and including ceasing operations. 
	
	
	

	164 (2)
	Proposals SHALL provide information on expected D/U ratios for interference into incumbent systems for their particular waveform(s).
	M
	N
	This is dependent on many parameters.  Requirement needs clarification

	165 (1)
	The base station and the CPEs SHALL sense licensed transmissions using an omni-directional antenna with a gain of 0 dBi or greater (where all losses between the antenna and the input to the receiver are included) in any azimuthal direction and polarization. The base station SHALL take appropriate actions to assure that the network and all of its components will behave in a manner that mitigates any interference that would result if licensed signals are detected above the following thresholds, referenced to the receiver input: 

(1)
DTV threshold: -116 dBm (total ATSC DTV power in the 6 MHz channel). For example, this could be done for the ATSC DTV system by using narrowband spectrum analysis techniques to sense the pilot carrier of the DTV signal which is at –11.3 dB below the total DTV power.  Different threshold values may be needed to protect the various digital TV systems.

(2)
Analog TV threshold: -94 dBm (measured at peak of sync of the NTSC picture carrier).  Different threshold values may be needed to protect the various analog TV systems.

(3)
Wireless microphone threshold: -107 dBm (measured in 200 kHz bandwidth) for operating microphones.
	
	
	

	166 (4)
	Proposers SHALL provide detailed descriptions of how they will meet the requirements of this section, along with supporting analysis and, if appropriate, simulations.
	
	
	


Section 15.1.2: DFS Timing Requirements

	Req. No.
	Requirement
	M/O
	Met

?
	Draft 0.1 clause(s)

	167 (4)
	Channel Availability Check Time: the time during which a TV channel SHALL be checked for the presence of licensed incumbent signals having a level above the Incumbent Detection Threshold prior to the commencement of WRAN operation in that channel, and additionally in the case of TV, a related channel at an EIRP level that can affect the measured TV channel.  The Channel Availability Check Time SHALL conclude no more than 6 seconds prior to the start of the Channel Setup Time period. WRAN transmissions SHALL NOT occur during this time.
	
	
	

	168 (4)
	Non-Occupancy Period: the required period during which WRAN device transmissions SHALL NOT occur in a given TV channel because of the detected presence of an incumbent signal in that channel above the Incumbent Detection Threshold, and additionally in the case of TV, above a given EIRP level (see section 15.1.6) on a  related TV channel.  A WRAN device SHALL NOT use this channel or, in the case of TV, SHALL NOT utilize its full rated EIRP in the given channel. 
	
	
	6.13.5.2 ?

	169 (4)
	Channel Setup Time: the window of time that may be taken by a WRAN CPE to transmit control information to a WRAN base station in order to establish operation with that base station at the prescribed power or, in the case of TV, at or below the allowable EIRP within a given TV channel (see section 15.1.6).  The In-Service Monitoring period SHALL start once the Channel Setup Time period has ended.
	
	
	

	170 (4)
	Channel Opening Transmission Time: the aggregate duration of control transmissions by WRAN devices during the Channel Setup Time, which starts at the end of the Channel Availability Check Time.  The aggregate duration of all transmissions SHALL NOT count quiet periods in between transmissions.
	
	
	

	171 (4)
	Channel Closing Transmission Time: the aggregate duration of control transmissions by the WRAN devices during the Channel Move/EIRP Reduction Time, which starts upon detection of a licensed incumbent signal above the relevant Incumbent Detection Threshold.  The aggregate duration of all transmissions using the initial power level SHALL NOT count quiet periods between transmissions.
	
	
	

	172 (4)
	All WRAN Base Stations SHALL use DFS to sense, detect, and avoid interference to licensed incumbent services whose signals are sensed above the relevant Incumbent Detection Thresholds as given in Table 15.1.2.
	
	
	

	173 (4)
	The base station initiates  WRAN operation by transmitting short control signals during the Channel Setup Time that will enable CPEs to associate with the network.  The aggregate transmissions during the Channel Setup Time SHALL be limited to the Channel Opening Transmission Time. 
	
	
	

	174 (4)
	Before initiating  WRAN operation on a channel, the Base Station SHALL perform a Channel Availability Check for the duration of the Channel Availability Check Time to ensure there are no licensed incumbent signals operating on that channel at received signal levels above the relevant Incumbent Detection Thresholds.  In the case of TV, the Base Station SHALL perform a Channel Availability Check on the potentially affected channels for the duration of the Channel Availability Check Time to adjust the maximum level of EIRP that can be used in this channel depending on the presence of DTV signals operating on the potentially affected channels (see. section 15.1.6)..
	
	
	

	175 (4)
	During normal operation, the Base Station SHALL monitor the potentially affected channels (In-Service Monitoring) at intervals sufficient to meet the Channel Detection Time 
	
	
	

	176 (4)
	If the Base Station or any CPE detects a licensed incumbent signal above the relevant Incumbent Detection Threshold, the Base Station SHALL modify the system operating parameters of all network members within a specified radius of the reporting device as required to avoid harmful interference, up to and including ceasing operations entirely.
	
	
	

	177 (4)
	All CPE devices operating in the TV bands SHALL use DFS to sense, detect, and  report on  signals above the relevant Incumbent Detection Thresholds in the operating channel and in the first adjacent channels to the channel occupied by the WRAN and, in the case of TV,  all potentially affected channels (see section 15.1.8) at intervals sufficient to meet the Channel Detection Time (In-Service Monitoring). 
	
	
	

	178 (4)
	A CPE device SHALL reduce its transmit power or stop all transmissions whenever instructed by a Base Station.  The CPE device SHALL NOT increase its transmit power or resume transmissions respectively until it has again received an enabling signal from a Base Station.
	
	
	


Section 15.1.3: Distributed Sensing

	Req. No.
	Requirement
	M/O
	Met

?
	Draft 0.1 clause(s)

	179 (3)
	802.22 systems SHALL employ distributed sensing. 
	M
	Y
	6.8.22, 
6.16.7, 6.21.1

	180 (1)
	The base station and CPEs SHALL have the capability to sense RF channel occupancy.
	
	
	

	181 (4)
	The intelligence for the distributed sensing system SHOULD be located at the base station or MAY alternatively be centralized at a Network Operating Center (NOC).
	
	
	

	182 (4)
	If the base station operation is dependent on connectivity to the NOC, then the base station SHALL cease operation if connectivity to the NOC is lost.
	
	
	

	183 (3)
	The MAC and PHY protocols SHALL allow the transmission of the necessary control packets in both directions to permit such distributed sensing and the CPEs SHALL react in a timely manner to commands from the base station.
	M
	Y
	6.8.22, 6.21.1

	184 (4)
	The MAC SHALL support control packets to and from higher layers to assure protection of incumbent services at the network level.
	
	
	


Section 15.1.4: Channel Utilization Table

	Req. No.
	Requirement
	M/O
	Met

?
	Draft 0.1 clause(s)

	185 (3)
	The system SHALL provide a way to populate a table of channels that characterizes channel availability – such as disallowed, occupied, available, available at reduced power, etc., and to update that table at any time.
	M
	Y
	6.21.4

	186 (3)
	Disallowed channels SHALL not be used and therefore will not need to be sensed by the system.
	M
	Y
	6.21.4

	187 (4)
	Updating of the table MAY occur either as a result of data entry by a system operator or as an automatic function of the network sensing mechanism, which will result in non disallowed channels being designated as either occupied, available, available at reduced power, etc.
	
	
	

	188 (3)
	Such automatic updating by the sensing mechanism SHALL operate utilizing parameters as specified in section 15.1.2.
	M
	Y
	6.21.4

	189 (3)
	The base station, and optionally the CPEs, SHOULD maintain a "list" of backup channel(s) in case a new incumbent is detected and a channel has to be quickly vacated.  The exact scheme can be left to the proposers, as different approaches could be suggested to address this issue.
	M
	Y
	6.21.4


Section 15.1.5:
Minimum separation distances between WRAN base stations and TV operation

	Req. No.
	Requirement
	M/O
	Met

?
	Draft 0.1 clause(s)

	190 (4)
	Proposers should be mindful in terms of system architectural considerations that, in the interest of coexistence and avoidance of interference to incumbent TV operations, WRAN base stations will have to be located outside the  noise-limited protected/Grade B contour of TV stations that use the same channel or first adjacent channels.
	
	
	

	191 (4)
	In the case of second adjacent channels and beyond, the WRAN base station will need to be located at some minimum distance from the closest TV receiver.
	
	
	


Section 15.1.6:
Maximum power for WRAN CPEs to avoid interference to TV operation

	Req. No.
	Requirement
	M/O
	Met

?
	Draft 0.1 clause(s)

	192 (4)
	Some antenna polarization discrimination MAY be assumed and proposers SHOULD document their assumptions in this regard.
	
	
	

	193 (4)
	The possibility of some signal depolarization between the two antennas SHOULD be considered as well.
	
	
	

	194 (4)
	Chassis radiation is assumed to be and SHOULD be insignificant (e.g. >= -20 dB) compared to radiation from the intended path via the antenna.
	
	
	

	195 (4)
	WRAN systems will have to have cognisance of the presence of TV broadcast stations in the surrounding area over a range that could extend up to +-15 channels. Accordingly, the maximum transmitted CPE EIRP will have to be limited (by capping the TPC range) to a value that is related to the channel separation between WRAN and TV operations.
	
	
	6.13.5.2 ?


Section 15.1.7: Out-of-band emission mask for WRAN systems

	Req. No.
	Requirement
	M/O
	Met

?
	Draft 0.1 clause(s)

	196 (2)
	According to the model of 15.1.6, it is tentatively concluded that in order to protect DTV receivers and to protect wireless microphones, 4 W EIRP WRAN CPEs and base stations SHALL meet the limits specified in Table 15.1.7.
	
	
	

	197 (2)
	If a proposer suggests a relaxation based on the use of polarization discrimination or some other approach, they SHALL provide supportive documentation to justify such a relaxation.
	
	
	


Note on above section: Judging compliance here is difficult, partly because the emission mask in 15.1.7 of FRD is a tentative requirement.  More careful requirements should be derived using simulations or, preferably, measurements.

Section 15.2: WRAN systems coexistence/sharing
	Req. No.
	Requirement
	M/O
	Met

?
	Draft 0.1 clause(s)

	198 (3)
	The 802.22 protocols SHALL allow multiple 802.22 WRAN systems with service area overlap, whether operated by the same operator or different operators, and whether co-channel or operating on adjacent channels.
	M
	Y
	6.3, 6.21.2, 6.21.5

	199 (3)
	Sensing techniques SHALL be operable in the presence of other WRAN systems operating co-channel or on adjacent channels, both for the purpose of protecting incumbent licensed operation and for facilitating sharing and coexistence between multiple WRAN systems.
	M
	Partially
(no adjacent channel support)
	6.21.3, 6.21.5

	200 (3)
	802.22 systems SHALL have means to coordinate with each other to facilitate sharing, coexistence, and interference mitigation amongst neighbors.
	M
	Y
	6.3, 6.21.2, 6.21.5

	201 (3)
	Proposers SHALL elaborate via narrative descriptions, analysis, and simulation as applicable, the performance of their systems in terms of sensing and coordinating with other WRAN systems.
	M
	Partially

(done as far as coordination with other WRAN systems go)
	N/A

	202 (3)
	Each WRAN system MUST have a unique address space in order to ensure that interference resolution is always possible.
	M
	Y
	6.5, 6.6, 6.8

	203 (3)
	The IEEE 802.22 protocols SHALL use IEEE standard 48-bit addresses, in accordance with the applicable IEEE standards.
	M
	Y
	6.2

	204 (3)
	Each WRAN base station and CPE SHALL, in each transmission, transmit sufficient identifying information to facilitate the prompt resolution of any interference that might occur.
	M
	Y
	6.5, 6.8

	205 (3)
	802.22 WRAN base stations and CPEs SHALL use the same fundamental distributed sensing mechanism and base station to CPE master-slave relationship used to protect incumbent services to detect and identify other WRAN systems operating co-channel or on adjacent channels to facilitate sharing, coexistence, and interference mitigation amongst neighbors.  (See also 15.1.3).
	M
	Y
	6.21.2

	206 (1)
	Proposers SHALL propose, and justify through analysis and simulation, the sensing thresholds required..
	
	
	

	207 (3)
	Each 802.22 WRAN base station (and optionally CPEs) SHALL maintain a table of frequencies used by other WRAN systems operating in the same geographic area, and SHALL use that information to facilitate sharing, coexistence, and interference mitigation amongst neighbors.
	M
	Y
	6.8.22, 6.21.1, 6.21.2

	208 (3)
	Proposers SHALL elaborate how their proposed system will meet the requirements of  Section 15.2 by outlining how WRAN base stations will communicate to resolve coexistence issues (over the air, via “backhaul”, over the internet, etc.)  in sufficient detail, and with performance metrics such as delay, latency, etc. to allow the proposed mechanisms to be evaluated quantitatively and qualitatively by the members of the Working Group.
	M
	Y
	6.21.2

	209 (3)
	Proposers SHOULD propose and elaborate potential methods to address coexistence with non-802.22-based license-exempt systems that might in the future be allowed access to the TV bands.
	O
	N
	


Section 16: Network management*
	Req. No.
	Requirement
	M/O
	Met

?
	Draft 0.1 clause(s)

	210 (4)
	The 802 standards define a framework for LAN/MAN management in ISO/IEC 15802-2:1995(E) [8]. The framework contains guidelines for managed objects, management protocol, and the relationship to ITU management protocols. 802.22 protocols SHALL comply with the above-mentioned standards and guidelines. 
	
	
	

	211 (3)
	The 802.22 protocols MUST permit operators to enforce service level agreements (SLAs) with subscribers by restricting access to the air link, discarding data, dynamically controlling bandwidth available to a user or other appropriate means. The 802.22 protocols MUST also permit subscribers to monitor performance service levels of the 802.22 services being provided at the delivery point.
	M
	N
	

	212 (3)
	The 802.22 standard SHALL support a flow by flow admission control mechanism to support  QoS.
	M
	Y
	6.8.8, 6.20

	213 (4)
	The 802.22 system management framework, architecture, protocols, and managed objects MUST allow for operators to effectively administer accounting and auditing. An operator MUST be able to account for resource utilization and various service features for each subscriber service separately.
	
	
	

	214 (4)
	The WRAN system operator MUST have secure means to shut down and reactivate a CPE, if necessary, from the WRAN base station (or NOC). The operator also MUST have the means to securely shut down and reactivate a base station remotely.
	
	
	

	215 (3)
	The 802.22 protocols SHALL support fail-safe functions that automatically shut down transmission at a CPE or base station in case of malfunction (e.g., power limits exceeded).
	M
	N
	


Section 17: Security

	Req. No.
	Requirement
	M/O
	Met

?
	Draft 0.1 clause(s)

	216 (4)
	The 802.22 system SHALL enforce security procedures described in this section.
	
	
	

	217 (4)
	The security system chosen by 802.22 SHALL be added to the protocol stack and reference points to include security protocols, and “database” functions for authentication, authorization, key management, service suspend/resume, relocation, anti-cloning, etc.
	
	
	

	218 (4)
	The WRAN firmware SHALL meet regulatory requirements to be tamper-proof to prevent unauthorized modification to firmware and/or functionalities (e.g., cognitive functionality, RF sensing, DFS, TPC, tuning). Any attempt to load unapproved firmware into a WRAN device shall render it inoperable.
	
	
	

	219 (4)
	Proposers SHALL elaborate how they propose to meet this requirement.
	
	
	

	220 (4)
	There SHALL be two types of authentication for an 802.22 system. 

In the first type, a CPE MUST authenticate itself with the network every time it registers with the network. This authentication MUST prevent unauthorized CPE from entering the network or an unauthorized base station from emulating an authorized base station. This type of authentication MUST be supported by the 802.22 MAC layer.

The second type of authentication is between the subscriber and the WRAN system. This may or may not be the responsibility of the 802.22 protocols. It MAY be handled by higher layer protocols.

An additional level of authentication MAY exist between the other two. This additional layer is the authentication of the subscriber with the subscriber station. This is beyond the scope of the 802.22 protocols. 

The authentication mechanisms MUST be secure so that an unauthorized or “rogue” CPE is not able to gain access to an 802.22 system, or to the core network beyond. Passwords and keying information MUST NOT be passed “in the clear” through the air interface.
	
	
	

	221 (4)
	The 802.22 standard SHALL identify a standard set of credentials and allow for vendors to extend the defined credentials with non-standard credentials.
	
	
	

	222 (4)
	For each service offered, the 802.22 protocols MUST be capable of securely supporting authorization requests and responses.
	
	
	

	223 (4)
	The 802.22 WRAN standard SHALL allow suitable cryptographic algorithms to be employed.
	
	
	

	224 (4)
	Facilities SHALL be defined in the protocol for the use of alternate cryptographic algorithms that can be used in varying localities and that can replace algorithms as they are obsoleted.
	
	
	

	225 (4)
	Over the air rekeying (OTAR) of cryptographic functionality SHOULD be supported and proposers are expected to provide sufficient detail on this aspect of their proposed approach, as well as the basic cryptographic functionality, to allow the feasibility and efficacy of the proposed methods to be evaluated.
	
	
	

	226 (4)
	The 802.22 WRAN protocols SHALL assure message integrity, including the accuracy of delivered data and that the data has not been altered in an unauthorized manner.
	
	
	

	227 (4)
	The 802.22 WRAN protocols SHALL protect the privacy and security of user payload data transmitted over the system by employing suitable cryptographic algorithms to encrypt and verify the integrity of such data. 
	
	
	

	228 (4)
	The 802.22 WRAN protocols SHALL protect network control message data transmitted over the system by employing suitable cryptographic algorithms to encrypt and verify the integrity of such data. 
	
	
	

	229 (4)
	Proposers SHALL provide a description of how their proposed approach will protect against denial of service attacks and other malicious actions intended to disrupt system operation.
	
	
	


Section 18: 802 Conformance

	Req. No.
	Requirement
	M/O
	Met

?
	Draft 0.1 clause(s)

	230 (4)
	The 802.22 Standard SHALL conform to the 802 architecture. 
	
	
	

	231 (3)
	The 802.22 MAC SHALL support 802 IEEE standard 48 bit addresses, in accordance with the applicable IEEE Standards
	M
	Y
	6.5, 6.8

	232 (3)
	An 802.22 system SHALL support MAC multicast in the downstream direction.
	M
	Y
	6.19

	233 (4)
	The 802.22 protocols SHALL support 802.1 bridging services and protocols, including support of the 802.1q virtual LAN tag and 802.1D priority ID [32-34].
	
	
	

	234 (4)
	The 802.22 protocols SHALL conform to the 802 conventions and structures for “interface primitives” (logical structures that are passed between protocol layers to invoke processes and transact data).
	
	
	

	235 (4)
	The 802.22 protocols SHALL conform to the 802 system management guidelines (see section 8) [9]
	
	
	

	236 (4)
	The 802.22 MAC SHALL provide a MAC service interface that complies to 802 conventions
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