	Source:
	IEEE P802.3ah EFM Task Force

	Title: 
	
Response to EFM OAM&P Review/D1.732

	COMMUNICATION STATEMENT

	To:
	T1M1

	Approval:
	San Francisco meeting, July 2003

	For:
	

	Deadline:
	

	Contact:
	Howard Frazier, EFM TF chair
	Email: millardo@dominetsystems.com

	Contact:
	Matt Squire, EFM OAM STF chair  


	Email: msquire@hatterasnetworks.com


Response

We would like to thank you for your comments and careful review of our Clause 57 and Clause 30.  As you noticed, these clauses do not necessarily provide a complete management perspective of Ethernet.  This is by design.  As background material, we would like to point you to the following presentations 
1) OAM Tutorial: http://www.ieee802.org/3/efm/public/may03/oam/efm_oam_tutorial_2003_05_15.pdf.  This document provides an overview of the OAM functionality, its scope, behavior, and limitations.  

2) 802.3 Management Overview: http://www.ieee802.org/3/efm/public/mar03/oam/law_oam_3_0303.pdf.  This presentation provides an excellent overview of how Ethernet management works, and how the work of IEEE 802.3 (Clause 30) is positioned relative to other organizations (such as the IETF and SNMP MIBs).  
These presentations can provide perspective that’s missing from the specific draft clauses.  
With respect to your specific comments, we thank you for them and will submit some of them, as explained below, as comments against the upcoming working group ballot.   We would like to invite you to enter additional comments against the draft following the comment process to ensure they are all properly addressed and tracked.  We offer these responses directly to each of the comments.

a) This comment will be entered into the comment database against IEEE P802.3ah/D2.0 on your behalf by the subtask force.
b) We have considered this ‘ping’ type of operation in the past and it does not exist in the current draft.  Over time, it was eliminated as an explicit function for the following reasons: (1) the discovery mechanisms of OAM provide a method for continually, non-intrusively checking the status of a peer, (2) the variable request mechanism can be used to, on-demand, check the status of a peer, and (3) there is a defined TEST frame in IEEE 802.2 that provides an explicit layer two ping function.  On your suggestion of a loopback indicator, the taskforce felt this was unnecessary as other topology protocols (IEEE 802.1D spanning tree, IEEE 802.1ab link discovery, etc.) are designed to discover and control Ethernet topologies, and discover things such as physical loopback.
c) It is generally outside the scope of IEEE 802.3 to discuss procedures such as topology maintenance and fault correction.  The relationship between IEEE 802.3 management and other higher layer management operations is discussed in the 802.3 Management Overview presentation.  It is our hope and expectation that such issues will be dealt with by other standards bodies at the appropriate time.  In addition to the presentation mentioned earlier, there are industry consortia (EFMA, etc.) that may provide exemplary white papers on such topics.  

d) Please refer to the 802.3 Management Overview presentation for a description of the IEEE 802.3 management protocols and how IEEE 802.3 management relates to other management areas.  We appreciate the information on CORBA and XML management approaches, but we are in general constrained by the traditional IEEE 802.3 approach to management.  It is a requirement that we be consistent with the rest of the IEEE 802.3 specification before considering any newer alternate approaches.  
e) The semantic interpretation of these variables may be different than the ITU specifications.  However, they are consistent with the existing clauses in the IEEE 802.3 specification.  It is not within our scope to coordinate semantic changes on such wide spread variable use, and thus we are unable to address this comment.  In general, IEEE 802.3 provides the necessary hooks into the hardware to ensure that other groups (such as the IETF) can define extensible MIBs that control devices that incorporate IEEE 802.3 interfaces.
f) We use an OUI for vendor identification to remain consistent with the IEEE 802 architecture, where OUIs can be used in MAC addresses and other entities to provide organizational distinction.  We are unfamiliar with the documents you reference (M.3100, X.721) and would appreciate access to them so we can review any existing terminology that we might re-use.  
The Link Security work has been located in the IEEE 802.1 Working Group instead of IEEE 802.3.  Your liaison has been forwarded to the appropriate members of that body for their attention.  
Thank you for your careful reading and thoughtful comments, and we look forward to more feedback from your membership.  Attached is IEEE P802.3ah/Draft 2.0 for your consideration.  
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