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1.1. Monday Afternoon

Appointment of Secretary

Tim Godfrey

Session called to order at 3:45PM by chair, John Faketselis.

Objectives for session

Complete Requirements

Complete Evaluation Criteria

Complete Simulations

Proposed Agenda

Requirements papers

Requirements document draft approval

Evaluation Criteria papers

Evaluation criteria draft approval

Simulation papers

Simulation set up document approval

MAC media awareness papers

Other Technical Documents

Discussion on Agenda

First order of business should be functional requirements. 

What does approval of draft requirements mean? Are they final? We believe them to be final, but the group can move to change them in the future.

No 

Adoption of Agenda

Agenda approved without objection.

Policies Overview

Show of hands – first time participants: approximately 35.

Voting rights for Task Groups

Debates, rights of members

Key Motions (Roberts Rules)

Concerns with process – by following these rules and process, we are safeguarded against any group forcing a predetermined solution onto this group.

On the final submission of draft, there must be a consensus of at least 90% in order to satisfy the executive committee.

Schedule Overview

We are planning to have a draft by November 2000.

We may or may not be able to meet this, but we will accelerate our progress  as much as possible.

Overview of Teleconferences

Report from Requirements group – Tim Godfrey

Output document is 137r5

Report from Metrics and Evaluation Criteria Group – Greg Parks

Output document is 143r3, r4 document will be on the server.

The document will specify minimum functional requirements for proposals. 

Report from Simulation Group – Evan Green

Preparing a report to be presented to group this week.

The team that is put together is doing actual simulation of the 802.11 enhancements. 

Report from MAC media awareness

DFS and TPC  - passing to MAC knowledge of what his happening in the media. Mandatory in Europe. 

Harold will have a submission on this topic.

Call for Papers

Requirements Related

Document 137r5, Tim Godfrey

Document 176, Bob O’Hara 

Document 184, Victoria Poncini

Evaluation Criteria Related

Document 196, Greg Parks

Simulation Related

Document 201, Evan Green

MAC Media Awareness Related

Document 154, Harold T

Document 195, Sunghyun Choi

Document 190, Mika Kasslin

Document 191, Mika Kasslin

Other 

Document 200, Ron Brockmann

Document 163, Bob O’Hara

Document 204, Menzo,

Document 205, Albert QoS

Document 194, Sunghun

Document 161, Alan

Document 178 Alex

Presentations of Papers

Document 137r5

Discussion

Direct Station to Station  is allowed in existing PCF in infrastructure? Not currently allowed in infrastructure. There is confusing language in Clause 9, but clause 7 prohibits it. 

Re-word “guaranteed rate” to “allocated rate”, or “requested rate”

Work on language for mandatory (shall, must, etc)

Clarify that we don’t expect all old devices to work in new environments.

Requirements of undue complexity, etc, should be moved to evaluation criteria. 

General Security Requirements. IBSS and Infrastucture BSS’s will have separate, independent security requirements. The intent is that the negotiation mechanism is the same for Infrastructure and IBSS.

Was any consideration given to authentication of management frames? User and station authentication are different. Consider this as a requirement?? 

General terms of support for QoS Streams. More specific language needed.

We have ruled out authentication of management frames. That would preclude backward compatibility with existing systems. On the other hand, it could be modal, if made an option.

If we support direct station to station, it adds requirements to security architecture.

1.2. Monday Evening Session

i. 1.
Called to order by John Fakatselis at 19:15.

ii. Minutes taken by Michael Fischer because Tim Godfrey is giving a presentation at Tutorial #1 in parallel with this evening session.

iii. 2.
First presentation:  Document 00/184 by Victoria Poncini (Microsoft)

iv. Title: IEEE 802.11e QoS Application Scenarios

1. 2.1.
Presented how current Microsoft protocol stacks (Windows 98 2ed, Millennium, 2000; probably not Windows NT) operate between a QoS-aware application and the network interface hardware and driver software.

a. A)
Communication model uses RSVP and IntServ on end networks and DiffServ in the network core.

i. •
The SBM entity in an 802.11 end network may be located at the AP, but does not have to be there.

ii. •
RSVP-enabled routers are required at the boundary of the enterprise network.

b. B)
QoS-aware applications can use a QoS service provider entity that uses RSVP, or can communicate directly to TCP/IP using DSCP code points.  Both of these reach the network interface via different NDIS mini-ports, and with the DSCP codes are mapped to 802.1p priorities.  However, the network driver has no way (with existing software) to distinguish those frames that were passed through the QoS service provider path from those that were passed directly from a (possibly ill-behaved, bandwidth-hogging) application.

i. •
The Microsoft QoS APIs applicable to LAN interfaces is based on priority-tagged frames using 4 priorities (802.1p tags).  Best effort frames are not marked.

ii. •
4 DSCP code points are used, mapped into appropriate ones of the 8 available.  Highest priority for network management, high priority QoS frames, medium priority QoS frames, and best effort.

iii. •
The presenter made it clear that Microsoft is not asking that this limitation of the current Windows protocol stack implementation be treated as a limitation for 802.11 MAC mechanisms, but to make 802.11 aware of the potential that priority tag values might not be generated via the RSVP/SBM path.

2. 2.2.
Subset of discussion points following presentation:

a. A)
It was noted that if the multimedia MAC was based on PCF the badly behaved application (which marks its packets highest priority) only hurts other applications at the same station, because the point coordinator can limit the amount of bandwidth that station can consume.  Under DCF there is nothing to prevent a station with a badly behaved application from consuming a disproportionate amount of PHY capacity.

b. B)
Some discussion concerning the need for 802.11 to support at least this degree of QoS, but noting that are also other protocol stacks & APIs, including DOCSIS, that have far more enforcement of policy and QoS.

v. 3.
Second presentation:  Document 00/176 by Bob O’Hara

vi. Title: Perspective on the QoS Problem

vii. Joint Authors:  Keith Amann (Spectralink), Peter Ecclestine (Cisco), David Halasz (Cisco), Duncan Kitchin (Intel), Bob O’Hara (3Com), TK Tan (3Com), Steve Williams (Intel), Albert Young (3Com)

1. 3.1.
Identifies problems with limited progress and questionable approach to defining the 802.11e functional requirements, especially as evident in the teleconferences held on this topic since the last meeting.

a. A)
Problem with different objectives and incompatible terminology between various of the teleconference participants.  A major example is proposed requirement for “toll quality audio.”

i. •
There is no “toll quality” in an ISM band.

ii. •
This implies protected spectrum & professional installation.

iii. •
Applying apparatus from a 10e-12 world to a 10e-5 world is not worthwhile.

b. B)
Urges that the defined problem must drive the solution:

i. •
The SAPs must be defined within the scope of 802 standards, in particular 802.1D (802.1p / 802.1q priority and VLAN ID tags), 802.2 LLC, interfaces direct to higher layers are not permitted (other than for station management).

ii. •
Higher layers should not be duplicated in a MAC, higher layers already provide scheduling and admission control

c. C)
Necessary steps:

i. •
Critically review document 00/137(r5).

ii. •
Requirements must not assume form of a solution (e.g. error correction, peer-to-peer communication, etc. are possible solutions to demands of supporting an application, not requirements by themselves).

iii. •
The underlying functional requirements must be defined first, then the mechanisms can be evaluated.  Bob O’Hara generated 2 emails on the reflector which went into details on a possible approach to this topic.

iv. •
Limit the solutions to those necessary to meet the application requirements.

v. •
Eliminate duplication of higher layer functions.  A list of more than 20 IETF standards which provide higher layer functions relevant to QoS and/or security are listed in the final pages of document 00/176.

d. D)
Requests the group to critically review 00/137(r5) based on these recommendations.

2. 3.2.
Major discussion topics:

a. A)
Some application developers or network administrators like the fact that 802.11 hides the complexity of the wireless medium, others want to turn much of that functionality off (at least selectively) because it gets in the way of their applications.  We should give the higher layers a lot more control over which internal functions (retries, delays, power save queuing, etc.) they perform for a given instance of communication.

b. B)
The issue about “toll quality” in an ISM band is overstated, while it is not possible to provide guaranteed “toll quality” voice or video service, the problems occur due to catastrophic circumstances, and some consumer product providers see a real market for enabling voice and video at acceptable/achievable quality on a WLAN at the same time that somebody else is doing a 400MB file transfer.

c. C)
While not wanting to duplicate higher layer functions, we need to be careful to distinguish between mechanisms which actually duplicate higher layer functions and mechanisms which are similar to higher layer functions but are necessary in a WLAN MAC to make the ISM band MAC+PHY look sufficiently like a wired network to render those higher layer standards applicable.

d. D)
It was suggested that the application requirements belong in the evaluation criteria rather than in the standard.

e. E)
Potential users want all the throughput and QoS features that 802.11e can give them at this point in time, and will want even more as soon as, if not before, it becomes technically and politically possible to do better.  Only the end-user-visible benefits allow companies deploying either products or delivery services to gain advantages from adoption of 802.11e.

f. F)
[several times ...] Don’t forget this is wireless, many of these higher layer mechanisms break totally when 20% of the frames never arrive.

g. G)
[several times ...] Simple solutions are distinctly preferable to complex solutions.  A complex MAC does not imply that complex mechanisms are needed to add (or remove barriers to) QoS.

h. H)
It was suggested that the fundamental (QoS-relevant) limitations with the existing 802.11 MAC are stated on slide 2 of document 00/071 (the Joint Proposal slides presented in Seattle, May, 2000).

i. •
Text from 00/071 slide 2 copied here for reference:

ii. Why is it necessary to add new functionality within the 802.11 MAC sublayer to support QoS over wireless links?

1. -
Higher layers assume that a LAN rarely loses or delays packets.  WLAN PHY error rates are 3+ orders of magnitude greater than wired.  So 802.11, unlike other 802 LANs, retransmits unacknowledged frames.  Retrys cause unpredictable delays of tens to hundreds of milliseconds, and often block transmission of subsequent, queued frames.

2. -
Wireless links incur very high per-packet MAC & PHY overhead:  802.3 framing+gap adds 3.2% to a 1500-octet MSDU.  802.11B (11Mb/s) framing+gaps+Ack adds 32.6% (50.0% with RTS/CTS).

3. -
CSMA/CA collisions and backoffs reduce usable bandwidth as the offered load in a BSS increases.   Switching hubs cannot be used to isolate STA-to-STA traffic over wireless links. 

4. -
QoS-aware coordination can reduce overhead, prevent collisions and prioritize queued frames to meet delay and jitter bounds.

iii. •
In short, delay is too long and too variable, so selective limitations on retries, queuing delays, and time-to-live are the keys to achieving useful benefits, everything else is secondary (for the QoS portion of the PAR, not relative to security/authentication enhancements).

iv. •
It was suggested that more rapid progress might occur by changing focus to new MAC functions needed by, and existing MAC functions that are obstacles to, implementation of QoS.

i. I)
Recent measurements of actual traffic indicates that the QoS mechanisms should emphasize “packets per second, not bytes per second.”  In other words, the optimization of delivery of short MSDUs, since they dominate the actual load.  The measured frame size distribution is strongly trimodal, with peaks at 1500 octets (bulk data transport), 586 octets (discovery frames), and <128 octets (everything else, including higher layer control & management frames, VoIP, streaming audio, etc.).

j. J)
A developer of VoIP solutions supports the contention that lack of deterministic/consistent delays are the biggest problem.

i. •
Asserted that the best approach would be to simplify MAC mechanisms and move complexity from the MAC to the application(s).

ii. •
Believes that additional MAC functions are going to be special-purpose. 

iii. •
An unanswered question was raised about whether the applications that took on this complexity were going to be PHY-specific or whether the desire was to have to require PHY-aware applications (in addition to or instead of other items which call for a PHY-aware MAC).

k. K)
An attempt to identify the principal functions that are needed to do QoS but are missing from the existing MAC and/or are present in the existing MAC but constitute an obstacle to QoS in their current form:

viii. •
1)  time bound for delivery delay before discarding MPDU

ix. •
2)  prioritized access (especially for selection of what to send when an overload occurs)

x. •
3) a way to bypass power management queues (or at least to not give power save priority over all other delivery facilities)

xi. •
4) latency & jitter control, including a service that attempts to provide consistent latency for access to a predefined amount of bandwidth, preferably using existing higher layer reservation mechanism(s)

xii. •
5) better error control (to the extent this belongs at the MAC layer in the first place)

xiii. •
6) plus the authentication & privacy enhancements discussed elsewhere

1. 3.3.
How to get from here to there?

2. Chair suggests that many different approaches are being advocated, that this discussion has been useful, and we should use these results and new approach to generate a list of new functions/changes, then filter this, along with the existing material in document 00/137, to derive the functional requirements to forward to the working group.

a. A)
Have an ad-hoc group develop the new list tomorrow morning,

b. B)
then go through line by line tomorrow afternoon at the TGe meeting.

c. C)
Peter Ecclestine will lead the ad-hoc at 8:30 AM Wednesday in the courtyard (because no more meeting rooms are available).  Participants should meet near the coffee urns in the foyer tomorrow morning.

1.3. Tuesday PM

1.3.1. Meeting called to order at 1:00PM

1.3.2. Introduction

1.3.2.1. Objective for today is to generate and approve a requirements document.

1.3.2.2. Proceed item by item through document 137 and supplement generated today.

1.3.2.3. Motion to hear Ad Hoc Requirements group presentation and incorporate with Document 137 for line item by line item review.

1.3.2.3.1. Moved Michael Fischer

1.3.2.3.2. Seconded Dennis Kuahara

1.3.2.3.3. Vote -  Motion passes 27 : 0: 3

1.3.3. Review of Ad Hoc Requirements activity

1.3.3.1. Document 212, “QoS Properties”, Peter Ecclesine

1.3.3.2. Item for review:

Bounded delay, 

prioritized access, 

bounded latency per MSDU (allocatable service), power management bypass mechanism (which has priority in iBSS and BSS may need a mechanism separable for handsets.
1.3.3.3.  Discussion

1.3.3.3.1. Is there a need for the power management mechanism bypass? It is a needed correction in the standard, based on the current text.

1.3.3.4. Approved preceding requirement without objection

1.3.3.5. Item for review:

Authentication and security[not necessarily the same in iBSS and BSS].

1.3.3.5.1. Remove section 4.1.1 from 137r5.

1.3.3.5.2. Deal with this and the  rest of section 4 of 137 when we deal with document 137

1.3.3.6. Discussion

1.3.3.6.1. Does the independence of QoS and security present a problem? Can we allow implementations to compromise one to achieve the other? The requirements say this is an implementer’s decision. 

1.3.3.6.2. We should not make them mutually exclusive. They need to take into account each function. 

1.3.3.6.3. The one mandatory algorithm is the one that must be compatible with QoS. Other, optional security algorithms may affect QoS, and used only in non-QoS cases.

1.3.3.7. Discussion of process – do we attempt to merge document 137 and document 212 at the same time as we review and accept them? We will review document 212 and then document 137.

1.3.3.8. Item for review

Higher layer support 802.1d/802.1q/.3ac VLAN

1.3.3.8.1. Discussion of differences of 802.1d, 802.1q, etc. 802.1q supports tagging, as does .3ac for Ethernet. 802.1 priority mechanisms are well established.

1.3.3.8.2. Suggestion that 802.3 is not a higher layer to 802.11, and should not be there. 

1.3.3.8.3. Are priorities in .1d and .1q are in the MAC? Aren’t they outside the MAC? We have to map to the 8 priorities that 802.1d uses. The simpler the better, from the perspective of future standard maintenance work.

1.3.3.8.4. Why is 802.3 relevant? 802.3ac has tagging for priority. But it is how 802.3 implements requirements from higher layers.

1.3.3.8.5. Move to divide item:

1.3.3.8.6. Item for review

Higher layer support 802.1D/802.1Q
1.3.3.8.6.1. Resolution: Accepted without objection

1.3.3.8.7. Item for review

Higher layer support for 802.3ac VLAN

1.3.3.8.7.1. Objections to this as a requirement

1.3.3.8.7.2. Discussion

1.3.3.8.7.2.1. It makes no sense to adopt a requirement from another 802 MAC. It is a peer, not a higher layer.

1.3.3.8.7.2.2. There are things in 802.3 that apply to Ethernet, and not to 802.11.

1.3.3.8.7.3. Vote to accept item as requirement: fails 2:15:18

1.3.3.9. Item for review

Media aware mac -

Jason asks about forwarding errored packets to be soft-decision recombined. Steven Grey say 54Mbps with video, requires lots of dB snr IF NO SOFT-DECISION logic is present. Maybe the errors are near the front. Dynamic Frequency Selection. Transmit Power Control. 

1.3.3.9.1. Edited version:

Add the capability for the MAC to receive and indicate frames that have good PLCP header and bad FCS. 
Dynamic Frequency Selection. 

Transmit Power Control.

1.3.3.9.2. Discussion

1.3.3.9.2.1. How is a bad frame passed through the MAC SAP interface? It is possible. We shouldn’t specify the way it is to be done. Other standards have allowed for “permissive receive”. A new SAP could be defined. A new status code in the data.indicate could be defined.

1.3.3.9.2.2. Is the idea to combine multiple frames? 

1.3.3.9.2.3. Why are these things grouped together? Based on the PAR, DFS and TPC are outside the scope of this standard?

1.3.3.9.2.4. Elsewhere in document 137 we propose per-packet authentication. This may interfere with allowing bad frames through the SAP. This means that a separate SAP is needed. Receiving raw bits off the network poses a security hole. 

1.3.3.9.2.5. This requirement is a problem for the MAC layer. If you accept frames with bad FCS, it could affect the ACK response and hurt the network?

1.3.3.9.2.6. An application ability is in the case where coding algorithms could potentially use the bad data. It doesn’t hurt to allow the possibility.

1.3.3.9.2.7. All of 802.11E will be optional. We are not changing the MAC to invalidate existing implementations. There is no risk to breaking the MAC. Recommends to make this first capability optional.

1.3.3.9.2.8. The original concept came from packet combining from 3G networks. There are other coding schemes that could take advantage of it. We do need to be concerned about security implications of raw bit access. Proposes adding test “subject to security conditions”

1.3.3.9.3. Motion to amend (John Kowalski): 

Add the capability for the MAC to receive and indicate frames that have good PLCP header and bad FCS [subject to security functional requirements  being met].

1.3.3.9.3.1. Discussion – 

1.3.3.9.3.1.1. Against amendment – we cannot satisfy security concerns – we will make a mess of incompatible option

1.3.3.9.3.1.2. Question called (dave B, second) Dave B) 

1.3.3.9.3.1.3. Vote on call the question: 

1.3.3.9.3.2. Vote (never taken – point of order)

1.3.4. Procedural discussion

1.3.4.1. Point of order – there needs to be a motion with a mover for each section.

1.3.4.2. We will have a mover and a motion for each motion from this point on.

1.3.4.3. The motion on the floor is the adoption of the last item for discussion as a requirement:

Add the capability for the MAC to receive and indicate frames that have good PLCP header and bad FCS. 
1.3.4.3.1. Moved: Michael Fischer

1.3.4.3.2. Seconded: Steven Gray

1.3.4.3.3. Discussion:

1.3.4.3.3.1. There is an problem with the wireless media being less reliable than wired LANs. We have mechanisms in the MAC to compensate for this. Our standardized PHYs do not include error correction. We have had proposals for PHY-specific error correction functions in the MAC. The objective is to come up with some flexibility to deal with the case of a single bit error frame. Typical LAN applications cannot accept single bit error frames, so there is no general solutions at layer 2. Specific applications (audio coding for example) could use this data. This motion is superior to the option of attempting to incorporate error correction into the MAC.

1.3.4.3.3.2. Application requirements are for error rates in 10e-6 range. If we use some enhanced MAC, how will we achieve the needed error rates. Hybrid ARQ – ask for retransmission using the same modulation, and then pass it up to higher layers to be recovered by higher layers. This capability should be optional to give implementations a chance to meet packet loss requirements.

1.3.4.3.3.3. Existing applications do not check for errors. Would they get bad data? How will applications make use of the bad frames? Do we need to standardize this? 

1.3.4.3.3.4. Calls the question (Anil S, seconded Dave B) 

1.3.4.3.3.5. Vote on calling the question: passes 22:9:10

1.3.4.3.4. Vote on Motion: fails 8:27:8

1.3.5. Requirements Item

Dynamic Frequency Selection. 

1.3.5.1. How is it related to QoS: There is a need to locate a channel with minimal interference, and move channels when interference becomes a problem, in order to maintain QoS.

1.3.5.2. Motion to accept Dynamic Frequency Selection as a requirement

1.3.5.2.1. Moved Sid Schurm

1.3.5.2.2. Seconded Dave 

1.3.5.2.3. Discussion

1.3.5.2.3.1. Regarding QoS  and DFS and TPC. The mechanism to quantify QoS relate to packet loss rate. Performance determined by S/N and interference. This could improve the overall air performance of the system. TPC has a similar effect Limiting power to the needed amount reduces overall background noise to other systems.

1.3.5.2.3.2. Question – are we saying that we are going to put in a general mechanism for DFS, or are there particular other standards we want to support? No other standard support is required. 

1.3.5.2.3.3. There was some discussion that this came from a perceived requirement to meet European requirements. No, this goes way back to the study group. 

1.3.5.2.3.4. The point is that the current standard in 802.11b provides a mechanism using the frequency agility option. What is missing? 802.11b does not include the sensing of the spectrum to make a decision. 

1.3.5.2.3.5. We should have this as part of the MAC.

1.3.5.2.3.6. DFS is already in the standard. What is really needed is making measurements. Perhaps this should be changed to something like “spectrum management”. In favor of the concept.

1.3.5.2.3.7. These two items are being driven by the Hiperlan world. That is not what this group is authorized to do. 802.11 should start a separate WG to address this. Against this as something for 802.11E. 

1.3.5.2.3.8. If we do not amend these to require ETSI compatibility, we don’t really know what that means. We don’t know if it would be useful beyond the capabilities already in 802.11b. We can now treat a PHY as both FH and DS for the purpose of frequency agility. Nothing shows how to do this with the 802.11a PHY. A interpretation request could yield a PAR to address this ambiguity. Against this because it is better to do it in the right manner than do it twice. 

1.3.5.2.3.9. There is also an AP autoconfiguration issue that could be significant.

1.3.5.2.4. Motion to Amend:

Support for channel characteristics to be passed to the station management entity. 

1.3.5.2.4.1. Discussion

1.3.5.2.4.1.1. Clarify Channel characteristics – whatever the PHY provides. The MAC passes the information.

1.3.5.2.4.1.2. Amendment obscures the meaning. The original intent was to support ETSI requirements.

1.3.5.2.4.1.3. Is there a mechanism for station management to take action based on the channel characteristics? Could a network migrate to a channel with less interference?

1.3.5.2.4.1.4. The key ability is to allow the AP to command a station to measure the conditions on another frequency, and return the results. 

1.3.5.2.4.1.5. The best way to achieve this is for adjacent BSS access point coordination. Instead of Dynamic frequency selection, perhaps dynamic channel selection is better.

1.3.5.2.4.1.6. There is not a PLME interface to allow this information to be passed from the PHY to the MAC. We would have to change the PHY as it is currently defined. We would need a PAR to modify the PHY to make this work.

1.3.5.2.4.1.7. We need to specify how to measure and what is going to be measured. RSSI must be consistent.

1.3.5.2.4.1.8. The ability of a network to migrate to avoid interference is key to achieving QoS. Against the amendment.

1.3.5.2.4.1.9. Call the question (Bob O) 

1.3.5.2.4.1.10. Vote on Call the Question: 19:3:15

1.3.5.3. Vote on motion to amend: motion fails 0:26:12

1.3.5.4. Main Motion – accept the following requirement:

Dynamic Frequency Selection. 

1.3.5.5. Discussion

1.3.5.5.1. How does RSSI get through the PHY SAP? There is no mechanism in the PHY to define what RSSI means in a quantitative sense. There is not consistent way to compare between PHYs.

1.3.5.5.2. The requirements should be to define DFS without changing the PHY. This is impossible. RSSI is available to the MAC in RXvector only when valid data is being received. Scanning can find BSSs on other channels, though. DFS can be achieved without changing the MAC.

1.3.5.5.3. Motion to Amend to:

Dynamic Channel Selection. 

1.3.5.5.3.1. Moved Sunghyun Choi

1.3.5.5.3.2. Seconded Bob

1.3.5.5.3.3. Discussion

1.3.5.5.3.3.1. The MAC only knows about channels, not frequencies. Supports the amendment.

1.3.5.5.3.3.2. Mobile cellular systems are built on channel assignment. 

1.3.5.5.3.4. Vote on amendment : passes 24:0:15

1.3.5.6. Main Motion – accept the following requirement:

Dynamic Channel Selection. 

1.3.5.7. Motion to call the question (Dave)

1.3.5.7.1. Vote on calling the question: passes 30:4:8

1.3.5.8. Vote on the main motion: 

1.3.5.8.1. 27:6:7

1.3.5.9. Repeat vote on main motion:

1.3.5.9.1. 26:9:6 – Fails does not meet 75%.

1.3.6. Requirements Item

1.3.6.1. Motion to adopt transmit power control as a requirement
Transmit Power Control.

1.3.6.2. Moved David Halasz

1.3.6.3. Second Harry Worstell

1.3.6.4. Discussion

1.3.6.4.1. This would allow lower power consumption of devices, and lower interference with other devices.

1.3.6.4.2. This was originally proposed because of regulatory issues. What is the most efficient way to get this feature through the process into the standard? 

1.3.6.4.3. TPC means the mobile terminal in a cell controls its power based on instructions from the AP in the downlink. 

1.3.6.4.4. This has been studied significantly in the cellular world. It is an inexpensive way to improve the overall system’s QoS.

1.3.6.4.5. The standard already has a power control mechanism for PHYs. PHY implementation is optional. Are the hooks there in the MAC already?

1.3.6.4.6. In the MIB of the current standard, there is a TX power table with 8 power levels. Is there anything that belongs in the MAC?

1.3.6.4.7. In favor of power control – as it is the foundation of numerous standards. 

1.3.6.4.8. What is inadequate with the current the mechanism for controlling the transmit power. If the requirement is more, we need to define it better. Other standards have a feedback mechanism to indicate the expected receiver at the other end of the link. RSSI values are defined in a relative sense. How do you do this in the PHY. There is a need for the MAC to handle the feedback. 

1.3.6.4.9. Regarding CEPT, Hiperlan specs require that a station operate within 3dB of the minimum requirement. That requires feedback. There is IP on the closed loop power control scheme. There are other approaches.

1.3.6.4.10. We need to meet regulatory requirements to operate in Europe. 

1.3.6.4.11. The proper time and place to make CEPT requirements in a separate group.

1.3.6.4.12. Motion to call the question: Dave, Anil

1.3.6.4.12.1. Vote on call the question:  question called 20:1:12

1.3.6.5. Vote on main motion

1.3.6.5.1. Motion 25:7:8, passes 75% requirement.

1.3.7. Move to Recess until 7:00PM

1.3.7.1. No Objections.

1.3.8. Requirements Item

1.3.8.1.1. Move that we include solutions to the overlapping BSS issues as functional requirements

1.3.8.1.2. Discussion

1.3.8.1.2.1. (none)

1.3.8.1.3. Move to amend: 

1.3.8.1.3.1. Move that we include mitigation mechanisms to the overlapping BSS issues as functional requirements.

1.3.8.1.3.2. Moved Michael Fischer

1.3.8.1.3.3. Seconded Jesse Walker

1.3.8.1.3.4. Discussion on amendment

1.3.8.1.3.4.1. This is a good idea – there is a valid reason to not produce a standard that fails in the case of overlapping BSS’s.

1.3.8.1.3.5. Call the question (Greg / Anil ) Vote: 22:1:3. Question is called.

1.3.8.1.3.6. Vote on the amendment of the motion: Passes 17:0:11

1.3.8.1.4. Discussion of main motion

1.3.8.1.4.1. We don’t know what the solutions are.

1.3.8.1.4.2. The problem could turn into a legal problem. So we need to try to mitigate the problem. In favor. 

1.3.8.1.4.3. All we are saying is that a mechanism is required. In favor of motion.

1.3.8.1.5. Move to amend the motion:

1.3.8.1.5.1. Move that we do not include mitigation mechanisms to the overlapping BSS issues as functional requirements.

1.3.8.1.5.2. Moved Bob O

1.3.8.1.5.3. Second Dave B

1.3.8.1.5.4. Discussion on amendment

1.3.8.1.5.4.1. Can’t tell if we are precluding mitigation mechanism. Against

1.3.8.1.5.4.2. We should soften the original statement to say consider mitigation. Against.

1.3.8.1.5.4.3. Against motion. There is already text in the standard regarding BSS overlapping PCF. 

1.3.8.1.5.4.4. Against motion. This precludes including a mitigation mechanism.

1.3.8.1.5.4.5. Belief that it should not be a requirement. 

1.3.8.1.5.4.6. This is independent of existing mechanisms. This motion does not preclude including this feature in proposals. In favor

1.3.8.1.5.4.7. Call the question (Michael / John)  Vote: 21:3:1

1.3.8.1.5.5. Vote on motion to amend – passes 12:6:7

1.3.8.1.6. Main Motion as amended:

1.3.8.1.6.1. Move that we do not include mitigation mechanisms to the overlapping BSS issues as functional requirements.

1.3.8.1.7. Discussion on main motion

1.3.8.1.7.1. We are operating on the assumption that all proposals must address all requirements. That is not true. We can have separate proposals for different subsets. If we don’t have solutions for all requirements are we prohibited from going to sponsor ballot?

1.3.8.1.7.2. A requirement means it must be addressed if the proposal is on the subject of the requirement. The evaluation criteria evaluate how well the proposals address the requirements.

1.3.8.1.7.3. What if no proposals address a requirement? 

1.3.8.1.7.4. What this motion says is that mitigation is not a requirement. We could still include it in the final standard.

1.3.8.1.7.5. Requirements are something that we must do. We are not setting limitations, but requirements. Extra value doesn’t hurt. If requirements are not met, you can’t go to letter ballot. 

1.3.8.1.7.6. Parliamentary Inquiry – is it the view of the chair that either way we vote, we cannot make this a requirement? Yes, not at this session.

1.3.8.1.7.7. Why are we continuing debate? We should make a very simple, concise set of requirements. 

1.3.8.1.7.8. From the sponsor ballot perspective, we want no requirements at all. On the other hand, we need specific requirements to evaluate requirements. Against the motion.

1.3.8.1.8. Call the question (Dave B, Bob O) vote – 22:0:0

1.3.8.1.9. Vote on main motion – 14:10:0 fails due to lack of 75%.

1.3.9. Motion to fix the time to adjourn at 9:30PM

1.3.9.1.1. Moved Bob O’Hara

1.3.9.1.2. Seconded Steve

1.3.9.1.3. Vote – passes 18:1:5

1.3.10. Requirements Item

Efficiency enhancements

Piggyback functions on each transmission

1.3.10.1.1. Motion to include efficiency enhancements as part of the functional requirements.

1.3.10.1.2.  Moved Amar Ghori

1.3.10.1.3. Second Greg Parks

1.3.10.1.4. Discussion

1.3.10.1.4.1. It is clear that existing efficiency is poor, but what can be achieved with respect to efficiency in the MAC? Against the motion because this can’t be done.

1.3.10.1.4.2. Historically, the MAC group did consider efficiency. However we could slow our progress by adopting this requirement. What is the metric for evaluation? If the objective is to improve handling of short data packets, then lets make that the requirement. Against the motion.

1.3.10.1.4.3. This should not be a requirement. It is not clear enough. 

1.3.10.1.5. Motion withdrawn by mover, agreed by seconder

1.3.10.1.6. Cannot withdraw – .

1.3.10.2. Motion to amend 

1.3.10.2.1. Motion to include in the functional requirements the requirement for mechanism(s) for improving the efficiency by reducing MAC overhead.

1.3.10.2.2. Moved Naftali C

1.3.10.2.3. Second Alan

1.3.10.2.4. Discussion

1.3.10.2.4.1. Efficiency is good. Any reasonable proposal will include efficiency enhancements. Against the amendment.

1.3.10.2.4.2. This is already in the scope and purpose in the PAR. It is not necessary to repeat it in the requirements.

1.3.10.2.4.3. In favor of the amendment – it makes the motion clearer.

1.3.10.2.4.4. This is a good requirement. Would not approve a proposal without efficiency improvement. In favor of amendment.

1.3.10.2.5. Call the question (naftali / john) vote passes 24:0:4

1.3.10.3. Vote on the motion to amend – passes 23:2:6

1.3.10.4. Main Motion:

1.3.10.4.1. Motion to include in the functional requirements the requirement for mechanism(s) for improving the efficiency by reducing MAC overhead.

1.3.10.5. Discussion on main motion

1.3.10.5.1.1. Against the motion – this is not the same as the PAR. What is MAC overhead.  The PCF could be seen as overhead. It could be negative.

1.3.10.5.1.2. Against the motion. If we do not find any improvements in MAC overhead with a otherwise good QoS Scheme, then it cannot be approved. 

1.3.10.5.1.3. In favor. It is a good evaluator of proposals. Simplicity oriented schemes could result in more overhead, and wasted bandwidth.

1.3.10.5.1.4. This should be a selection criteria, not a requirement. Against the motion.

1.3.10.5.1.5. Voice is a real application that really needs efficiency enhancements.

1.3.10.5.1.6. Adopting this does not preclude efficiency enhancements, but would preclude an otherwise good proposal that does not increase efficiency.

1.3.10.5.1.7. It is in the PAR so it should be a requirement. Elements from proposals can be selected to meet the requirements.

1.3.10.5.1.8. To reduce overhead, we can’t change the PHY. The majority of the overhead is there. What can we do? Are we defining a new MAC? We can’t do that.  Against the motion. 

1.3.10.5.2. Calls the Question (Tom / Steve) Vote passes 24:3:4

1.3.10.6. Vote on main motion: Fails 13:16:4

1.3.11. Requirements Item

1.3.11.1. Motion that  we adopt document 137r5 items 1.1 and 1.2 as functional requirements.

1.1.
Any changes to the standard must be optional. This standard can not make a device conformant to the existing 802.11 standard non-conformant.

1.2.
Any changes to the standard must remain compatible with legacy equipment (both APs and stations, and both DCF and PCF modes).

1.2.1.
Association decisions must remain a policy decision of the AP or station and must not become requirements in the standard. IE, decisions to accept or reject association requests or admit association requests are outside the scope of the standard. 

1.2.2.
Changes to frame formats must be compatible with existing formats.

1.2.2.1.
Capabilities must fit in remaining bits of CIF

1.2.2.2.
Extensions to existing frames must use the information element data structure

1.2.2.3.
New frame subtypes of existing types should be used in preference to the currently reserved fourth frame type.

1.2.3.
New frame formats should be kept to the minimum required to meet the requirements.

1.3.11.1.1. Moved David Bagby

1.3.11.1.2. Second John Kowalski

1.3.11.1.3. Discussion

1.3.11.1.3.1. Although it looks complicated, the principle is simple – we don’t break the equipment that is already shipping.

1.3.11.1.3.2. Objections to the wording in 1.2.1 regarding accept or rejecting associations. 

1.3.11.1.3.3. The intent of 1.2.1 is correct, but it goes too far. There are already requirements where rejection of association is required. 

1.3.11.1.4. Motion to amend:

1.2.2.2.
Extensions to existing frames must use the information element data structure or existing reserved bits
1.3.11.1.4.1. Moved Michael F

1.3.11.1.4.2. Second Steve

1.3.11.1.5. Discussion on Motion to amend

1.3.11.1.6. Call the question (no objection)

1.3.11.1.7. Vote on motion to amend – 26:0:1

1.3.11.2. Call the question on the main motion (Dave B / Dave) vote – call the question fails 4:12:6

1.3.11.3. Discussion of the main motion  

1.3.11.3.1.  What does 1.2.2 really mean? We have discussed using a registry to specify algorithms. If we used 1363 as our registry, the algorithms would be in ASN1. Would 1.2.2 allow this?

1.3.11.4. Motion to amend 1.2.1

1.2.1.
Association acceptance decisions must remain a policy decision of the AP or station and must not become requirements in the standard. 

1.3.11.4.1. Moved Tom

1.3.11.4.2. Second Michael

1.3.11.4.3. Discussion

1.3.11.4.3.1. It is redundant

1.3.11.5. Vote on motion to amend – passes 17:0:11

1.3.11.6. Current motion: Motion that  we adopt document 137r5 items 1.1 and 1.2 as functional requirements.

1.1.
Any changes to the standard must be optional. This standard can not make a device conformant to the existing 802.11 standard non-conformant.

1.2.
Any changes to the standard must remain compatible with legacy equipment (both APs and stations, and both DCF and PCF modes).

1.2.1.
Association acceptance decisions must remain a policy decision of the AP or station and must not become requirements in the standard. 

1.2.2.
Changes to frame formats must be compatible with existing formats.

1.2.2.1.
Capabilities must fit in remaining bits of CIF

1.2.2.2.
Extensions to existing frames must use the information element data structure or existing reserved bits
1.2.2.3.
New frame subtypes of existing types should be used in preference to the currently reserved fourth frame type.

1.2.3.
New frame formats should be kept to the minimum required to meet the requirements.
1.3.11.7. Call the question on the main motion (Tom / Amar) 

1.3.11.8. Vote passes 23:1:1 

1.3.12. Discussion of parliamentary issue

1.3.12.1. Chair rules that the motion to amend that negated the meaning was out of order. That motion is ruled as null and void. The body has the right to appeal.

1.3.12.2. If no one wants to reconsider this ruling, we are adjourned. 

1.3.13. At 9:30PM, adjourn session until 10:30AM Wednesday

1.4. Wednesday AM Session

1.4.1. Session called to order at 10:30AM

1.4.2. Introduction

1.4.2.1. Agenda overview

1.4.3. Procedure on finalization of response to point of order.

1.4.3.1. Review of situation

1.4.3.2. Straw Poll on decision

1.4.3.3. Chair will rule based on result of straw poll

1.4.3.4. Body has the right to appeal chair ruling

1.4.4. Discussion of Roberts Rules

1.4.4.1. from www.consitution.org/rror/rror-05.htm32
1.4.4.2. Point of Order 

1.4.4.2.1. Based on the RROR text, would changing the wording to a negation prevent taking up the issue again?

1.4.4.2.2. Parliamentarian’s opinion is that a single topic can be dealt with once in a meeting of a group.

1.4.4.3. Straw Poll – is it improper to negate an existing motion via an amendment? 28 : 13 : 16

1.4.4.4. As a result, the chair rules that the motion was improper, and the vote is null and void. This decision will set a precedent for future similar situations.

1.4.4.5. Discussion

1.4.4.5.1. Can this decision be a precedent? 

1.4.4.5.2. Chair decides to not make a definite precedent, but will consider situations, based on Roberts Rules, as they occur.

1.4.4.6. The original Motion (before disallowed amendment) is on the table again.

1.4.5. Requirements Item

1.4.5.1. Move that we include mitigation mechanisms to the overlapping BSS issues as functional requirements.

1.4.5.2. Discussion

1.4.5.2.1. If this is a requirement we are forced to include a solution, or amend the requirements if we cannot meet it.

1.4.5.2.2. There is a problem here. Some desire minimalist requirements, others want to capture the essence of the PAR. This is an ongoing debate. There is a middle ground but we are not heading there. Speaks against this, since the best we can achieve the minimal set due to lack of agreement.

1.4.5.2.3. Based on previous 802.11 groups have operated, adding this says you must do it to go to ballot, but not having it do it doesn’t preclude doing it. 

1.4.5.3. Call the Question – (Michael, Anil) Vote 36:2:3

1.4.5.4. Vote on main motion – fails 11 : 18 : 11.

1.4.6. Discussion of procedure from yesterday

1.4.6.1. Motion that we adopt the items in the minutes of 1.1.3.2  the requirements that were approved yesterday.

Bounded delay, 

prioritized access, 

bounded latency per MSDU (allocatable service), power management bypass mechanism (which has priority in iBSS and BSS may need a mechanism separable for handsets.

1.4.6.1.1. Moved John Kowalski

1.4.6.1.2. Seconded Harry Worstell

1.4.6.2. Discussion

1.4.6.2.1. This cannot be met, so it may need to be amended.

1.4.6.2.2. Call the Question (Anil / John) 26:2:5

1.4.6.3. Vote on Motion – passes 32:4:5 

1.4.7. Requirements Item (from Document 137r5)

1.4.7.1. Motion to approve the security requirements in document 137r5 section 4.1, with the exception of section 4.1.1

4.1.
General

4.1.2.
The standard must add at least one extension to the authentication algorithms that provides mutual authentication in both Infrastructure and Independent BSSs.

4.1.3.
In the standard, security requirements are independent of QoS requirements. However, implementers should be aware of the potential interactions.

4.1.3.1.
The extensions to the standard should not be constrained by QoS requirements.

4.1.3.2.
It is an implementer decision as to which algorithms are to be used and whether that choice is compatible with QoS requirements.

1.4.7.1.1. Moved Jesse Walker

1.4.7.1.2. Second John Kowalski

1.4.7.2. Discussion

1.4.7.2.1. Motion to amend text to read:

4.1.
General

4.1.2.
The standard must provide for add at least one extension to the authentication algorithms that provides mutual authentication in both Infrastructure and Independent BSSs.

4.1.3.
In the standard, security requirements are independent of QoS requirements. However, implementers should be aware of the potential interactions.

4.1.3.1.
The extensions to the standard should not be constrained by QoS requirements.

4.1.3.2.
It is an implementer decision as to which algorithms are to be used and whether that choice is compatible with QoS requirements.

1.4.7.2.1.1. moved Dave Halasz

1.4.7.2.1.2. Second Peter E

1.4.7.2.2. Discussion

1.4.7.2.2.1. This amendment weakens the requirement.

1.4.7.2.2.2. This amendment provides for wider solutions. 

1.4.7.2.2.3. We have a charter to enhance the MAC. We already have the ability to authenticate above the MAC. We need mutual authentication in the MAC. Users without higher layer authentication will need to rely on the MAC. Against the amendment.

1.4.7.2.3. Vote on the amendment – fails 9:12:20

1.4.7.3. Return to Main Motion:

1.4.7.4. Motion to approve the security requirements in document 137r5 section 4.1, with the exception of section 4.1.1

4.1.
General

4.1.2.
The standard must add at least one extension to the authentication algorithms that provides mutual authentication in both Infrastructure and Independent BSSs.

4.1.3.
In the standard, security requirements are independent of QoS requirements. However, implementers should be aware of the potential interactions.

4.1.3.1.
The extensions to the standard should not be constrained by QoS requirements.

4.1.3.2.
It is an implementer decision as to which algorithms are to be used and whether that choice is compatible with QoS requirements.

1.4.7.5. Discussion

1.4.7.5.1. Concern over 4.1.3.1 – If we develop a security requirement that precludes QoS, it will be a problem. A re-statement is needed. 

1.4.7.5.2. Security cannot be ignored because of QoS, either. We need a solution that satisfies both.

1.4.7.5.3. There is an implicit priority that QoS takes precedence over security. They are at equal status in the PAR. The statement belongs as it is.

1.4.7.5.4. The wording is “should” not “must”. We have an objective to not force customers to choose between QoS and Security. We don’t know if there is an issue. In favor of adopting this.

1.4.7.5.5. Does 4.1.3.2 put everything in up in the air? The intended scope is to allow organizations to add proprietary extensions to the standard. 

1.4.7.6. Move to Amend:

4.1.3.2.
It is an implementer decision as to which algorithms are to be used over and above the baseline standard and whether that choice is compatible with QoS requirements.

1.4.7.6.1. Moved Steve Williams

1.4.7.6.2. Second Bob O’Hara

1.4.7.6.3. Discussion on motion to amend

1.4.7.6.3.1. We are discussion the requirements. 4.1.3 specifies what are not requirements. 

1.4.7.6.3.2. Call the Question (anil / john) 29:0:1

1.4.7.6.4. Vote on amendment – passes 18:2:14

1.4.7.7. Motion as amended:

1.4.7.8. Motion to approve the security requirements in document 137r5 section 4.1, with the exception of section 4.1.1

4.1.
General

4.1.2.
The standard must add at least one extension to the authentication algorithms that provides mutual authentication in both Infrastructure and Independent BSSs.

4.1.3.
In the standard, security requirements are independent of QoS requirements. However, implementers should be aware of the potential interactions.

4.1.3.1.
The extensions to the standard should not be constrained by QoS requirements.

4.1.3.2.
It is an implementer decision as to which algorithms are to be used over and above the baseline standard and whether that choice is compatible with QoS requirements.
1.4.7.9. Call the question on the main motion (Amar / Michael) 29:2:1

1.4.7.10. Vote on main motion – Passes 29:2:4

1.4.8. Requirements Item

1.4.8.1. Motion to approve the text in document 137r5 section 1.3 as requirements.

1.3.
Functional requirements must be fully specified

1.3.1.
Requirements must be stated in measurable terms and units.

1.3.1.1.
Minimum acceptable functionality, to be used as a gate for proposals.

1.3.2.
Requirements for delivery of multimedia data streams must be related to known data types/rates and human perception of error/loss.

1.3.2.1.
{we will generate a list of specific applications, performance numbers and source standards to be inserted here}

1.4.8.2. Discussion

1.4.8.2.1. This is a self referential statement, that should not go into a requirements document.

1.4.8.2.2. This is not complete text. Until we can supply these specific items, the requirements are not complete. This is an incomplete area from the teleconferences. 

1.4.8.2.3. We should put a stake in the ground to accomplish specific unambiguous things. 

1.4.8.2.4. There are minimum application levels that we can require support of. They are achievable, and we should list them.

1.4.8.3. Vote on motion -  Fails with 11:20:5

1.4.9. Agenda update

1.4.9.1. Motion to meet at 8:00 PM 

1.4.9.2. Will be discussed at Plenary session this afternoon.

1.4.10. Adjourn.

1.5. Wednesday Afternoon Session

1.5.1. Called to order at 3:50PM

1.5.2. Intro

1.5.2.1. Continue on requirements process

1.5.2.2. Jesse Walker acting as editor of document 137 

1.5.2.3. Discussion

1.5.2.3.1. How many more items are there to work? How can we make more progress.

1.5.2.4. Motion to limit debate per item to 10 minutes per motion.

1.5.2.4.1. Moved John Kowalski

1.5.2.4.2. Seconded Steve Williams

1.5.2.4.3. Discussion

1.5.2.4.3.1. We need to make progress.

1.5.2.4.4. Vote passes 23:0:0

1.5.2.5. Motion to limit each individual speaker to two minutes

1.5.2.5.1. Chair approves and will follow recommendation.

1.5.3. Requirements Items

1.5.3.1. Motion to strike 2.1.2 in document 137r5 and adopt 2.1.1 with document 196 replacing 143.

1.5.3.1.1. Moved Michael Fischer

1.5.3.1.2. Second Greg Parks

1.5.3.1.3. Discussion

1.5.3.1.3.1. Does this make document 196 as part of the requirements? Does it freeze document 196? Document 196 is still in process.

1.5.3.1.4. Vote – 7:4:14, fails due to lack of 75%

1.5.4. Requirements Items

2.2.
Higher Layers

2.2.1.
The QoS definition should be higher layer agnostic.

2.2.2.
Accept the indicates and requests of 802.3ac (VLANs), and add to it as appropriate for mobility and security and regulatory compliance. 

2.2.3.
Support the Inter Access Point Protocol recommended practices being developed by 802.11 Task Group F.

2.2.3.1.
Support for terminal assisted handoff decisions (to insure media stream can be handled by new AP before disconnect).

2.2.3.2.
Support for load balancing within the ESS.

2.2.4.
Should adhere to existing or upcoming IETF standards.

2.2.4.1.
IETF and 802.1 QoS support.

2.2.4.2. Do not duplicate functions provided by higher layer standards, except where the nature of the wireless medium breaks an assumption of the higher layer standard.

1.5.4.1. Discussion

1.5.4.1.1. How can 2.2.2 be compatible with specific higher layers .

1.5.4.1.2. 2.2.2 was removed in a previous motion. (In minutes section 1.3.3.8.7.3)

1.5.4.2. Move to accept 2.2.4.2 as a functional requirement

2.2.4.2 Do not duplicate functions provided by higher layer standards, except where the nature of the wireless medium breaks an assumption of the higher layer standard.
1.5.4.2.1. Moved Bob O’Hara

1.5.4.2.2. Seconded Michael Fischer

1.5.4.2.3. Discussion

1.5.4.2.3.1. (none)

1.5.4.2.4. Vote – passes 22:0:4

1.5.4.3. Move to accept 2.2.3 

2.2.3.
Support the Inter Access Point Protocol recommended practices being developed by 802.11 Task Group F.

2.2.3.1.
Support for terminal assisted handoff decisions (to insure media stream can be handled by new AP before disconnect).

2.2.3.2.
Support for load balancing within the ESS.

1.5.4.3.1. Moved Keith Amman

1.5.4.3.2. Discussion

1.5.4.3.2.1. This makes a requirement to support something that is not defined, and may never be defined.

1.5.4.3.2.2. TGf doesn’t have specific requirements for interacting with TGe. They are deferring that decision. 

1.5.4.4. Motion withdrawn by mover

1.5.4.5. Motion to adopt 2.2.3.1

2.2.3.1.
Support for terminal assisted handoff decisions (to insure media stream can be handled by new AP before disconnect).

1.5.4.5.1. Moved Keith Amman

1.5.4.5.2. Second Sri Kendala

1.5.4.5.3. Discussion

1.5.4.5.3.1. What does it mean by disconnect? It had better be in the MAC. 

1.5.4.5.3.2. Do we have a solution for this? 

1.5.4.5.3.3. What is meant by terminal and terminal assisted? That phrase is from the cellular world. In our case it is AP assisted handoff. 

1.5.4.5.3.4. This seems to recommend a solution to uninterrupted media streams.

1.5.4.5.3.5. Doing something like this is not trivial (from the cellular perspective). We may need PHY modifications.

1.5.4.5.3.6. There is also a security issue. Session keys may need to be passed.

1.5.4.5.4. Vote on the motion – fails 3:15:17

1.5.5. Requirements Items

3.1.
Corrections to the PCF, such as those identified by NWN and Philips, as well as those that may be identified during further design of the protocol to meet the QoS requirements must be incorporated.  {refs to papers}

1.5.5.1. Motion: Enhancements to the PCF that may be required to best meet QoS performance objectives must be incorporated.

1.5.5.1.1. Moved Bob O’Hara

1.5.5.1.2. Seconded Harry Worstell

1.5.5.1.3. Discussion

1.5.5.1.3.1. These requirements deal with editorial errors from the original standard, not QoS

1.5.5.1.3.2. Correcting these issues will help with QoS by improving functional requirements.

1.5.5.1.4. Move to amend to:

1.5.5.1.4.1. Motion: Corrections and enhancements to the PCF that may be required to best meet QoS performance objectives must be incorporated.

1.5.5.1.4.2. Moved Bob O

1.5.5.1.4.3. Seconded Michael

1.5.5.1.5. Question Called – no objection

1.5.5.1.6. Vote on amendment – passes 30:0:4

1.5.5.1.7. New Main Motion:

1.5.5.2. Motion: Corrections and enhancements to the PCF that may be required to best meet QoS performance objectives must be incorporated.
1.5.5.3. Discussion

1.5.5.3.1. This does not affect the DCF. We are not prohibited from changing the DCF, though.

1.5.5.4. Call the question – no objection

1.5.5.5. Vote on the main motion – passes 26:3:3, 75%

1.5.6. Requirements Items

3.2.
If the PCF as it is currently defined is used, the use of the isochronous extension enabled by 802.11b is preferred, adding an external scheduling mechanism and the minimal necessary connection/bandwidth negotiation management frames.

3.2.1.
Extending the MAC Management SAP may be necessary to provide the needed indications and requests to support an external scheduler, i.e., something that is outside of the scope of the standard.

3.2.2

The current MAC data interface is sufficient to support the necessary data scheduling at both the AP and station.

1.5.6.1. Discussion

1.5.6.1.1. What is the isochronous extension in 802.11b? This refers to the extension of beacon contents in 802.11b for DS and FH elements, allowing a scheduling of beacon.

1.5.6.2. Motion to adopt this text: 

3.2.
If the PCF as it is currently defined is used, the use of the channel agility option in 802.11b is preferred, adding an external scheduling mechanism and the minimal necessary connection/bandwidth negotiation management frames.

3.2.1.
Extending the MAC Management SAP may be necessary to provide the needed indications and requests to support an external scheduler, i.e., something that is outside of the scope of the standard.

3.2.2

The current MAC data interface is sufficient to support the necessary data scheduling at both the AP and station.

1.5.6.3. Discussion

1.5.6.3.1. Does this restrict the use of the PCF? The wording is “preferred”, not “required”. 

1.5.6.3.2. The HRb study group is only including things that must be done. A separate list of “nice to have” items as part of evaluation criteria.

1.5.6.3.3. Is this an implementation issue or a requirement? The intention is to inform the authors of proposals  and encourage them to use the mechanisms in the standard today.

1.5.6.3.4. This is a preference not a requirement.

1.5.6.4. Vote on motion – fails 4:25:4

1.5.7. Requirements Item

1.5.7.1. Motion to provide the hooks for dynamic channel selection in the MAC.

1.5.7.1.1. Discussion

1.5.7.1.1.1. Is this out of order

1.5.7.1.1.2. This motion is to provide the hooks, not the function.

1.5.7.1.1.3. Is this possible without modifying the PHY?

1.5.7.1.2. Motion is not allowed. Motion from yesterday may be rescinded by a vote.

1.5.7.1.3. Discussion

1.5.7.1.4. Mover amends motion:

1.5.7.2. Motion to accept the following as a requirement: To provide the hooks in the MAC to obtain remote channel information.

1.5.7.3. Moved Wim D

1.5.7.4. Second John K

1.5.7.5. Discussion

1.5.7.5.1. How does this apply to QoS or Security? Is it in the PAR?

1.5.7.5.2. In the case of interference, QoS will be impaired. Finding another channel can improve QoS.

1.5.7.5.3. Clarify the meaning of the word remote. The intent is that information can be gathered from stations about their channel situation and interference.

1.5.7.5.4. In an interference limited environment, it is important to know the interference in the band for QoS. In favor.

1.5.7.5.5. None of the PHYs provide anything other than RSSI. In essence the MAC already does this through a .INDICATE.

1.5.7.5.6. This makes sense. It says remote channel information, not just PHY information. Error rates, for example. It doesn’t require PHY specific information.

1.5.7.6. Call the question – 13:1:6

1.5.7.7. Vote on main motion – passes 20:3:7

1.5.8. Adjourn at 5:15

1.6. Thursday Morning Session

1.6.1. Called to order at 8:30

1.6.2. Intro

1.6.2.1. Jesse Walker, serving as Editor, has collected requirements that have been approved so far, and others that still need discussion.

1.6.2.2. Motion that debate be limited to 10 minutes per motion.

1.6.2.2.1. Moved Peter E

1.6.2.2.2. Seconded Michael F

1.6.2.2.3. Vote on motion – 32:0:1

1.6.2.3. Motion that the 802.11e task group adopt the following non binding policy regarding document features and functions that pertain to its workscope: That features and functions that the Task Group deems must be implemented shall be documented in the requirements document, and that features and functions the Task Group deems desirable yet optional shall be documented in the evaluation criteria document.

1.6.2.3.1. Moved Sid Schrum

1.6.2.3.2. Point of Information

1.6.2.3.2.1. Is it the intent that things that things not document shall not be considered? Yes

1.6.2.3.2.2. What is meant by non-binding policy? This is guidance, but we are not held to it as a rule.

1.6.2.3.2.3. Do you think that this will achieve the objective? Yes.

1.6.2.3.3. Seconded Steve Gray

1.6.2.3.4. Discussion

1.6.2.3.4.1. The desire is laudable, and would be a source of information for the proposers and task group. As it is worded, it is not effective.

1.6.2.3.4.2. It may prevent certain proposals from being considered. Against the motion.

1.6.2.3.4.3. We have already worked through the requirements, so this is late.

1.6.2.3.4.4. This is so mild it simply states what we ought to be doing.

1.6.2.3.5. Motion to amend:

1.6.2.3.6. Motion that the 802.11e task group adopt the following non binding policy regarding document features and functions that pertain to its workscope: That features and functions that the Task Group deems must be implemented shall be documented in the requirements document, and that features and functions the Task Group deems desirable yet optional shall be documented in the evaluation criteria document.

1.6.2.3.6.1. Moved Steve Gray

1.6.2.3.6.2. Second John K

1.6.2.3.6.3. Discussion on motion to amend

1.6.2.3.6.4. This becomes a fairly dangerous statement. Requirements should be a minimum bar, not a limitation.

1.6.2.3.6.5. This makes the limitation binding.

1.6.2.3.7. Vote on amendment – fails 6:15:13

1.6.2.3.8. Return to Main Motion:

1.6.2.4. Motion that the 802.11e task group adopt the following non binding policy regarding document features and functions that pertain to its workscope: That features and functions that the Task Group deems must be implemented shall be documented in the requirements document, and that features and functions the Task Group deems desirable yet optional shall be documented in the evaluation criteria document.

1.6.2.4.1. Discussion

1.6.2.4.1.1. What is meant by evaluation criteria? Does it exist? It does exist. 

1.6.2.5. Vote on main motion: fails 2:22:15

1.6.3. Working Document 231

1.6.3.1. Classification of every line in document 137r5 into one of 6 categories:

1.6.3.1.1. Accepted – ¾ vote passes

1.6.3.1.2. Rejected – did not pass ¾ vote

1.6.3.1.3. Didn’t get to, but clearly a Yes

1.6.3.1.4. Didn’t get to, requires discussion

1.6.3.1.5. Didn’t get to, probably not a requirement

1.6.3.1.6. Redundant.

1.6.4. Item

1.6.4.1. Motion that we accept items 3.3 and 3.5 as requirements

3.3. Support for multiple priorities and classes of service.

3.5. Support for multiple simultaneous streams with differing priority and class requirements.

1.6.4.1.1. Moved Amar G

1.6.4.1.2. Seconded Michael F

1.6.4.2. Discussion

1.6.4.2.1. If it is a requirement it needs to be covered by the evaluation critera.

1.6.4.2.2. Is this redundant with the requirement to support 802.1d and .1q? The reason this makes sense is because the previous motion allows mapping everything to one priority. This prevents that. We will preserve and act on those priorities.

1.6.4.3. Move to divide

1.6.4.3.1. Move Steve W

1.6.4.3.2. Second John K

1.6.4.3.3. Vote – passes 20:0:10

1.6.4.4. Motion that we accept items 3.5 as requirements.

3.5. Support for multiple simultaneous streams with differing priority and class requirements.
1.6.4.4.1. Discussion

1.6.4.4.1.1. What is a class requirement?

1.6.4.5. Vote – 32:0:2

1.6.4.6. Motion that we accept items 3.3 as requirements

3.3. Support for multiple priorities and classes of service.

1.6.4.7. Discussion

1.6.4.7.1. This is ambiguous. If the requirement is more than two as in the current standard, then this should be stated.

1.6.4.8. Move to amend

1.6.4.9. Motion that we accept item 3.3 as requirements

3.3. Support for additional priorities and classes of service.

1.6.4.9.1. Moved John K

1.6.4.9.2. Second Steve W

1.6.4.9.3. Vote on amendment – passes 24:2:3

1.6.4.10. Discussion on the main motion

1.6.4.10.1. This is a statement of a solution. Saying that we have to support QoS with classes and priorities of service. It could eliminate proposals.

1.6.4.10.2. This doesn’t say that the implementation has to use priorities as a mechanism, but that things with priorities get handled that way.

1.6.4.10.3. The real requirement is that items supplied to the MAC with priorities are handled as such.

1.6.4.11. Motion to amend

1.6.4.12. Motion that we accept item 3.3 as requirements

Differential handling of MSDUs supplied to the MAC with additional priorities and classes of service.
1.6.4.12.1. Moved Bob O

1.6.4.12.2. Seconded Michael F

1.6.4.12.3. Discussion

1.6.4.12.3.1. Refine the word differential

1.6.4.12.4. Vote on amendment: 19:3:8

1.6.4.13. Call the Question (John/Michael) no objection

1.6.4.14. Vote on main motion – passes 28:2:5

1.6.5. Requirements Item

1.6.5.1. Move to accept 4.2.2, 4.2.3, and 4.3.2 as requirements

4.2.2. Security framework must be able to prevent unauthorized access by unauthenticated peers over the link.

4.2.3. Security framework must allow for mutual authentication of STA and AP.

4.3.2. Security framework must allow for authentication of the source of each packet, to prevent link hijacking or undetected insertion of rogue packets into the link. 

1.6.5.1.1. Moved Amar G

1.6.5.1.2. Seconded Steve W

1.6.5.2. Discussion

1.6.5.2.1. Motion to amend - withdrawn

1.6.5.2.2. Is the language appropriate for a requirement? In the security community, prevents means computationally infeasible. We could change “must be able to” to “counter”. 

1.6.5.2.3. Does 4.3.2 include management frames? The intent is data. Packets don’t exist in layer 2. Management frames are not packets.

1.6.5.2.4. In favor. It is not saying it has to be used all the time. 

1.6.5.3. Call the Question (Steve / John) no objection

1.6.5.4. Vote on motion – passes 28:1:3

1.6.6. Requirements Item

1.6.6.1. Motion that 4.4.1, 4.4.2 and 4.5.2.2 be incorporated into functional requirements

4.4.1. Security framework must allow key distribution or derivation of per-link or per-session keys.

4.4.2. Security framework must strongly protect keys and passwords from recovery by eavesdropper.

4.5.2.2. The standard should specify one set of algorithms as mandatory when security extensions are implemented.

1.6.6.1.1. Moved Bob O

1.6.6.1.2. Seconded Sri

1.6.6.2. Discussion

1.6.6.2.1. This will limit us to one set of mandatory algorithms.

1.6.6.2.2. We must provide a minimum base of algorithms for interoperability. Disagrees that this is limited to only one. More than one is allowable.

1.6.6.3. Motion to amend to:

1.6.6.4. Motion that 4.4.1, 4.4.2 and 4.5.2.2 be incorporated into functional requirements

4.4.1. Security framework must allow key distribution or derivation of per-link or per-session keys.

4.4.2. Security framework must strongly protect keys and passwords from recovery by eavesdropper.

4.5.2.2. The standard must specify at least one set of algorithms as mandatory when security extensions are implemented.
1.6.6.4.1. Moved Tom T

1.6.6.4.2. Seconded Bob O

1.6.6.4.3. Vote on motion to amend – passes 28:0:4

1.6.6.5. Discussion

1.6.6.5.1. Regarding 4.5.2.2, is algorithm referring to the method, or the data encoding? There is a standard set of cryptographic techniques applied. We should use a technique from that set.

1.6.6.5.2. We need for this to be clear, or it will cause arguments later.

1.6.6.5.3. Does this mean that the one set has to work in all environments and cases? That is not the intent. That is why we say at least one, to allow more.

1.6.6.6. Call the question (Sri / John) no objection 

1.6.6.7. Vote on main motion – passes 31:1:3

1.6.7. Break until 10:15

1.6.8. Requirements Item

1.6.8.1. Document 231, Item 4.6

4.6. Security framework must scale to: (?, priority 1)

4.6.1. Simple environments (etc., home, SOHO) (? This needs to be reworded into something feasible)

4.6.2. Ad hoc wireless LANs

4.6.3. Enterprise environments (e.g., office campuses, factories) 

4.6.4. Public environments (e.g., hotels, public services)

1.6.8.2. Discussion

1.6.8.2.1. Point of information : 4.6 with 4 sub-points.

1.6.8.3. Motion to accept text of  4.6 as a requirement

4.6. Security framework must scale to: 

4.6.1. Simple environments (etc., home, SOHO) 

4.6.2. Ad hoc wireless LANs

4.6.3. Enterprise environments (e.g., office campuses, factories) 

4.6.4. Public environments (e.g., hotels, public services)
1.6.8.3.1. Moved Dave H

1.6.8.3.2. Seconded Michael F

1.6.8.4. Discussion

1.6.8.4.1. Larger infrastructures may have their own security system. We cannot specify what they would use. 

1.6.8.4.2. Is this scalability feasible? Is computational infeasibility scalable also? 

1.6.8.4.3. By framework we mean architecture, not implemenation.

1.6.8.4.4. Leaving this off would not hinder the requirements document. 

1.6.8.4.5. It would be easy to specify something that would not scale. We should pay attention to all environments we support.

1.6.8.4.6. Perhaps the enterprise is really the simplest as far as the MAC needs go.

1.6.8.5. Vote on motion – passes 26:0:8

1.6.9. Requirements Item

1.6.9.1. Move to include item 3.7 in functional requirements

3.7. Support for classes of service where acknowledgement is not mandatory.

1.6.9.1.1. Moved Amar

1.6.9.1.2. Seconded Greg P

1.6.9.2. Discussion

1.6.9.2.1. This is already supported

1.6.9.3. Motion to amend:

1.6.9.4. Move to include item 3.7 in functional requirements

3.7. Support for classes of service where 802.11 MAC acknowledgement of unicast frames is not mandatory.

1.6.9.5. Discussion

1.6.9.5.1. This is a description of a solution. It shouldn’t be a requirement. What is the driving requirement? This says you have to do something in a certain way. Against the motion

1.6.9.6. Vote on amendment – passes 20:1:4

1.6.9.7. Main Motion:

1.6.9.8. Move to include item 3.7 in functional requirements

3.7. Support for classes of service where 802.11 MAC acknowledgement of unicast frames is not mandatory.

1.6.9.9. Discussion on main motion

1.6.9.9.1. This is one way, not the only way.

1.6.9.9.2. This is not redundant based on the requirement of bounded delay.

1.6.9.9.3. It is not meaningless, but not really necessary. Classes of service are not necessarily the only way to support un-acknowledged services.

1.6.9.9.4. If we feel that a particular solution is so good we feel it is a requirement, then we have the right to do so.

1.6.9.9.5. This could be considered one of the already accepted requirements of multiple classes of service.

1.6.9.10. Vote on main motion – fails 16:14:7.

1.6.10. Requirements item

1.6.10.1. Motion to adopt 4.3.1 as a functional requirement.

4.3.1. Security framework must protect network traffic from eavesdropping to a reasonable level compatible with the state of the art.

1.6.10.1.1. Moved Michael

1.6.10.1.2. Second John

1.6.10.1.3. Discussion

1.6.10.1.3.1. We have seen presentations of known security flaws in the existing standard. In favor of this motion

1.6.10.1.3.2. The reason this was included was to insure there is a mechanisms to allow new algorithms to be added.

1.6.10.1.3.3. The problem is there is no quantifiable requirement.

1.6.10.1.3.4. Problem with the phrase “state of the art”. When? We want to be able to add new mechanisms and algorithms as the state of the art changes.

1.6.10.2. Motion to amend:

1.6.10.3. Motion to adopt 4.3.1 as a functional requirement

4.3.1. Security framework must protect network traffic from eavesdropping to a reasonable level.

1.6.10.3.1. Moved Dave H

1.6.10.3.2. Seconded Jesse W

1.6.10.3.3. Discussion

1.6.10.3.3.1. This takes a vague motion and makes it even worse.

1.6.10.3.4. Vote on motion to amend – fails 4:6:16

1.6.10.4. Motion on the floor:

1.6.10.5. Motion to adopt 4.3.1 as a functional requirement.

4.3.1. Security framework must protect network traffic from eavesdropping to a reasonable level compatible with the state of the art.
1.6.10.6. Discussion

1.6.10.6.1. All we can consider is what is available at the time we are doing the work. By definition, that is state of the art. Supports this.

1.6.10.7. Vote on main motion – passes 18:3:12

1.6.11. Requirements Item

4.5.1. Negotiation of authentication and privacy algorithms must be incorporated.

4.5.1.1. The following negotiations must be supported:

4.5.1.1.1. authentication algorithm

4.5.1.1.2. privacy algorithm 

4.5.1.1.3. data integrity algorithm

4.5.1.1.4. key establishment algorithm

4.5.1.1.5. one way hash function for sub key derivation algorithm

4.5.1.1.6. key expiration

4.5.1.3. Inability to complete negotiations must be able to cause a failure to authenticate. 

1.6.11.1. Discussion

1.6.11.1.1. The intent is that the negotiation covers all the items if there is more than one choice. 

1.6.11.2. Move to adopt 4.5.1 as modified below:

4.5.1. Negotiation of authentication and privacy algorithms must be incorporated.

4.5.1.1. At least the following negotiations must be supported:

4.5.1.1.1. authentication algorithm

4.5.1.1.2. privacy algorithm 

4.5.1.1.3. data integrity algorithm

4.5.1.1.4. key establishment algorithm

4.5.1.1.5. one way hash function for sub key derivation algorithm

4.5.1.1.6. key expiration

4.5.1.3. Inability to complete negotiations must be able to cause a failure to authenticate. 

1.6.11.3. Discussion

1.6.11.3.1. This doesn’t say there must be a non-null option for each negotiation, just what the choices are.

1.6.11.3.2. In the interest of preserving flexibility, is it the intent for these to be atomic negotiations? There is not requirement either way.

1.6.11.3.3. There is a need for this mechanism to agree at least on these items. In favor. 

1.6.11.4. Vote – passes 19:4:10

1.6.12. Requirements Item

1.6.12.1. Motion to adopt the text of 4.5.2

4.5.2. A flexible mechanism for adding both authentication and privacy algorithms must be incorporated, so that the standard does not need to be revised to use new algorithms in the future.

1.6.12.1.1. Moved Bob O

1.6.12.1.2. Seconded Michael F

1.6.12.2. Discussion

1.6.12.2.1. If we don’t adopt this, what would be the mechanism? 

1.6.12.2.2. It is unlikely we would use an algorithm that is not standardized, they already have ASN1 identifiers.

1.6.12.2.3. Having an algorithm number is fine, but what does it mean? Can I add a proprietary scheme? Yes.

1.6.12.2.4. The desire is for interoperability. The details must be disclosed in order to register it as a standard.

1.6.12.3. Motion to amend:

1.6.12.4. Motion to adopt the text of 4.5.2

4.5.2. A flexible mechanism for adding interoperable security algorithms must be incorporated, so that the standard does not need to be revised to use new algorithms in the future.

1.6.12.4.1. Moved Steve W 

1.6.12.4.2. Seconded Michael F

1.6.12.5. Discussion on amendment

1.6.12.5.1. The use of classified algorithms would be excluded. Opposed to this amendment.

1.6.12.5.2. This does not preclude classified algorithms. It establishes the mechanism.

1.6.12.5.3. Registry numbers are a particular solution, but not made mandatory by this requirement.

1.6.12.5.4. Interoperable means implement-able by multiple vendors. 

1.6.12.5.5. Does adding this text preclude exportability? No.

1.6.12.6. Vote on motion to amend – passes 25:0:11

1.6.12.7. Main Motion:

1.6.12.8. Motion to adopt the text of 4.5.2

4.5.2. A flexible mechanism for adding interoperable security algorithms must be incorporated, so that the standard does not need to be revised to use new algorithms in the future.
1.6.12.9. Discussion

1.6.12.9.1. This is like writing a blank check, because of efficiency of implementations. We are supposed to standardize something that would not operate in wildly different ways. 802.10 did this and failed.

1.6.12.9.2. This allows the ability to reject an algorithm they don’t like. 802.10 didn’t apply where it was needed. Security is continually being improved, we don’t want to go through a standards process to fix security holes. 

1.6.12.9.3. We will have a base set to fall back to. We can use this to try out other algorithms. The industry can rally around a registered number. In Favor.

1.6.12.9.4. This allows non interoperable systems to be more readily built. 

1.6.12.10. Vote on the main motion – passes with 30:6:5

1.6.13. Items rejected by authors of document 231:

1.4.1.3.
Support for direct STA to STA communication. (No)

3.3.1.3.2.1.
Support for Class of Service three years in the future (No)

3.3.2.3.2.2.
Support for QoS Streams and bursty data concurrently. (No)

3.4.3.3.
Support for “toll quality” voice, audio, and video streaming. (No)

3.6.3.5.
Support for interactive data streams. (No)

4.2.5.
Security framework should make no assumption whether peer authentication is machine or user authentication, as different organizations will establish different policies regarding who or what is authenticated. (No)

4.3.2.1.
Security framework must preserve the security characteristics of content streams. (No)

4.3.2.2.
The security extensions must not build in support for application layer protections mechanisms, i.e. SDMI, CSS, or other application content protection systems. (No)

4.5.3.
Security framework must not compromise (i.e., break the security of) existing industry standard network user authentication methods and techniques used within the framework. (No)

4.5.4.
Security framework must coexist with existing industry standard network user authentication methods and techniques (e.g., RADIUS-based authentication). (No: out of scope)

4.7.1.
Security framework should cause minimal computational expense consistent with meeting other requirements. (No)

4.7.2.
Security framework should use public and/or standard algorithms to the greatest extent possible. (No)

4.7.3.
Security framework should minimize the number of mandatory cryptographic algorithms. (No)

1.6.13.1. Discussion

1.6.13.2. Motion: QoS mechanisms must not preclude the ability to achieve asynchronous data throughputs, where packet bandwidth is available, that is equivalent to a DCF only BSS

1.6.13.2.1. Moved Tom T

1.6.13.2.2. Seconded Anil S

1.6.13.3. Discussion

1.6.13.3.1. When we define QoS, we don’t want to allow DCF to operate compatible. Doesn’t want PCF to hog the bandwidth.

1.6.13.3.2. There may be validity for evaluation criteria, but it is a bad requirement. What does “packet bandwidth available” mean? Move to evaluation criteria Oppose requirement.

1.6.13.4. Call the Question (Keith/Michael) 24:6:6

1.6.13.5. Vote on motion – fails 12:22:4

1.6.14. Requirements document output

1.6.14.1. Jesse is the editor

1.6.14.2. Motion that the requirements that have been accepted are consolidated into a document by the editor and released as the TGe requirements document.

1.6.14.2.1. Moved Anil

1.6.14.2.2. Seconded Michael

1.6.14.3. Discussion

1.6.14.3.1. Does this preclude us from re-visiting the requirements document? We can change with 75%.

1.6.14.4. Vote on the motion – 34:1:0

1.6.15. Final Discussion

1.6.15.1. Goals of next meeting – 

1.6.15.1.1. Continue the agenda we didn’t complete.

1.6.15.2. Ad Hoc Groups will continue between meetings, with notice and minutes on the reflector.

1.6.15.3. Recommendations that the submissions be reviewed before the next meeting, in the hope there will be more consensus.

1.6.15.4. Is it permissible to have email balloting of the task group between meetings? 

1.6.15.4.1. Logistics and notification rules are a problem. It would be very difficult.

1.6.15.4.2. Continuation of ad hoc groups will be very helpful.

1.6.15.4.3. Straw polls are OK.

1.6.15.5. Call for minutes of teleconferences.

1.6.15.6. Harry needs all revisions of documents sent directly to him by email.

1.7. Adjourn

Submission
page 31
Tim Godfrey, Intersil


