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Abstract

Two Wireless LAN standards for the 5GHz band are emerging, the IEEE 802.11a and HIPERLAN/2. The common view in the industry is that these two standards are in competition. As the industry has learned from past experience, competing standards, unclear situation around standard adoption and interoperability issues greatly affects widespread use of products. In this paper we argue that the 802.11 and HIPERLAN/2 can be seen as completing standards, that when combined and made to co-exist, deliver a synergetic global 5GHz Wireless LAN solution. Furthermore, a scheme for enabling protocol co-existence, and improved interoperability is described.   The solutions presented in this paper are designed such that only minor additions and modifications are required to be performed on the existing standards, leveraging the evolved state of 802.11 and HIPERLAN/2.

1. Definitions & Abbreviations

Since our proposal merges both 802.11 and HL2 standards, each with it’s own definitions and abbreviations, we find it necessary to redefine common terms that will be used while describing the global solution.

For the purpose of the present document, the following terms and definitions apply: 

Ethernet elements 
-
802.11 elements will be referred as Ethernet elements.

Multimedia elements 
-
HL2 elements will be referring as Multimedia elements.

Co-existence 


-
The ability of two wireless elements, each consistent with a different protocol both at the same frequency, that work adjacently without interference.

Partial Interoperability
-
The ability of two wireless elements, each consistent with a different protocol, to exchange information through a third element.

Full Interoperability
-
The ability of two wireless elements, each consistent with a different protocol, to exchange information directly.

Access Point 

-
This term will be used to describe the so-called “base station” in both existing standard, and the new unified standard, with the following prefix key:

E-AP
-
Ethernet Access Point (consistent with 802.11 term – AP/PC)

M-AP
-
Multimedia Access Point (consistent with HL2 term – AP/CC)    

U-AP
-
Unified Access Point
Mobile Terminal 
-
This term will be used to describe all wireless network elements except the Access Point, including stationary terminals, in both existing standards, and the new unified standard, with the following prefix key:

E-MT
-
Ethernet Mobile Terminal (consistent with 802.11 term - STA)

M-MT
-
Multimedia Mobile Terminal (consistent the HL2 term - MT)
U-MT
-
Unified Mobile Terminal

The solution is presented and proposed in several consequent phases as follows: 

Phase 1 - 
Solution’s first phase, which enables Coexistence and partial interoperability of both existing standards at minimum development effort.

This Phase is divided to two sub-phases: 

Phase 1.1
- based on the original APs (E-AP & M-AP) with partial ARB add to one of the APs. 


Phase 1.2
- One U-AP.

Phase 2- 
Solution’s second phase, which enables Coexistence of both existing standards with full interoperability.

2. Motivation

The 5GHz band has become the new frontier for high bandwidth Wireless LAN products. Being spectrally clean and wide, the 5GHz attracts much attention as being the enabler of wide public acceptance for broadband Wireless LAN products, producing exponential growths for the industry.  

Currently two leading 5GHz standards are being developed. The IEEE committee 802.11 finalized the 802.11a standard, using a new OFDM based PHY and the field proven original 802.11 MAC.  Current work in several IEEE 802.11 task groups focuses on MAC enhancements, to allow quality of service, advanced privacy and various radio control functionalities (DFS, TPC). The ETSI BRAN committee is finalizing the HIPERLAN/2 standard, sharing PHY philosophy with the 802.11 (actual implementation is slightly different) and incorporating an advanced, feature rich, MAC layer (DLC in the BRAN terminology). These two incompatible standards are planned to operate on the same frequency bands, leading to incompatible products and impossible interoperability between the two environments. As the industry has learned in the past, multiple standards, product incompatibilities and poor interoperability impose a major hurdle for wide public acceptance.

This document highlights a convergence path for both standards, leading to one global harmonized 5GHz Wireless LAN solution. The principle behind this proposal is to combine the best from the two worlds, while maintaining one coherent, and relatively simple solution. We assume that paying the price of minor modifications to both standards, in order to achieve a global interoperable unified standard will turn out highly beneficial for the industry, taking in mind the current evolving phase of both standards.

In our eyes the key requirements for delivering one unified solution are:

1. Achieving all-around interoperability: the same device is able to connect, be serviced and serve anywhere. Home, office and public environment products co-exist and share infrastructure and resources.

2. Delivering all the required functionality without sacrificing simplicity. Modern Wireless LAN applications require various advanced features, including the ability to deliver wide variety of protocols (Ethernet, IP, IEEE 1394, and others), quality of service support and robust privacy support (encryption, authentication). Regulations in many countries require radio link functionality for dynamic frequency selection and transmission power control. All those features must be integrated into the unified standard without overloading the system with unnecessary complexities, keeping the standard as simple to use and implement as possible. 

We believe that our proposal lays a reasonable foundation on which the above key requirements are met.

3. Approach

In order to combine the best out of IEEE 802.11a and HIPERLAN/2 protocols, it is required to understand and analyze the strengths and weaknesses of both. 

It is clear that since PHY-wise both standards have chosen the same OFDM-based approach, harmonization of this layer should be relatively simple. The different philosophies towards MAC implementation taken by the 802.11a and BRAN committees led to very different solutions. While the 802.11a CSMA/CA MAC is optimized for wireless data communication, providing simple and field proven solution for wireless Ethernet and IP, the HIPERLAN/2 protocol, with its build-in support for quality of service provides robust solution for wireless multimedia transmission. 

By providing co-existence between the 802.11a and HIPERLAN/2 protocols, the same wireless network can be shared by data communication centric devices using the 802.11a protocol and multimedia centric devices using the HIPERLAN/2 protocol for QoS support. As one of the main targets is gaining full interoperability between the different operational environments, one should consider eliminating features that may jeopardize interoperability. The IEEE 802.11a is pretty much “self interoperable”, i.e. there are no “operation environments” or special considerations regarding the ability to operate any 802.11a device in an ad-hoc or infrastructure network.  HIPERLAN/2 standard introduced the concept of different environments, optimizing the ability of specific devices to operate in the home, business or public environments. This partitioning to different environments gains some optimization for devices targeted for specific applications, while sacrificing interoperability. This document proposes to consolidate the different HIPERLAN/2 profiles, into one “unified” profile, based on the “home extension”. This profile will support the necessary QoS, IEEE 1394 and ad-hoc networking features, with business Ethernet support provided by the 802.11 co-existent features, eliminating the need to incorporate the business profile extensions. The use of a single all-around operation profile ensures high degree of interoperability.

4. Enabling 802.11a and HL2 Protocol Co-Existence (802.11x)

The general idea of the proposal is to import a simplified version of HIPERLAN/2, and overlay it over the basic 802.11 MAC. The principle is to divide the time domain between 802.11a and HIPERLAN/2 devices. For each protocol the “first” slice of the time is used as dictated by the standard, while the “second” slice of the time is forbidden to use for that protocol. The partitioning of the time between the protocols is exclusive. A special “arbitrator” will manage and broadcast the time slices provided for each of the protocols, dividing the time domain between 802.11 and HL2 slices. This “arbitrator” may be the 802.11/HIPERLAN/2 access point, central controller or one of the stations (mobile terminals in HIPERLAN/2 terminology) in the network. The scheme in which the “arbitrator” is chosen may be taken from similar work done in the committees (PCF activation in a BSS in 802.11 or dynamic CC election in HIPERLAN/2 for example). 

The 802.11 devices must be able to interpret the broadcast delivered by the “arbitrator”, such that no 802.11-device shall transmit outside the 802.11 time slice. These periods shall be dealt like contention free periods. Inside the 802.11 time slice, the normal 802.11 protocol is used and both DCF and PCF modes may be incorporated. Guard periods shall be introduced to guard between the 802.11 and HL2 time domains, in order to prevent overlapped operation of HL2 and 802.11 devices, caused by synchronization faults.  

The HIPERLAN/2 central controller (the HIPERLAN/2 TDMA manager - the CC) must be able to interpret the broadcast message delivered by the “arbitrator”, and to allocate HIPERLAN/2 frames such that no HIPERLAN/2 device is allowed to transmit outside the HL2 time slice.

As specific time slice allocation between the 802.11 and HL2 domains impose great impact on overall performance, different sorts of dynamic allocation and policy-based solutions may be incorporated. The dynamic allocation policy may enable allocating sufficient resources for QOS-bound traffic while leaving additional bandwidth for data communication traffic. Incorporating policy based on traffic management solution, will allow limiting both data communication and multimedia traffic usage by user configuration. Note that when a reasonable time slice allocation policy is used, the proposed solution does not impose any bandwidth degradation compared to current bandwidth capabilities available in either 802.11 or HL2.

The HIPERLAN/2 protocol relies heavily on two-millisecond periodic frame generation. 802.11a does not impose any specific periodicity restrictions, as long as 802.11 slices are scheduled in close enough time periods avoiding the generation of higher layer protocol retransmissions, due to timeouts. As BRAN carefully selected the 2-millisecond periodic clocking scheme, and retransmission timeout considerations must be accounted for, it is suggested to use the 2 millisecond periodic cycle for the unified solution. 

Many different options may be considered regarding the unified solution frame structure, the ordering of the 802.11a and HIPERLAN/2 slices, and the placement of the additional arbitrator broadcast message. Guard times between the slices should be considered and selected. The following frame layout suggestion is only one of many possibilities, which can be best discussed and evaluated through contributions in the standardization committees. The intention here is only to highlight how such a solution may be materialized. Figure 1, Figure 2 presents an example for a possible unified protocol frame structure. Considering the IEEE 802.11a protocol, a “regular” DCF/PCF period is followed by a special arbitrator broadcast message announcing the start point and length of the following DCF/PCF period. The IEEE 802.11 stations are not allowed transmission outside the DCF/PCF periods, inside those periods the regular 802.11 rules fully apply. The HIPERLAN/2 protocol is using the allocated bandwidth as broadcasted in the FCH message; the HIPERLAN/2 CC must not schedule HL2 traffic outside the HL2 slice. The presented example is best suited for cases in which the 802.11 AP is used as the HIPERLAN/2 central controller entity and the arbitrator, as close synchronization is required between the arbitrator and the CC entities. In appendix A, further technical details are discussed in a Q&A fashion, reflecting our ideas on how certain issues should be resolved.  
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Figure 1:  Unified protocol frame structure – IEEE 802.11a view
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Figure 2: Unified protocol frame structure – HIPERLAN/2 view

5. Home, Office, Public Environment Interoperability

Interoperability between the various operational environments is achieved by using the same unified protocol on all environments. This ensures co-existence of devices intended for the different operational scenarios, so that both can work and share the same band. To further enable higher levels of communication between devices using the 802.11a and HL2 protocols, it is possible to use an optional network entity that is able to recognize both protocols. In the typical case it will be the 802.11a/HL2 access point/central controller. This entity will provide protocol translation facilities to enable data transfer between HL2 and 802.11 devices.

It is envisioned that office data-communication centric devices will use the 802.11a protocol, while home multimedia centric devices will use the HL2 protocol. While, in our eyes the above partitioning covers the main part of these devices activities, it is important to allow data communication devices some degree of QoS support, and to allow multimedia device the ability to use asynchronous communications for control and other purposes. One solution to the above is requiring each device to support both protocols. As we aim at simplicity, a preferred solution will be to loosen up the above definitions to some extent,

The IEEE 802.11 task group E is defining, amongst other activities QoS extensions to the 802.11 MAC protocol. We propose that a definition of “light QoS” will be introduced, enabling support for the 802.1p/q, RSVP and other wired data communications equivalent QoS extensions. We believe that modifications of the 802.11 MAC to support “light QoS” will not introduce unnecessary complications to the protocol, for example the proposal given in [6] presents such a solution. “Light QoS” provides most business requirements for QoS, as it delivers the ability to support their wired equivalents. These will enable business devices to maintain the simplicity and remain 802.11 based. 

As signaling and non-QoS traffic concepts are integrated into the HL2 protocol, enabling them for multimedia devices inside HL2 is a non-issue. 

In our opinion the multi-profile nature of HL2 (currently business and home extension profiles are introduced) limits interoperability. As different protocol options are applied in the different profiles, devices built by different profiles will have great difficulties, or even will not succeed in communicating. As the 802.11a provides robust and simple solution for business devices, it is suggested eliminating the business profile, and establishing the single HL2 profile used in the unified protocol on the basis of the “HL2 home extensions”. The home extensions to the HL2 protocol deliver QoS, IEEE 1394 and ad-hoc networking supported all are major prerequisites for the unified solution.  

6. Keeping it simple

One of the most important capabilities enabled by this proposal is keeping each device in the global wireless network as simple as possible. Wireless business devices are based on the field proven and existing 802.11 protocol, ensuring rapid development and low cost. Wireless multimedia is enabled through the clean and robust HL2 protocol, no patches and minimal adaptations and modifications are proposed to enable wireless multimedia, and the co-existence between data communication and multimedia.  

Another degree of simplicity is achieved by applying a single profile solution for all devices; it ensures that users will not be required to manage separate wireless solutions and to deal with any incompatibility issues. As same wireless network protocols are enabled all over the world, users are not required to maintain several HW devices or several configurations. 

We propose that in order to broaden the simplicity of the solution, special care shall be taken on designing the HL2 profile in use for the global solution.  The HL2 standard is full of options, which makes the protocol very adaptive and robust but increases implementation complexities. Another problem that arises from the inclusion of options is when different vendors implement different options.  In these cases the common lower denominator shall be used, which is not desirable for QoS support, error control or privacy, etc. In these cases the lowest common feature may be lack of QoS, lack of Error control, etc. It is important to minimize the available protocol options, to set the required options as mandatory, and to eliminate as much “optional” directive as possible. This can be applied for QoS support (use FSA-fixed a lot allocation method, eliminate FCA-fixed capacity agreement method), error control (set RS and ARQ, eliminate repetition), Privacy (limit the number of possible options for key management and authentication). 

7. Conclusions

This proposal highlights the benefits of combining and enabling co-existence between IEEE 802.11a and HIPERLAN/2 protocols. One global interoperable 5G standard will greatly simplify the worldwide adoption of Wireless LAN technology. By using the strongest features of both IEEE 802.11 and HIPERLAN/2, dedicated devices for the various operation environments may share the same network and exchange data, with no major effects on device complexities. 

Our intension in this document is to set a focus on a feasible solution, that provides to our understanding a lot of benefits. Many issues and technical problems regarding specific solutions should be discussed and resolved in the standardization committees.  

8. IPR Statement

hLAN expressly reserves all rights it may have in the material and subject matter of this contribution. Subject to the adoption of this contribution as a Standard, hLAN will grant to any party a royalty-free license to use the technology proposed in this contribution in products that comply with the Standard but only for the purpose of complying with the Standard. hLAN expressly disclaims any and all warranties regarding this contribution.
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A. Protocol Specific Issues – Q&A

In the following appendix we present in a Q&A style, our ideas about how certain technical points should be resolved in order to materialize this proposal. It is given here only as informal basis for deeper work that should be done through contributions in the relevant standard committees.

1. The maximal 802.11 MAC frame size may not fit into a 2 millisecond time slice, when using a slow transmission method. In other cases the frame size may exceed the allocated time slice, so is there a way in which arbitrary length packets be sent?

We propose to enable transmission of arbitrary length 802.11 frames by applying fragmentation. The maximum frame fragment size will be determined by the size of the 802.11a transmission time slice and the transmission data rate. The minimal slice size value can be specified and distributed around the BSS (During the ARB broadcast for example), it is guaranteed that any allocated 802.11 time slice shall not be shorter then this value. When fragmentation is required the fragment size shall be calculated using the minimal slice size. Note that in typical situations (16 QAM), a 600-microsecond slice for the 802.11 protocol can suffice for Un-fragmented transmission of maximal length Ethernet packet. Typically, fragmentation will be avoided. 

As fragmentation of multicast and broadcast frames is not supported within 802.11, special treatment should be given to transmission of multicast and broadcast frames. We propose to enhance the 802.11 MAC, to support fragmentation of broadcast and multicast messages. On transmission of broadcast or multicast fragments, no acknowledgment should be sent, and no retransmission of fragments is supported. Note that this is coherent with un-fragmented multicast and broadcast traffic specifications in 802.11, in which no acknowledgment is supported.  

2. How do we prevent 802.11 MTs that do not implement the unified protocol from sending frames that exceed the 802.11 transmission time slice?

MTs working within the harmonized network that do not implement the unified protocol, should not transmit beyond the 802.11 time slice. To ensure this, a small fragment size will be forced on the 802.11 frames. The HIPERLAN/2 time slice will be preceded by a guard time that will be enough to send one fragment. This will guard HIPERLAN/2 transmissions from interference by 802.11 transmissions that began before the HIPERLAN/2 time slice. Because of this, there will be a contention free period of up to one fragment transmission time, before the HIPERLAN/2 time slice. This frame size should be small enough not to cause channel efficiency to drop. This mechanism will only operate on “old” 802.11 for backward compatibility. In a typical environment it will be disabled. 

3. According to 802.11 MAC rules, if a specific 802.11 STA started transmission (after carrier sensing or CTS in DCF mode, or after being polled by the PC in PCF mode) it will not consider any external timing constrains, the complete frame (or fragment) will be sent. In order to apply the proposed solution, it is necessary to ensure that there is no STA transmitting outside the 802.11 allocated time slice. How can it be resolved?

We propose to resolve this issue by enhancing the 802.11-MAC virtual carrier-sense mechanism. The 802.11-MAC support virtual carrier-sense mechanisms through the concept of NAV (network allocation vector) to predict future traffic on the medium according to duration indications in various frames (RTS/CTS, CP and more). It is proposed that time slices not allocated to the 802.11 protocol will be set as busy by the NAV. Each ARB broadcast will update the NAV with the duration of the next HIPERLAN/2 slice and ARB broadcast message, indicating it as “busy”. As all STAs in the BSS or IBSS are not transmitting if there is a NAV traffic indication, all 802.11 devices are limited to using only the 802.11 allocated slices. The notion of “look-ahead NAV” implies that each transmitting STA must check that the frame size fits inside the allowed slot, and not collides with a look ahead NAV. If the frame size does not fit into the slot, the STA will suspend the transmission of the frame until the next available slot. Reasonable clock synchronization between the STAs in the BSS can be maintained in order for the proposed scheme to work; this is achieved by the beacon and clock synchronization mechanisms available in the 802.11-MAC. To our understanding the introduction of the “look ahead NAV” and restrictions given here do not alter or break any other 802.11-MAC functionality.

4. An arbitrator entity is required to be present on the harmonized network at any given time. The arbitrator task is to partition the time domain between the 802.11 and HIPERLAN/2 protocols. The partitioning is performed by applying policy based algorithms, and/or protocol utilization measurements for both 802.11 and HL2 sub-networks. The arbitrator shall generate the ARB broadcast message, instructing 802.11 and potentially the HIPERLAN/2 central controller for available time slices for the respective protocols. What then would be the complexity of this entity?

The arbitrator’s complexity is dependant on the employed scheduling algorithm and arbitrator management scheme. The management scheme is addressed in the discussion of Q6. As for the scheduling algorithm, its complexity may vary in accordance to applicable requirements: A static arbitrator shall be simple to implement while a dynamic arbitrator will be a bit more complex.  It is estimated that perfecting the algorithm beyond a reasonable level is not desirable: it will produce a highly complex algorithm, which is only marginally superior (See Q10).

The information that a typical arbitrator may use, is the number of stations in the network, traffic utilization and number of resource requests denied by the HIPERLAN/2 CC. Using these parameters and a set of configurable rules (via SNMP or other management protocol) the arbitrator can update the resource allocation demands.

5. With the introduction of the Arbitrator entity, arbitrator management issues must be resolved. How an arbitrator is selected? What happens when the arbitrator entity is shutdown? What happens when the arbitrator is missing?

All of the questions regarding the management of the arbitrator entity have strong resemblance to the work done in BRAN considering the central controller behavior in the ad-hoc network scenario. To our understanding, conceptually we are dealing here with the same issues. We propose basing the solutions to the issues on the work performed by BRAN regarding the central controller (CC) in ad-hoc network, procedures for CC election, handover between CCs and other issues are covered. 

In situations of monolithic networks, i.e. in which all the network activities are based on one protocol 802.11 or HL2, the inclusion of ARB message in each 2-millisecond period, might be considered as unnecessary. In these situations we propose having the ARB message transmitted once every longer time periods (each 500 milliseconds for example), the arbitrator will allocate a minimal time slice for the other protocol, to allow the association of devices using that protocol. For 802.11 the time period will include the probe message, and a delay to allow authentication and associations request generation by STAs. For HIPERLAN/2 protocol the time period will include the generation of a BCH, minimal FCH (no allocation of traffic), minimal ACH and the RCH to allow association of mobile terminals. Upon association request, and start of traffic transfers, the arbitrator shall increase the time slices allocated for that protocol. This scheme will optimize traffic utilizations of monolithic networks, in the cost of prolonging the association process.

6. What are the modifications required to be performed on the HIPERLAN/2 protocol to allow protocol co-existence?

The required modifications to the HIPERLAN/2 protocol, include changes to the associations process. As it is not promised that each 2 millisecond period a BCCH message will be generated, each device should be able to wait for longer periods on each frequency band. 

The HIPERLAN/2 central controller must be synchronized with the arbitrator, so that time-slice allocations do not collide, the CC scheduling algorithm must be aware of the “occupied” TDMA slots not allocating them to any HL2 device.  

7. What are the modifications required to be performed on the 802.11 protocol to allow protocol co-existence?

The following changes to the 802.11a MAC are currently identified:

· Enhance the existing fragmentation mechanism, as specified in the discussion for Q1.

· Change NAV functionality, so HIPERLAN/2 periods could be registered in 802.11 devices as “busy” (see discussion Q3). NAV updates shall be performed by the new ARB message.

· Add “light QoS” support to the 802.11 devices, as in 802.1q/p, RSVP or other, in order to provide for a basic level of QoS, as applicable for business applications. This issue is further elaborated in section 5.

As in the HIPERLAN/2 case, the 802.11 AP/PC shall be able to synchronize with the arbitrator, so that time-allocations do not collide in PCF mode.

8. Is it mandatory that the arbitrator shall be able to “understand” both 802.11 and HL2 frames?

Generally speaking, the arbitrator entity does not need to support both standards. It is possible to develop a simple protocol by which both the HIPERLAN/2 CC and one of the 802.11 STAs are reporting to the arbitrator. To our understanding, in a typical implementation (1.2,2.0 Implementations), the 802.11 access point will serve as both the HIPERLAN/2 CC and the arbitrator, combining all the functionality in one device.  It is clear that in this case the arbitrator has a good picture of traffic utilization and requirements for the different protocols, and there is no need having specific reporting protocol. Another added value from such a configuration is the ability to gain interoperability between the 802.11 and HIPERLAN/2 devices through the use of the AP as a relay.

9. What are the requirements from the proposed AP/CC for 802.11HL2? What is the complexity of the proposed AP/CC?

The AP/CC is required to perform the following operations:

· Manage the unified protocol frame structure as well as the HIPERLAN/2 and the 802.11 MAC frame structures. – For all phases.

· Act as a bridge between the domains of the HIPERLAN/2 and the 802.11. – For phases 1.2 and 2.0 (not including 1.1)

The proposed phase1.1 AP/CC will be almost seamless to existing AP/CC except the addition of ARB entity to the M-AP. The addition is minor comparing to development of existing  AP/CC. 

The proposed phase 2.0 AP/CC will be able to communicate with 802.11 wireless terminals, as well as with HIPERLAN/2 HE terminals. It shall also support the arbitrator function and the address resolution function, which will enable it to transfer packets between HIPERLAN/2 and 802.11 domains. In our view, the changes required to do this are quite simple (See Q6, Q7) and therefore the proposed AP/CC is not much more complex than the implementations of both protocols put together.

10. The new 5GHz standard incurs a new cost by adding management information that is transmitted in order to synchronize HIPERLAN/2 and 802.11. What are the implications? How is channel efficiency influenced by this fact?

In order to answer this question the following analysis was performed:

· Ethernet utilization with frames of typical length (300 bytes) and a 10 stations network is about 60% (See [7] p.285). We assume that this is an upper bound for the efficiency of 802.11 (CSMA/CD performance is better then CSMA/CA). 


· It can be shown that HIPERLAN/2, under the same conditions, achieves about 80% efficiency for the data transfer. This 80% efficiency is the result of the following: 12% Of the HIPERLAN/2 MAC frame is dedicated to management (Frame header-BCH, FCH, ACH and RCH). In addition, data overhead is about 10% (CRC, SAR, LCH header). Therefore:
 ( 1-0.12 )x( 1-0.1 ) = 0.792 ≈ 0.8.


· If we divide a 2ms time frame into 2 equal parts, one containing Ethernet contents and the second multimedia content, the frame created is as shown below: 
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· The channel efficiency is: 0.44x90%+0.44x60%=66%
 

Which is better than 802.11 alone and worse than HIPERLAN/2 alone.

· If we decide to pass Ethernet contents without multimedia, we could schedule HIPERLAN/2 management information to be transmitted every 500ms or more (Since this will be needed for association only). Doing this will decrease the cost of interoperability to less than 1% of channel time (Without the existence of HIPERLAN/2 connections the management information part is only 2.2%). 
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