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Smart Badge Usage Model

A Smart Badge (or a Smart Tag, depending on application) is a device of a convenient size to be carried by people or attached to assets. The Smart Badge (Tag) provides personalized information about carrier (person or asset).

The cost of the device should be low enough to be disposable when battery life expires.

The Smart Tag is associated with asset related applications and Smart Badge with people related applications. In the following text, the focus is on a Smart Badge concept but in most of the cases it applies to a Smart Tag concept as well.

Applications

The Smart Badge is carried in office, industrial, hospital, school, or similar environment, which could benefit from personalized information supplied when needed and where needed.

Some of the possible applications for the Smart Badge carried by a person or asset are listed bellow:

· V-Card exchange in business environment

· Patient Record in hospital environment

· Student Record in educational environment

· Employee Attendance Record

· People moving record 

· Asset moving record

· People and asset location tracking

· Access control

· Industrial automation

Hardware requirements

The Smart Badge is a small portable device, convenient to be carried around probably attached to clothing or assets.

Some general hardware requirements apply:

· Able to store up to 1-10 Kbytes of data (depending on application)

· Can transmit and receive data

· Battery powered, with 0.5 - 3 years battery lifetime (depending on application)

Operation Description

· The Smart Badge can have two modes of operation: 

· Normal Mode (data supplied on request only) 

· Beacon Mode (data transmitted continuously for location tracking purposes)

In both modes of operation two types of data link are possible: “Badge-To-Badge” link and “Reader-To-Badge” link. Not all of the Smart Badges need to have support for both data links.

Badge-To-Badge Link

In this mode of operation, Smart Badges can exchange information among themselves. The Smart Badge needs to have some means of initiating this mode (e.g. push button).

One of the applications would be V-Card exchange. When two or more Smart Badge users want to exchange their V-Cards they just push the button and the Smart Badge will find the other Smart Badges in proximity (whose users pressed their buttons, too) and exchange data automatically. 

If more than two Smart Badges are in the range all of them will exchange V-Cards with each other. This is done one link at the time. Anti-collision mechanism (MAC layer) would ensure that Badges do not interfere with each other. 

After it exchanges information with all the Badges in proximity, or if it cannot find any Badges in proximity within certain period of time (e.g. 10 seconds), the Badge suspends its operation and awaits for a new button press.

Reader-To-Badge Link

A reader is any device that can communicate to the Smart Badge. It can be dedicated device (fixed or portable, with or without the display capabilities), or just have a support for Smart Badge reading (e.g. PDA or computer). Readers can be Active and Passive. 

Active Reader

The Smart Badge will respond to the signal generated by the Active Reader and establish two-way communication. What kind of information will be exchanged on this link depends on level of information the reader is allowed to access (e.g. a nurse carrying PDA might be able to access lower level of information than a doctor).

The Reader can communicate to one Badge at the time. If more than one Badge is within the range, an anti-collision algorithm needs to ensure that communication is carried forward with all the Badges in the range. The Badge would not attempt to communicate again as long as it stays within the range of the Reader or as per specific request from the Reader. The Reader cannot initiate direct communication between badges. Only Badge to Reader communication is possible (Master – Slave topology).

Passive Reader

Passive Readers can only receive transmitted signal from the Badge. Passive Readers would be probably infrastructure, networked devices whose purpose would be to provide low cost solution for location tracking of Smart Badges (or Tags) when they are not within the range of the Active Reader. The Badge (Tag) would have to be set into ‘beacon’ mode of operation in which it would transmit a message in predetermined time intervals (e.g. 10 seconds to 3 minutes) to announce it’s position. It should be noted that both, Active and Passive Readers can receive this signal, but Passive Reader cost is lower.

Call For Application Q&A

In order to help organize and compare different applications and usage scenarios, here is a list of questions asked in the “Call for Application” document issued by 802.15.4 Working Group, and answers to them:

1. How many devices are in this low rate network?

From protocol prospective unlimited number of Smart Badges can try to establish communication either with each other or with the Reader. The MAC anti-collision algorithm would ensure that they all get their chance to communicate. However it is up to specific application to determine how many of these links could be carried forward before exceeding system limits (e.g. maximum number of V-Cards that could be stored in each Badge)

2. What are the types of devices in that application (e.g. PDA, sensors, bar code scanner,  etc.)?

· Smart Badges (or Tags) 

· Readers (dedicated devices with or without display capabilities, or Smart Badge enabled devices (e.g. PDA, computer etc.)

3. Describe how the network is initiated.

· The network can be initiated: 

· manually by a Badge owner when he wants to exchange information (e.g. V-Card) with the other Badge owner. 

· automatically when the Badge enters within a range of an Active Reader which is searching for any Badge.

4. How do devices attach and detach from the network.  Is human intervention required?

Manually initiated:

When the user initiates Badge communication, the Badge attempts to find if any other Badge is in proximity. It spends half of its time trying to find new Badges and half of it trying to be found by other Badges.

The data exchange follows link establishment automatically. If there is more then two Badges in proximity this process will be repeated again until they all exchange data. After this, they go into suspended mode and will not try to communicate again unless manually initiated.

Automatically initiated:

The Active Reader continuously (or on user intervention) generates RF signal trying to reach any of the Badges in proximity. When the Badge receives this signal (it comes within a range), it starts communicating and after the link establishment data is exchanged automatically. 

5. Describe the traffic flow of the data.

Only one link at the time is allowed. After data exchange that link is suspended, and other links are established if applicable. 

Data can equally flow in both directions. The entire amount of data is transferred first in one direction and then in the other. 

In case of ‘beacon’ signal from the Badge (Tag), data is transferred in one direction only (from the Badge to the Reader (Active or Passive)). No acknowledgement is sent in this case so the message should be better protected against failure (heavier FEC). 

6. Describe the type of data that flows in each branch of the network.

· There are two types of messages:

· Link establishment messages

· Data transfer messages (to exchange application data after the link is established)

Both should be short messages to increase noise immunity.

7. How much data is typically in each message?

· Messages carry the following information:

· ID data (6 byte serial number, conforming to 802 number assignment)

· Link Status data

· Message Status data (ACK, NACK, flow control etc.)

· Application data

· Message error protection (CRC, FEC)

8. How often are messages sent?

Regular messages are sent on request only. Once the data is exchanged it is not repeated while the devices are in the range of each other.

For the purposes of location tracking, the Active Reader could initiate transmission from time to time.

‘Beacon’ messages (when enabled) are sent in regular (or semi-regular) time intervals to accommodate for location tracking. It will be a tradeoff between location time accuracy, generated traffic, and acceptable battery lifetime to determine how often these messages will be transmitted. This probably should be application dependant and user configurable feature.

9. How much latency in the message transfer is acceptable?

The response to the Active Reader signal must be reasonably quick (e.g. within 50 ms) to accommodate for people and asset high-speed traffic.

The response to Badge-To-Badge communication could be slower (e.g. 500 ms)

10. Describe the network topology.

In both scenarios (Badge-To-Badge and Reader-To-Badge) only one link is active at the time. 

While it is receiving the signal from the other device (Badge or Reader) the Badge is in a Standby mode from which it can enter an Active mode (to exchange data with other devices) or remain in that mode (after data is exchanged) for as long as it stays within a range of other transmitting device.

When no signal is being received, the Badge is in the Suspended mode to minimize power consumption.

11. Is there a master node? Where do data flows originate and terminate? Are the devices peer to peer or master/slave?

Reader-To-Badge is Master/Slave link in which the Reader is in full control of the link. The Reader can request data from the Badge and send data to the Badge.

The Badge can not close the link while it can receive signal from the Reader.

Badge-To-Badge is peer-to-peer link in which both devices have equal access to link control. Both devices can request and send data equally as well as open and close the link.

12. Does this network have to interface to another network?  If so, how should these two networks be connected?

Yes, there is a need to interface this network to some other network, which would enable data transfer between Reader devices, to the central monitoring station (e.g. for location tracking purposes). This could be wired or wireless network. 

13. If two low-rate networks are in range of one another, should they interact? If yes, how?

When two or more links are trying to be established at the same time and space, a MAC layer should ensure that only one link exists at the time. Other links are in Standby mode.

14. What is the type of data that would flow between two low rate networks?  How often would they communicate?

N/A

15. How should these two low rate networks connect when they are within range?  Should they configure themselves into one network or only communicate between master, for example?

N/A

16. Do the devices support authentication and security?

Badge-To-Badge scenario does not require authentication or security.

Reader-To-Badge scenario needs some form of security. The Reader should have authorization to access certain levels of information (e.g. some nurses could have lower level of information access to a patient record then a doctor, and some nurses wouldn’t have access at all).

17. What is the data traffic type? (asynchronous)

Data traffic is asynchronous. 

In a Normal operational mode, data is supplied on request only (either by peer Badge or master Reader). 

In a Beacon mode data is transmitted continuously.

18. What are the battery life requirements?

· 2 - 3 years in Normal Mode (beacon signal disabled). Average use of 20 link establishments per day.

· 0.5 - 1 year in Beacon Mode (beacon signal enabled0. Average use of 20 link establishments per day. Battery life depends on frequency of beacon signals (10 seconds to 3 minutes).

19. What is the physical size of the low-rate transceiver?

The size of the Badge (Tag) should be minimized. (e.g. 1’’ x  1’’ x  0.25’’)

20. What is the range requirement of the application?

· 10 meters for Badge-To-Reader beacon communication (one way)

· 7 meters for Reader-To-Badge communication

· 3 meters for badge-To-Badge communication

21. What is the estimate market size (units) of the proposed application?

This application would partially cover RFID market, and estimated size of this market is millions of devices, according to some studies. 

Source: Frost & Sullivan, “World RFID Base Application Market”, (2000
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