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A Product Proposal for Monitoring Rotating or Reciprocating Machinery  

Amos Young 

American Microsystems, Inc.
12/28/2000

AMI submits this application description to the 802.15 TG4 group for consideration of the requirements for a low power, low data rate, robust communication link standard.

Criterion 1.0. General description of the Application- 

Remote Metering and Monitor:  It is necessary to monitor machinery where rotating parts or sliding components make it difficult or impossible to physically connect to the sensors from outside monitoring stations.  A wireless link can provide for the connection.  The following are critical parameters for such a wireless link:

· Battery life must meet or exceed the maintenance cycle of the machinery.

· Operate in the environment that may have high electrical noise.

· Maintain robust communications.

· Provide immediate communication of an alarm function.

· Must meet industrial grade standards.

Criterion 1.1. General Description of the Communication Link- 

The communication link that has been proposed to achieve this communication link is a Direct Sequence Spread Spectrum (DSSS) system.   There are two kinds of message formats; alarms and machine status.  In a high electrical noise environment where these sensors operate a DSSS system can offer high gain, at least 15 dB or more, to insure that alarms are received when transmitted.  Status can be transmitted with less processing gain and at higher data rates.  

Criterion 2.0. Application Requirement Questions- 
The following are a number of questions that this application answers.

Criterion 2.1.  How many devices are in this low rate network?- 

A network can be as small as one device or as large as 100 devices, but typically is 4 to 10 devices.

Criterion 2.2.  What are the type of devices in that application (e.g. PDA, sensors, bar code scanner, etc.)?- 
This application consists of gateways and equipment sensors that interface through an RS-232 Serial Interface.

Criterion 2.3.  Describe how the network is initiated.- 
When a sensor is powered or reset, it sends out an ‘hello’.  A gateway should respond to this.  Power efficient modes of operation should be included in the network design to provide for dormancy operation.

Criterion 2.4.  How do devices attach and detach from the network?  Is human intervention required?- 
The gateway responds to a ‘hello’ message from a sensor by adding that sensor to its list of acceptable nodes.  If more than one gateway can hear a node, then the gateways determine which one will list the node, supposedly it would be the one with the optimum communications link.

Criterion  2.5.  Describe the traffic flow of the data.- 

Data is gathered by the sensor and passed to the gateway.  If the data is an alarm, it is immediately transmitted to the gateway, which can act on that alarm or pass it into another net.  Status can be transmitted at any time based on the programmed criteria the sensor utilizes.  In both cases the data flow is from the sensor to the gateway, which either presents it to a display or transmits it again in another network (could be wired or wireless).

Criterion  2.6.  Describe the type of data that flows in each branch of the network.- 

Alarm messages can be as small as one byte.  Status messages can be from 100 bytes to 10 Kbytes, typically though it is 1 Kbyte or less.

Criterion  2.7. How much data is typically in each message?- 
Alarm messages can be as small as one byte.  Status messages can be from 100 bytes to 10 Kbytes, typically though it is 1 Kbyte or less.

Criterion  2.8. How often are messages sent?- 
Alarms are sent immediately upon generation and repeated at a programmed interval until acknowledge is returned or corrective action completed.  Status messages can be sent at any time, may or may not be repeated and may or may not be acknowledged.

Criterion  2.9. How much latency in the message transfer is acceptable?- 

This would be application specific, being a tradeoff of power consumption versus the criticality of the data.  For some remote operations, such as a major pipeline, continuous data might be more important than extended battery life.  The remote monitoring design should provide the operator flexibility in reconfiguring operating parameters. 

Criterion  2.10. Describe the network topology.- 
The network is a star topology with a gateway at the center and 1 to 100 sensors at the points.  Only gateways can connect to other gateways.  Gateways can pass sensors to other gateways, but when a sensor is in a gateway node list, only that gateway can talk to it.  Gateway redundancy would be provided.  Growth to PICONET and SCATTERNET networking should be considered.

Criterion  2.11. Is there a master node?  Where do data flows originate and terminate?  Are the devices peer to peer or master/slave?- 

The gateway is the master for each network.  Data originating at the sensor can end at the gateway (setting a display or indicator) or the gateway can pass that data on to another network.  This network is a master/slave only network.

Criterion  2.12. Does this network have to interface to another network?  If so, how should these two networks be connected?- 
These star networks do not have to interface with other networks.  However; if the gateway is able to form a network with other gateways (either wired or wireless), the gateways work as peer to peer connections.  The gateway can also connect to a larger network such as an 802.11 or 802.15 network.

Criterion  2.13. If two low rate networks are in range of one another, should they interact?  If yes, how?- 

If two or more gateways can communicate, they will form a network as either an extension to the sensor network (if they can communicate in the same way) or through some other network protocol.  Gateways always act with each other on a peer to peer basis.

Criterion 2.14. What is the type of data that would flow between two low rate networks?  How often would they communicate?- 

When two or more of these networks can communicate, the main function is house-keeping.  The gateways can pass sensors back and forth to try to maintain the optimum communication links.  The sensors themselves do not know or care what gateway they are connected to.  Communications between sensors is not allowed.  Communication between sensors and gateways is governed by the rule of the network as described earlier.  Communication between gateways is only when needed, but a heart-beat is established between the gateways.

Criterion 2.15. How should these two low rate networks connect when they are within range?  Should they configure themselves into one network or only communicate between master, for example?- 
Two or more networks when able to connect will remain as independent networks with only the masters or gateways able to link between networks.

Criterion 2.16. Do the devices support authentication and security- 
Each sensor is known as a unique element in the network and across networks.  To this extent, the sensors pass an identifier to the gateway.  

Criterion 2.17. What is the data traffic type? (asynchronous)-

The data information is asynchronous at programmable rates.

Criterion 2.18.  What are the battery life requirements?- 

Battery life of the sensor and network link needs to meet or exceed the typical maintenance cycle of the machine it is monitoring.  Machines of this kind are typically serviced twice a year, once a year, once every other year or when they break.  

Criterion 2.19. What is the size of the low rate transceiver?- 

Sensors must be small enough to be located in the machine.  Some sensors are fairly large, but typically a transceiver should be a single, System On Chip (SOC) solution.

Criterion 2.20. What is the range requirement of the application?- 
The range for these sensors will range from 1 foot to 100 meters (line of sight).  The range does not change once the sensor and gateway are located (unless the gateway passes the sensor to another gateway).  However; the sensor may change the data rate and/or processing gain to establish or maintain communications.

Criterion 2.21. What is the estimated market size (units) of the proposed application?- 
It is very hard to establish a market size.  The proposed market is for large rotating machinery such as power generators, but the same technology can apply to sensors placed in wheels (tire pressure), turbines (fatigue), or other automotive, industrial, and manufacturing settings.  

Criterion 2.22. Does this Application require position awareness?- 

This proposal is a low cost, application specific solution for stationary remote metering. In this instance, position awareness is not a priority. 

Criteron 3.0 Summary- 

This application is a description of a low power, low data rate, communications network.  The network is a collection of sensors and gateways.  The important parameters of this network are:

· Assured communications for data transmission.

· Optimized design for low power consumption (1 year typical battery life).

· Use of  PN codes for  robust communications in high noise environments, providing for high speed data transfer.

· Maximized battery life using programmable sensors for optimized data transmission and receipt. 

· DSSS Integrated Transceiver for fast data acquisition over a wide frequency range to reduce power consumption.
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