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2 References

3 Definitions

2.1 Quality of Service

A collective measure of the level of service delivered between DEVs. QoS can be characterized by several basic performance criteria, including availability (low downtime), error performance, response time and

throughput, lost calls or transmissions, connection set-up time, and speed of fault detection and correction.
2.2 QoS Strictness

Three broad categories of QoS,  in a WPAN, are: best effort, differentiated, and guaranteed. The "strictness" of the QoS service describes how tightly the service can be bound by specific bandwidth, delay, jitter, and loss characteristics.
2.3 Service Flow: 

A Service Flow is a unidirectional flow of MAC SDUs via a stream associated with a defined Quality of Service.

4 Abbreviations and acronyms

CPS

Common Part Sub layer

DME

Device Management Entity

PCS

Packet Convergence Sub layer

SFID

Service Flow ID

SSCS

Service Specific Convergence Sub layer

TOS

Type of Service

1.  Service Specific Convergence Sub layer

The Service Specific Convergence Sub layer (SSCS), as illustrated in Figure 1, exists conceptually above the MAC Common Part Sub layer (MAC-CPS).  The SSCS, using the services of the MAC-CPS, supports these functions:

a) receiving PDUs from upper protocol layers

b) classifying received PDUs and processing the same if required

c)  delivering each SSCS PDU to the MAC CPS-SAP

d) receiving SSCS PDUs from a peer SSCS entity

Currently the Packet CS is the only SSCS specified for 802.15.3.   
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Figure 1 802.15.3 Protocol Layer Model

6.1 Packet Convergence Sub layer

The Packet Convergence Sub layer (PCS) exists above the 802.15.3 MAC-CPS.  The PCS, using the services of the MAC-CPS, supports these functions:

a) classifying received, upper layer PDUs and mapping each PDU to a specific Stream-Index.

b) Delivering each valid Packet PDU to the MAC CPS-SAP

c) Receiving Packet PDUs from peer PCSs

The PCS supports transport of packets received from these upper layer protocols: IP and IEEE802.3/.2.

1.1.1 Classification

The PCS PDU classification process maps each PCS PDU to a specific Stream-ID and its associated Service Flow.  Each Service Flow has associated with it a set of QoS characteristics.  Consequently, after classification, each PCS PDU will be delivered using the QoS parameters specified for the Stream-ID/Service Flow pair.

The classification process uses one or more Classification parameters sets to analyze each packet entering the 802.15.3 PCS.  Each set includes a classification priority, Stream-Index, and protocol specific parameters such as destination MAC address, source MAC address, and optionally a priority parameter.  If a PCS PDU, received from an upper layer protocol, matches the specified protocol specific parameters, it is then sent to the MAC CPS-SAP for delivery via the stream indicated by the Stream-ID.  If the PCS PDU does not match the specified protocol parameters, the packet may be delivered using either a default Stream-ID or the packet may be discarded.  The policy for deciding how to handle a packet in this instance is outside the scope of this standard.   Figure 2 provides a graphical representation of the entities involved.

In the case where more than one classification parameters set is available, the classification process first shall use the classification parameters set containing the highest valued classification priority parameter.  If no match is found with the first classification parameters set, the next highest priority classification parameters set will be applied.  This process will repeat itself until either the incoming packet is properly matched and assigned to a specific Stream-ID/Service Flow pair for subsequent delivery, or there are no more classification parameters sets available and the incoming packet is either discarded or delivered with a default delivery QoS.
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Figure 2 Classifications and Stream-Index Mapping

1.1.2 802.2 CS-SAP

See text in D0.7 Page 51, Clause   6.7.2

7.1.1.1 MA-UNITDATA.request

See text in D0.7 Page 51, Clause   6.7.2.1 

7.1.1.2 MA-UNITDATA.indication

See text in D0.7 Page 52, Clause 6.7.2.2

7.1.1.3 MA-UNITDATA-STATUS.indication

See text in D0.7 Page 53, Clause 6.7.2.3

1.1.3 IEEE 802.2 Logical Link Control specific part

The 802.2 SSCS supports two QoS types, which are negotiated during the association process:

a) Best Effort

This is the default QoS type that be shall be supported.  All xx PDUs are handled the same (i.e. no QoS guarantees are provided regarding delivery of the received PDU).

b) IEEE 802.1p priority based QoS scheme

The 802.1p priority scheme provides basic support for 1 to eight  (0-7) traffic types.  The 8 different traffic types are illustrated in Table 1 IEEE 802.1p Traffic Types.

Table 1 IEEE 802.1p Traffic Types

	User Priority
	Traffic Type
	Comments

	0 (Default)
	Best Effort (BE)
	Default WPAN traffic

	1
	Background (BK)
	

	2
	-
	Spare

	3
	Excellent Effort (EE)
	For valued customers

	4
	Controlled Load (CL)
	Traffic will have to conform to some higher protocol layer admission control.

	5
	Video (VI)
	< 100 ms delay and jitter

	6
	Voice (VO)
	< 10 ms delay and jitter

	7
	Network Control (NC)
	


6.1.3.1 IEEE 802.2 CS classification parameters set

The 802.2 CS classification parameters set contains zero or more of these 802.2 parameters:

a) Destination MAC address

This parameter specifies a 48-bit IEEE MAC Destination Address.

b) Source MAC address

This parameter specifies a 48-bit IEEE MAC Source Address.

c) Priority

This parameter specifies the priority assigned to each 802.2 PCS-PDU according to IEEE 802.1D.


In addition, these classification parameters are used:

a) classification priority

b) Stream-Index

6.1.3.2 Data entity inter-relationships

Figure 3 illustrates the relationship among the SDU, Classification Parameters Set, Service Flow, Connection and PDU entities.   These entities and the underlying protocol mechanisms that establish these entities and their relationship with each other are key to enabling support for QoS delivery of PDUs from one MAC entity to another. 


[image: image3.wmf]SDU

Src Addr.

Dest. Addr.

Priority

Src. Addr.,

Dest. Addr.,

Priority,

Stream Index,

Classification-

Index

ClassificationSet

SFID

,

Direction,

[Stream Index],

[ProvQoSParmSet],

[ActiveQoSParmSet],

Service Flow

Stream Index

QoSParmSet

Connection

Stream Index

,

Payload

PDU

Classifier


Figure 3 Data Entity Inter-relationship Model

1.1.4 Internet Protocol specific part

When the Internet Protocol, specified in RFC-791 and RFC-2460, is the upper protocol layer, these IP CS classification parameters are used:

a) IP TOS Range/Mask

b) IP Protocol

c) IP Source Address/Mask

d) IP Destination Address/Mask

e) Protocol Source Port Start

f) Protocol Source Port End

g) Protocol Destination Port Start

h) Protocol Destination Port End

1. MAC Common Part Sublayer ( MAC CPS)

The MAC CPS provides stream-oriented service to the SSCS.  This service enables the SSCS to map Service Flows and their associated QoS parameters to specific streams.  This mapping of a Service Flow to a specific stream is a primary attribute of this MAC protocol.  Service Flows, in this context, provide a mechanism for managing the QoS characteristics of uplink (DEV->PNC), downlink (PNC->DEV), and peer link (DEV->DEV) streams. 

Streams are dynamic in nature, in that they may be created, modified, and deleted.  An established stream may need to be modified due to the type of service assigned to it.  For instance, IP services may require the QoS characteristics of the stream to be modified due to the burst nature of the service.  

7.1 MAC CPS SAP

The MAC CPS SAP defines the logical interface between the MAC CPS and the SSCS above it.  This logical interface description includes a list of primitives and their definitions.  Although these primitives and their definitions are informative, they provide a context in which to understand the parameters, which need to be passed between the MAC CPS and the SSCS so that each sub layer may fulfill its specified functions.

1.1.1 Primitives

The IEEE 802.15.3 MAC CPS supports these primitives at the MAC CPS SAP:


MAC_DATA.request


MAC_DATA.indication

7.1.1.1 MAC_DATA.request

This primitive is used to initiate the transfer of a MAC-CPS PDU from one MAC-CPS entity to another MAC-CPS entity or entities. 

1.1.1.1.1 Semantics of the service primitive

MAC_DATA.request



(



destination DEV address,



source DEV address,



stream_Index,



length,



data,



)

The destination DEV address is the DEV address to which the MAC-CPS PDU is to be sent.

The source DEV address is the DEV address from which the MAC-CPS PDU is sent.

The stream_Index parameter specifies the stream over which the data is to be sent.

The length parameter specifies the length of the MAC-CPS SDU in bytes.

The data parameter specifies the data portion of the MAC-CPS SDU.

1.1.1.1.2 When generated

This primitive is generated by the PCS upon receiving a MA-UNITDATA.request from the LLC sub layer.

1.1.1.1.3 Effect upon receipt

The MAC-CPS upon receiving this primitive uses the received parameters to format an appropriate MAC-CPS PDU which is then sent to the PHY-SAP for transfer over the wireless media to a peer MAC-CPS entity or entities.

7.1.1.2 MAC_DATA.indication

This primitive is used to indicate the reception of a MAC-CPS SDU

1.1.1.2.1 Semantics of the service primitive

MAC_DATA.indication



(



destination DEV address,



source DEV address,



stream_Index,



length,



data,



reception status,



)

The destination DEV address, source DEV address, stream_Index, length, and data parameter definitions are the same as in clause 7.1.1.1.1
1.1.1.2.2 When generated

This primitive is generated by the MAC-CPS upon successfully processing a received MAC-CPS PDU.

1.1.1.2.3 Effect upon receipt

When the PCS receives this primitive from the MAC-CPS it will generate a MA-UNITDATA.indication.

MLME SAP

1.1.2 Primitives

The IEEE 802.15.3 MLME supports these primitives at the MLME SAP:

MLME_CREATE_STREAM.request

MLME_CREATE_STREAM.indication

MLME_CREATE_STREAM.response

MLME_CREATE_STREAM.confirm

MLME_MODIFY_STREAM.request

MLME_MODIFY_STREAM.indication

MLME_MODIFY_STREAM.response

MLME_MODIFY_STREAM.confirm

MLME_TERMINATE_STREAM.request

MLME_TERMINATE_STREAM.indication

MLME_TERMINATE_STREAM.response

MLME_TERMINATE_STREAM.confirm

MLME_CREATE_STREAM.request

This primitive is used to request the creation of a stream.  

1.1.2.1.1 Semantics of the service primitive

The parameters for this primitive are:


MLME_CREATE_STREAM.request



(



DEV destination address,



DEV source address,



Convergence sub layer id,



service flow parameters,



ARQ parameters,



length indicator,



sequence number



)

The DEV destination address is the 8-bit address with which the initiating DEV wants to establish a stream.

The DEV source address is the 8-bit address of the initiating DEV.

The convergence sub layer parameter indicates which convergence sub layer handles the data to be sent or received on this requested stream.

The service flow parameters list includes such as items as Traffic priority, Peak Rate, Minimum Rate, and Maximum Burst size.  Also included are these parameters: inter_timeslot_duration, minimum_requested_channel_time, requested_channel_time, and maximum Tx delay variation.

The ARQ parameters are: ACK Policy (No ACK, Immediate ACK, Delayed ACK, Implied ACK), and Maximum ReTX duration. 

The length indicator …

The sequence number is a unique 2-octet value created by the initiating DME to correlate this primitive with the response primitive it receives from the PNC MLME.

1.1.2.1.2 When generated

This primitive is generated by an initiating DME to initiate either a tri-partite negotiation (among two DEVs and their PNC) to establish a new stream between two DEVs, or a bi-partite negotiation (between a DEV and its PNC) to establish a new stream between a DEV and its PNC.

1.1.2.1.3 Effect of receipt

When a DEV MLME receives this primitive from its DME via the MLME-SAP, it generates a stream_cmd.request (actionType=request), which is sent to its corresponding PNC MLME.  The PNC MLME upon receiving the stream_cmd.request (actionType=request) will send an MLME_CREATE_STREAM.indication to the PNC DME via the MLME-SAP.   Similarly, when a DEV MLME receives a stream_CMD.request (actionType=request), it will send an MLME_CREATE_STREAM.indication to its DME via the MLME-SAP.

7.1.2.2 MLME_CREATE_STREAM.indication

This primitive is used to indicate a received  “request to create a stream”.

1.1.2.2.1 Semantics of the service primitive

The parameters of this primitive are:


MLME_CREATE_STREAM.indication



(



DEV destination address,



DEV source address,



convergence sublayer id,



service flow parameters,



sequence number



)

See the parameters defined for MLME_CREATE_STREAM.request. The ARQ parameters list does not get passed up to the DME.

1.1.2.2.2 When generated

This primitive is sent by the non-initiating MLME to its associated DME upon receiving a STREAM_CMD.request (actionType=request) from the initiating DEV MLME.  

1.1.2.2.3 Effect of receipt

When the PNC DME receives this primitive it will either send an MLME_CREATE_STREAM.request, or an MLME_CREATE_STREAM.response to its associated PNC MLME via the MLME-SAP.   The MLME_CREATE_STREAM.request is sent to the MLME if the QoS parameters included in the MLME_CREATE_STREAM.indication can be satisfied.  If the QoS parameters cannot be satisfied, then the MLME_CREATE_STREAM.response is sent to the MLME with an appropriate reasonCode. 

When the destination DME receives the MLME_CREATE_STREAM.indication it will send an MLME_CREATE_STREAM.response with reasonCode to its associated MLME.

7.1.2.3 MLME_CREATE_STREAM.response

  This primitive is used to initiate a response to an MLME_CREATE_STREAM.indication

1.1.2.3.1 Semantics of the service primitive

The parameters of this primitive are:


MLME_CREATE_STREAM.response



(



 stream_Index,

service flow parameters,



reason_Code,



sequence number



)

The stream_Index is a unique value assigned by the PNC DME to the requested stream. 

The service flow parameters…

The reason_Code  indicates whether the MLME_MODIFY_STREAM.request was successful or unsuccessful.  If successful, the reason_Code is a zero hexadecimal value. If unsuccessful, the reason_Code is set to a  non-zero hexadecimal code indicating the reason for the failure.

The sequence number is returned to the initiating DEV so that the initiating DEV may correlate this response with the appropriate request.

1.1.2.3.2 When generated

This primitive is generated by a non-initiating DME upon receiving an MLME_CREATE_STREAM.indication.

1.1.2.3.3 Effect of receipt

When the non-initiating DEV MLME receives this primitive from its associated DME, it generates a stream_cmd.response (actionType=Acceptance or Rejection), which is then sent to the PNC MLME.  

When the PNC MLME receives an MLME_CREATE_STREAM.response from its associated DME, it generates a stream_cmd.response (actionType=Acceptance or Rejection), which is then sent to the initiating DEV MLME.

7.1.2.4 MLME_CREATE_STREAM.confirm

This primitive is used to confirm the acceptance or rejection of a request to create a stream.

1.1.2.4.1 Semantics of the service primitive

The parameters of this primitive are:


MLME_CREATE_STREAM.confirm



(



stream_Index,



service_flow_parameters,



reason_Code,



sequence number,



)

See the parameters defined for MLME_CREATE_STREAM.response.

1.1.2.4.2 When generated

This primitive is sent by the initiating MLME to its DME upon receiving a STREAM_CMD.response (actionType=acceptance or rejection).  

1.1.2.4.3 Effect of receipt

In the case where a DEV to DEV stream is requested:

The PNC DME, when it receives this primitive with reason_Code indicating “acceptance or rejection” from its associated MLME,  will send an  MLME_CREATE_STREAM.response with appropriate reason_Code to its MLME.  The PNC MLME will then send a STREAM_CMD.response (actionType=acceptance or rejection) to the initiating DEV MLME.

The source DME, when it receives the MLME_CREATE_STREAM.response primitive with reason_Code indicating “acceptance or rejection” from its associated MLME, is informed the stream it requested is either established or not established.

In the case where a DEV to PNC, or PNC to DEV stream is requested:

The PNC DME,  when it receives this primitive with reasonCode indicating “acceptance or rejection” from its associated MLME, is informed the stream it requested is either established or not established.

The source DME, when it receives the MLME_CREATE_STREAM.response primitive with reasonCode indicating “acceptance or rejection” from its associated MLME, is informed the stream it requested is either established or not established.

7.1.2.5 Create Stream Message Sequence Charts

Figure 4 illustrates the sequence of messages involved in successfully establishing a DEV to DEV stream in a piconet.
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Figure 4 Tri-partite Message Sequence for Creating a DEV to DEV Stream

Figure 5 illustrates the sequence of messages involved in successfully establishing a DEV to PNC stream in a piconet.
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Figure 5 Bi-partite Message Sequence for Creating a DEV to PNC Stream

7.1.2.6 MLME_MODIFY_STREAM.request

This primitive is used to request a modification to an existing stream.

1.1.2.6.1 Semantics of the service primitive

The parameters of this primitive are:


MLME_MODIFY_STREAM.request



(



stream_Index,



channel_time_parm_set





)

The stream_Index parameter indicates the stream to be modified.

The channel_time_parm_set includes these parameters: inter_timeslot_duration, minimum_requested_channel_time, requested_channel_time.

1.1.2.6.2 When generated

This primitive is generated by the DME to request a modification to an existing stream.

1.1.2.6.3 Effect of receipt

When a DEV MLME receives this primitive from its associated DME, it will generate a CHANNEL_TIME_CMD.request, which it will send to the PNC MLME.  The PNC MLME upon receiving the CHANNEL_TIME_CMD.request  will generate an MLME_MODIFY_STREAM.indication.

When a PNC MLME receives this primitive from its associated DME, it will generate a CHANNEL_TIME_CMD.request, which it will send to the DEV MLME.  The DEV MLME upon receiving the CHANNEL_TIME_CMD.request will generate an MLME_MODIFY_STREAM.indication.

7.1.2.7 MLME_MODIFY_STREAM.indication

This primitive is used to indicate a received “request to modify a stream”.

1.1.2.7.1 Semantics of the service primitive

The parameters of this primitive are:


MLME_MODIFY_STREAM.indication



(



stream_Index,



channel_time_parm_set



)

See parameter definitions in Clause 7.2.1.6.1  

1.1.2.7.2 When generated

This primitive is sent by the non-initiating MLME to its associated DME upon receiving a CHANNEL_TIME_CMD.request.

1.1.2.7.3 Effect upon receipt

7.1.2.8 MLME_MODIFY_STREAM.response

This primitive is used to initiate a response to an MLME_MODIFY_STREAM.indication.

1.1.2.8.1 Semantics of the service primitive

The parameters of this primitive are:


MLME_MODIFY_STREAM.response



(



stream_Index,



slot_start_time_set,



reason_Code



)

The stream_Index parameter indicates the stream requested to be modified.

Slot_start_time_set is the set of slot_start_times associated with the stream_Index. The slot_start_time is derived from the CTA info elements assigned to the stream with the indicated stream_Index.

The reason_Code  indicates whether the MLME_MODIFY_STREAM.request was successful or unsuccessful.  If successful, the reason_Code is a zero hexadecimal value. If unsuccessful, the reason_Code is set to a  non-zero hexadecimal code indicating the reason for the failure.

1.1.2.8.2 When generated

This primitive is generated by the PNC DME upon receiving an MLME_MODIFY_STREAM.indication.

1.1.2.8.3 Effect upon receipt

When the PNC MLME receives this primitive from its associated DME, it generates a CHANNEL_TIME_CMD.response

7.1.2.9 MLME_MODIFY_STREAM.confirm

This primitive is used to inform the initiating DME whether the requested stream modification was successful or unsuccessful.

1.1.2.9.1 Semantics of the service primitive

The parameters of this primitive are:


MLME_MODIFY_STREAM.confirm



(



stream_Index,



slot_start_time_set,



reason_Code



)

See parameters defined for MLME_MODIFY_STREAM.response in clause  7.2.1.8 .

1.1.2.9.2 When generated

The initiating MLME sends this primitive to its associated DME after the MLME receives either a BEACON or  an ACK_TIMEOUT.

1.1.2.9.3 Effect upon receipt

When the initiating MLME receives an ACK_TIMEOUT it will send an MLME_MODIFY_STREAM.confirm with a reasonCode = ACK_TIMEOUT to its associated DME.

When the initiating MLME receives a BEACON.indication with the requested change in CTA, it will send an MLME_MODIFY_STREAM.confirm to its associated DME.

7.1.2.10 Modify Stream Message Sequence

Figure 6  illustrates the message sequence involved when requesting a modification to an existing stream.
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Figure 6 Message Sequence for Modifying a Stream

Figure 7 illustrates  the message sequence involved when a requested stream modification for an existing stream is denied.
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Figure 7 Message Sequence for a Denied Stream Modification

MLME_TERMINATE_STREAM.request

This primitive is used to request the termination of a specific stream.

1.1.2.10.1 Semantics of the service primitive

The parameters of this primitive are:


MLME_TERMINATE_STREAM.request



(



stream_Index



)

The stream_Index parameter specifies the stream to be terminated.

1.1.2.10.2 When generated

This primitive is generated by the DME to request the termination of an existing stream.

1.1.2.10.3 Effect of receipt

When a DEV MLME receives this primitive from its associated DME, it will generate a stream_cmd.request (actionType=disconnection), which it will send to the PNC MLME.  The PNC MLME upon receiving the stream_cmd.request (actionType=disconnection) will send an ACK to the initiating DEV and send an MLME_TERMINATE_STREAM.indication to its associated DME.  Similarly, when a DEV MLME receives a STREAM_CMD.request (actionType=disconnection) it will send an ACK back to the PNC, and send an MLME_TERMINATE_STREAM.indication to its associated DME.

7.1.2.11 MLME_TERMINATE_STREAM.indication

This primitive is used to indicate a received “request to terminate a stream”.

1.1.2.11.1 Semantics of the service primitive

The parameters of this primitive are:


MLME_TERMINATE_STREAM.indication



(



stream_Index



)

The stream_Index parameter specifies the stream to be terminated.

1.1.2.11.2 When generated

This primitive is sent by a non-initiating MLME to its associated DME  upon receiving a STREAM_CMD.request (actionType = disconnect).

1.1.2.11.3 Effect of receipt

In the case where a DEV to DEV stream exists:

The PNC DME, upon receiving this primitive, will generate an MLME_TERMINATE_STREAM.request , which it will send to its associated MLME.  The PNC MLME will then send a STREAM_CMD.request (actionType=disconnect) to the destination DEV MLME.

When the destination DME receives this primitive, it will terminate the indicated stream.

In the case where a stream exists between a DEV and a PNC:

The PNC DME, upon receiving this primitive, will terminate the indicated stream.

The destination DME, upon receiving this, will terminate the indicated stream.

7.1.2.12 MLME_TERMINATE_STREAM.confirm

The primitive informs the initiating DME whether the requested stream termination was successful or not.

1.1.2.12.1 Semantics of the service primitive

The parameters of this primitive are:


MLME_TERMINATE_STREAM.confirm



(



stream_Index



reason_Code



)

The stream_Index parameter indicates the stream to be terminated.

The reason_Code  indicates whether the MLME_TERMINATE_STREAM.request was successful or unsuccessful.  If  successful, the reason_Code is set to a zero hexadecimal value.  If unsuccessful, the reason_Code provides a  non-zero hexadecimal value indicating the reason for the failure.

1.1.2.12.2 When generated

The initiating sends this primitive  DEV MLME to its associated DME after the DEV MLME receives either an ACK to its STREAM_CMD.request (actionType=disconnect) or its ACK_TIMEOUT has expired. 

1.1.2.12.3 Effect of receipt

If the initiating DME or the PNC DME receives this primitive with the reasonCode indicating “DISCONNECT”  from its associated MLME, it will terminate the indicated stream.  If the initiating DME or the PNC DME receives this primitive with the reasonCode indicating “ACK_TIMEOUT” from its associated MLME, it will resend an MLME_TERMINATE_STREAM.request to its associated MLME.  The MLME will then resend a STREAM_CMD.request (actionType=disconnect).

7.1.2.13 Terminate Stream Message Sequence Chart

Figure 8 Illustrates the message sequence involved when terminating a DEV to DEV Stream in a piconet.
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req = request

ind  = indication

rsp  = response

cfm  = confirm


Figure 8 Message Sequence for Terminating a DEV to DEV Stream

9. Quality of Service (QoS) Policies

The requirements for QoS include:

a) An association procedure during which pre-configured default Service Flows and their associated QoS parameters  are applied.

b) A link management protocol for dynamically establishing custom Service Flows with appropriate QoS parameter values.

c) A scheduling algorithm, which uses Service Flow QoS parameter values to allocate piconet resources when establishing uplink, downlink, or peer link connections.

The principal mechanism for addressing the QoS requirements in a WPAN environment is the assignment of received upper protocol layer packets to an appropriate Stream-ID/Service Flow pair possessing the required QoS characteristics.  These QoS characteristics of the Stream-ID/Service Flow pair are specified in the QoS Parameter Set associated with the Service Flow.   

The elements of the QoS Parameter Set are:  Traffic Priority, Peak Rate, Minimum Rate, and Maximum burst size. These elements are used by the PNC and DEVs  of a piconet  to schedule the transmission order of packets accessing the wireless medium.  

9.1 Service Flow

 A Service Flow is an  SSCS service that is used to define the transport characteristics of an uplink (DEV->PNC), downlink (PNC->DEV), or peer link (DEV->DEV) connection.  

Some attributes of a Service Flow are:

a) Service Flow ID (SFID) : a unique binary value, TBD bits in length, assigned by the PNC to each Service Flow.

b) Stream-Index: is a unique value, TBD bits in length,  used  to identify a connection and to associate it with an active Service Flow.

c) ProvQoSParmSet: defines the set of  QoS parameters associated with a Provisioned Service Flow.

d) ActiveQoSParamSet:  defines the set of QoS parameters that are now available for use by a specific Stream-Index.

1.1.1 Types of service  flows

This section defines two basic types of Service Flow:  Provisioned, and Active.

9.1.1.1 Provisioned service flow

A provisioned Service Flow is one, which has been assigned an SFID and has not yet been assigned a Stream-Index by the PNC.  In addition,  the PNC has yet to reserve the QoS resources specified in the ProvQoSParmSet.  The purpose of a provisioned Service Flow is to enable WPAN DEVs  in a piconet to have access to predefined QoS parameters.  The benefit of which is a more efficient initialization process for a pre-defined Service Flow. 

 For instance, a DEV could request activation of a provisioned Service Flow by  sending  the PNC the SFID for a  known provisioned Service Flow.  The PNC would then, if piconet resources were available, respond with both the requested SFID and newly assigned  Stream-ID.  This mapping of the Provisioned Service Flow’s SFID to a Stream-ID will now define an Active Service Flow. 

Similarly, a PNC could activate a provisioned Service Flow by sending a DEV the SFID of a provisioned Service Flow, its associated QoS Parameter Set, and a Stream-ID to which the SFID has been associated.  The DEV would then, if it has the internal resources available, respond in the affirmative.

9.1.1.2 Active service flow

An Active Service Flow is a one, which has been assigned both an SFID and a Stream-ID.  In addition, an Active Service Flow is one, which has a non-NULL set of ActiveQoSParameters, which indicates that the PNC has reserved the piconet resources requested.    

An Active Service Flow is the result of either a Provisioned Service Flow being assigned an Stream-ID  or a Service Flow being created from scratch (i.e. QoS parameters being negotiated between the PNC and DEV or among a DEV, PNC, and destination DEV) before becoming active.
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