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1) MLME-Sync-LOST.indication (Comment 1413)  

This describes a new MLME primitive that is used to inform the DME that the DEV can no longer hear the Beacon.  

6.3.3.3 MLME-SYNC-LOST.indication

This primitive is used to initiate that the DEV can no longer hear the Beacon. The semantics of the primitive are as follows:

MLME-SYNCH-LOST.indication 
(

)

6.3.3.3.1 When Generated

This primitive is generated by a non-PNC MLME when it does not correctly receive a beacon for greater than the Association Timeout Period (ATP) interval of time.  

6.3.3.3.2 Effect of receipt

The DME is notified that the Association Timeout Period has expired and it responds accordingly.  

2) Multicast Text (Comment 305, 321, 377, 408, 475)

A full description of the usage of multicast was missing in D09.

8.6.1.1 Multicast Streams

Unique DEV IDs are not provided for individual multicast streams.  All multicast streams in a piconet shall use the multicast ID, in 7.2.3.  A DEV that is receiving a multicast stream should receive all frames addressed to the multicast destination address.  However, the DEV may choose not to receive multicast streams based on the stream index or source ID.  

3) CTR Change (Comment 1333) 

Max Allocation Delay removed.  Also CTRB modified as specified in 02/076r2.  

Clause 7.5.10.1 Modification

The channel time request command structure shall be formatted as illustrated in Figure 71. Each block corresponds to channel time requested for a particular stream. The DEV that sends this command is the originator and is seeking to allocate channel time to communicate with the target DEV. The format of a channel time request block for a given stream shall be formatted as illustrated in Figure 1.

Figure 71 12 octets per CTRB changed to 8 octets, no pad needed

	Octets:1


	1


	1


	1


	2


	2


	1


	1



	Target DEVID
	Stream

Index
	CTR Control
	SPS Set Index
	CTR Interval
	CTR Time Units
	Minimum number of TUs
	Desired number of TUs


Figure 1 Channel time request block for a particular stream

The target DEV ID indicates the DEV for which the originator DEV is requesting channel time for communication.

The stream index indicates the stream for which the channel time is being requested or modified. This field is defined in 7.2.4.
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Figure 2 CTR Control Field

The CTR Control field contains information about the CTR.  The Stream Parameter field indicates if the CTR is new or if it is a modification of an existing stream.  The CTR Type field indicates if the CTR is an Active CTR or an SPS CTR.   The CTR Interval Type field indicates whether the CTR Interval field represents the number of slots per superframe, or the number of superframes per slot.  If the CTR Interval Type is zero, the CTR interval is the requested number of slots per superframe.  This allows an extremely latency sensitive application to request multiple slots per superframe.    Regardless of the CTR Interval Type field, if the CTR Interval field is zero, the DEV is requesting its fair share of as much channel time as is available.  This can be used for types of asynchronous traffic that can use as much bandwidth as is available.  The GTS type indicates if the request is for dynamic or pseudostatic GTS.  The CTR negotiation parameter indicates if the negotiation is bipartite or tripartite (TBR).     

The SPS Set Index is used to identify the SPS set that the CTR is associated with if the CTR is an SPS CTR.   

The CTR Time Unit field indicates the unit of time that the DEV is using for its request.  This allows the PNC to know what units of GTS time the DEV can make use of so that the PNC can efficiently allocate GTS time that is more than the minimum needed by the DEV, but less than the desired.   It also enables the PNC to fragment a slot if necessary.   The resolution of this field is 1 µs and therefore has a range of [0-65535] µs.

The Minimum CTR Time Units field indicates the minimum number of CTR Time Units that are required per slot.

The Desired CTR Time Units field indicates the desired number of CTR Time Units per slot.  Desired CTR Time Units shall be greater than or equal to Minimum CTR Time Units.  

8.4.3.x Channel Time Requests

Each DEV sends Channel Time Requests to the PNC to indicate the amount of channel time required for transmission.  Channel time requests are made on a per stream basis.  As an example of how the fields of a channel time request frame are used, a DEV can request CTR Interval slots per superframe, where each slot has a minimum size of CTR Time Unit times Minimum CTR Time Unit.    

The requesting DEV shall include frame transmission time (if known a priori) and ACK (if used) transmission time and one SIFS time per frame or ACK when calculating channel time requests.   Figure 3 shows an example of a channel time request when immediate ACK is not used.  
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Figure 3 Channel Time Request with no ACKs

Figure 4 shows an example of channel time being requested for a GTS slot where immediate ACKs are used.  
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Figure 4 Channel Time Request for Frames with Immediate ACKs

A GTS Time Unit in the CTA may cover more than one frame as shown in Figure 5.
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Figure 5 GTS Time Unit covering multiple frames

If the frame size is not known a priori, it is up to the requesting DEV to decide how much channel time to request for the GTS.  

8.4.3.1: add the following sentence 

If multiple slots per superframe are requested, the PNC shall attempt to spread the slots out evenly within the superframe.  

4) 8 (s to 1(s time unit change (Comments 1491 and 792) 

Overall: Do a global search on 8 µs and replace:

From:

The resolution of this field is 8 µs and so the range of this field is [0-524280] µs.
To: 

The resolution of this field is 1 µs and so the range is [0-65535] µs.  

Note: some of the sentences are worded slightly different.  
5) Guard Time (Comment 1488, 1542, 1547, 1557, 505, 315)  

Text was approved last fall, but never inserted into the draft because it needed to be updated to reflect slot durations in the CTAs.   This has been modified based on slot duration in the CTAs.   

Note: Issue 1547 is covered by the addition of CAP End Time.   

New clause 8.4.3.x Guard Time, 

In a TDMA system, guard times are required to keep transmissions in adjacent slots from colliding.  In addition, SIFS is required to ensure sufficient turnaround time between transmissions.    A GTS is defined by the start time and the duration as specified in the CTA.  Guard time is the time between the end of one GTS and the start of the next GTS.  Including SIFS as part of GTS slot assignments and allocating guard time between GTS slots ensures that transmissions are spaced by at least a SIFS.  Figure 6 is an illustration of how guard time shall be allocated such that transmissions are separated by at least a SIFS if the owners of adjacent slots drift towards the other slot.  
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Figure 6 Guard time

The required guard time depends on the maximum drift between a DEV’s local time and the ideal time. This drift is a function of the time elapsed since a synchronizing reference event.   In an 802.15.3 piconet, the synchronizing event is the start of the preamble of a beacon. The maximum drift, MaxDrift, is calculated as follows:
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Propagation delay will also affect timing uncertainty, but in a piconet, the 10 meter range limits propagation delay to around 33ns, or even 66 ns for devices 20 meters apart at opposite ends of a piconet.  This is much lower than the resolution of the GTS slot timing and can be ignored when calculating guard time.  

The PNC shall have the option to calculate a single worst case guard time for all slots in the superframe, or it may calculate and assign guard time based on the type of slot (dynamic or pseudo-static) and the position of the slot in the superframe.  

Pseudo-static slots require longer guard times than dynamic slots because pseudo-static slots allow transmission when up to aMaxLostBeacons are missed by the transmitting DEV.  Guard times are calculated based on the worst-case drift in a superframe and the maximum allowed number of lost beacons for each of the adjacent slots.  Guard time may be calculated by the PNC as follows:
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MaxLostBeacons for each slot depends on whether the slot is pseudo-static or dynamic.  MaxLostBeacons is zero for a dynamic slot and is equal to aMaxLostBeacons if the slot is pseudo-static.  The PNC calculates the MaxDrift using the superframe duration and the clock accuracy, aPHYClockAccuracy (see table 68).  The PNC then calculates the start time and duration of each GTS so that there is sufficient guard time between the end of one GTS and the start of the next GTS.  

Channel time requests shall allow sufficient time for one SIFS per frame and one per ACK if used.  A DEV transmitting in a GTS starts transmission of the preamble for the first frame at the point where it calculates the start of the GTS slot to be based on its local clock.  In the case of no-ACK or delayed-ACK, the transmitting DEV shall ensure that there is enough time remaining in the slot to transmit the frame and allow for a SIFS before the end of the slot as calculated by that DEV, as shown in Figure 7.  
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Figure 7 SIFS and Guard time at the end of a GTS - No ACK

If immediate ACK is used, the transmitting DEV shall also ensure there is enough time for the ACK and another SIFS as shown in Figure 8.   
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Figure 8 SIFS, ACK, SIFS and Guard time at the end of a GTS – Immediate ACK

If implied ACK is used the responding DEV shall also ensure there is enough time for a SIFS, the immediate ACK and another SIFS as shown in Figure 9.   
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Figure 9 End of GTS timing - Implied ACK

As with any slot, the PNC shall include sufficient guard time between the last GTS in the superframe and the beacon as shown in  Figure 10.  
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 Figure 10 Guard time at the end of the Superframe

The PNC shall begin transmission of the beacon preamble at the point in time that it calculates the start of the superframe to be based on its local clock.   All DEVs will resynchronize their clock based on the beacon arrival.  A DEV transmitting in the CAP shall start transmitting no sooner than the end of the beacon + SIFS.  If the Beacon is fragmented, the CAP does not begin until after the beacon with the frag end bit set.  

Because the clock in one DEV may be fast and another may be slow relative to the ideal time, a DEV that is expecting to receive either the beacon or a frame during the CAP or in a GTS slot shall begin receiving before the time that it calculates to be the start of the beacon, CAP or GTS slot to be and shall continue receiving after the time that it calculates to be within one SIFS of the end of the slot.  The amount of time that the DEV listens before the start of the slot and at the end of the slot is up to the implementer.  It may be calculated based on the type of slot, the superframe duration and aPHYClockAccuracy.  The DEV shall be able to receive a frame that is transmitted within the bounds of allowable transmission for the GTS, including worst-case drift.     

Addition to Table 68:

aPHYClockAccuracy       PHY dependent, defined in 11.5.5 for the 2.4 GHz PHY

7.4.2 (CAP End Time)

Currently there is no straightforward way to specify guard time for the CAP.  In order to do this, we need to replace CFP Duration with CAP End Time.  Put CAP end time into piconet synchronization IE.  Replace CFP Duration, which is not needed.

Remove the description of CFP duration in lines 47-50 and replace it with:

The CAP end time specifies the end of the CAP interval in the superframe. The resolution of this field is 1µs, which gives a range of [0-65535] µs.   CAP end time is used instead of CAP duration because the end of the CAP is static, while the CAP duration can fluctuate as the beacon size changes.  The CAP begins a SIFS after the end of the beacon and continues until to the CAP end time.  

Figure 19

Replace CFP Duration with CAP End Time.  

6) Slot Duration added to CTA (Comment 1488, 1492, 502, 505)

Background: Originally there was a duration field in the CTAs.  Slot Duration was removed to make the CTAs smaller.  However, due to several factors it is necessary to add slot duration back into the CTA.  One reason is that the PNC may allocate guard time on a slot-by-slot basis, depending on the location and whether the slot is static or pseudo static.  Another reason is that without duration, the end of one slot is determined by the start of the next.  Therefore, slots need to be continuously packed against each other in order to keep the slot size from growing.  Otherwise, the PNC would need to insert Dummy CTAs whose start time would mark the end of the previous GTS.  

Figure 30.  

Remove CTA control field due to changes in the EPS agreed to in Dallas and modify figure 30 as follows:

	Octets: 1
	1
	1
	2
	2

	Destination DEV ID
	Source DEV ID
	Stream Index
	Slot Start Time
	Duration


7.4.10 

Remove the following text (page 107, line 46)

The end of each GTS slot is the start time of the next GTS slot minus the guard time indicated in the beacon.

Add the following Text:

The duration field specifies the duration of the GTS.  The resolution of this field is 1 (s, so the valid range is [0-65535](s.   The end time of a GTS is the start time of the GTS plus the duration. 

7) Delayed ACK  (Comment  1464)

A mechanism is needed to allow the sender and receiver of a delayed ACK stream to negotiate the buffer size for the stream.  

7.2 General frame format
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Figure 11-MAC Frame format

7.2.1 Frame control field

The frame control field shall be formatted as illustrated in Figure 12.
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Figure 12-Frame control field 1
7.2.1.3 Frame type field

The frame type field is three bits in length. Table 59 lists the valid frame type values and their description. The format and the usage of each of the individual frame types is defined in 7.3

Table 59-Valid frame type values 1
	Type value
b2 b1 b0
	Frame type description

	000
	Beacon

	001
	Immediate Acknowledgement (ACK)

	010
	Command

	011
	Delayed Acknowledgement(Del-ACK)

	111
	Data

	100-110
	Reserved


7.2.1.4 Pad octet field

< Is this needed?  If not need to provide text for replacement>

7.2.1.5 Frag-start field

<Delete>

7.2.1.6 Frag-end field

<Delete>

7.2.1.5 Del-ACK request field

<changed and moved from 7.2.1.8>

The Del-ACK request field is one bit in length and is valid only in the data frames of a stream that is currently employing the delayed ACK mechanism. 

This bit shall be set to 0 in all command frames, beacon and in asynchronous data frames.

When this bit is set to 1, the Source DEV of the stream is requesting a delayed ACK from the Destination DEV.




7.2.1.7 Priority

<Delete priority field per 4/5/02 conference call>

7.2.1.10 Repeater field

<delete, comment 394, among others>

7.2.4 Stream index

The stream index is used to identify the stream of a data frame. This field is valid only for data frames. This field shall be set to 0, and may be ignored upon reception, in all other frame types.

The stream index field is set to 0 for asynchronous data frames. In isochronous data frames it is set to the value assigned by the PNC during stream connection procedure, {xref 7.5.x and 8.x.x}.

7.2.5 Fragmentation control field

The fragmentation control field shall be formatted as illustrated in {xref Figure 13}. 
The purpose of this field is to aid fragmentation and re-assembly of SDUs and to facilitate a single acknowledgement of a burst of data frames.


An individual MPDU is referred to by its MSDU-number and fragment number for the purpose of reception acknowledgement.
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Figure 13-Fragmentation control field 
7.2.5.1 MSDU-number

The MSDU-number field indicates the sequence number of the current MSDU or command frame.

For data frames, the DEVs shall maintain one modulo-512 counter for each of its isochronous streams, and one for all asynchronous data.

The MSDU-numbers for all command frames shall be assigned from a single modulo-512 counter.


Each MSDU number counter shall be set to 0 when the DEV is initialized, {xref MLME-RESET}.

7.2.5.2 Fragment-number

The fragment number field indicates the order of the current fragment within the current MSDU.

The fragment number shall be set to 0 in all unfragmented frames.

7.2.5.3 Maximum fragment number
The maximum fragment number field indicates the maximum fragment number of fragments within the current MSDU. Note that this is not the number of fragments, which would be 1 plus the maximum fragment number field, e.g. 8 total fragments would be numbered 0 through 7 with 7 as the maximum fragment number.  

The maximum fragment number field shall be the same for every fragment of a fragmented MSDU.

The maximum fragment number field shall be set to 0 in all unfragmented frames.

7.3.1 Beacon frame format

Table 61- Frame control field settings for beacon frame

	Header field
	Setting on transmission
	Interpretation on reception

	ACK-policy
	0
	May be ignored

	Frame type
	Beacon value in table 59
	Decoded

	retry
	0
	May be ignored

	Delayed ACK request
	0
	May be ignored

	SEC
	0
	May be ignored

	Stream type
	0
	May be ignored

	More data
	0
	May be ignored


The fragmentation control field shall be set to 0 and may be ignored on reception in all beacon frames.

The stream index shall be set to 0 and may be ignored on reception in the beacon frame.

7.3.2 Immediate ACK frame formats

Table 62- Frame control field settings for Imm-ACK frames

	Header field
	Setting on transmission
	Interpretation on reception

	ACK-policy
	0
	May be ignored

	Frame type
	ACK frame type value from table 59
	Decoded

	retry
	0
	May be ignored

	Delayed ACK request
	0
	May be ignored

	SEC
	0
	May be ignored

	Stream type
	0
	May be ignored

	More data
	0
	May be ignored


The fragmentation control field shall be set to 0 and may be ignored on reception in all Imm-ACK frames.

The stream index shall be set to 0 and may be ignored on reception in all Imm-ACK frames.

7.3.3 Command frame format

	Header field
	Setting on transmission
	Interpretation on reception

	ACK-policy
	0
	May be ignored

	Frame type
	Command frame type value from table 59
	Decoded

	retry
	0
	May be ignored

	Delayed ACK request
	0
	May be ignored

	SEC
	0
	May be ignored

	Stream type
	0
	May be ignored

	More data
	0
	May be ignored


The fragmentation control field shall be set to 0 and may be ignored on reception in all command  frames.

The stream index shall be set to 0 and may be ignored on reception in all command frames.
7.3.4 Delayed ACK frame format

The Del-ACK consists of a string of MPDU  identifiers for which the destination DEV is acknowledging reception.

This frame is only used as response to a stream data frame with the Del-ACK request bit set.

The maximum burst size that can be acknowledged with one Del-ACK is {xref aMaxDelACKBurstSize}MPDUs.

The actual size is determined by the current max-burst variable set at the destination DEV.
(add aMaxDelACKBurstSize to the end of clause 8, value 64)
The confirmation elements of the Del-ACK frame body shall be filled in order of reception, starting with the first data frame that was received after a data frame with the Del-ACK request bit set. This confirms that the Del-ACK frame was received by the source DEV, since transmission of data frames may not resume on a stream until a requested Del-ACK has been received by the source DEV.

The Del-ACK frame body shall be formatted as illustrated in Figure 17:
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Figure 17-Delayed ACK format 
7.5 Command types

<Delayed ACK moved to 7.3.4>

7.5.1 PNC selection and handover

<delete ref to frag-start, frag-end, stream control>

7.5.2.1 Association request

<delete ref to frag-start, frag-end>

7.5.2.2 Association response

<delete ref to frag-start, frag-end>

7.5.4.1 Probe request

<delete ref to stream control>

7.5.4.2 Probe response

<delete ref to stream control>

7.5.9.1 Delayed_ACK command

<delete>

7.5.9.2 Transmission Sequence Sync Command

<Change Length in Figure 69 to be 3*m instead of 4*m.  4 was an error to begin with)

<modify Figure 70 as follows>

	Bits:0-7
	
8-14

	

15-23

	Stream Index
	Reserved
	MSDU number


8.7 Fragmentation and defragmentation

Fragmentation is performed at the transmitting DEV on each MSDU whose size is greater than the fragmentation threshold for the current isochronous stream, or for asynchronous data. All fragments shall be of equal size, except the last fragment which may be shorter. Once the MSDU is fragmented and a transmission attempted, it shall not be refragmented for any reason and all the retransmissions shall obey the original fragmentation threshold of the MSDU.

Each fragment shall be sent with the fragmentation length field set to the total amount of fragments of the current MSDU.

The first fragment shall be sent with the fragment-number field set to 0. Each subsequent fragment is sent with the fragment number incremented by one.

All fragments of the same MSDU shall have the same MSDU number.

Defragmentation of an MSDU is the reassembly of the received fragments into the complete MSDU. The MSDU shall be completely reassembled in the right order before delivering it to the service specific convergence sublayer (SSCS). Any MSDU with missing fragments shall be discarded.

The receiver shall buffer all fragments for delivery to the SSCS until all of the fragments have been obtained. The receiver shall set a reception timer for each MSDU to {xref aMaxReceiveTime}. If an MSDU is not completely received within the timeout it shall be discarded.

The receiver may also discard the oldest incomplete MSDU if otherwise a buffer overflow would occur.

If the no-ACK policy is used, the destination DEV shall discard an MSDU immediately if a fragment is missing.  
If delayed ACK is used,  unacknowledged fragments from multiple SDUs may be retransmitted in the same burst. In this case it is the responsibility of the destination DEV to deliver the SDUs in the correct order to the SSCS.   If Del-ACK is used, the destination DEV may control the length of the incoming burst by setting the Max-Burst field in the delayed ACK frame.

For frames with Imm-ACK or Implied-ACK policy, a DEV shall not send another fragment or frame with the same stream number to the same DEV until the sending DEV has received an Imm-ACK frame or Implied-ACK frame is response to that frame or it has timed out.

With every newly received MSDU-number, a receive timer shall be started. 


8.8.3 Delayed ACK.

Delayed acknowledgement (Del-ACK) shall be used only for directed stream data frames where the delayed ACK mechanism has been set up by the destination DEV.  
The Del-ACK frame shall be sent within one SIFS after a data frame is received with the Del-ACK request bit set. It is the responsibility of the source DEV to make sure there is enough channel time left after a burst to fit  the Del-ACK frame in the GTS. Del-ACK policy shall not be combined with any other acknowledgement policies.

The Del-ACK request bit shall only be set to 1 in frames where the ACK policy field is set to the Del-ACK policy, 7.2.1.2

The Del-ACK policy is initiated by the source DEV sending a single data frame with the Del-ACK request bit set. 

If the destination DEV accepts the use of Del-ACK, it shall respond with a Del-ACK frame, acknowledging the received data frame and setting the max-burst field to a value representing the maximum amount of aMaxFrameSize MPDUs the source DEV may send in one burst.  Since the receiver buffer size is equal to max-burst times aMaxFrameSize, the source may send as many smaller frames as will fit in the receive buffer window, up to a maximum of {xref aMaxDelACKBurstSize} frames.  
If the destination DEV declines the use of Del-ACK policy, it shall reply with an Imm-ACK frame.

The destination DEV may change the max-burst value in each Del-ACK frame, enabling flow control.

If the value is set to 0, the Source DEV shall stop transmitting in the current GTS and reopen the Del-ACK policy by sending a single frame with the Del-ACK request bit set in the following GTS for this stream.

If the value is not zero, the source DEV may, continue transmission in the current GTS, if the time is available.

The source DEV may send any PDUs including retransmissions and new PDUs, up to the max-burst value set by the destination DEV.  The MPDUs in a burst may be fragments of different MSDUs, or unfragmented MSDUs.

Retransmissions are done for a MPDU up to {xref aMaxRetryLimit}(currently this is not per stream). If a fragment of an MSDU fails retransmission up to the retry limit, the source DEV shall discard all MPDUs of that MSDU.

If a requested Del-ACK frame does not reach the source DEV, it shall resend the last data frame of the burst with the Del-ACK request flag set until either a Del-ACK, or Imm-ACKframe, is received. The source DEV shall not start or resume burst transmissions until a Del-ACK frame is received.

Note that it is implementation dependent whether a destination DEV is able to maintain a Del-ACK table for several streams. (the preceding sentence sucks and needs some re-work)If no Del-ACK is received by the source DEV at the end of the GTS, it shall repeat the last data frame in the next GTS for that stream. The source DEV will either get several or all PDUs from the previous burst ACKed, or it will only get an ACK of the last PDU which was sent, in which case the PDUs from the previous burst shall be repeated or discarded according to the retry policy.

Figure xref provides the MSC for Del-ACK negotiation.  
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Figure 90-MSC for delayed-ack negotiation

8.8.5 Retransmissions

<3rd paragraph>

When Del-ACK policy is used for a stream, all MPDUs that were sent and are not indicated as received by the Del-ACK frame shall be repeated up to {xref aMaxRetry Limit}..
If  the Del-ACK frame is not received when requested, the last data frame of the burst is repeated until the Del-ACK frame is received. The source DEV may send an empty data frame which was not in the original burst, as an alternative to resending the last data frame, as long as the total amount of frames, including the empty one, does not exceed max-burst. 

(This is redundant with retransmission information from 8.8.3)
8.10 Multi-rate support

<add paragraph>

If Del-ACK policy is used, all MPDUs in a burst shall be sent with the same rate. The Del-ACK frame shall be sent with the same rate as the rate of the frames that it is ACKing, since the source DEV needs to allocate sufficient channel time for the acknowledgement.

Table 69-Frame data rate limits 1
	Frame Type
	PHY data rate limits

	All group addressed frames, including beacon
	Base rate

	Imm-ACK
	Same rate as the frame being ACKed

	Del-ACK
	Same rate as the frames of the burst being ACKed

	Etc…
	<rest unchanged>


8) Support for Asynchronous Traffic (Comment 1628)
Add a More Data bit to the header.

7.2.1 Frame Control Field

Replace bit 13 (reserved) with More Data in Figure 12, Frame Control Field

7.2.1.11 More Data Field

The more data field is one bit in length and shall be set to 1 in frames when the sender has more data to transmit in the current GTS.  It shall be 0 otherwise.  

8.4.3.1Guaranteed Time Slots

Add the following text:

If a DEV receives a frame addressed to it with the More Data field set to indicate more data is coming, it shall continue receiving in the GTS.  On the other hand, if the more data field is set to indicate that the source DEV does not have any more data for this GTS, the receiving DEV may save power by not listening to the rest of the GTS.  In order to allow for the possibility of retransmissions, the receiving DEV should listen for the start of a frame before halting reception.  The use of the more data field does not change the rules for transmitting in a GTS {xref8.8}.  
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