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Overview 1065

•5.6.1.1 Introduction

•IEEE Std 802.16 developed and maintained by IEEE 802.16 WG

•IEEE Std 802.16 fully harmonized with ETSI TS 102 177 v1.3.2, ETSI TS 102 
178 v1.3.2, and ETSI TS 102 210 v1.2.1

• Included to F.1763 (earlier, limited version for fixed services only)

• Included to M.[8A/BWA]

•IP-OFDMA
• DLC: MAC+LLC, PtMP, typically IP packets

• PHY: 5 or 10 MHz, special case of Wireless MAN-OFDMA

• TDD mode only
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Overview 1065

•5.6.1.2 Radio access network 
architecture

•IP-OFDMA radio interface specifies 
Layers 1 and 2

• Flexible to support networks for fixed, 
nomadic or fully mobile use

• Compatible with network architectures 
defined in ITU-T Q.1701

• Mobile WiMAX End-to-End System 
Architecture makes optimum use of IP-
OFDMA
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Overview 1065

•5.6.1.5 Smart Antennas

•beamforming, space-time coding, and spatial multiplexing

•increase the cell size, data throughput, and spectral efficiency

•These techniques reduce the sensitivity of the system to fading and 
multipath transmission effects.
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Overview 1065

•5.6.1.4.3 Security

•strong encryption, decryption, mutual authentication, and secure key 
exchange

•Separate sub-layer facilitates upgrades. Key functionality internal to the sub-
layer is also modular, to provide easy maintenance upgrade.

•IP-OFDMA security sub-layer utilizes a security association (SA) 
• a set of information shared between the transmitter and receiver

• Each SA contains information on the cryptographic suite used for that SA and may 
also contain keys, such as the traffic encryption keys (TEKs), key lifetimes and 
other associated state information

• MAC PDUs are mapped to an SA
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Overview 1065

• 5.6.1.4 Layer 2: Medium access control 
layer (MAC)

• E.g. radio resource control, radio link 
control, error detection and retransmission, 
QoS, security, sleep mode, and handover

• A connection identifier (CID) is assigned to 
designate each connection.

• MAC uses the CID to identify all information 
exchanged between BS and SS, including 
management and broadcast data.

• CID provides a simple and direct way to 
differentiate traffic.

• All MAC-level QoS functions, such as the 
classifier and QoS scheduler, use the CID to 
identify and differentiate traffic in order to 
maintain the service level and fairness 
among connections

• Encapsulate (fragment, pack)
• MAC header uses flexible sub-headers 

(fragmentation, packing, grant management)
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Overview 1065

• 5.6.1.4 cont. 

• Resource allocation controlled by BS
• BS schedules DL, QoS information provided in CS
• SS schedules UL

• Resource requests initiated by connection
• BS  grants to SS , not connection
• distributed management and local resource allocation 

minimizes over-the-air negotiation; rescheduling 
decisions are made quickly and effectively

• PHY uses AMC, MAC handle RRC control, 
managing the modulation and coding selection at 
the SS  through interactive message exchange 
based on monitoring the ratio of carrier signal to 
noise and interference.

• Energy Conseration in SS: sleep mode, idle mode

• Three types of handover: Hard Handover, Fast Base 
Station Switching, Macro Diversity
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•5.6.1.5 Smart Antennas

•beamforming, space-time coding, and spatial multiplexing

•increase the cell size, data throughput, and spectral efficiency

•These techniques reduce the sensitivity of the system to fading and 
multipath transmission effects.
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