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[Modify the section 6 in 802.16gman-10/38r1, as follows:]

6 Functional Requirements
HR-Network devices shall comply with all Advanced Air Interface or 802.16 OFDMA functional requirements unless indicated below. Additional functional requirements are indicated in this section.

6.1 Requirements related to construction and maintenance of network
This section contains requirements for IEEE 802.16n related to construction and maintenance of network. These requirements are intended to address multi-mode operation, link existence, infrastructure SPOF immunity, link reliability, mobility, security, and coexistence.

6.1.1 Requirements related to multi-mode operation
Ability to dynamical change roles shall be included as defined in this clause.
6.1.1.1 Relay function for HR-BS 

HR-Network shall support HR-BS to communicate with another HR-BS in order to support the relaying function to provide continuous network connectivity.
6.1.1.2 Relay function for HR-MS (RS Mode)
HR-Network shall support an HR-MS to change its role to relay data between other mobile or relay stations and a functioning HR-BS or HR-RS 
6.1.1.3 Base Station function for HR-MS (BS Mode)
HR-Network may support an HR-MS to change its role to serve as a base station.

6.1.2 Requirements related to infrastructure SPOF immunity

An HR-network shall be able to recover from any single point failure in any of its infrastructure nodes (i.e. all nodes excluding the subscriber station) or any of its radio links. 

6.1.2.1 Standalone networks 

HR-Network shall provide local connectivity to the HR-MSs within the coverage of the HR-BS without HR-BS’s connectivity to the backbone network. 

When the HR-BS loses the backbone connection, the established service flow between HR-MSs within the coverage of the HR-BS should be maintained.

6.1.2.2 Multi-hop relaying
HR-Network shall provide at least a multi2-ho
p relaying function.

6.1.2.3 HR-RS Sourcing and Sinking of Data
HR-Network shall support local source and sink of data at the HR-RS 
6.1.3 Requirements related to link existence and reliability
6.1.3.1 MS to MS Direct Communication In the absence of infrastructure stations
HR-MS shall provide direct communication i.e. the origination and termination of the data are at the HR-MS. HR-MS to HR-MS direct communication shall take place in the absence of infrastructure station. Association establishment procedure of an HR-MS to another HR-MS shall be supported.
6.1.3.1.1 Single hop

HR-MS shall support communication of user data and control signaling between an HR-MS and one or more HR-MSs that are 1-hop away.

6.1.3.1.2 Two-hop

HR-MS shall support forwarding of user data and control signaling between an HR-MS and one or more HR-MSs.



6.1.3.2 HR-MS forwarding to network
HR-MS forwarding is defined as the case where the origination and termination of data are at the HR-MS and network respectively and vice versa. 
HR-Network shall support HR-MS forwarding of user data and control signaling between HR-MS and HR-BS and between HR-MS and HR-RS.  The control signaling and data transmission for the HR-MS to HR-MS direct 
link shall at least be capable of operating within the frequency band that the HR-BS operates.
An association establishment shall be supported.
6.1.3.3 Path discovery

HR-Network shall support neighbor and path discovery between HR-MSs as well as between HR-MS and HR-Network infrastructure stations. 
Path discovery can be accomplished with or without network support.
6.1.3.4 Path Management
HR-Network shall support establishment and maintenance of alternative paths to support fast recovery in the event of disruption. HR-Network shall provide the capability to choose the most reliable path. 
6.1.3.5 Local Forwarding for RS and BS 
HR-Network should allow local forwarding, which allows one HR-MS to communicate to one or more HR-MSs via infrastructure station without going through the backhaul.
6.1.4 Requirements related to security

The HR-Network topology shall not degrade the security performance achieved with WirelessMAN-OFDMA or WirelessMAN-Advanced Air Interface in hierarchical network topology. 
6.1.4.1 Security procedures for HR-Network 
HR-Network shall support secure communication and session establishment among HR-stations, and between HR-stations and external AAA-servers.
6.1.4.1.1 Network aided mutual authentication of HR-MS and data security 

HR-MSs shall be able to establish a security association with each other. A security server may be used to facilitate the establishment of security associations.  

6.1.4.1.2 Autonomous (limited) mutual authentication of HR-MS and data security for direct communication 

HR-MS shall be able to mutually authenticate themselves without access to a security server. 

HR-MS shall be able to establish encrypted communication without access to a security server.

6.1.4.1.3 Security requirements for HR-Network nodes acting as relays

HR-station that functions as a relay shall forward security related messages between other HR-station and a security server, both during security association establishment and ongoing communications. 

6.1.4.2 Multicast key Management
HR-Network shall provide the security architecture that provides a group of HR-MSs with authentication, authorization, encryption and integrity protection.
HR-Network shall provide multicast key management for the group of HR-MSs. The key shared within the group should be distributed securely and efficiently. HR-Network should support the group signaling procedure using multicast transmission for multicast key management efficiently.
6.1.5 Coexistence requirements 

6.1.5.1 Operation in unlicensed and lightly licensed bands

HR-Stations shall comply with regulators’ respective requirements for operation in unlicensed and lightly licensed spectrum.
6.1.5.2 Support for Multi-carrier operation in different licensing regimes 

The HR-Network shall support multicarrier operation in licensed, unlicensed and lightly-licensed licensing environments.

An HR-MS that supports MC operation in different licensing environments shall be able of operating in all three types of spectrum at the same time.

6.2 Requirements related to Services provided on network
6.2.1 Enhancements to Unicast and Multicast communication 
HR-Network shall provide optimized MAC protocols for unicast and multicast transmission to support applications of two-way communications such as Push to Talk (PTT) service among a group of HR-MS.

Examples of applications to be used in PTT service include:

· audio (e.g., speech, music)
· video
· still image
· text (formatted and non-formatted)
· file transfer
6.2.2 High reliability control and reporting
 The HR-network shall provide MAC enhancements to support high reliability latency intolerant control and reporting.







�16n “shall” support 2-hop first. More than 2 hop, it may/may not need to be supported.


�Direct communication is not backward compatible with the existing 16-based specification.


�This word is confusing.


�Direct communication is not backward compatible with the existing 16-based specification.
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