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Introduction
This contribution contains proposed text changes to the Privacy Key Management (PKM) messages in the 802.16rev3 baseline AWD to support Security procedure for direct communication data security.
It should be noted that:

1. Proposed texts are placed in the Section they address.  If the text in the contribution addresses more than one section, then the text is split and placed under the appropriate Section numbers (or categories).

2. All proposed texts from different contributions that address a particular section are together.

3. Existing Section numbers are in black color with a bold face. 

4. Existing text are colored black

5. All proposed sections are colored blue with an underline and bold face.
6. All proposed sections that are to be removed are denoted with a strikethrough and bold face as such This is cancelled text.
7. All proposed text are initially colored blue with an underline.
[------------------------------Begin of Text Proposal----------------------------------------------------]

Amend the following sections
1.1.1.1 Privacy key management (PKM) messages (PKM-REQ/PKM-RSP)

Table 65 —PKM message codes
	Code
	PKM message type
	MAC management message name

	0-2
	Reserved
	-

	3
	SA Add
	PKM-RSP

	4
	Auth Request
	PKM-REQ

	5
	Auth Reply
	PKM-RSP

	6
	Auth Reject
	PKM-RSP

	…
	…
	…

	…
	…
	…

	33
	MIH Comeback Response
	PKM-RSP

	36-255
	Reserved
	-

	36
	DirectComms_KeyAgreement_MSG #1
	PKM-RSP

	37
	DirectComms_KeyAgreement_MSG #2
	PKM-REQ

	38
	DirectComms_KeyAgreement_MSG #3
	PKM-RSP

	39
	PKIDirectComms_KeyAgreement_MSG #1
	PKM-RSP

	40
	PKIDirectComms_KeyAgreement_MSG #2
	PKM-REQ

	41
	PKIDirectComms_KeyAgreement_MSG #3
	PKM-RSP

	42-255
	Reserved
	-
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