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Consolidation of Sections 15.3.3, 15.3.3.1 and 15.3.3.2

John Sydor

Communication Research Centre

Ottawa

Introduction

Notes to the editor:

The attached are consolidated sections as discussed in Session 51. This contribution supercedes contribution _085r1 regarding any reference to the section below.

Contribution _085r1 applies only to contributions found in Section 6 of the Draft Document.

Section 15.3.3.1 is taken from Section 15.1.4.1.2 of Ref 1

Sections 15.3.3.3-15.3.3.5 are included in contribution _090 and remain unchanged.
Italic script  are instructions to the editor

Red script strike-through  are deletions from the original Ref 1 text

Blue script are additions to the original Ref 1 text.

Black script is the original text of Ref 1.

Ref 1: Part 16: Air Interface for Fixed and Mobile Broadband Wireless Access Systems IEEE P802.16h/D2c, July 2007
The below sections are revised and are considered as being most current. Please include them in the new Draft Document.

15.3.3 Coexistence messaging  mechanism

Interference resolution amongst systems having the same profile is undertaken by the transmission, reception, and detection of messages sent during coexistence messaging intervals (CMI). Every radio emitter in a  A WirelessMAN-CX system using CMI as an interference control technique has scheduled intervals on the CXCC  sub-channel 2  (see [15.3.1.2.2]) to transmit identity data unique to itself during the CMI claimed by the system. All other WirelessMAN-CX systems, by detecting and decoding these messages, can determine the origin of the interference, determine the radiation characteristics of the interference emitter, and can quantify the severity of its effects. Such messaging implements interference sensing and identification required for Cognitive Radio applications. Wireless- MAN-CX systems can use sensed information to alter their temporal or spatial emission characteristics in support of coexistence with other similar systems or avoid or accommodate interference caused by other non-WirelessMAN-CX systems.

This subclause provides mechanisms for interference identification when system use same profile. The CMI based mechanisms rely on CXCC usage.
This section below  was Section 15.1.4.1.2 in Ref 1 originally. It is now taken from that section and included here as Section 15.3.3.1

15.1.4.1.2  15.3.3.1 Coexistence messaging interval

Coexistence Messaging Intervals (CMIs) are a series of reserved physical slots used for coexistence protocol messaging. The CMI are located  in used with systems using the Coexistence Control Channel (CXCC)  Sub-Channel 2 .and having the same profile (15.2.2) and synchronized MAC frames. The position of a  The location of a specific  CMI is defined by its UL/DL CX_MAC_NO, which is referenced with respect to a universally synchronized time source. Each  There are four  CMI, each with a DL and UL slot  has 2 pairs of slots (2 uplinks and 2 downlinks) in the  CXCC Tcxcc cycle. The slots are labeled CX_CMI_Dn and CX_CMI_Un  where ( n= 1- 4 6) represents a unique system..  
Other than for  spectrum claiming  purposes, the  The CMIs are used by WirelessMAN-CX systems (BSs and their SSs) to mediate their co-channel coexistence. The CMI provide an opportunity for systems (BSs and their SSs) to indicate to other systems (BSs and their SSs) each other the extent of the interference they can cause; newly arriving IBSs will use the CMI to make themselves known to established communities of operating base stations (OBS). Newly entering SS make their presence known when they are detected by base stations to which they are not associated. Sporadic interference from either a BS or SS will also be detected by the same process.

Each system claims a unique CMI by a process outlined in Section 15.3.3.3. there are a  total of 4  paired CMI available which repeat twicFor example, a system claiming the CX_CMI_D1 would have two downlink transmission opportunities labeled (CX_CMI_D1) and two uplink transmission opportunities (CX_CMI_U1) in the Tcxcc cycle. A  A system should broadcast its BSD and SSURF messages respectively in on all of its claimed downlink and uplink CMI; when it does this all other members of the Coexistence Community remain silent and monitor to detect the extent of the interference that is caused by these specific transmissions. This operation is a mechanism used by the WirelessMAN-CX same PHY systems to sense each other's presence, and allows Cognitive Radio methods to be used to control and mitigate interference amongst Coexistence Community systems. The sparse packing of the CMI with randomly placed BSD and SSURF messages allows the detection of interference sources that may exist outside the Coexistence Community, as detailed in Section 15.3.3.1. Figure h 30 shows an example of a claimed CMI slot pair within the CXCC and shows the relation to the uplink and downlink frame structure. Also shown is an unclaimed CMI pair. The figure shows the events at a given CX_MAC_NO, for a 5 ms frame duration. 

Techniques used specifically within CMI associated with the master subframes 1-3 measurably indicate the extent of one systems interference on a neighboring system that is within a coexistence community. However, there is the possibility that more distant co-channel systems that are not in the coexistence community are occupying the same CMI and hence same master sub-frame. Such systems may create noticeable interference. This interference (termed sporadic) may be hard to determine since (primarily) BSD and SSURF messages may overlap, especially in the CMI of n=1-3. To mitigate this, and at least provide opportunities for detection, the CMI associated with the shared sub-frame 4 of the CXCC subchannel 2(CX_CMI_D/U4) is used by all systems to randomly transmit both BSD and SSURF messages. If a system is not transmitting the interference messages during this CMI, it remains silent in the interference detection mode.

Another process that supports detection of sporadic interference on the uplink involves the positioning of SSURF messages in the CX_CMI_U(1-3). By sparingly and randomly separating SSURF messages, space may be created within the CMI slot to provide collision free detection opportunities for sporadic interfering SSURFs. Figure h17 gives a schematic temporal representation of how the BSD and SSURF messages are used within the CXCC to claim sub-frames or indicate their availability. Within OFDMA based systems, consideration must also be given to the use of specific sub-channelizations known to the WirelessMAN-CX system in order for the Coexistence Messaging Mechanism concept to work.
Insert this new modified figure h17,, delete the one now in Ref 1.
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Figure h17 Example of claimed and unclaimed CMI (for a 5 Ms Frame Duration CXCC)
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15.3.3.1 15.3.3.2 Coexistence Messaging Interval (CMI) for Interference resolution using Coexistence Messaging Mechanisms with same Profile Systems using the CXCCREP-REQ 

The CMI has duration 1.9 ms and is a repetitive slot found in specific master and shared subframes of the Coexistence Control Channel (CXCC) sub-channel 2. A CMI is claimed by a system and consists of  paired 2 uplink and 2 downlink slots found over the duration of a CXCC  cycle (Tcxcc, see 10.5.2, 15.3.1.2.3.3.2, 10.5.1). Within the Coexistence Messaging Mechanism downlinks carry Base station Descriptor (BSD) messages (6.3.2.3.62) unique to the identity of the base station controlling the system to which a particular CMI is associated. Uplink messages carry Subscriber Station Uplink Radio Frequency (SSURF) messages (6.3.2.3.63) unique to the subscriber stations associated with the same base station and associated with the same CMI.. During a given CMI all other networks, not associated with that particular CMI, remain silent and receive only.

 Every BSD (Section 6.3.2.3.62 and 15.3.3.4) sent downlink has a BSID associated with it. The BSID, when received by a foreign SS, indicates to the foreign SS the source of interference to it. The SSURF messages (see 6.3.2.3.63 and 15.3.3.5) when received by a foreign BS, indicate to the foreign BS the sources of interference to it. Only one BSD message is inserted randomly into the 1.9 second duration of the downlink CMI whereas multiple SSURFs are  scheduled and inserted inside the uplink CMI (Section 15.1.4.1.2).

CMI slots CX_CMI_D/U (1-3) are used exclusively for claiming  sub-frames and interference messaging. These slots are associated with the 3 master sub-frames of the CXCC repetitive cycle. CMI slot CX_CMI_D/U(4) is used  identification of sporadic users and is associated with the shared sub-frame of the CXCC cycle sub-channel 2.

The rationale for the random placement of the BSD is to handle the event where two or more BSDs appear in the same CMI. This can occur when adjacent interfering co-channel coexistence communities contain systems claiming the same CMI.

Normally the CMI claiming process and the Candidate Channel Determination process (15.3.3.2) that every BS undertakes before entry into the Coexistence Community limits a single system to a unique CMI and specific sub-frame structure. However, the uniqueness of the CMI cannot be guaranteed because of sporadic interference and situations where hidden systems becoming visible to each other. Such situations will lead to collisions of BSD and SSURF messages, making it difficult to resolve the sources of interference. To overcome the collision processes and loss of CMI uniqueness in resolving interference, several other detection processes are implemented.   The detection of the multiple BSD messages from overlapping systems is achieved by randomizing their transmissions within the CMI. Randomization limits the chance that BSDs within the same CMI collide. This allows SS to detect foreign BSDs within durations that they are normally expecting only their home BSD. Such detection will force both interfering systems to invoke coexistence protocol measures which either result in changes to the CMI occupancy or to having one system move to an alternate channel. 

All systems have access to the shared CMI frame of the CXCC cycle, called CX_CMI_D/U(4) . Every system, after having claimed one of the master CMI sub-frames CX_CMI_D/U(1-3) will with a probability of (0.1) send BSD and SSURF messages on the shared CMI frame. If the system is not sending, then it will remain silent over the duration of the shared frame, having its BS and SS operate in the respective receive states. In this manner it is expected that co-channel, same CMI systems will have occasional instances where their mutual interference detection can be realized. Once this is done other techniques, based on the coexistence protocol will have to be implemented to reduce interference between these systems 

The second technique for identification of  same- master CMI sub-frame systems is achieved by sparsely populating the uplink CMI with SSURF messages. Sparse population and random placement of SSURF within the 1.9 msec duration of the CMI slot ensures that SSURFs from distant system have access to the detection interval offered by the shared CMI. 

The probability of BSD collisions within the same CMI can be calculated and it is a process dependent on the width of the BSD (which is dependent on the datagram content, modulation, and channel bandwidth) and the width of the CMI within which the BSD is randomly placed For WirelessMAN-CX systems the CMI is Tcc_s (1.9 ms).

 For the worst BSD collision case, there are n base stations in the common coverage area, the successful (non-overlapping) BSD transmission probability is

[image: image2.emf]
Where . Assume the CMI downlink duration time length is t which is the uplink portion of a physical frame (physical frame duration is varying from 2, 2.5, 4, 5, 8, 10, 12.5 to 20ms), the BSD downlink PDU time duration is td, which is typically <<1 ms.
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