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Subject: Liaison Statement to IEEE 802.16 WG on modifications to the IEEE Std 802.16 needed to support WiMAX certification. 
Dear Dr. Marks,
In the course of development and validation of product certification test cases based on IEEE Std 802.16, the WiMAX Forum TWG has identified critical issues with the 802.16 specification that impede product interoperability. The WiMAX Forum TWG believes these issues require clarification and/or correction.  TWG respectfully requests that the IEEE 802.16 WG:

· review the attached problem statements and/or WiMAX contemplated remedies for each one of the problem statements (see Annexes),

· develop a remedy for each one of the issues,

· and inform the WiMAX Forum TWG of the results of IEEE 802.16 WG’s actions on this matter.   

Should IEEE 802.16 WG develop any specific remedy in response to the problems identified in Annex, and should these remedies be incorporated into IEEE Std 802.16, WiMAX Forum TWG would appreciate further communication giving specific details of the remedies including affected IEEE Std 802.16 sections.

Thank you very much for your attention to this matter of mutual importance.

Sincerely,

Wonil Roh

Chair, WiMAX Forum Technical Working Group (TWG)

Annex A Physical Parameters Supported in SBC-RSP (IOPR 47285)

A.1 Interoperability Problem Statement

802.16-2009 requires that the BS shall include Physical Parameters Supported in the SBC-RSP if found in the SBC-REQ.  However, Physical Parameters Supported includes a number of TLVs and the standard is not clear on whether SBC-RSP shall include each TLV found in SBC-REQ.  This introduces ambiguity on interpretation when TLV 204 OFDMA Parameters Sets is included in SBC-REQ.

In addition, 802.16-2009 requires that the MS shall include Physical Parameters Supported if the MS is not intended to solicit NSP information. Since Physical Parameters Supported includes both TLV 204 which defines  sets of parameters and a number of individual TLVs, the standard is not clear on when TLV 204 shall be included and when individual TLVs shall be included.

These different interpretations of the standard lead to potential IOT problem.  For example, the network entry procedure may fail as the MS may reject SBC-RSP if it does not include TLV 204.

Since TLV 204 is designed in a way that the parameter sets cover most of the implementation cases, it is desired to include TLV 204 in SBC-REQ/RSP when possible instead of each individual TLV in order to reduce overhead.

A.2 Possible Changes in IEEE Std 802.16

[Add a paragraph in section 6.3.2.3.23 on page 131 in 802.16-2009 as indicated]

6.3.2.3.23 SBC-REQ (SS basic capability request) message
(omitted)

The following parameter shall be included in the Basic Capabilities Request only if the SS is not intended to solicit NSP information:

Physical Parameters Supported (see 11.8.3)

The SBC-REQ shall include TLVs within the set of Physical Parameters Supported (see11.8.3) that indicates the MS capabilities. For OFDMA PHY, during initial network entry, the MS shall use OFDMA Parameters Sets (see 11.8.3.5.18) and may include individual TLVs within the set of Physical Parameters Supported to override the functions/values in OFDMA Parameters Sets. For the capabilities not included in OFDMA Parameters Sets but with default behavior and/or values specified in section 11.8.3, if the corresponding individual TLV is not included in SBC-REQ, then the default behavior and/or values shall be assumed. 

[Add a paragraph in section 6.3.2.3.23 on page 133 in 802.16-2009 as indicated]

6.3.2.3.24 SBC-RSP (SS basic capability response) message

(omitted)

If NSP information is solicited in the SBC-REQ, then the following parameters shall not be included in the SBC-RSP; otherwise the following parameters shall be included in the SBC-RSP if found in the SBC-REQ: 

Physical Parameters Supported (see 11.8.3) 

For OFDMA PHY, during initial network entry, BS shall use OFDMA Parameters Sets  (see 11.8.3.5.18) in the SBC-RSP and may include individual TLVs within the set of Physical Parameters Supported to override the functions/values in OFDMA Parameters Sets. For the capabilities not included in OFDMA Parameters Sets but with default behavior and/or values specified in section 11.8.3, if the corresponding individual TLV is not included in SBC-RSP, then the default behavior and/or values shall be assumed. 

[Modify the paragraph in section 11.8.3.5.18 on page 1236 as indicated]

11.8.3.5.18 OFDMA parameters sets

This field indicates different parameter sets supported by a WirelessMAN-OFDMA PHY MS. This field is not used for other PHY specifications. During initial network entry MS and BS shall include this TLV in SBC-REQ and SBC-RSP, respectively.  When present in the message, this field provides a shortened method to indicate the features and values for the features in 11.8, in lieu of inclusion of the enumerated TLVs themselves. If necessary, MS and BS may send additional TLVs to override functions and values defined in the parameter sets of this TLV. 

Annex B IP CS type capabilities during registration (IOPR 46446)
B.1 Interoperability Problem Statement

TLV 11.7.7.1 specifies the capability of MS and BS to support classification/PHS options and SDU encapsulations, and could be transmitted during REG-REQ and REG-RSP stage. By default, Packet, IPv4 and 802.3/Ethernet shall be supported, thus absence of this parameter in REG-REQ means that named options are supported by the SS. When the length field of the TLV is 2, it indicates that bits 16-31 should be considered to be equal to zero.
However, this TLV cannot specify whether MS and/or BS are capable of supporting two or more active concurrent classification types on different service flows. This comment tries to clarify the usage of this TLV for this capability.
B.2 Possible Changes in IEEE Std 802.16

[add the following paragraph before the table in Section 11.7.7.1, pp. 1207 , IEEE802.16-2009 (add the underlined paragraph]

11.7.7.1 Classification/PHS options and SDU encapsulation support 

This parameter indicates which classification/PHS options and SDU encapsulation the SS and/or BS supports. By default, Packet, IPv4 and 802.3/Ethernet shall be supported, thus absence of this parameter in REG-REQ means that named options are supported by the SS. When the length field of the TLV is 2, it indicates that bits 16-31 should be considered to be equal to zero.

Bit values are set independent of each other. When multiple bit values are set to 1, the 802.16 entity is capable of having multiple concurrent service flows each with different CS Specification parameter (see 11.13.18.1) encodings as identified by the bit setting in this TLV.
Annex C SLM new PSC (IOPR 46980)
C.1 Interoperability Problem Statement

New PSC during Sleep mode may lead to IO problems.  
Possible interoperability Issue:
The BS shall not send a MOB_SLP-RSP message with a different PSC ID than the MS requested in MOB_SLP-REQ message with Definition=1.

MOB_SLP-REQ and –RSP can also contain more than one PSC. If the MS for example asks for a PSC with Id 1 and 2 and the BS response contains Id 3 and 4 then it might not be clear for the MS how to match with the PSC parameters.


C.2 Possible Changes in IEEE Std 802.16

Consider changing section 6.3.2.3.40 of IEEE 802.16-2009 as indicated: 

Power_Saving_Class_ID

Assigned power saving class identifier. The ID shall be unique within the group of power saving classes associated with defined the MS by the MOB_SLP-REQ/MOB_SLP-RSP transaction. The MS and BS shall use the same Power Saving Class ID during the  MOB_SLP-REQ/MOB_SLP-RSP transaction . This ID may be used in further MOB_SLP-REQ/RSP messages for activation/deactivation of power saving class.

Annex D PHSI in an MS-initiated DSA‑REQ/DSC-REQ message  (IOPR 47304)
D.1 Interoperability Problem Statement

In case of MS-initiated DSA and DSC transaction, when an MS creates both a classification rule (i.e. 145.146.cst.3) and a PHS rule (i.e. 145/146.cst.6) through DSA-REQ or DSC-REQ, the MS cannot include PHSI (i.e. 145/146.cst.6.1) because only the BS can assign the MS the PHSI. Actually, a TP case in TSS/TP describes the same situation. As a result, the MS cannot include ‘associated PHSI (145/146.cst.3.13)’ in the DSA-REQ or DSC-REQ.
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Note that:

· A service flow can be associated with multiple classification rules. 

· Each classification rule can be associated with a PHS rule.

· Therefore, a service flow can have the multiple classification rules, each which may be associated with a corresponding PHS rule. 
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Here are problems.

1. When the AMS includes multiple classification rules and the associated PHS rules in a DSA-REQ or DSC-REQ message (e.g. 2 classification rules and 1 PHS rule) , how can the BS identify the mapping between a classification rule and a PHS rule?
2. When there is a classification rule and a PHS rule (i.e. with neither associated PHSI nor PHSI), in DSA-REQ/DSC-REQ sent by MS, Are you sure that the classification rule is associated with that PHS rule?
If the inclusion of the PHSI is allowed in the DSA-REQ and DSC-REQ sent by the MS, the above problem becomes definitely clear.

D.2 Possible Changes in IEEE Std 802.16


Please consider Modifying the section 5.2.3.2, page 36, in IEEE Std 802.16-2009 as follows
5.2.3.2 PHS signaling

PHS requires the creation of the following three objects:

a) Service flow
b) Classification rule

c) PHS rule

These three objects may be created either simultaneously or in separate message flows.

PHS rules are created with DSA or dynamic service change (DSC) messages. The BS shall define the PHSI when the PHS Rrule is created. If the MS includes more than one  classification rule and at least one PHS rule in DSx-REQ message when initiating a dynamic service addition via DSA-REQ or change via DSC-REG, the MS shall include a PHSI with each PHS rule in the DSx-REQ message. In this case, the PHSI in the PHS rule shall only be used by the BS to identify the association of the PHS rule to corresponding classification rule(s) included in the DSA-REQ or DSC-REQ from the MS by inclusion of the Associated PHSI field TLV (see 11.13.18.3.3.13) and shall have no further meaning beyond this. Any PHSI included in DSx-REQ sent from the MS shall not constrain the PHSI values assigned by the BS. If the BS cannot identify the association between PHS rule(s) and classification rule(s), the BS shall reject the DSx-REQ message sent from the MS.   PHS rules are deleted with the DSC or dynamic service deletion (DSD) messages. The SS or BS may define the PHSS and PHSF. To change the value of a PHSF on a service flow, a new PHS rule shall be defined, the old rule is removed from the service flow, and the new rule is added.
Figure 13 shows the two ways to signal the creation of a PHS rule.

It is possible to partially specify a PHS rule (in particular the size of the rule) at the time a service flow is created. As an example, it is likely that when a service flow is first provisioned, the header fields to be suppressed will be known. The values of some of the fields [for example: IP addresses, User Datagram Protocol (UDP) port numbers, etc.] may be unknown and would be provided in a subsequent DSC as part of the activation of the service flow (using the “Set PHS Rule” DSC Action). If the PHS rule is being defined in more than one step, each step, whether it is a DSA or DSC message, shall contain both the SFID (or reference) and a PHS index to uniquely identify the PHS rule that is being defined.
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