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Main structure hierarchy of the 802.16i MIB 
Structure proposal

MIB type (1/2/3) >> Element type BS(ASN>>) FCAPS (CM/PM/FM/AM/SM)  >>  Sub-classes

Example: BS/MIB-type-2(e.g. interface MIB)/CM/Mobility/ <content> 
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Goal, pros and cons
Goal is to clarify the structure and make it standard based (ITU-T M3400) to be easier 
to locate right position of contributions and reveal any gaps that might come up during 
MIB development process. 

Pros

Enables locating fast the right standard based position of each contribution

Enables to reveal any design gap during development process

Cons none ( restructuring the old Fixed WiMax MIB 802.16f is out of scope

of this proposal)

Does not follow the previous SNMP Ad-Hoc WG decision to use  the 802.16 
fixed WiMax MIB as basis for the new Mobile MIB if applied to it also. If applied 
only to new MIB this proposal is in line with the SNMP ad hoc meeting 

decision.

NOTE! As stated already (by Philip Barber) in the TelAviv meeting the new Mobile MIB 
uses different OID coding compared to the fixed MIB so there is no problem them to 
work together if necessary.



Explanations

•Firs level, MIB type 1-3… (as defined in SNMP development rule proposal, 
based on SNMP ad-hoc meetings for rules to define MIBs)

•Second level of hierarchy defines the element Element can be BS, MS or 
(ASN, WiMax Forum issue)

•Third level of hierarchy defines the division based on FCAPS model, FM, CM, 
AM, PM and SM under NE level.

•Fourth… levels defines the sub classes and hierarchy as needed. Something 
proposed in the following slides



PM

Network Management System (NMS) 
Tasks/actions

• Performance report generation
• Performance data analysis
• Problem reporting
• Capacity planning
• Maintaining and examining historical Logs

Network Element Tasks/actions
• Utilization and error rate
• Consistent performance level
• Performance data/statistics collection

Content classes (sub-classes)
• Connection

• For example Connection Setup Successes, Drops, 
Access %  etc

• Can be further classified to Traffic Classes (Rel 2+)

•  Resources
• Power measurements (PTXs, PRXs) (Per channel and 

total)

• Load

• Amount of allocated resources vs used resources.

• Resources available. Overhead

• Interference, coverage

•  Traffic
• How much and what?

• User plane, control plane…

• Throughputs (per user, per cell etc)

• Handovers
• Mobility

• Roaming

• Attaches, detaches

Tasks/actions Sub-levels and MIB Content, parameters 
& counters =>Contributions



CM

NMS Tasks/actions

• Network provisioning

• Auto and sub rack discovery

• Change management, SW upgrades

• Inventory/asset management

Network Element Tasks/actions

• Resource initialization

• Local Backup and restore DB handling

• Resource shutdown

• Support for pre-provisioning

• Copy Configuration

• Remote configuration

• Initiation of jobs and tracking their execution 

• Support for automated SW installation and 
information distribution

Content classes (sub-classes)
• Connection

• Parameters that primarily affect connection (setups, 
terminations etc)

• Resources
• Resource management parameters

• Load handling

• Interference management

• Coverage area management

•  Traffic
• Traffic control parameters

• Handovers
• Adjacency definitions

• Handover parameters (triggers etc)

• Mobility
• Roaming parameters



AM

NMS Tasks/actions

• Cost for services

• Combine costs for multiple resources

• Toll fraud reporting

Network Element Tasks/actions

• Track service/resource usage

• Accounting limiting

• Set quotas for usage

• Audits

• Support for different modes of accounting

Content classes (sub-classes)

XXX To do XXX



FM

NMS Tasks/actions

• Fault detection

• Fault correction

• Fault isolation

• Network recovery

• Clear correlation

Network Element Tasks/actions

• Alarm handling

• Alarm filtering

• Alarm generation

• Diagnostic tests

• Error logging

• Error handling

• Error statistics

Content classes (sub-classes)

• Connection

• For example Connection Failure, AIS  etc.

• Resource 

• Load alarms.

• Service unavailability alarms.

• Traffic

•  Overload alarm in call processing processes.

• Handovers

•   Overload alarm in call processing 
processes related to HO. 

• Mobility

•  MSC/VLR alarms.



SM

NMS Tasks/actions
• User and Access management
• Security Monitoring
• Incident response and security reporting
• Security Administration

Network Element Tasks/actions
• Enable NE functions
• Authentication
• Authorization
• Event Logs
• Security alarm/event reporting
• Network Access Control
• Secure Communication
• Data privacy
• Intrusion prevention

Content classes (sub-classes)
• Connection

• encryption algorithms
• access control list

• Resources
• user repositories
• Permissions
• event logs
• encryption algorithms for storages

• Traffic
• Encrypted traffic



More

More details see: 

• ITU-T M3010 “Principles for a Telecommunications management 
network”

• ITU-T M3050 

• ITU-T M3400

•TMF GB921

•TMF eTOM model

•Etc.


