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Amendment to Service Flow Management in MR Network with
Distributed Scheduling

1. Introduction

The service flow management procedure defined selbee document describes the general admission
control procedure in the MR networks. However, ¢hare three aspects that are not correctly addtesse
This contribution identifies these three aspectsoposes amendment to the related text.

- The DSx*-REQ/ACK messages are sent from the MR-8%lk the RSs on a path. With the
scheme defined in the baseline document, theseagessare first sent from MR-BS to the first
RS on the path using its basic CID, and then thatsends the message to its subordinate
neighbouring RS using its subordinate neighboudsid CID. However, with embedded path
management scheme, a RS doesn’t know the basioCifd subordinate neighbour. To solve
this problem, we propose to construct and routdDig*-REQ/ACK messages in the following
way: the DSx*-REQ/ACK is sent from MR-BS to the ass RS using the basic CID of the
access RS. Such DSx*-REQ/ACK message is procesgealdry RS on the path, and then
forwarded to its subordinate neighbour until theess RS is reached.

- In order to obtain the admission control decisimmf all the RSs on the path that a service flow
will traverse, the DSx*-REQ/ACK messages shouldofelthe same path as the service flow.
However, current baseline document doesn’t prowigehanism to ensure this. To solve this
problem, we propose to include the following infation in the DSx*-REQ/ACK, depending on
different path management scheme.

o With explicit path management scheme, a path itl tthee MR-BS choose to route the
service flow is included in the DSA*-REQ and DSATK. The intermediate RSs
should use path id to decide the next hop to fahtlae DSA*-REQ and DSA*-ACK.

o With embedded path management scheme, the follomiagases apply:

= With systematic CID scheme, the intermediate R8silshuse the systematic CID
carried in the service flow parameters to deternthme next hop to route the
DSA*-REQ and DSA*-ACK, until the access RS is readh

= When CID encapsulation scheme is used, MR-BS shaualdde a complete path
information in the DSA*-REQ and DSA*-ACK. The inteediate RSs should use
the included path information carried in path-ififioV to decide the next hop to
forward the DSA*-REQ and DSA*-ACK.

- When an intermediate RS receives a DSA* or DSC*-RB@ cannot support the minimum
requirement of the service flow (e.g., the minimhinrate), there is no need for forwarding the
message to the next hop. It can directly send pores® back to the MR-BS. However, the
current baseline document doesn’t provide such ar@sim. We propose to add this process into
the service management procedure.

2. Specific Text Change
6.3.2.3.10 DSA-REQ message
[Change thefirst two paragraph in 6.3.2.3.10 as following:]
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Insert the following text after-the-second-paragraph at the end of 6.3.2.3.10:

Before admitting a service flow, the MR-BS shalid@ DSA*-REQ tal theacces®RSs on the pathThis
DSA*-REQ is processed by all the intermediate R$#he path, in order to obtain the admission cdntro
decision from all the associated R¥ie CID associated with the service flagedsto-bés included in the
Service Flow CID TLYV field in this DSA*-REQ messagandThe-CiBcould be a transport CID for an
individual MS or a tunnel CIDThe CID used on the MAC header is the basic ClEhefaccess RS.

The DSA*-REQ shall contain the following TLVs:

Service Flow Parametergsee 11.3)

Specification of the service flow’s traffic charadstics and scheduling requirements

HMAC/CMAC Tuple (see 11.1.2)

The HMAC/CMAC Tuple attribute contains a keyed naggsdigest (to authenticate the sender).
The HMAC/CMAC Tuple attribute shall be the finatrdiute in the DSA* message’s attribute
list.

The DSA*-REQ message may contain the following Tlif\eéxplicit path management is used

Path ID (see 11.22.4)

Specification of the id of the path that the sesvlow will traverse

The DSA*-REQ message may contain the following Ti\CID encapsulation is used with embedded path
managemengcheme

Path Info (see 11.22.10)

Specification of the detailed path information

6.3.2.3.11 DSA-RSP message
[Change thefirst two paragraphsin 6.3.2.3.11 as following:]

Insert the following text afterthe secondparagraph at the end of 6.3.2.3.11: |

Upon receiving a DSA*-REQ from MR-B&n intermediate RS dhe access R®ayreplyieswith a DSA -RSP
directly to MR-BS using its basic Cihe DSA*-RSP follows the same structure of the DIS&P except that
the CID used in the MAC header is the basic ClEhefRS.

6.3.2.3.12 DSA-ACK message
[Change thefirst two paragraphsin 6.3.2.3.12 as following:]

Insert the following text afterthe second-paragraph at the end of 6.3.2.3.12:

Upon receiving a DSARSP from an access RS, the MR-BS may send a DS2K-# all-theaccesfRSsoen-the
pah. This DSA*-ACK is processed by each intermediatedR3She path, in order to distribute the admitted
service flow parameteThe CID associated with the service fleagedsto-bés included in the Service Flow
CID TLV field in this DSA*-ACK message together withe admitted service flow parameter. The CID ddod
the transport CID for an individual MS or a tun@D. The CID used in the MAC header is the basic ClEhef
access RS.
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The DSC*-ACK shall contain the following TLVS:

Service Flow Parametergsee 11.3)

Specification of the traffic characteristics antestuling requirements of the admitted service
flow

HMAC/CMAC Tuple (see 11.1.2)

The HMAC/CMAC Tuple attribute contains a keyed naggsdigest (to authenticate the sender).
The HMAC/CMAC Tuple attribute shall be the finatrdiute in the DSA* message’s attribute
list.

6.3.2.3.13 DSC-REQ message

[Change thefirst two paragraphsin 6.3.2.3.13 as following:]

Insert the following text afterthe second-paragraph at the end of 6.3.2.3.13:

Before admitting changes to a service flow, the BiRshallmaysend a DSC*-REQ tel-theaccesRSs. This
DSC*-REQ is processed by each BYsthe path. The CID associated with the senlme feeds-to-bés

included in the Service Flow CID TLYV field in thBSC*-REQ messageind-Fhe-ClDcould be the transport
CID for an individual MS or a tunnel CiOthe CID used in the MAC header is the basic Clhefaccess RS.

The DSC*-REQ shall contain the following TLVs:

Service Flow Parametergsee 11.3)
Specification of the service flow’s traffic charadstics and scheduling requirements
HMAC/CMAC Tuple (see 11.1.2)
The HMAC/CMAC Tuple attribute contains a keyed naegs digest (to authenticate the
sender). The HMAC/CMAC Tuple attribute shall be fimal attribute in the DSC* message’s
attribute list.

The DSC*-REQ message may contain the following TLi¥/explicit path management is used:

Path ID (see 11.22.4)
Specification of the id of the path that the ses\flow will traverse

The DSC*-REQ message may contain the following TE\CID encapsulation is used with embedded
path management:
Path Info (see 11.22.10)
Specification of the detailed path information

6.3.2.3.14 DSC-RSP message
[Change thefirst two paragraphsin 6.3.2.3.14 as following:]

Insert the following text afterthe second-paragraph at the end of 6.3.2.3.14:

Upon receiving DSC*-REQ from MR-B@n intermediate RS dhe access R®ayreplyieswith a DSC-RSP
directly to MR-BS using its basic CiDthe DSC*-RSP follows the same structure of DSC-R$tept that the
CID used in the MAC header is the basic CID of @&
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6.3.2.3.15 DSC-ACK message
[Change thefirst two paragraph in 6.3.2.3.15 as following:]

Insert the following text afterthe second-paragraph at the end of 6.3.2.3.15:

Upon receiving a DSGRSP from an access RS, the MR-BS may send a DSTK- all-theacces®RSs. This
DSC*-ACK is processed by each intermediatedR3he pathin order to obtain the admitted modified service
flow parameterThe CID associated with the service fleaeds-to-Hs -included in the Service Flow CID TLV
field in this DSC*-ACK message together with theréited service flow parametesind—Fhe-CiBcould be the
transport CID for an individual MS or a tunnel Clthe CID used in the MAC header is the basic CliEhef
access RS.

The DSC*-ACK shall contain the following TLVS:
Service Flow Parametergsee 11.3)
Specification of the traffic characteristics antiesduling requirements of the admitted changed
service flow
HMAC/CMAC Tuple (see 11.1.2)
The HMAC/CMAC Tuple attribute contains a keyed naegs digest (to authenticate the
sender). The HMAC/CMAC Tuple attribute shall be fimal attribute in the DSC* message’s
attribute list.
6.3.2.3.16 DSD-REQ message

[Change thefirst two paragraphsin 6.3.2.3.16 as following:]

Insert the following text afterthe second-paragraph at the end of 6.3.2.3.16:

While deleting a service flow, the MR-BS shall atsmd a DSD*-REQ tel-theaccesRRS. This DSD*-REQ is
processed by each mtermedrateslaﬁ the patmeWeen—the-M%s—aM—the-MSFhe—GtD—asseerated—wrth%he

A Yls:' : messagd.he DSD*-
REQ foIIows the same structure of the DSD- REO etxdmt the CID used in the MAC header is the b&dio
of the access RS.

In_addition to the TLVs defined for DSD-REQ, the IYSREQ message may contain the following
TLVs, if explicit path management scheme is used:

Path ID (see 11.22.4)
Specification of the id of the path that the ses\flow will traverse

In_addition to the TLVs defined for DSD-REQ, the D'SREQ message may contain the following
TLV, if CID encapsulation is used with embeddechpagnagement:

Path Info (see 11.22.10)
Specification of the detailed path informatio

6.3.2.3.17 DSD-RSP message
[Change thefirst two paragraphsin 6.3.2.3.17 as following:]

Insert the following text after-the second-paragraph at the end of 6.3.2.3.17:

Upon receiving DSD*-REQ from MR-BS, the access BAlies with a DSD*-RSP directly to MR-BS using its
basic CID. The DSD*-RSP follows the same structafrtthe DSD-RSP, except that the CID used in the MAC
header is the basic CID of the access RS.
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6.3.14.9.3 DSA
6.3.14.9.3.1 SS-initiated DSA
[Changethefirst subclasuein 6.3.14.9.3.1 in 80216j-06/026r4 as following]

In MR network with distributed scheduling, beford&RMBS admitting the service flow and sending DSA-R&P
the requesting station which could be an M&mireceesRS, the MR-BShalimay send a DSA*-REQ tael-the
accesRSs, which is processed by each intermediateoR$he pathin order to obtain admission control

decision from the intermediate R&#pon receiving the DSA*-REGBUch-DSAXREQ-isfirst-sentfrom-MHBS
to-its-suberdinate-RS-using-ts-basic-CliDitk resource condition cannot support the reqeeSF parameter,

the RS process the request in the following ways.

- The RSit-may update the SF parameter with the one it capsudt thenserdforwards the DSA*-
REQ to its subordinated neighboring-BSng-the-basic-Clb-of thaubordinate-RSThis procedure is
repeated by each RS, until the DSA*-REQ reacheadthess RS. After processing the DSA*-REQ, the
access RS replies with a DS&RSP using its own basic CID directly to the MR-BS.

- The RS may directly send a DSA*-RSP back to MR-B&dating that it cannot support the requested
SF without forwarding the DSA*-REQ further to itsb®rdinate RS.

In order to ensure that the DSA*-REQ messages MRiBS to the RSs follow the same path as the packet
associated with the tunnel or individual MS transmmnnection, the following information is inclutién the
DSA*-REQ depending on different path managemengiseh
- With explicit path management scheme, a Path Id Tdantifying the path that the MR-BS choose to
route the connection is included in the DSA*-RE®@eTintermediate RSs should use path id to decide
the next hop to forward the DSA*-REQ.
- With embedded path management scheme, the follotwiagases apply:

o0 With systematic CID scheme, the intermediate R®silshuse the systematic CID carried in the
service flow parameters to determine the next baptte the DSA*-REQ, until the access RS is
reached.

o __With CID encapsulation scheme, MR-BS should includeompdete path information in the
Path Info TLV in the DSA*-REQ. The intermediate RShould use the included path
information to decide the next hop to forward tHeA»-REQ.

If MR-BS receives DSA-RSP from the access RS within T48, it shall seSd®ERSP to the requesting
station. Meanwhile MR-BS shall also send a DSA*-A@Kh the admitted service flow parameteitb
the accessRSs, which is processed by each intermediate ddSthe pathif the embedded routing
scheme is used he path used to route the DSA*-ACK should be thmes as the path used to route the
corresponding DSA*-REQ.

6.3.14.9.3.2 BS-initiated DSA
[Changethefirst subclasuein 6.3.14.9.3.2 in 80216j-06/026r4 as following:]

In MR network with distributed scheduling, beforeRMBS sends DSA-REQ to an MS &ar-aceesfRS
to initiate a service flow establishmethhe MR-BS shall send DSA*-REQ #d-the accesdRSs on the
path which is processed by each intermediate RS omdiie in order to obtain the admission control
decision from the intermediate RSEhe procedures of sending and processing the DSA®-Rnd
DSA*-RSP are the same as those defined for MSatedi DSA procedure as defined in section

6.3.14.9.3.1.
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ads ea0y
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send DSA REQ to the MS cafeeessRS to |n|t|ate a service flow establlshmemneanwhlle MR-BS
shalmayalso send a DSA*-ACK with the admitted servicenflparameter to all the RSs on the path

if the embedded routing scheme is used. The primgepsocedures of DSA*-ACK message on each RS
are the same as those for the DSA*-REQ as descabede.The path used to route the DSA*-ACK
should be the same as the path used to route tfesponding DSA*-REQ.

6.3.149.4.1 SSiinitiated DSC
[Changethefirst subclasuein 6.3.14.9.4.1 in 80216j-06/026r4 as following:]

In MR network with distributed scheduling, beford&RMBS admitting the changes and sending DSC-RSHeto t
requesting station which could be an MSaraccesRS, the MR-BS shall send DSC*-REQa#htheaccess
RSs, which is processed by each intermediateoR$he pathin order to obtain the admission control decisions
from the intermediate RSSuch DSC*-REQ iirst-sent from MR-BS tdts-subeordinatéhe accesRS using its
basic CID.Upon receiving such DSC*-RE@f its resource condition cannot support the resqugsibdified SF
parameterthe RS processes the request in the following ways.

- #The RS maypdate the SF parameter with the one it can supporeihsendorwards the DSC*-REQ to its
subordinated neighboring RS. This procedure isatgueby each RS, until the DSC*-REQ reaches thesscc
RS. After processing the DSC*-REQ, the access Riterewith a DSE-RSP using its own basic CID directly to
the MR-BS.

- The RS may directly send a DSC*-RSP back to MRifRiicating that it cannot support the requestedifiex
SF, without further forwarding it to the next hop.

In order to ensure that the DSC*-REQ messages Met¥BS to the RSs follow the same path as the packet
associated with the tunnel or individual MS tramspgonnection, the same procedure as defined fanii&ed
DSA as defined in section 6.3.14.9.3.1 is applied.

If MR-BS receives DSGRSP from theacces®RS within T48, it shall send DSC-RSP to the reqogst
station. Meanwhile MR-BShalimay also send a DSC*-ACK with the admitted servicenflparameter

to all-the accesRSs, which is processed by each intermediatedR$he pathif the embedded routing
scheme is used. The processing procedures of DSIK-Wessage on each RS are the same as those for
the DSC*-REQ as described above. The path usedute the DSC*-ACK should be the same as the
path used to route the corresponding DSC*-REQ.

6.3.14.9.4.2 BS-initiated DSC
[Changethefirst subclasuein 6.3.14.9.4.2 in 80216j-06/026r4 as following:]

In MR network with distributed scheduling, beforeRMBS sending DSC-REQ to an MS @f-access
RS to modify an existing service flgthe MR-BSshalinayfirst send DSC*-REQ ta-the accesRS
which is processed by each 8n the pathto obtain the admission control decision from the
intermediate RSs'he procedures of sending and processing the DIFED-Bnd the responding DSC*-
RSP are the same as those defined for MS-initiBte@ procedure as defined in section 6.3.14.9.4.1.
After receiving DSC*-RSP from the access Rifhe MR-BS then shall send DSC-REQ to the MS or
aceessRS to modify an existing SFMeanwhile MR-BSshalimay also send a DSC*-ACK with the
admittedmodified service flow parameter tal-the accesRS which is processed by each intermediate
RSs on the pathif the embedded routing scheme is used. The psaug procedures of DSC*-ACK

7
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message on each RS are the same as those for €eRES) as described above. The path used to
route the DSC*-ACK should be the same as the pséh to route the corresponding DSC*-REQ.

6.3.14.9.5 Connection release
6.3.14.95.1 SS-initiated DSD
[Changethefirst subclasuein 6.3.14.9.5.1 in 80216j-06/026r4 as following:]

In MR network with distributed scheduling, upone®&ing a DSD-REQ from an MS em-accesRSfor an
existing service flowthe MR-BS shall delete the service flow on rdial (MR-BS—~RSjas well as the access
link{RS-SS. The MR-BS shall send DSD*-REQ to all the RSslonpath. Such DSD*-REQ fsst-sent from
MR-BS toits-suberdinatéhe accesRS using its basic CllEach intermediat&heRS processes it and forwards
it to its subordinate neighboring RS. This procedsrrepeated by each RS, until the DSD*-REQ reathe
access RS. After processing the DSD*-REQ, the ade&sreplies with a DSD-RSP using its own basic CID
directly to the MR-BS.

In order to ensure that the DSD*-REQ messages vtiRaBS to the RSs follow the same path as the
packet associated with the tunnel or individual iEhsport connection, the same procedure as defined
for SS initiated DSA as defined in section 6.3.12Dis applied here.

6.3.14.95.2 BS-initiated DSD
[Changethefirst subclasuein 6.3.14.9.5.2 in 80216j-06/026r4 as following:]

In MR network with distributed scheduling, the MESBhall delete the service flow on relay lihkR-

BS~RS)as well as the access [#iRS-SS) In addition to sending DSD-REQ to the MS or F#he

MR-BS shallalsosend DSD*- REQ t@cLLthe accesRSs, WhICh is processed by each mtermedlate RS
- -The

processing the DSD* REQ and the respondlnq DSD* Fa"ﬁ@the same as those defined for MS-
initiated DSD procedure as defined in section @.3.5.1.

Insert new subclause 11.22.10

11.22.10 Path-Info TLV

This field contains a compound attribute whose #ribates identifies the direction of the path, the
number of RSs on the path and an ordered list sfd@She path as listed in Table.S1

Type Length Value Scope
TBD variable Compound DSA*-REQ, DSC*-REQ

Table S1 — Path-Info Subattributes

Attribute Content
Path Direction The direction of the path
Number of RS The number of RSs in the ordered list of RSs
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Ordered list of RSs An orderedbasic CIDlist of RSs that identifies the path in the case
of non-presence of the Existing Path ID; or a czdelist of RS
that identifies the difference between the new @aith the existing
path in the case of presence of the Existing Hath |




