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Clarification on DSx Messages Used over Relay Links

1. Introduction

-In multihop relay system, DSx messages sent oMey énks are used for two other purposes — one for
admission control and one for path management. eTB&x messages may contain different TLVs when used
for different purposes. This contribution propos®g changes to clarify the DSx message structure.

2. Specific Text Change
6.3.2.3.10 DSA-REQ message
[Modify line 24-28 on page 23 in the following way]

In_ multihop relay system with distributed schedgliDSA-REQ is used for two other purposes - one for
admission control and one for path management. B$RREQ is only sent over relay links from MR-B6ao
RS to its subordinate RS.

In MR-systeamultihop relay system with distributed schedulibgfere-admitting-a-service-flow—thR-BS
may send a DSA-REQ to all the RSs on the pathdoest for admission control decisiorhis DSA-REQ is

processed by each RS on the path and forwardesl $alhordinate RS-using-the-primary-Clb-of the-sdisate
RS The CID_of the associated service flsincluded in the-Serviee-Flo@ID TLYV field of the Service Flow
Parameters TL\r-this BSAREA-messagand-could-beis either tharansport CID for the service flow or the
tunnel CIDsof the tunneinto which the service flow is mapped. The MR-BS &85 shall generate DSA-REQ
in the form shown in Table 80, except that the @#ed in the MAC header is the primary managemebtdt|
the RS.

[Maodify line52 — 57 on page 23 as following]

In multihop relay network, a DSA-REQ is also septMiR-BS to populate the path information to evey &
the path and/or distribute the binding informatimiween connections and a selected path. The MBhBIS
generate DSA-REQs in the form shown in Table 38elivh RS+eceivesa-DSREQ-and-tghatis not the last
hop on the relay path receives a DSA-RE@hat RSshall also generate a DSA-REQ in the form shown in
Table 38 and sendsthis DSA-REQto the next RS on the path.

[Modify line 59 on page 23 in the following way]
Theis DSA-REQ message may contain the following TLVSs:
[Add following text after line 7 on page 24]

This DSA-REQ message shall contain the following/TL

HMAC/CMAC Tuple(see 11.1.2)
The HMAC/CMAC Tuple attribute contains a keyed naegs digest (to authenticate the sender). The
HMAC/CMAC Tuple shall be the final attribute in tlESA message's attribute list

6.3.2.3.11 DSA-RSP message
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[Change the line 13 — 24 on page 24 as following:]

In multihop relay system with distributed schedgliDSA-RSP is sent from a RS to the MR-BS overéhay
link as the response to a DSA-REQ used for admssamtrol or path management

In MR-systeamultihop relay systemwith distributed schedulingipon receiving a DSA-REQ from its
superordinate-neighbatation to request for admission control decisamintermediate RS ethe access RS
may reply with a DSA-RSP to MR-BS-usiftg-primary-management-Clhis DSA-RSP sent over relay link

follows the form shown in Table 8%ame-structure-ofthe DSRSP-sent-overacecessliakcept that the CID
used in the MAC header is the primary managemedtd@the RS.

This DSA-RSP message may contain the following TLV:

Service Flow Parameters (see 11.13)
The specification of the service flow that can bpported by all the RS on the path.

This DSA-RSP message shall contain the followiny/TL

HMAC/CMAC Tuple (see11.1.2)
The HMAC/CMAC Tuple attribute contains a keyed nagmsdigest (to authenticate the sender).
The HMAC/CMAC Tuple shall be the final attributetime DSA message's attribute list

In multihop relay system with distributed schedglia DSA-RSP-ignayalso besent by a RS to confirm the
path management operation requested in the comdspbDSA-REQ. An intermediate RS &he access RS

on-the-last-hop-en-a-specific-path-shashdll generate the DSA-RSP in the form shown in Tableetept that
the CID used in the MAC header is the primary m&mﬂnt CID of the RSA#hen—a—RS—Feeewes—a—DSRlSP—tt

This DSA-RSP message shall contain the followin®/TL

HMAC/CMAC Tuple (see11.1.2)
The HMAC/CMAC Tuple attribute contains a keyed naggsdigest (to authenticate the sender).
The HMAC/CMAC Tuple shall be the final attributetimée DSA message's attribute .list

6.3.2.3.12 DSA-ACK message
[Change the text on line 30 -35 on page 24 as faling:]

In MR-systeamultihop relay system with distributed schedulingon receiving a DSA-RSP from an access RS
for the purpose of admission contrthe MR-BS may send a DSA-ACK to all the RSs am plath. This DSA-
ACK is processed by each intermediate RS on thie, paid forwarded to its subordinate RS using tleamy
managementID of the subordinate RS. The CID of the assodiatervice flowis included in the-Service-Flow
CID TLYV field of the Service Flow Parameters Tlfiéld-in-this BPSAACK-messagaogether with the admitted
service flow parameter. The Clb-could-isecither thetransport CID for the service flow or the tunneDCbf

the tunnelinto which the service flow is mapped. The MR-BRI &S shall generate DSA-ACK in the form
shown in Table 82, except that the CID used inMA¢€C header is the primary management CID of the RS.

6.3.2.3.13 DSC-REQ message
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[Change line 52 — 57 on page 24 as following:]

In_ multihop relay system with distributed schedg]iDSC-REQ is used for two other purposes - one for
admission control and one for path management. BS&B-REQ is only sent over relay links from MR-BiSao
RS to its subordinate RS

In MR-ssysteamultihop relay system with distributed schedulibgfere-admitting-changes-to-a-service-fltive
MR-BS may send a DSC-REQ to all the RSs on the oatbguest for admission control decisidiis DSC-

REQ is processed by each RS on the path and foedaaodits subordinate RS using the primary manageme
CID of the subordinate RS. The CID of the serviog/fis included in the-Service-Fle@ID TLV field of the
Service Flow Parameters TLahd-ceuld-bés eitherthe transport CID for the service flow or the tuh@éD, of
the tunnelnto which the service flow is mapped. The MR-BE &85 shall generate DSC-REQ in the form
shown in Table 83, except that the CID used inMi#¢C header is the primary management CID of the RS.

[Change line 22 — 26 as following: ]

In multihop relay network, a DSC-REQ is also sgniMiR-BS to update the binding between CIDs to a
specified path, or to distribute the updated serflimwv parameter for a connection that is bounthéospecified
path. The MR-BS shall generate DSC-REQs in the feliown in Table 41. When a RS e¢vesa-BDSEREQ
andHtthatis not the last hop on the relay path receives 8186-REQ i that RSshall also generate a DSC-
REQ in the form shown in Table 41 and sends thi€IREQit-to the next RS on the path.

[Add the following text after line 34 on page 25]

This DSC-REQ message shall contain the followindyTL
HMAC/CMAC Tuple (see11.1.2)
The HMAC/CMAC Tuple attribute contains a keyed nagmsdigest (to authenticate the sender).
The HMAC/CMAC Tuple shall be the final attributetime DSC message's attribute.list

6.3.2.3.14 DSC-RSP message
[Maodify line 39-50 on page 25 as following:]

In MR-ssystermultihop relay system with distributed schedulingon receiving DSC-REQ from its
superordinate-neighbstation for the purpose of admission contesl intermediate RS -othe access RS may
reply with a DSC-RSP to MR-BS using its primary mgement CIDThes DSC-RSP sent over relay link
follows the-same-structure-of DIESP-sent-everaceessHitiie form as shown in Table 8dxcept that the CID
used in the MAC header is the primary manager@dbtof the RS.

This DSC-RSP message may contain the following TLV:

Service Flow Parameters (see 11.13)
The specification of the service flow that can bpported by all the RS on the path.

This DSC-RSP message shall contain the followin®/TL

HMAC/CMAC Tuple (see11.1.2)
The HMAC/CMAC Tuple attribute contains a keyed naggsdigest (to authenticate the sender).
The HMAC/CMAC Tuple shall be the final attributetime DSC message's attribute.list
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In multihop relay network with distributed schedgli a DSC-RSP-isnayalso besent by a RS to confirm the
path management operation requested in the comdeppDSC-REQ. An intermediate RSkihe access RS

on-the-last-hop-en-a-specific-path-shashdllgenerate the DSC-RSP in the form shown in Tablegdept that
the CID used in the MAC header is the primary mamxmt CID of the RSA#hen—a—RS—Feeewes—a—D%P—tt

This DSC-RSP message shall contain the followin®y/TL

HMAC/CMAC Tuple (see11.1.2)
The HMAC/CMAC Tuple attribute contains a keyed naggsdigest (to authenticate the sender).
The HMAC/CMAC Tuple shall be the final attributetime DSC message's attribute.list

6.3.2.3.15 DSC-ACK message
[Change section 6.3.2.3.15 as following:]

In MR-systeamultihop relay system with distributed schedulingon receiving a DSC-RSP from an access RS
for the purpose of admission contrttie MR-BS may send a DSC-ACK to all the RSs anghth This DSC-
ACK is processed by each RS on the path and foedatd its subordinate RS using the primary managéme
CID of the subordinate RS. The CID of the assodiaervice flowis included in the-ServiceFle®ID TLV

field of the Service Flow Parameters Tlt¥gether with the admitted service flow parameésd-could-beis
either the transport CID for the service flow or the tah&ID, of the tunneinto which the service flow is
mapped. The MR-BS and RS shall generate DSC-AQKédrform shown in Table 85, except that the CiDduse
in the MAC header is the primary management CIEhefRS.

6.3.2.3.16 DSD-REQ message
[Change line 20 -22 on page 26 as following:]

In_ multihop relay system with distributed schedgliDSD-REQ is used for two other purposes - one for
admission control and one for path management. B&I-REQ is only sent over relay links from MR-BSao
RS to its subordinate RS

In MR-systeamultihop relay system with distributed schedulindile deleting a service flow, the MR-BS may
also send a DSD-REQ to all the RSs on the pathisTeD-REQ message is processed by each intermediate
RS and forwarded to_isubordinate RS using the primary managen@btof the subordinate RS. The MR-BS
and RS shall generate DSD-REQ in the form showiaiole 86, except that the CID used in the MAC heéle
the primary management CID of the RS.

[Change line 37 - 43 on page 26 as following:]

This DSD-REQ message shall contain the followind/TL

HMAC/CMAC Tuple (see11.1.2)
The HMAC/CMAC Tuple attribute contains a keyed naggsdigest (to authenticate the sender).
The HMAC/CMAC Tuple shall be the final attributetime DSD message's attribute.list
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In multihop relay network with distributed scheduglia DSD-REQ is also sent by MR-BS to remove a path
and/or remove the binding between connections aswlezted path. The MR-BS shall generate DSD-REQS i
the form shown in Table 44. When a RS+eceivesB-BEQ-and-it thatis not the last hop on the relay path, it
shall also generate a DSD-REQ in the form showTaible 44 and sendsthis DSD-REQto the next RS on the
path. The MR-BS shall set the Service Flow ID figddhe a non-valid SFID.

Thise DSD-REQ message may contain the following TLVs:
[Add the following text before line 51 on page 26 fllowing:]

This DSD-REQ message shall contain the followind/TL

HMAC/CMAC Tuple (see11.1.2)
The HMAC/CMAC Tuple attribute contains a keyed naggsdigest (to authenticate the sender).
The HMAC/CMAC Tuple shall be the final attributetime DSD message's attribute.list

6.3.2.3.17 DSD-RSP message
[Change line 56 — 59 on page 26 as following:]

In MR-systermultihop relay system with distributed schedulingon receiving DSD-REQ from MR-BS, the
access RS replies with a DSD-RSP to MR-BS usingritaary management CID. FiseDSD-RSP sent over
relay link follows-the-same-structure-of-the D8BP-sent-overaceessitiie form as shown in Table 84,
except that the CID used in the MAC header is timaary managemenr®ID of the RS.

This DSD-RSP message shall contain the followinyTL

HMAC/CMAC Tuple (see11.1.2)
The HMAC/CMAC Tuple attribute contains a keyed naggsdigest (to authenticate the sender).
The HMAC/CMAC Tuple shall be the final attributetime DSD message's attribute.list

[Change line 1 — 5 on page 27 as following:]

In multihop relay network with distributed schedgji a DSD-RSP-ignayalso_besent by a RS to confirm the
path management operation requested in the comdspoDSD-REQ. An intermediate RS¥the access RS

on-the-last-hop-en-a-specific-path-shashdllgenerate the DSC-RSP in the form shown in Tablegdept that
the CID used in the MAC header is the primary m&mﬂnt CID of the RSA#hena—RS—reeewes—a—DSBSP—tt

This DSD-RSP message shall contain the followinyTL

HMAC/CMAC Tuple (see11.1.2)
The HMAC/CMAC Tuple attribute contains a keyed naggsdigest (to authenticate the sender).
The HMAC/CMAC Tuple shall be the final attributetime DSD message's attribute list




