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I. Introduction

The handover (HO) procedure per the current standard draft IEEE 802.16e/D3 has nothing different from the initial network entry procedure, which takes an unbearably long latency for HO. The HO latency consists of two essential parts in the procedure: the HO-REQ/RSP/IND message exchange and the HO network re-entry part. Section II describes the detailed definitions of the terminology that was briefly described in C802.16e-04_105.doc. Section III proposes a polling mechanism to reduce the message exchanges. Section IV deals with the optimization of the HO network re-entry procedure. Finally, Section VI proposes the text changes in the 802.16e standard draft.
II. Clarification of Definitions and Assumptions on Optimized HO procedures 

1. BS and CID set
A single BS has a full pool of CIDs. Furthermore, an extended BS like a multi-sectored BS has only one full set of CIDs and the MSS served by the BS shares the same pool of CIDs. Hence, even though a group of BS are collocated at the same physical location (e.g. sectored cell), if each of them has an exclusive set of CIDs, then they are individually different BS. If they share a set of CIDs, they are one BS.
2. Level 1 Backbone Communication
If a BS could provide an invited ranging (e.g. a Fast Ranging IE in OFDMA mode), it can be assumed without the loss of generality that the basic backbone communication is already performed between the serving BS and the target BS. Furthermore, if the first BS that served an MSS keeps the record of the MSS SBC profile (i.e. the original SBC profile that the MSS transmitted during the initial network entry) and transferred to the next serving BS and so on, it can be also assumed that the target BS has the MSS original SBC profile. 

3. Level 2 Backbone Communication
Although the security key reuse or pre-authentication are those for the security ad hoc issue, Level 2 backbone communication assumes that the serving BS provides the security keys for the target BS. In addition, the serving BS also provides the information of the MSS service flows. Hence, if the Level 2 backbone communication can be provided, the MSS does not have to upload information that should be done in PKM-REQ and REG-REQ. 
4. Level 3 Backbone Communication

With Level 3 backbone communication, the serving BS transfers all the MAC state information to the target BS. In this case, the MSS and the target BS resumes the communications from the transferred ARQ states without resetting the ARQ. This allows the MSS and the BS to conserve the air resources significantly. In addition, the (authentication or encryption) key timer values can be one of these information elements. Transferring the key timer can additionally prevent security breach by prohibiting the MSS extending the key life. 
III. Polling mechanism for HO procedure

1. Problems in the current standard
The current standard draft describes that an MSS shall request the BW in the following four steps: 1) the MSS performs BW request ranging, 2) the BS allocates an uplink burst for BW request header, 3) the MSS sends the BW request header with specifying the requested burst size in bytes, and 4) finally the BS allocates the requested burst. In HO, the MSS which should follow the mechanism may suffer from high latency in finishing the required message transaction. 
2. Solution – HO polling mechanism
The handover procedure requires the known train of the message exchanges. One way to solve this problem would be for the BS to allocate the UL-burst of which the size is predicted accordingly. However, this way may have a problem when a message is corrupted. Hence, a polling mechanism is more preferable to pre-allocation. 

At the serving BS, when the BS receives a MSS-HO-REQ message from an MSS or it sends a BS-HO-REQ message, the BS allocates a small burst every frame for the MSS to send a BW request header from the next frame. This polling mechanism stops if the BS receives a HO-IND message successfully. Furthermore, at the target BS, when the BS receives a RNG-REQ message from the MSS, the BS similarly allocates a small burst for a BW request header every frame from then on.
IV. Optimized HO Network Re-entry Procedure

1. Optimized network re-entry procedure for Basic HO with Level 1 Backbone Communication
If the Level 1 backbone communication between the serving BS and the target BS is performed, the target BS would provides an invited non-contention based ranging opportunity and already have the MSS original SBC profile. In this case, the MSS only needs to informs the target BS of its presence in the BS covering cell and show its identity which corresponds to the MSS to which the invited ranging is directed.

Given the above assumptions, if the following information elements can be provided by the MSS and the target BS respectively, the information transactions during the RNG-REQ/RSP and SBC-REQ/RSP message exchanges in the HO network re-entry procedure are completed.
· MSS

· MSS MAC address

· Serving BS ID

· MAC Version

· Requested Downlink Burst Profile

· Target BS
· Adjustments (Timing, Power, and Frequency)

· Basic and Primary CID remapping

· MSS MAC address

· SBC-RSP TLV encodings resulted from the comparison between the MSS basic capabilities and those of the target BS
As shown above, the MSS does not have to send the SBC-REQ message, since no SBC-REQ related information has been already transferred to the target BS. In addition, the target BS only needs to send the TLV’s related to the SBC-RSP message. However, since those TLV’s can be piggybacked on the RNG-RSP message using the TLV fields, the SBC-REQ/RSP exchange can be skipped. 
2. Optimized network re-entry procedure for Basic HO with Level 2 Backbone Communication

If Level 2 backbone communication is provided, the MSS and the target BS should have at least the AK a priori. Hence, the MSS has the HMAC tuple to provide the MAC management message authentication. (Note that the MSS and the BS can defer the user-authentication and the TEK generation after the completion of the HO network re-entry procedure if they are not supported in pre-security negotiation, which is solely dependant upon the decision of the security ad hoc group). In this way, the MSS and the BS can skip the PKM exchange in the HO network re-entry and proceed directly to the REG process. As to the REG process, to authenticate the message, the HMAC tuple should be appended at the end of the message. Since all the information for the registration except the HMAC tuple is provided through the backbone, the MSS may skip the REG-REQ by appending the HMAC tuple at the end of the RNG-REQ message. For the similar reason, the target BS does not need to send the REQ-RSP. It only has to append the REG-RSP TLV encoded information at the end of the RNG-RSP. 
In addition to the requirements of the MSS and the target BS, if they provide the following information, the whole HO network re-entry is completed.

· MSS

· HMAC tuple

· Target BS
· HMAC tuple

· REG-RSP related TLV encoded information.

3. Optimized network re-entry procedure for Advanced HO with Level 3 Backbone Communication
The HO network re-entry procedure with Level 3 backbone communication support is the same as that with Level 2. However, the difference is made after the HO re-entry is completed. Since the ARQ state is transferred to the target BS, the MSS and the BS resume the communication without resetting the ARQ state.
V. Proposed Message Changes
1. RNG-REQ
[Add the following sentences on line 20 on page 10 in 6.3.2.3.5] 
If the Level 2 or higher backbone communication is supported, the RNG-REQ in HO network re-entry message shall contain the following TLVs:

Hashed Message Authentication Code (HMAC) Tuple

Shall be final attribute in the message's TLV attribute list (11.1.2)

2. RNG-RSP 

[Add the following sentences in 6.3.2.3.6] 
Regardless the backbone communication level, a TLV encoded information called ‘Backbone Communication Level’ shall be included in RNG-RSP.

Backbone Communication Level – This value indicates the supported backbone communication level. The following encodings apply:

0 = Semi Nomadic
1 = Backbone Communication Level 1

2 = Backbone Communication Level 2

3 = Backbone Communication Level 3

Semi Nomadic (Level 0) means the MSS should follow the normal network re-entry procedure. Level 1 implies that this RNG-RSP contains the SBC-RSP TLV encoded information and the MSS should skip SBC-REQ message and proceed to send PKM message. Level 2 indicates that the handover network re-entry is completed with this RNG-RSP message. Finally, Level 3 directs the MSS to resume the communication from the ARQ states at the serving BS. 

If the Level 1 or higher backbone communication is supported, the RNG-REQ message shall contain the SBC-RSP TLV encoded information.

If the Level 2 or higher backbone communication is supported, the RNG-REQ message shall contain the following TLVs:

REG-RSP TLV encoded information such as CID updates

Hashed Message Authentication Code (HMAC) Tuple

Shall be final attribute in the message's TLV attribute list (11.1.2)

3. MOB-BSHO-RSP
	Syntax
	Size
	Notes

	MOB-BSHO-RSP_Message_Format() {
	
	

	Management Message Type = 54
	8 bits
	

	Estimated HO start
	8 bits
	

	For (j=0 ; j<N_Recommended ; j++) {
	
	Neighbor base stations shall be presented in an

order such that the first presented is the one most

recommended and the last presented is the least recommended.

N_Recommended can be derived from the known length of the message.

	Neighbor BS-ID
	48 bits
	

	service level prediction
	8 bits
	

	Backbone Communication Level 
	8 bits
	

	}
	
	

	HMAC tuple
	21 bytes
	

	}
	
	


[Add the following sentences on line 45 at page 25]
Backbone Communication Level

This value indicates the level of backbone communication the MSS can expect when a HO to this BS is made. The following encodings apply:

0 = Semi Nomadic (The MSS should perform normal network re-entry)

1 = Level 1 (The MSS and the BS can skip SBC negotiation)

2 = Level 2 (The abbreviated network re-entry would be performed and the MSS should append the HMAC tuple at the end of RNG-REQ)

3 = Level 3 (The same abbreviated network re-entry as Level 2 is expected and the MSS and the BS resume the communication from the ARQ state at the serving BS.)
4. MOB-BSHO-REQ
	Syntax
	Size
	Notes

	MOB-BSHO-REQ_Message_Format() {
	
	

	Management Message Type = 52
	8 bits
	

	Network Assisted HO supported
	1 bits
	

	For (j=0 ; j<N_Recommended ; j++) {
	
	N_Recommended can be derived from the known length of the message

	Neighbor BS-ID
	48 bits
	

	service level prediction
	8 bits
	

	Backbone Communication Level 
	8 bits
	

	}
	
	

	Reserved
	7 bits
	

	HMAC tuple
	21 bytes
	

	}
	
	


[Add the following sentences on line 45 at page 26]
Backbone Communication Level

This value indicates the level of backbone communication the MSS can expect when a HO to this BS is made. The following encodings apply:

0 = Semi Nomadic (The MSS should perform normal network re-entry)

1 = Level 1 (The MSS and the BS can skip SBC negotiation)

2 = Level 2 (The abbreviated network re-entry would be performed and the MSS should append the HMAC tuple at the end of RNG-REQ)

3 = Level 3 (The same abbreviated network re-entry as Level 2 is expected and the MSS and the BS resume the communication from the ARQ state at the serving BS.)
