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MAC PDU definition in IEEE 802.16m              
Dongyao Wang, Gang Shen, Kaibin Zhang, Leng Xiaobing, Shan Jin
Alcatel Shanghai Bell
1 Introduction
In IEEE 802.16-based wireless access network, MAC PDU is a basic unit which is defined to encapsulate data SDUs and signaling messages. And the MAC PDU format would guarantee both transmitter and receiver can understand the MAC PDU and its payload. 
In IEEE 802.16e, the structure of MAC PDU is defined as Figure 1. Each PDU shall begin with a 6-byte MAC header with optional payload and CRC followed. However, this structure is not very efficient due to comprehensive MAC header. Secondly, this structure only supports to encapsulate MAC SDUs from one connection, which would further increase the overhead because data packets from different connections will require to construct multiple MAC PDUs even if they are belong to one MS. In addition, it may be difficult for receiver to locate the start position of MAC PDU if errors are detected in the generic MAC header of the last MAC PDU which makes the length information unavailable.
[image: image1.emf]
Figure 1 MAC PDU format in IEEE 802.16e

MAC PDU format is highly relevant to the scheme of connection identification. As described in 16m SDD document, 16m has defined new logical addresses to identify the connections, where Station Identifier (STID) is defined to uniquely identify the MS and Flow Identifier (FID) uniquely identifies the connections within the MS. Therefore, it is possible to propose new MAC PDU format in IEEE 802.16m, which could be more succinct and efficient.
2 Description of Proposal
2.1 MAC PDU format
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Figure 2 MAC PDU format
The proposed MAC PDU format for IEEE 802.16m is shown in Figure 2. Each MAC PDU shall begin with a fixed-length MAC header, followed by one or more Items and one optional 32-bit CRC. And one item describes one MAC SDU and/or fragment, including its subheader and its corresponding payload of data SDU and/or fragment. Whether the CRC is presented could be negotiated between BS and MS during the connection setup stage. If presented, the CRC shall cover the MAC header and all the items of the MAC PDU which may or not be encrypted.
With the above description, an example of MAC header and Item subheader could be designed as follows. 
The MAC header is defined to include at least STID information. A possible format is shown in Figure 3.
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Figure 3 MAC header format
Where

R:
Reserved bits, which may be used for other purposes, such as header check code.
STID:  
STID field indicates identifier of MS (i.e. Station Identifier) which the corresponding MAC PDU belongs to. The size of STID field is 12 [FFS] bits meaning at most 4096 active MS are supported in one cell.

Each subheader is defined to include at least five kinds of information, i.e. FID, length of corresponding MAC SDU, fragment information, encryption key sequence and last indicator. Take IEEE 802.16e as a reference, a possible format is shown in Figure 4.
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Figure 4 subheader format
Where 

L:   
The L field is a flag indicating whether the current item is the last one. The L field is set to “0” indicating there is at least one item after this one. Otherwise, the L field is set to “1”.
EKS:
Encryption key sequence. The index of the traffic encryption key (TEK) and initialization vector (IV) used to encrypt the payload. Whether to encrypt the payload is pre-negotiated between transmitter and receiver. If not encrypted, the two bits are reserved for other purposes.
FID:
The FID field indicates the Flow Identifier of connection which the corresponding payload belongs to. Its length is [FFS]
LEN:


The LEN field indicates the length of the corresponding payload in bytes.
FC:  
The FC field indicates the fragmentation state of the corresponding MAC SDU or fragment. The FC field is set to 0b00 in case of no fragmentation, 0b01 if last fragment, 0b10 if first fragment and 0b11 if middle fragment.

SN:
The SN field indicates sequence number of the corresponding MAC SDU fragment. The SN value shall increment by one for each fragment, including unfragmented SDUs or SDU fragments. As described in IEEE 802.16e, the size of SN is determined by modulo, 3 bits for modulo 8 and 11bits for modulo 2048, which could be negotiated between BS and MS during the connection setup stage.
Different from the structure in IEEE 802.16e, it is defined that one MAC PDU can encapsulate any MAC SDU belonging to one MS. That is to say, items in one MAC PDU can be from different connections of the MS.
In addition, for each burst, all its included MAC PDUs except the last MAC PDU shall have the same length, whose value may be different for different bursts and can be explicitly or implicitly indicated by BS. And the length of the last MAC PDU in one burst is determined by the burst size, its modulation and coding scheme (MCS) and repetition code, as shown in Figure 5.
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Figure 5 Demonstration of Burst and MAC PDU

If there are not enough data SDUs or fragments to fill in the MAC PDU, one padding subheader with its padding payload, which is marked by a special FID, is encapsulated.
In the case that there are not enough MAC PDUs to fill in the room of burst, at least one padding MAC PDU, which is marked by a MAC header with a special STID, would be defined to fill the burst.
The construction of MAC PDU is illustrated in Figure 6.
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Figure 6 construction of MAC PDU
3 Summary

The proposal presents a new structure of MAC PDU for IEEE 802.16m which is more efficient. First of all, the designed MAC header is short and succinct. And the defined structure supports one MAC PDU encapsulates multiple MAC SDUs from different connections of a MS which would drastically reduce the overhead of MAC PDU. In addition, the fixed length of MAC PDU not only saves the header overhead of MAC PDU, but also makes it easy to locate all MAC PDUs in the receiving buffer.
4 Proposed SDD Text
Insert the following text into SDD section 10 - Medium Access Control Sub-Layer [1]
---------------------------------------------------------Start of the Text-------------------------------------------------------
10.1.x MAC PDU Format
MAC PDUs shall be of the form illustrated in Figure [x1]. Each MAC PDU shall begin with a fixed-length MAC header, followed by one or more Items and one optional 32-bit CRC. And one item describes one MAC SDU or its fragment, including its subheader and its corresponding payload of data SDU or fragment. The CRC shall cover the MAC header and all the items of the MAC PDU which may or not be encrypted. 
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Figure [x1] MAC PDU format

One MAC PDU is able to encapsulate multiple MAC SDUs from different connections belonging to one MS. 
Multiple MAC PDUs may be concatenated into a single burst transmission in either the UL or DL directions. And for each burst, all included MAC PDUs except the last MAC PDU shall have the same length. And the length of the last MAC PDU in one burst is determined by the burst size, its modulation and coding scheme (MCS) and repetition code.
----------------------------------------------------------End of the Text-------------------------------------------------------
5 Reference
[1] IEEE 802.16m-08/003r4, “The Draft IEEE 802.16m System Description Document”.
[2] P802.16Rev2/D4, “Part 16: Air Interface for Broadband Wireless Access Systems”, April, 2008.
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