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Alternative Proposed Resolution for SDD MAC Comment 189
David Johnston
Intel Corporation
1 Proposed SDD Text

[Change title in 10.6.2 as below]

10.6.2 Authentication and Authorization Protocol

[Replace the first paragraph in 10.6.2 with as follows]

Pairwise mutual authentication of user and device identities takes place between AMS and ABS entities using EAP. The choice of EAP methods and selection of credentials that are used during EAP-based authentication are outside the scope of this specification.
Authorization is the process of one station authenticating the identity of another. In the reference system this process is mutual, i.e. the ABS authenticates the identity of the SS and the SS authenticates the identity of the ABS. In the reference system this process is mutual, i.e. the ABS authenticates the identity of the SS and the SS authenticates the identity of the ABS. In the reference system, only EAP-based authentication is required. [However, in IEEE 802.16m, ECC (Elliptic Curve Cryptography)-based authorization should be supported as well.] Credentials used for RSA [and ECC] authorization will be based on X.509 certificates (IETF RFC 3279, 3280). RSA [or ECC]-based authorization can be coupled with EAP authentication. EAP authentication (IETF RFC 3748) provides and additional level of authentication with an operator-selected EAP method (e.g EAP-TLS or EAP-SIM). Execution of EAP methods and selection of credentials that are used during EAP authentication are outside the scope of this specification.
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