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MLEH and other Header issues
Joey Chou,

Aran Bergman,

Muthaiah Venkatachal
Intel
I. Introduction
This contribution is intended to fix the following header issues:

· For an encrypted transport connection, the receiver needs to parse extended headers to know if MLEH is present, since the receiver has to know the MPDU length before the decryption.

· For a control connection, the receiver needs to parse MLEH and MCEH to know if the MPDU is cncrypted.  
The above issues causes overhead to the implementation
II. Proposed text 
------------------------------------------------- Start of proposed text I--------------------------------------------------
II.1 Proposed text 1

16.2.2.1.1 Advanced Generic MAC Header (AGMH)
Table 653: AGMH Format
	Syntax
	Size (bit)
	Notes

	Advanced Generic MAC Header() {
	
	

	Flow ID
	4
	Flow identifier

	EH
	1
	Extended header presence indicator; When set to ‘1’, this field indicates that an Extended Header is present following this AGMH.

	Length
	11
	This field indicates the length in bytes of MAC PDU including the AGMH and extended header if present. If MLEH is present in a MPDU, Length field indicates 11 LSB of length in byte of MAC PDU.

	}
	
	


------------------------------------------------- End of proposed text I --------------------------------------------------
II.2 Proposed text 2
16.2.2.2 Extended header Group formats
------------------------------------------------- Start of proposed text II--------------------------------------------------
The inclusion of Extended Header group is indicated by EH bit in MAC Header. The extended headers format are defnined in Table 662 group (see Figure 386—), when used, shall always appear immediately after the MAC header. Extended headers format group shall not be encrypted. The fields of the extended header group format are defined in Table 662—.
[Editor Note: Replace Table 662 with the following table]

Table 662: Extended Headers Group Format
	Syntax
	Size (bit)
	Notes

	Extended Headers Group () {
	
	

	  If (MAC Header == AGMH) {
	
	AGMH

	    Extended length
	3
	Extend the MPDU length to 14 bits.

If the length is not extended, they should be set to “0”.  

	    If (FID == Transportation) {
	
	Transport connection

	   Reserved
	4
	

	   EH length flag
	1
	= 0, no EH
= 1, include Total length of Extended Headers

	     }
	
	

	  else {
	
	Control connection

	   EC
	1
	Encryption Control indicator

0 = Payload is not encrypted

1 = Payload is encrypted

	   Control Connection Channel

   ID (CCC ID)
	1
	Channel ID to identify separate fragmentation / reassembly state machines

0: channel 1

1: channel 2

	   Polling
	1
	0 = no acknowledgement required

1 = acknowledge required upon receiving the MAC message

	   Reserved
	1
	

	   EH length flag
	1
	= 0, no EH
= 1, include Total length of Extended Headers

	    EHLG = EH length flag
	
	

	    }
	
	

	  }
	
	

	Else {
	
	CMH

	    EHLG = 1
	
	

	  }
	
	

	if (EHLG == 1) { 
	
	

	Total length of Extended Headers
	8
	Total length of Extended Headers indicates the total length in bytes of all extended headers, and Total length of Extended Headers.

	End = 0
	
	Indicator of the end of EH

	For (i=1 ; !End ; i++) {
	
	

	Type of EH[i]
	4
	Type of extended header as defined in Table 663.

	Body of EH[i]
	variable
	The size of the extended header is determined by extended header type as specified in Table 663. The extended header including the extended header type is byte aligned.

	Padding
	variable
	For byte alignment

	If (Total length of Extended headers -1 <= (length(EH[1]) + … + length(EH[i]))) {
	
	

	End = 1
	
	

	 }
	
	

	}
	
	

	}
	
	

	}
	
	


------------------------------------------------- End of proposed text II --------------------------------------------------
------------------------------------------------- Start of proposed text III--------------------------------------------------
II.3 Proposed text 3
Delete Figure 386

II.4 Proposed text 4
Delete subcaluse 16.2.2.2.9 MAC PDU length extended header (MLEH)

II.5 Proposed text 5
Delete subcaluse 16.2.2.2.2 MAC Control extended header (MCEH)

------------------------------------------------- End of proposed text III--------------------------------------------------







































































































































































































































































































































































































































































































































































































  


