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Control messages not applying ASN.1 encoding (16.2.3)
Youngbin Chang, Rakesh Taori, Anil Agiwal, Jungje Son
 Samsung Electronics
1 Introduction
In the IEEE P802.16m/D5 [1], all MAC control message are encoded using ASN.1. In the implementation perspective, messages related to call flow and Software can be coded using ASN.1, but certain messages that need to be processed by DSP/Modem should not be coded ASN.1 because of absence of ASN.1 encoding library in the DSP/Modem in most commercial products. As a reference, it is noted that even in 3GPP LTE, only RRC messages are encoded using ASN.1, but RLC/MAC control signaling does not encoded by ASN.1. 
In this contribution, we proposed a list of messages, related to PHY control and ARQ message, that shall not be implemented to ASN.1.

<Proposed solution :> 

- Define 1 bit for indication of ASN.1 encoding and simplifying the MCEH removing SN indicator to make 2 byte aligned information
- Define messages which are applied to ASN.1 or not in the MAC control message table.
2 Proposed text
[Change1: Modify the table 668, page 59 as follows]

Table 668: MCEH Format

	Syntax
	Size (bits)
	Notes

	MCEH (){
	
	

	 Type
	4
	MCEH Type

	 EC
	1
	Encryption Control indicator

0 = Payload is not encrypted

1 = Payload is encrypted

	Control Connection Channel ID (CCC ID)
	1
	Channel ID to identify separate fragmentation / reassembly state machines

0: channel 1

1: channel 2

	SN Indicator 


	1
	0 = no FC and sequence number

1= FC and sequence number are followed

	ASN_1 encoding indicator
	1
	0: payload is plain text
1: payload is encoded by ASN.1

	 If ( SN Indicator == 0)
	
	

	{
	
	

	   Reserved
	51
	For byte alignment

	}else
	
	

	{
	
	

	Polling
	1
	0 = no acknowledgement required

1 = acknowledge required upon receiving the MAC message

	    FC
	2
	Fragmentation control (see Table 664)

	    SN
	86
	Payload sequence number, SN is maintained per CCC ID, the ‘SN’ value increments by one (modulo 64) sequentially.

	    reserved
	2
	For byte alignment

	  }
	
	

	}
	
	


[Change2: In the table 670, page 61 for MAEH format, change the size of ACK_SN field to 6 bits.]
[Change 3: In the table 722, page 164 for AAI_MSG_ACK format, change the size of SN field to 6 bits.]

[Change 4: In the table 722, page 164 for AAI_MSG_ACK format, change the size of SN field to 6 bits.]

[Change 5: In the table 722, page 164 for AAI_MSG_ACK format, change the size of SN field to 6 bits.]

[Change 6: In the table 722, page 164 for AAI_MSG_ACK format, change the size of SN field to 6 bits.]

Table 679 – MAC Control Messages

	No.
	Functional Areas
	Message names
	Message description
	Security
	Connection
	Encoding

	1
	System Information
	AAI_SCD
	System configuration descriptor 
	N.A.
	Broadcast
	ASN.1

	2
	
	AAI_SII-ADV
	Service Identity Information Advertisement
	N.A.
	Broadcast
	ASN.1

	3
	
	AAI_ULPC_NI
	UL Noise and Interference Level Broadcast
	N.A.
	Broadcast
	ASN.1

	4
	
	AAI-LBS-ADV
	LBS Advertisement
	N.A.
	Broadcast
	ASN.1

	5
	Network Entry / Re-entry
	AAI_RNG-REQ
	Ranging Request
	Null: during ranging procedure when there is no SA already established or pre-updated.

CMAC: all other cases
	Initial Ranging or Unicast
	ASN.1

	6
	
	AAI_RNG-RSP
	Ranging Response
	Null: during ranging procedure when there is no primary SA already established or pre-updated.

Encrypted/ICV: all other cases in response to the AAI_RNG-REQ message
	Initial Ranging or Unicast
	ASN.1

	7
	
	AAI_RNG-ACK
	Aggregated CDMA Ranging Acknowledge
	N/A:in broadcast 

null :in unicast when primary SA is not established

Encrypted/ICV :in unicast when primary SA is established
	Broadcast/ Unicast
	Plain text

	8
	
	AAI_RNG-CFM
	Ranging Confirmation
	Encrypted/ICV
	Unicast
	ASN.1

	9
	
	AAI_REG-REQ
	Registration Request
	Encrypted/ICV
	Unicast
	ASN.1

	10
	
	AAI_REG-RSP
	Registration Response
	Encrypted/ICV
	Unicast
	ASN.1

	11
	
	AAI_SBC-REQ
	Basic Capability Request
	null: during capability negotiation when there is no primary SA already established or pre-updated.

Encrypted/ICV: all other cases
	Unicast
	ASN.1

	12
	
	AAI_SBC-RSP
	Basic Capability Response
	null: during capability negotiation when there is no primary SA already established or pre-updated.

Encrypted/ICV: all other cases
	Unicast
	ASN.1

	13
	Network Exit
	AAI_DREG-REQ
	Deregistration Request
	Encrypted/ICV
	Unicast
	ASN.1

	14
	
	AAI_DREG-RSP
	Deregistration Response
	Encrypted/ICV
	Unicast
	ASN.1

	15
	Connection Management
	AAI_DSA-REQ
	Dynamic Service Addition Request
	Encrypted/ICV
	Unicast
	ASN.1

	16
	
	AAI_DSA-RSP
	Dynamic Service Addition Response
	Encrypted/ICV
	Unicast
	ASN.1

	17
	
	AAI_DSA-ACK
	Dynamic Service Addition Acknowledge
	Encrypted/ICV
	Unicast
	ASN.1

	18
	
	AAI_DSC-REQ
	Dynamic Service Change Request
	Encrypted/ICV
	Unicast
	ASN.1

	19
	
	AAI_DSC-RSP
	Dynamic Service Change Response
	Encrypted/ICV
	Unicast
	ASN.1

	20
	
	AAI_DSC-ACK
	Dynamic Service Change Acknowledge
	Encrypted/ICV
	Unicast
	ASN.1

	21
	
	AAI_DSD-REQ
	Dynamic Service Deletion Request
	Encrypted/ICV
	Unicast
	ASN.1

	22
	
	AAI_DSD-RSP
	Dynamic Service Deletion Response
	Encrypted/ICV
	Unicast
	ASN.1

	23
	
	AAI_GRP-CFG
	Group Configuration
	Encrypted/ICV
	Unicast
	ASN.1

	24
	Security
	AAI_PKM-REQ
	Privacy Key Management Request
	before AK is derived at network entry: NULL

after AK is derived at network entry and EAP-transfer message is enclosed: encryption/ICV

after AK is derived at network entry and the other message is enclosed: CMAC
	Unicast
	ASN.1

	25
	
	AAI_PKM-RSP
	Privacy Key Management Response
	before AK is derived at network entry: NULL

at network entry and EAP-transfer message is enclosed: encryption/ICV

after AK is derived

after AK is derived at network entry and the other message is enclosed: CMAC
	Unicast
	ASN.1

	26
	ARQ
	AAI_ARQ-Feedback
	Stand-alone ARQ Feedback
	Encrypted/ICV
	Unicast
	Plain text

	27
	
	AAI_ARQ-Discard
	ARQ Discard
	Encrypted/ICV
	Unicast
	Plain text

	28
	
	AAI_ARQ-Reset
	ARQ Reset
	Encrypted/ICV
	Unicast
	Plain text

	29
	Sleep Mode
	AAI_SLP-REQ
	Sleep Request
	Encrypted/ICV
	Unicast
	ASN.1

	30
	
	AAI_SLP-RSP
	Sleep Response
	Encrypted/ICV
	Unicast
	ASN.1

	31
	
	AAI_TRF-IND
	Traffic Indication
	N.A.
	Broadcast
	ASN.1

	32
	
	AAI_TRF_IND-REQ
	Traffic indication request
	Encrypted/ICV
	Unicast
	ASN.1

	33
	
	AAI_TRF_IND-RSP
	Traffic indication response
	Encrypted/ICV
	Unicast
	ASN.1

	34
	Handover
	AAI_HO-REQ
	AMS Handover Request
	Encrypted/ICV
	Unicast
	ASN.1

	35
	
	AAI_HO-CMD
	ABS Handover Command
	Encrypted/ICV
	Unicast
	ASN.1

	36
	
	AAI_HO-IND
	AMS Handover Indication
	Encrypted/ICV
	Unicast
	ASN.1

	37
	
	AAI_NBR-ADV
	Neighbor Advertisement
	Null: in unicast 

N.A.: in broadcast
	Unicast or broadcast
	ASN.1

	38
	
	AAI_NBR-REQ
	Request Neighbor List
	N.A.
	Unicast
	ASN.1

	39
	
	AAI_SCN-REQ
	Scanning Interval Allocation Request
	Encrypted/ICV
	Unicast
	ASN.1

	40
	
	AAI_SCN-RSP
	Scanning Interval Allocation Response
	Encrypted/ICV
	Unicast
	ASN.1

	41
	
	AAI_SCN-REP
	Scanning Result Report
	Encrypted/ICV
	Unicast
	ASN.1

	42
	Idle Mode
	AAI_PAG-ADV
	BS Paging Advertisement
	N.A.
	Broadcast
	ASN.1

	43
	
	PGID_INFO
	Paging Group Advertisement
	N.A.
	Broadcast
	ASN.1

	44
	Multicarrier
	AAI-MC-ADV
	multicarrier Advertisement
	N.A.
	Broadcast
	ASN.1

	45
	
	AAI_MC-REQ
	multicarrier Request
	Encrypted/ICV
	Unicast
	ASN.1

	46
	
	AAI_MC-RSP
	multicarrier Response
	Encrypted/ICV
	Unicast
	ASN.1

	47
	
	AAI_CM-CMD
	Carrier Management Command
	Encrypted/ICV
	Unicast
	ASN.1

	48
	
	AAI_CM-IND
	Carrier Management Indication
	Encrypted/ICV
	Unicast
	ASN.1

	49
	
	AAI_Global-Config
	Global Carrier Configuration
	N.A.
	Unicast
	ASN.1

	50
	Power Control
	AAI_UL_POWER_ADJUST
	Uplink TX power adjustment
	Null
	Unicast
	Plain text

	51
	
	AAI_UL_PSR_Config
	Uplink Power Status Reporting Configuration
	Null
	Unicast
	Plain text

	52
	
	AAI_UL_PSR
	Uplink Power Status Report
	Null
	Unicast
	Plain text

	53
	Collocated Coexistence
	AAI_CLC-REQ
	Co-located coexistence request
	Encrypted/ICV
	Unicast
	ASN.1

	54
	
	AAI_CLC-RSP
	Co-located coexistence response
	Encrypted/ICV
	Unicast
	ASN.1

	55
	MIMO
	AAI_SingleBS_MIMO_FBK
	Single-BS MIMO feedback
	Null
	Unicast
	Plain text

	56
	
	AAI_MultiBS_MIMO_FBK
	Multi-BS MIMO feedback
	Null
	Unicast
	Plain text

	57
	
	AAI_DL_IM
	Downlink interference mitigation parameter
	N/A
	Broadcast
	Plain text

	58
	
	AAI_MULTI_BS_MIMO-REQ
	Multi-BS MIMO Request
	Null
	Unicast
	Plain text

	59
	
	AAI_MULTI_BS_MIMO-RSP
	Multi-BS MIMO Response
	Null
	Unicast
	Plain text

	60
	
	AAI_MultiBS_PMI_COM
	Multi-BS PMI Combination
	Null
	Unicast
	Plain text

	61
	FFR
	AAI_FFR-CMD
	FFR measurement report command
	Null
	Unicast
	Plain text

	62
	
	AAI_FFR-REP
	FFR measurement report
	Null
	Unicast
	Plain text

	63
	SON
	AAI-SON-ADV
	SON Advertizement
	N.A.
	Broadcast
	ASN.1

	64
	MISC
	AAI_L2-XFER
	AAI L2 Transfer
	Encrypted/ICV
	Unicast
	ASN.1

	65
	
	AAI_MSG-ACK
	MAC message acknowledgement
	N.A.
	Unicast
	Plain text

	66
	
	AAI_E-MBS-CFG
	E-MBS Configuration 
	Null
	Broadcast
	ASN.1

	67
	
	AAI_RES-CMD
	Reset command
	Before authentication :Null 

After authentication : Encrypted/ICV
	Unicast
	ASN.1


3 Reference
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