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MLEH and other Header issues
Joey Chou, Aran Bergman,Muthaiah Venkatachal
Intel
YihShen Chen

MediaTek
I. Introduction
802.16m D6 draft contains AGMH, SPMH, and many extended headers. But, there is no guideline on how to mix these MAC headers and extended headers to construct MAC PDU structure that results in confusion and contradictions betwwen various parts of the specification. For examples:
· Mix SPMH, MLEH. MEH
· Section 16.2.2.1.2 indicates that SPMH can piggyback any extended headers, if allowed by its length field.

· Section 16.2.2.2.7 indicates that MLEH is used to extend a MAC PDU to the size of greater than 2047 bytes. So, MLEH should not be used with SPMH

· Section 16.2.2.2.1 PEH indicates that Length of MAC PDU (given by length field in AGMH/SPMH & MLEH). So, MLEH can be used with SPMH.
Length of last MAC SDU/MAC SDU fragment = Length of MAC PDU (given by length field in AGMH/SPMH & MLEH) - Length of AGMH/SPMH - Extended header group length (if present) - Length of PN& EKS (3bytes, if present) - Length of ICV ( if present) - sum of length of MAC SDU/MAC SDU fragment s #1 to #N-1
· Section 16.2.2.2.4 MEH indicates that Length of MAC PDU (given by length field in AGMH/SPMH & MLEH). So, MLEH can be used with SPMH.

Length of first connection payload = Length of MAC PDU (given by length field in AGMH/SPMH & MLEH) - Length of AGMH/SPMH - Extended header group length (if present) - Length of PN& EKS (3bytes, if present) - Length of ICV ( if present) - sum of 'n-1' Length fields
· Multiplex a FID with SPMH

· The standard does not exclude a FID with SPMH to be multiplexed. But, the LI paramterer in MEH does not cover 7 bits (SPMH only) or 10 bits (SPMH + MLEH).
Therefore, supporting MAC PDU length extension in extended header can add complexity, and create confusion and contradiction to the MAC PDU structure design. It also adds huge overhead to MAC PDU parsing, as showing below.  

· For an encrypted transport connection, the receiver needs to parse extended headers to know if MLEH is present, since the receiver has to know the MPDU length before the decryption.

· For a control connection, the receiver needs to parse MLEH and MCEH to know if the MPDU is cncrypted.  
This contribution is intended to fix the header issues as described above.
II. Proposed text 
II.1 Proposed text 1

16.2.2.1.1 Advanced Generic MAC Header (AGMH)
------------------------------------------------- Start of proposed text I--------------------------------------------------
Table 653: AGMH Format
	Syntax
	Size (bit)
	Notes

	Advanced Generic MAC Header() {
	
	

	Flow ID
	4
	Flow identifier

	EH
	1
	Extended header group presence indicator; When set to ‘1’, this field indicates that an Extended Header group is present following this AGMH.

	Length
	11
	This field indicates the length in bytes of MAC PDU including the AGMH and extended header if present. If MLEH is present in a MPDU, Length field indicates 11 LSB of length in byte of MAC PDU. EH is set to ‘1’, this represent the 11 LSBs of 14 bit MAC PDU length otherwise it represents the 11 bit MAC PDU length.

	}
	
	


------------------------------------------------- End of proposed text I --------------------------------------------------
II.2 Proposed text 2
------------------------------------------------- Start of proposed text II--------------------------------------------------
16.2.2.1.2 Short-Packet MAC Header (SPMH)
The SPMH is defined to support applications, such as VoIP, which uses small data packets and non ARQ connection. SPMH shall only co-locate with FEH extended header in a MAC PDU. Extended header may be piggybacked on the SPMH, if allowed by its length field. With the exception of extended headers, the SPMH shall not require any other headers. The SPMH is identified by the specific FID that is provisioned statically, or created dynamically via AAI_DSA-REQ/RSP.

Table 654: SPMH Format
	Syntax
	Size (bit)
	Notes

	Short-Packet MAC Header() {
	
	

	Flow ID
	4
	Flow identifier

	EH
	1
	Extended header group presence indicator; When set to ‘1’, this field indicates that an Extended Header group is present following this SPMH.

	Length
	7
	This field indicates the length in bytes of MAC PDU including the SPMH and extended header if present.

	SN
	4
	MAC PDU payload sequence number increments by one for each MAC PDU (modulo 16).

	}
	
	


------------------------------------------------- End of proposed text II --------------------------------------------------
II.3 Proposed text 3
16.2.2.2 Extended header Group formats
------------------------------------------------- Start of proposed text II--------------------------------------------------
The inclusion of Extended Header group is indicated by EH bit in MAC Header. The extended headers format are defnined in Table 665 group (see Figure 386—), when used, shall always appear immediately after the MAC header. Extended header group shall not be encrypted. The fields of the extended header group format are defined in Table 662—.

[image: image1.emf]Extended Header Group Length (8 bits)

EH Type 1 (TBD)

EH Body 1 

(variable length)

EH Type 2 (TBD)

EH Body 2 

(variable length)

EH Body n 

(variable length)

EH Type n (TBD)

Extended Header 

Group Length


Figure 386—Extended Header Group Format

Table 665: Extended Headers Group Format Fields
	Syntax
	Size (bit)
	Notes

	Extended header Group Length
	8
	The Extended header Group Length field indicates the total length in bytes of the extended header group, including all the extended headers and the Extended header Group length byte.

	Extended header Type
	4
	Type of extended header as defined in Table 666.

	Extended header Body
	Variable
	The size of the extended header is determined by extended header type as specified in Table 666. The extended header including the extended header type is byte aligned.

	Extended Headers Group () {
	
	

	  If (FID == SPMH) {
	
	

	    MPDU Length Extension
	3
	This field is set to 0.

	    Reserved
	1
	Padding for nibble alignment

	 EH Length
	4
	The length of Extended Headers Group = the length of extended headers + 1. If EH Length = 1, it means there is no extended header. 

	 }
	
	

	Else if (FID == AGMH) {
	
	

	    MPDU length extension
	3
	This field is added to the 11 bit length field in AGMH to have 14 bit MAC PDU length. It represents the 3 MSBs of the 14 bit MAC PDU length field.  

	 EHLI
	1
	Extended Headers Length Indicator

	 If (EHLI == 0) {
	
	

	   EH Length
	4
	The length of Extended Headers Group = the length of extended headers + 1. If there is no extended header, EHLI should be set to 0, and EH Length should be set to 1.

	   }
	
	

	 Else {
	
	

	   EH Length
	12
	The length of Extended Headers Group = the length of extended headers + 2.

	    }
	
	

	  }
	
	

	For (EHL=EH Length, J=0 ; EHL>0 ; EHL=EHL – LEN(EH[J]), j++) {
	
	LEN(EH[J]) is determined by the Type of EH[J]

	  Type of EH[J]
	4
	EH type

	  Body of EH [J]
	Variable
	EH body

	  }
	
	

	}
	
	


------------------------------------------------- End of proposed text II --------------------------------------------------
------------------------------------------------- Start of proposed text III--------------------------------------------------
II.4 Proposed text 4
Delete Section 16.2.2.2.7 MAC PDU length extended header (MLEH) and Table 674.
II.5 Proposed text 5
16.2.2.2.2 MAC SDU packing extended header (PEH)
Table 668: PEH Format
	Syntax
	Size (bit)
	Notes

	PEH () {
	
	

	Length
	11
	This field indicates the length of MAC SDU or MAC SDU fragment in a MAC PDU payload. If a MAC PDU payload consists of 'N' MAC SDU/MAC SDU fragments, N-1 'Length' fields are present to represent the length of MAC SDU/MAC SDU fragment #1 to #N-1.

No multiplexing:

Length of last MAC SDU/MAC SDU fragment = Length of MAC PDU (given by length field in AGMH & MPDU Length Extension(if EH = 1)  /SPMH & MLEH) - Length of AGMH/SPMH - EH length in Extended header group length(if EH = 1 present) - Length of PN& EKS (3bytes, if present) - Length of ICV ( if present) - sum of length of MAC SDU/MAC SDU fragment s #1 to #N-1

With multiplexing:

Length of last MAC SDU/MAC SDU fragment = Length of connection payload corresponding to this PEH (see table 666, MEH format) - sum of length of MAC SDU/MAC SDU fragments #1 to #N-1


II.6 Proposed text 
16.2.2.2.4 Multiplexing extended header (MEH)

The format of MEH is defined in Table 671. The MEH is used when data from multiple connections associated with the same security association is present in the payload of the MAC PDU. The MEH shall not multiplex a FID with SPMH. The AGMH carries the FID corresponding to the payload of the first connection. MEH carries the FIDs corresponding to remaining connections.
Table 671: MEH Format
	Syntax
	Size (bit)
	Notes

	MEH () {
	
	

	If (LI == 0) {
	
	

	  Length
	11
	Length of the connection payload.

The ‘i’th length field indicates the length of the payload of the ‘i+1’th connection.

Length of first connection payload = Length of MAC PDU (given by length field in AGMH & MPDU Length Extension(if EH = 1)  /SPMH & MLEH) - Length of AGMH/SPMH - EH length in Extended header group length(if EH = 1 present) - Length of PN& EKS (3bytes, if present) - Length of ICV ( if present) - sum of 'n-1' Length fields

	} else {
	
	

	  Length
	14
	Length of the connection payload.

The 'i'th length field indicates the length of the payload of the 'i+1'th connection.

Length of first connection payload = Length of MAC PDU (given by length field in AGMH & MPDU Length Extension(if EH = 1)  /SPMH & MLEH) - Length of AGMH/SPMH - EH length in Extended header group length(if EH = 1 present) - Length of PN& EKS (3bytes, if present) - Length of ICV ( if present) - sum of 'n-1' Length fields


II.7 Proposed text 7

16.2.2.2.9 Rearrangement fragmentation and packing extended header (RFPEH)

Table 676: RFPEH Format
	Syntax
	Size (bit)
	Notes

	RFPEH () {
	
	

	  Length
	11
	This field indicates the length of MAC SDU or MAC SDU fragment in a MAC PDU payload. If a MAC PDU payload consists of 'N' MAC SDU/ MAC SDU fragments, N-1 'Length' fields are present to represent the length of MAC SDU/ MAC SDU fragment #1 to #N-1.

No multiplexing: Length of last MAC SDU/ MAC SDU fragment = Length of MAC PDU (given by length field in AGMH & MPDU Length Extension(if EH = 1) /SPMH & MLEH) - Length of AGMH/SPMH - EH length in Extended header group length(if EH = 1 present) - Length of PN& EKS (3bytes, if present) - Length of ICV ( if present) - sum of length of MAC SDU/ MAC SDU fragment s #1 to #N-1

With multiplexing: Length of last MAC SDU/ MAC SDU fragment = Length of connection payload corresponding to this RFPEH (see table 666, MEH format) - sum of length of MAC SDU/ MAC SDU fragments #1 to #N-1


------------------------------------------------- End of proposed text III--------------------------------------------------
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