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Proposal for Text Additions for Multiprotocol Convergence Sublayer Functionalities in IEEE 802.16m (5.2.6)
Shaocheng Wang, Muthaiah Venkatachalam, Shantidev Mohanty, Joey Chou
Intel
1 Introduction
In the 802.16m/D9, multi-protocol convergence sublayer is used to transport different types of protocols over the same MAC service flow. 
In the 802.16m #69 meeting (St. Petersburg), some missing protocols that may be used in multi-protocol convergence sublayer had been agreed to be added to 802.16m draft, but they were not implemented by the editors into 802.16m/D9. This contribution proposes to include the missing protocols from previous contribution, i.e. C80216m-10_1229r1.doc, and more clean-up text to support the Multiprotocol CS.  
2 Suggested changes in the 802.16m/D9
The following is the proposed change in the 802.16m/D9. Note that the new text is marked with blue and underline; the deleted text are marked with red and strikethrough. 
Suggested change #1: page 17, line 25, make the following changes:
[Note to editor: black text is the existing text; blue text is the new text to insert; red text is the text to delete]

5.2.6 Support for multiple protocols on the same flow

In order to transport several types of protocols over the same MAC connection, the Multiprotocol flow can be used. The receiver shall identify the protocol to correctly forward the SDU. For instance, if the information carried by the SDU is a RoHC packet, it should be forwarded to the RoHC decompressor. The receiver does this according to the Protocol ID field which is the first byte of a Multiprotocol flow connection as depicted in Figure 18a and Figure 18b.
For IP packets for Multiprotocol CS, and for IPinIP packets for Multiprotocol CS, Multiprotocol CS shall use the AAI classification rules as defined in 5.2.5.

For Ethernet packets for Multiprotocol CS, Multiprotocol CS shall use the AAI classification rules as defined in 5.2.4.

Suggested change #2: page 17, line 55, make the following changes:

[Note to editor: black text is the existing text; blue text is the new text to insert; red text is the text to delete]

On the transmitter side, once the protocol type of an incoming packet is determined by the CS SAP, the appropriate classification rules are applied to the packet and the correct service flow is identified. It is then optionally forwarded to the header suppression mechanism (PHS or RoHC) and then mapped MAC SAP using the format described in this section. T appended with the Protocol ID, where the content is set by the transmitter to the protocol identified by the classification and according to the Table 2a. It is then mapped to MAC SAP using the format described in this section.
Suggested change #3: page 18, Table 2a
Replace Table 2a in page 18 with the following Table xx as shown below
Table xx – Protocol ID for Multiprotocol flow

	Protocol ID
	Meaning

	1
	IP (without RoHC and PHS)

	2
	IP with RoHC

	3
	IP with PHS

	4
	Ethernet

	5
	Ethernet with PHS

	6-256
	Reserved


Suggested change #4: page 18, line 13, add the following paragraph and figure:

[Note to editor: black text is the existing text; blue text is the new text to insert; red text is the text to delete]

Figure xxx illustrates the mappings and functions discussed in the previous paragraphs.

[image: image1]
Suggested change #5: page 221 Line 14, Table 734
[Note to Editor]: Modify Table 734 in page 221 Line 14 as shown below

	G) S1: Request/Transmission policy
	7
	Bit 0: If this bit is set to 1, the service flow shall not use broadcast BR opportunities. (UL only) (see 6.3.5 and 6.3.5)

Bit 1: If this bit is set to 1, the service flow shall not use multicast BR opportunities. (UL only) (see 6.3.5 and 6.3.5)

Bit 2: If this bit is set to 1, the service flow shall not piggyback requests with data. (UL only) (see 6.3.5 and 6.3.5)

Bit 3: If this bit is set to 1, the service flow shall not fragment data.

Bit 4: If this bit is set to 1, the service flow shall not suppress payload headers (CS parameter). If bit 4 is set to'0' and both the SS and the BS support PHS (according to 11.7.7.3), each SDU for this service flow shall be prefixed by a PHSI field, which may be set to 0 (see 5.2). If bit 4 is set to '1', none of the SDUs for this service flow shall have a PHSI field. This bit has no relevance for Multiprotocol CS.
Bit 5: If this bit is set to 1, the service flow shall not pack multiple SDUs (or fragments) into single MAC PDUs.

Bit 6: If this bit is set to 1, the service flow shall not compress payload headers using ROHC. If bit 6 is set to'0' and both the SS and the BS support ROHC (according to 11.7.7.4), each SDU for this service flow shall be compressed using ROHC. If bit 6 is set to '1', none of the SDUs shall be compressed. This bit has no relevance for Multiprotocol CS.
	


Suggested change #6: page 223 Line 16, (Table 734)

[Note to editor]: Modify Table 734 in page 223 Line 16 as shown below

	Request/Transmission policy
	7
	Bit 0: If this bit is set to 1, the service flow shall not use broadcast BR opportunities. (UL only) (see 6.3.5 and 6.3.5)

Bit 1: If this bit is set to 1, the service flow shall not use multicast BR opportunities. (UL only) (see 6.3.5 and 6.3.5)

Bit 2: If this bit is set to 1, the service flow shall not piggyback requests with data. (UL only) (see 6.3.5 and 6.3.5)

Bit 3: If this bit is set to 1, the service flow shall not fragment data.

Bit 4: If this bit is set to 1, the service flow shall not suppress payload headers (CS parameter). If bit 4 is set to'0' and both the SS and the BS support PHS (according to 11.7.7.3), each SDU for this service flow shall be prefixed by a PHSI field, which may be set to 0 (see 5.2). If bit 4 is set to '1', none of the SDUs for this service flow shall have a PHSI field. This bit has no relevance for Multiprotocol CS.
Bit 5: If this bit is set to 1, the service flow shall not pack multiple SDUs (or fragments) into single MAC PDUs.

Bit 6: If this bit is set to 1, the service flow shall not compress payload headers using ROHC. If bit 6 is set to'0' and both the SS and the BS support ROHC (according to 11.7.7.4), each SDU for this service flow shall be compressed using ROHC. If bit 6 is set to '1', none of the SDUs shall be compressed. This bit has no relevance for Multiprotocol CS.
	Present if needed


Suggested change #7: page 226 Line 59, (Table 734)
[Note to editor]: Insert the following rows in blue text into Table 734 as shown below
Table 734—AAI_DSA-REQ Message Field Description

	Field
	Size (bits)
	Value / Description 
	Conditions

	If (Packet Classification Rule parameter is needed) {
	
	
	

	Number of classification rules
	16
	The number of classification rules in this message
	

	}
	
	
	

	For(i=0;i<N-rules;i++){
	
	
	

	Classification Rule Priority field
	8
	0-255
	

	….
	
	
	

	….
	
	
	

	IEEE 802.1Q VLAN ID field
	2
	vlan_id1, vlan_id2
	Present if needed

	If (Multiprotocol CS is used){
	
	
	

	Multiprotocol CS Request/Transmission Policy parameter
	2
	Bit 0: (PHS)

If bit 0 is set to 1, all SDUs match this rule shall not suppress payload headers (CS parameter). If bit 0 is set to'0' and both the AMS and the ABS support PHS (according to 11.7.7.3), all SDUs match this rule shall be prefixed by a PHSI field, which may be set to 0 (see 5.2). If bit 0 is set to '1', none of the SDUs match this rule shall have a PHSI field.

Bit 1: (ROHC)

If bit 1 is set to 1, all SDUs match this rule shall not compress payload headers using ROHC. If bit 1 is set to'0' and both the AMS and the ABS support ROHC (according to 11.7.7.4), all SDUs match this rule shall be compressed using ROHC. If bit 1 is set to '1', none of the SDUs shall be compressed.
Note: For IP packets, bit 0 and bit 1 shall not be both set for a classification rule. For Ethernet packets, bit1 shall be always set to 1.
	

	}
	
	
	

	} //end of For(i=0;i<N-rules;i++)
	
	
	


Suggested change #8: page 243 Line 61 (Table 737)
[Note to editor] : Insert the following rows in blue text into Table 737 as shown below
Table 737—AAI_DSC-REQ Message Field Description

	Field
	Size (bits)
	Value / Description 
	Conditions

	If (Packet Classification Rule parameter is needed) {
	
	
	

	Number of classification rules
	16
	The number of classification rules in this message
	

	}
	
	
	

	For(i=0;i<N-rules;i++){
	
	
	

	Classification Rule Priority field
	8
	0-255
	

	….
	
	
	

	….
	
	
	

	IEEE 802.1Q VLAN ID field
	2
	vlan_id1, vlan_id2
	Present if needed

	If (Multiprotocol CS is used){
	
	
	

	Multiprotocol CS Request/Transmission Policy parameter
	2
	Bit 0: (PHS)

If bit 0 is set to 1, all SDUs match this rule shall not suppress payload headers (CS parameter). If bit 0 is set to'0' and both the AMS and the ABS support PHS (according to 11.7.7.3), all SDUs match this rule shall be prefixed by a PHSI field, which may be set to 0 (see 5.2). If bit 0 is set to '1', none of the SDUs match this rule shall have a PHSI field.

Bit 1: (ROHC)

If bit 1 is set to 1, all SDUs match this rule shall not compress payload headers using ROHC. If bit 1 is set to'0' and both the AMS and the ABS support ROHC (according to 11.7.7.4), all SDUs match this rule shall be compressed using ROHC.

Note: For IP packets, bit 0 and bit 1 shall not be both set for a classification rule. For Ethernet packets, bit1 shall be always set to 1.
	

	}
	
	
	

	} //end of For(i=0;i<N-rules;i++)
	
	
	


Suggested change #9: page 1009 Line 44,

[Note to editor: black text is the existing text; blue text is the new text to insert; red text is the text to delete]

ClassificationRule ::= SEQUENCE {
…
phsRule PhsRule OPTIONAL
multiprotocolTransmissionPolocy            BIT STRING {

PHS (0),

ROHC (1)

} (SIZE(2)) OPTIONAL,

}
Suggested change #10: page 1014 Line 13

 [Note to editor: black text is the existing text; blue text is the new text to insert; red text is the text to delete]

…
csSpecificationType CsSpecification OPTIONAL,

classificationRules SEQUENCE (SIZE(1..16)) OF ClassificationRule OPTIONAL,

ethernetAttributes EthernetAttributes OPTIONAL,

…
Suggested change #11: page 1017 Line 4
[Note to editor: black text is the existing text; blue text is the new text to insert; red text is the text to delete]

…
classifierDSCAction ClassifierDSCAction OPTIONAL,

classificationRules SEQUENCE (SIZE(1..16)) OF ClassificationRule OPTIONAL,
ethernetAttributes EthernetAttributes OPTIONAL,
…
3 References
[1] IEEE Std 802.16-2009
[2] IEEE P802.16m/D9, “DRAFT Amendment to IEEE Standard for Local and metropolitan area networks”
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Figure xxx Multiprotocol CS classifications and functions
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