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1 Overview of Specification
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1.3 Design Guidelines
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3 Definitions

4 Acronyms and Abbreviations
3G



Third Generation

3GPP



3G Partnership Project

3GPP2



3G Partnership Project 2

AAA



Authentication, Authorization, and Accounting

AN



Access Network

AP



Access Point

AR



Access Router

BS



Base Station

BSC



Base Station Controller

BSSID   


Basic Service Set Identifier

BTS



Base Transceiver Station

ESS        


Extended Service Set

CN



Core Network

FA



Foreign Agent

FMIP



Fast Handover Mobile IP

GGSN



Gateway GPRS Support Node

GPRS



General Packet Radio Service

GSM



Global System for Mobile Communication

HA



Home Agent

HMIP



Hierarchical Mobile IP

IEEE



Institute of Electrical and Electronics Engineers

IETF



Internet Engineering Task Force

ICMP



Internet Control Message Protocol

IP



Internet Protocol

ISP



Internet Service Provider

ITU



International Telecommunications Union

L1                


Physical Layer (PHY)

L2


         
Medium Access Control (MAC)

LAN



Local Area Network

LLC            


Logical Link Control

MAC



Medium Access Control

MIH
          


Media Independent Handover

MIHO        


Media Independent Handover

MIHS        


Media Independent Handover Services

MIP



Mobile IP

MLME        


MAC Layer Management Entity

MN



Mobile Node

MS



Mobile Station

MT

   

Mobile Terminal

PHY            


Physical Layer

PLMN



Public Land Mobile Network

PLME



PHY Layer Management Entity

QoS



Quality of Service

RFC



Request for Comment

RNC



Radio Network Controller

SAP             


Service Access Point

SGSN



Serving GPRS Support Node

SNR



Signal Noise Ratio

STA



Station
TCP



Transmission Control Protocol

UDP



User Datagram Protocol

UMTS



Universal Mobile Telecommunications System

WLAN



Wireless Local Area Network

WPAN



Wireless Personal Area Network

WMAN



Wireless Metropolitan Area Network

General Architecture
4.1 Introduction

4.2 Media Independent Handover Reference Models
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MIH Function provides mechanisms for upper layers to monitor and control the status of different link in the STA. Section 5.2.1 describes the primitives for the interaction between MIH, upper layer and link layer.
4.2.1 Service Access Points (SAPs)


[image: image2]
The Figure shows the use of the primitives to provide peer communication between MIH function entities. In remote transport cases, the initial request for service from a MIH to lower layer is provided by the “request” primitive. When this request is transported to the peer MAC/PHY, it generates an “indicate” primitive to inform the peer MIH of the request; the MIH entity responds with a “response” to the MAC. Again this is transported to the MAC/PHY on the originating side, which sends a “confirm” primitive to the original requesting entity.

In local cases, it is not necessary to send information to the peer station and the “confirm” primitive is issued directly by the lower layers on the originating side.

4.2.1.1  MIH_L3_SAP 
The IEEE Std 802.21 MIH supports the following primitives at the MIH_L3_SAP, to support services between the MIH and the upper layer mobility protocols.

MIH_L3_Service_Registration.request
MIH_L3_Service_Registration.response
MIH_L3_Service_Deregistration.request
MIH_L3_Service_Deregistration.response
MIH_L3_Event.request
MIH_L3_Event.response
4.2.1.1.1 MIH_L3_Service_Registration.request
Function

This primitive is issued by a L3 entity in a mobile STA or network unit to serve the following purposes:

· During initialization, this primitive enables upper layer mobility protocols to register MIH service

· Associate terminal side MIH entity with network side entity. The network side MIH keeps track of the terminal information for the purposes of (for example) paging from the network side.
Semantics of the service primitive

The parameters of the primitive are as follows:

MIH_L3_Service_Registration.request {

Protocol Type;

Local/Remote;

Source Address;

Destination Address;

Service Type; 

Service Parameters;

}
Protocol Types specify the type of L3 mobility protocols, for example MIPv4, MIPv6, FMIP, HMIP, etc.
Source Address and Destination Address identifies the requesting entity.

Service Types are Event or Information Service
Service Parameters could be specific information provided by L3 entity in type/length/value (TLV) format. 
When generated

This primitive is generated by a L3 entity of a mobile STA or network unit to register for MIH services.

Effect of receipt

If the primitive is generated locally, the receipt of this primitive causes the MIH to check the availability of the requested services and return to the requesting L3 entity via the RESPONSE primitive.

If the primitive is generated for remote registration, the receipt of this primitive causes the MIH to pass the request

(in the form of a MIH-SERVICE-REG-REQ signaling message) to the peer MIH entity.

4.2.1.1.2 MIH_L3_Service_Registration.response
Function

This primitive is issued by a MIH entity in response to a MIH_L3_Servce_Registration.request with the result of the registration attempt. 
Semantics of the service primitive

The parameters of the primitive are as follows:

MIH_L3_Service_Registration.response {

Protocol Type;

Source Address;

Destination Address;

Response Code;

Response Message;

}

Protocol Types specify the type of L3 mobility protocols, for example MIPv4, MIPv6, FMIP, HMIP.

Source Address and Destination Address identifies the requesting entity.

The Response Code indicates ACCPETED or REJECTED for the registration attempt;

The Response Message provides additional information to the requester, in type/length/value (TLV) format.

When generated

In local case, this primitive is generated by a MIH entity after it checks the availability of the requested service.  In remote case, this primitive is generated by a MIH entity after it receives a MIH-SERVICE-REG-REP signaling message. The service registration process is described in Section 7.
Effect of receipt

The L3 entity is ready to use MIH services.

4.2.1.1.3 MIH_L3_Service_Degistration.request
Function

This primitive is issued by a L3 entity in a mobile STA or network unit to deregister specific MIH services.

Semantics of the service primitive

The parameters of the primitive are as follows:

MIH_L3_Service_Deregistration.request {

Protocol Type;

Local/Remote;

Source Address;

Destination Address;

Service Type; 

}

Protocol Types specify the type of L3 mobility protocols, for example MIPv4, MIPv6, FMIP, HMIP.

Source Address and Destination Address identifies the requesting entity.

Service Types are Event or Information Service

When generated

This primitive is generated by a L3 entity of a mobile STA or network unit to stop MIH services and releases all the resource.

Effect of receipt

If the primitive is generated locally, the receipt of this primitive proactively causes the MIH to stop the deregistered services and return to the requesting L3 entity via the RESPONSE primitive.

If the primitive is generated for remote deregistration, the receipt of this primitive causes the MIH to pass the request (in the form of a MIH_SERVICE-DEREG_REQ signaling message) to the peer MIH entity.

4.2.1.1.4 MIH_L3_Service_Deregistration.response
Function

This primitive is issued by a MIH entity in response to a MIH_L3_Servce_Deregistration.request or due to failure of some MIH services. 

Semantics of the service primitive

The parameters of the primitive are as follows:

MIH_L3_Service_Deregistration.response {

Protocol Type;

Source Address;

Destination Address;

Deregistration Message;

Response Code;

Response Message;

}

Protocol Types specify the type of L3 mobility protocols, for example MIPv4, MIPv6, FMIP, HMIP.

Source Address and Destination Address identifies the requesting entity.

The Response Message provides additional information to the requester, in type/length/value (TLV) format.

When generated

This primitive is generated by a MIH entity after it stops the related services per the request of L3 entity or due to failure of some MIH services.  In remote case, this primitive is generated by a MIH entity after it receives a MIH_SERVICE-DEREG_REP signaling message. The service deregistration process is described in Section 7.
Effect of receipt

The L3 entity stops to use MIH services.

4.2.1.1.5 MIH_L3_Event.request
Function

This primitive is issued by a L3 entity in a mobile STA or network unit to request MIH for L3-driven event services:
· Get information and monitor the status of the interfaces or links

· Configure and control the interfaces or links

· Handover the active session between interfaces or links.

Semantics of the service primitive

The parameters of the primitive are as follows:

MIH_L3_Event.request {

Event ID;

Local/Remote;

Source Address;

Destination Address;

Event Type Code; 

Event Attributes;

}

Event ID is an identifier which is necessary because there might be several different events of the same type exchanging information between MIH and upper or lower layers.
Event Type Code is used to distinguish different event services. The event types initiated from a L3 entity are Query and Set events. Refer to section 6.1 for more details of the event types.  
Event Attributes are the information of different MIH event services in type/length/value (TLV) format. Refer to section 6.2 for details of the event attributes.
When generated

This primitive is generated by a L3 entity of to allow a L3 entity to control, get information of the lower layer entities.
Effect of receipt

If the Event Type Code is ‘Link Query’, MIH issues Link_Status.request to event destination (MAC or PHY) to get the status info of links. 
If the Event Type Code is ‘Link Set’, MIH issues Link_Setting.request to event destination (MAC or PHY) to command the lower layers to execute the instructions from upper layers.

4.2.1.1.6 MIH_L3_Event.response
Function

This primitive is issued by a MIH entity in response to a MIH_L3_Event.request to notify the results of the event attempt. 

Semantics of the service primitive

The parameters of the primitive are as follows:

MIH_L3_Event.response {

Event ID;

Source Address;

Destination Address;

Event Type Code;

Event Attributes;

}

Event ID is an identifier which is necessary because there might be several different events exchanging information between MIH and upper or lower layers.

Event Type Code is used to distinguish different event services. The event types initiated from a L3 entity are Query and Set events. Refer to section 6.1 for more details of the event types.  

Event Attributes are the information of different MIH event services in type/length/value (TLV) format.
When generated

This primitive is generated by a MIH entity after it receives the confirmation information of Link Status and Link Setting primitives.
Effect of receipt

The L3 entity obtains the information of lower layers or the results of the command.
4.2.1.2 MIH_MGMT_SAP 

The IEEE Std 802.21 MIH supports the following primitives at the MAC_MGMT_SAP, to support services between the MIH and the management entities.

MIH_MGMT_Service_Registration.request
MIH_MGMT_Service_Registration.response
MIH_MGMT_Service_Deregistration.request
MIH_MGMT_Service_Deregistration.response
MIH_MGMT_Event.request

MIH_MGMT_Event.response

4.2.1.3 MIH_APP_SAP 

The IEEE Std 802.21 MIH supports the following primitives at the MAC_APP_SAP, to support services between the MIH and the application entities.

MIH_APP_Service_Registration.request
MIH_APP_Service_Registration.response
MIH_APP_Service_Deregistration.request
MIH_APP_Service_Deregistration.response
MIH_APP_Event.request

MIH_APP_Event.response

4.2.1.4 MIH_MAC_SAP

The IEEE Std 802.21 MIH supports the following primitives at the MIH_MAC_SAP, to support services between the MIH and the MAC layer.
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MIH_MAC_Status.request

MIH_MAC_Status.indication

MIH_MAC_Status.response

MIH_MAC_Status.confirmation
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MIH_MAC_Setting.request

MIH_MAC_Setting.indication

MIH_MAC_Setting.response

MIH_MAC_Setting.confirmation
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4.2.1.4.1 MIH_MAC_Status.request
Function

This primitive is issued by MIH to discover the status of the currently connected and potentially available links.

Semantics of the service primitive

The parameters of the primitive are as follows:

MIH_MAC_Status.request {

Event ID;

Local/Remote;

Source Address;

Destination Address;

Link Type; 

Link Attributes;

}

Event ID is an identifier which is necessary because there might be several different events exchanging information between MIH and upper or lower layers.

Link type should be 802.3/802.11/802.16/UMTS.  

Link Attributes are the information of different links in type/length/value (TLV) format. 

When generated

This primitive is generated when MIH receives event request from L3 or upper layers with event type (Link Query) or periodically generated by MIH. The requested lower layer is MAC layer.
Effect of receipt

A local query event causes MAC to report the status of the links. A remote query event causes MAC to pass the request to peer MIH entity.
4.2.1.4.2 MIH_MAC_Status.indication

Function

This primitive is issued by the MAC entity on the non-initiating side to request the status of a link in response to the receipt of a MIH-MAC-STATUS-REQ message.
Semantics of the service primitive

The parameters of the primitive are as follows:

MIH_MAC_Status.indication {

Event ID;

Source Address;

Destination Address;

Link Type; 

Link Attributes;

}

Event ID is an identifier which is necessary because there might be several different events exchanging information between MIH and upper or lower layers.

Link type should be 802.3/802.11/802.16/UMTS.  

Link Attributes are the information of different links in type/length/value (TLV) format. 

When generated

This primitive is generated by the MAC of the non-initiating side of the protocol when it receives a MIH-MAC-STATUS-REQ message from the initiating side of the requesting entity.
Effect of receipt

Non-initiating MIH entity checks the status of the requested links and report the status via a MIH-MAC-Status.response primitive. 

4.2.1.4.3 MIH_MAC_Status.response

Function

This primitive is issued by the MIH entity on the non-initiating side to report the status of a link in response to the receipt of a MIH-MAC_Status.indication primitive.
Semantics of the service primitive

The parameters of the primitive are as follows:

MIH_MAC_Status.response {

Event ID;

Source Address;

Destination Address;

Link Type; 

Link Attributes;

}

Event ID is an identifier which is necessary because there might be several different events exchanging information between MIH and upper or lower layers.

Link type should be 802.3/802.11/802.16/UMTS.  

Link Attributes are the information of different links in type/length/value (TLV) format. 

When generated

This primitive is generated by the MIH of the non-initiating side of the protocol when it receives a MIH-MAC-Status.indication.
Effect of receipt

The receipt of the primitive causes the MAC to send the MIH-MAC-STATUS-RSP message to the requesting entity.

4.2.1.4.4 MIH_MAC_Status.confirmation
Function

This primitive is issued by MAC to report the status of the requested links.

Semantics of the service primitive

The parameters of the primitive are as follows:

MIH_MAC_Status.confirmation {

Event ID;

Link Type; 

Link Attributes;

}

Event ID is an identifier which is necessary because there might be several different events exchanging information between MIH and upper or lower layers.

Link type should be 802.3/802.11/802.16/UMTS.  

Link Attributes are the information of different links in type/length/value (TLV) format. The attributes are MAC layer parameters.
When generated

This primitive is generated when MAC receives event request from MIH layer or MIH-MAC-STATUS-RSP message.
Effect of receipt

If the status report is triggered by MIH_L3_Event.request, MIH return a MIH_L3_Event.response to L3 entity. 
4.2.1.4.5 MIH_MAC_Setting.request
Function

This primitive is issued by MIH to execute the command from upper layers to control the links.

Semantics of the service primitive

The parameters of the primitive are as follows:

MIH_MAC_Setting.request {

Event ID;

Local/Remote;

Source Address;

Destination Address;

Link Type;

Reason Code; 

Command Attributes;

}

Event ID is an identifier which is necessary because there might be several different events exchanging information between MIH and upper or lower layers.

Link type should be 802.3/802.11/802.16/UMTS.

Reason Code is the reason for upper layers to issue a certain command, e.g., service price / QoS / user preferences, etc.
Command Attributes are the L3 command in type/length/value (TLV) format. 

When generated

This primitive is generated when MIH receives event request from L3 or upper layers with event type (Link Set). The requested lower layer is MAC layer.
Effect of receipt

A local query event causes MAC to execute the command from upper layers.  A remote query event causes MAC to pass the request to peer MIH entity.

4.2.1.4.6 MIH_MAC_Setting.indication

Function

This primitive is issued by the MAC entity on the non-initiating side to execute the command in response to the receipt of a MIH-MAC-SETTING-REQ message.
Semantics of the service primitive

The parameters of the primitive are as follows:

MIH_MAC_Setting.indication {

Event ID;

Local/Remote;

Source Address;

Destination Address;

Link Type;

Reason Code; 

Command Attributes;

}

Event ID is an identifier which is necessary because there might be several different events exchanging information between MIH and upper or lower layers.

Link type should be 802.3/802.11/802.16/UMTS.

Reason Code is the reason for upper layers to issue a certain command, e.g., service price / QoS / user preferences, etc.
Command Attributes are the remote L3 command in type/length/value (TLV) format.

When generated

This primitive is generated by the MAC of the non-initiating side of the protocol when it receives a MIH-MAC-SETTING-REQ message from the initiating side of the requesting entity.
Effect of receipt

Non-initiating MIH entity requests the lower layer links to execute the commands and report the result via a MIH-MAC-Setting.response primitive. 

4.2.1.4.7 MIH_MAC_Setting.response

Function

This primitive is issued by the MIH entity on the non-initiating side to report the result of the command in response to the receipt of a MIH-MAC_Setting.indication primitive.
Semantics of the service primitive

The parameters of the primitive are as follows:

MIH_MAC_Setting.response {

Event ID;

Source Address;

Destination Address;

Result Code;
}

Event ID is an identifier which is necessary because there might be several different events exchanging information between MIH and upper or lower layers.

Result Code could be Success/Failure.
When generated

This primitive is generated by the MIH of the non-initiating side of the protocol when it receives a MIH-MAC-Status.indication.
Effect of receipt

The receipt of the primitive causes the MAC to send the MIH-MAC-SETTING-RSP message to the requesting entity.

4.2.1.4.8 MIH_MAC_Setting.confirmation

Function

This primitive is issued by MAC to report the result of the command from upper layers.

Semantics of the service primitive

The parameters of the primitive are as follows:

MIH_MAC_Setting.confirmation {

Event ID;

Result Code;
}

Event ID is an identifier which is necessary because there might be several different events exchanging information between MIH and upper or lower layers.

Result Code could be Success/Failure.

When generated

This primitive is generated when MAC receives event request from MIH layer or MIH-MAC-SETTING-RSP message.
Effect of receipt

If the status report is triggered by MIH_L3_Event.request, MIH return a MIH_L3_Event.response to L3 entity. 

4.2.1.5 MIH_PHY_SAP
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4.2.2 MIH Sequences

This subclause describes the logical interaction between the MAC Service primitives and the MIH signaling messages. The detailed formats of MIH signaling messages are defined in Section 8.

The sequence of logical MIH-L3 SAP primitives and MIH messages in the service registration process are shown in following Figure.


[image: image7]
The sequence of logical MIH-L3 SAP primitives and MIH messages in the service deregistration process are shown in following Figure.
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The sequence of logical MIH SAP primitives for L3 driven interactions are shown in following Figure. This flow chart illustrates that L3 monitors the local lower layer links.
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The sequence of logical MIH SAP primitives for L3 driven interactions are shown in following Figure. This flow chart illustrates that L3 monitors the remote lower layer links.
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The sequence of logical MIH SAP primitives for L3 driven interactions are shown in following Figure. This flow chart illustrates that L3 controls the local lower layer links.
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The sequence of logical MIH SAP primitives for L3 driven interactions are shown in following Figure. This flow chart illustrates that L3 controls the remote lower layer links.
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4.7.1 802 specific Amendments

4.7.2 Cellular specific Amendments

5 Media Independent Event Service

5.1 Introduction

The 802.21 standard provides a mechanism for signaling current and any anticipated future changes in condition of different networks in the form of events. These conditions could include changes in the MAC and PHY state or changes in certain network attributes, such as changes in load conditions.

Events can be link-layer indications from lower layers to upper layers. The network layer needs information from link layer so that it can re-establish connectivity as quickly as possible. The events from lower layers to upper layers are link up, link down, link going up, link going down, etc.

Events can also be originated from upper layers. The network layer could proactively query information from link layer so that it can make optimal handover decision, for example, load-balancing. In some cases, upper layer entities need to force a given interface to switch from one link to another.

The MIH defines event service in form of Event Type/Attributes which are carried in MIH primitives. Each event type is assigned a Event Type Code. The Event Attributes defines the information fields for each event.
	Event Type Code

	Link Up
	0x01

	Link Down
	0x02

	Link Going Up
	0x03

	Link Going Down
	0x04

	Link Event Rollback
	0x05

	Link Available (Indication)
	0x06

	Link Parameters Change
	0x07

	Link Query
	0x11

	Link Set
	0x12


5.2 Primitives
5.2.1 Primitives
Section 5.2 describes the primitives for interactive event between upper layer and lower layers. 
5.2.2 Event Type and Attributes
5.2.2.1 Link Up Event
The link up event is provided to the upper layers to indicate that the L3 can now send packets over the link.
The attributes of  Link Up Events are:
	Name
	Description

	Source
	Upper layer entity name: L3/MGMT/APP

	Destination
	Lower layer entity name: PHY/MAC

	Network Type in Use
	Interface Type: 802.3/802.11/802.16/GPRS/UMTS

	Network Identifier
	Current associated Network ID


5.2.2.2 Link Down Event

The link down event is provided to the upper layers to indicate that the L3 can not send packets over the link.
The attributes of  Link Down Events are:

	Name
	Description

	Source
	Upper layer entity name: L3/MGMT/APP

	Destination
	Lower layer entity name: PHY/MAC

	Network Type in Use
	Interface Type: 802.3/802.11/802.16/GPRS/UMTS

	Network Identifier
	Current associated Network ID


5.2.2.3 Link Going Up Event

The link going up event is provided to the upper layers to indicate a possibility that a link up event will occur at some point in the future.

The attributes of Link Going Up Events are:

	Name
	Description

	Source
	Upper layer entity name: L3/MGMT/APP

	Destination
	Lower layer entity name: PHY/MAC

	Network Type in Use
	Interface Type: 802.3/802.11/802.16/GPRS/UMTS

	Estimated Time
	Link up will occur within estimated time

	Correspondent Node Address
	IP Address of Correspondent node

	STA Transmission Mode
	Transmitting/Receiving

	Mobility Management Type
	L2/Micro-IP/MIP/SIP

	Network Identifier
	Current associated Network ID


5.2.2.4 Link Going Down Event

The link going down event is provided to the upper layers to indicate a possibility that a link down event will occur at some point in the future.

The attributes of Link Going Down Events are:

	Name
	Description

	Source
	Upper layer entity name: L3/MGMT/APP

	Destination
	Lower layer entity name: PHY/MAC

	Network Type in Use
	Interface Type: 802.3/802.11/802.16/GPRS/UMTS

	Estimated Time
	Link down will occur, STA need to re-establish a new link within estimated time

	Correspondent Node Address
	IP Address of Correspondent node

	STA Transmission Mode
	Transmitting/Receiving

	Mobility Management Type
	L2/Micro-IP/MIP/SIP

	Network Identifier
	Current associated Network ID


5.2.2.5 Link Query Event

The link query event is provided to the upper layers to get information from lower layer links.
The attributes of Link Query Events are as follows:

	Name
	Description

	Source
	Upper layer entity name: L3/MGMT/APP

	Destination
	Lower layer entity name: PHY/MAC

	Network Type in Use
	Interface Type: 802.3/802.11/802.16/GPRS/UMTS

	Device Info
	Device Info: Manufacturer/Serial Number

	Network ID
	Network Identifier

	Current Address
	Address of the interface

	Security Mode
	Encryption mechanisms in use

	Registration Status
	

	Channel ID
	

	Channel Quality
	

	Radio Link Speed
	

	Battery Level
	


5.2.2.6 Link Set Event

The link set event is provided to the upper layers to issue a set of command to lower layers.
The attributes of Link Set Events are as follows:

	Name
	Description

	Source
	Upper layer entity name: L3/MGMT/APP

	Destination
	Lower layer entity name: PHY/MAC

	Network Type in Use
	Interface Type: 802.3/802.11/802.16/GPRS/UMTS

	Enable/Disable Interface
	Enable/Disable the entire interface 

	Disable Transmitter
	Disable part of the interface

	Suspend Driver
	Temporarily suspend the interface


6 Media Independent Information Service

6.1 Introduction

6.1.1 Media Independent Neighbor Graph (MING) Service
Media Independent Neighbor Graph (MING) is the mechanism for facilitating the MIH neighbor discovery procedure in heterogeneous networks. The MING contains pertinent information on a set of different types’ neighbors that are candidates to which STAs can handover. This MING is compiled by the MIH entity in the network side and can include information from measurement reports sent by either the STA to who successfully performed heterogeneous handover, as well as information via the management interface.  

The MING report information element just provides the information to the STA and the STA is the one that makes its own handover decision. Since the information in the MING report may be stale, the MIH entity in the network side may not have the appropriate information at the time. If a STA is anticipating handover it may request MING Report. MIH functional entity in the network side will send a MIH signaling message containing the MING Report Information Element to the STA.  The MING Report element shall only contain entries of neighboring APs that are legitimate members of the administrative domain of the AP handling the query.

6.1.1.1 MING Definition
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Media Independent Neighbor Graph (MING) provides a method for determining the candidate set of potential new-APs to perform the transfer prior to the handover. The MING datastructure provides the basis for identifying this candidate set.

The concept of MING is illustrated in above Figure. 

MING Edge: The relationship between two neighbors is defined as a MNG Edge. Two network attachment points i and j are neighbors if there exists a path of motion between i and j such that it is possible for a mobile STA to perform a handover successfully. For example, if a mobile STA can successfully handover from 802.11 AP1 to a cellular BS2, AP1 and BS2 are neighbors. (AP1, BS2) is a MING Edge.

MING Vertex: A list of network properties of AP is defined as MING Vertex. The list of properties is defined in Section 7.3.

Media Independent Neighbor Graph consists of a set of neighbor relationship (MING Edges) and the associated properties of each AP (MING Vertex). 
6.1.1.2 MING Generation

The neighbor graph can be implemented either in a centralized or a distributed manner. The construction and maintenance of this datastructure is out of the scope of this specification. Appendix 10.3.2 gives an example to implement the MING.

The algorithm used for determining which AP’s will be included in the MING is outside the scope of the specification.  While the mechanisms to establish MING are vendor specific and outside the scope of the specification, the AP may use information gained by reports from all STA’s within its area after they performs handover successfully from other networks.

MING entry is created by two MIH signaling messages which are defined as follows:

MING-GEN-REPORT-REQ {

Old AP Vertex; 

New AP Vertex;

Edge (Old AP, New AP);

}

MING-GEN-REPORT-RSP {

Result Code;

}

An example sequence to generate MING is described in Appendix 10.3.2. 

6.1.1.3 MING Delivery
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The MING information is delivered through a request/response procedure. 

6.1.1.3.1 MING Report Request Procedure

When a STA is about to handover, it may:
1. Send a MING-REPORT-REQ request is transported to MIH MING Service entity in the network side through the currently associated AP.

2. Upon receipt of the MING-REPORT-RSP response the STA will determine which AP is the best candidate to handover to.

3. The STA will attempt to handover to the other AP.

6.1.1.3.2 MING Report Response Procedure

When the MIH MING Service entity in the network side receives a MING-REPORT-REQ request from a STA it will:
1. Search MING edge entries and determine the vertexes. Only partial graph with related vertexes is carried in the response message. The above Figure shows an example.

2. Send the MING-REPORT-RSP response for the given AP.  

If the given AP has no edge on the MING graph, a MING-REPORT-RSP with length of zero would be send back.

6.2 Primitives

6.2.1 MING Service
6.2.1.1.1 MIH_MGMT_MING_Report.request
Function

This primitive is issued by Management entity to MIH to retrieve the neighbor information.

Semantics of the service primitive

The parameters of the primitive are as follows:

MIH_MGMT_MING_Report.request {

Source Address;

Peer Address;

Current AP; 

}

When generated

This primitive is generated when the STA receives events to indicate that a handover is about to occur.
Effect of receipt

MIH issues MING-REPORT-REQ to the peer MIH MING Service entity.
6.2.1.1.2 MIH_ MGMT_MING_Report.response
Function

This primitive indicates that a MING-REPORT-RSP frame has been received from a peer entity. This may

be in response to an earlier MING Report request (MIH_MGMT_MING_Report.request), or may be an autonomous report. 

Semantics of the service primitive

The parameters of the primitive are as follows:

MIH_MAC_Status.indication {

Peer MAC Address;

MING-REPORT;
}

When generated

Effect of receipt

6.2.2 Location Management Service
6.3 Information Elements

6.3.1 MIH Neighbor Report Information Elements

This subclause describes the properties associated with each Vertex in Media Independent Neighbor Graph.
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Network_List ::= ENUMERATED {802.11, 802.16, GSM, GPRS, W-CDMA, cdma2000}

802.11

(How do we know if this AP supports .11i, .11e, etc….)

802.11 ::= SEQUENCE{

(1) Location_LatLong ::= REAL
(2) Standards ::= ENUMERATED {802.11a, 802.11b, 802.11g}

(3) SSID_Network_Name ::= String (SIZE(1..32))

(4) BSSID ::= NumericString (SIZE(8))

(5) Channel ::= INTEGER

(6) Phy ::= ENUMERATED {CCK, DSSS, OFDM}

(7) Data_Rates ::= INTEGER 

(8) Service_Provider_Code ::= String
(9) Security ::= ENUMERATED {802.1x, WPA, WPA2, WEP, open, MAC Address}

(10) 802.1x_WPA_WPA2 ::= ENUMERATED {EAP-PEAP-MSCHAPv2, EAP-TTLS-PAP, EAP-TTLS-CHAP, EAP-TLS, EAP-SIM, EAP-AKA}*
(11) Quality_of_Service :: = ENUMERATED {802.11e}
}

(1) This IE provides the accurate location of the AP in determining the proximity of the APs in the neighborhood. 

(2), (6) This IE provides the ‘handover decision maker’ advanced knowledge of the type of wireless chip/physical layer supported at the APs in the neighbourhood. For example, if the client only supports 802.11a wireless standards, the ‘handover decision maker’ will only shortlist neighborhood APs with the 802.11a support.

(3) This IE provides the ‘handover decision maker’ the network that the client/user wishes to connect to.

(4) This IE provides the ‘handover decision maker’ the AP that the client/user wishes to connect to. This is relevant in the case of multiple BSSIDs configured on the AP to support services which offer QoS, authentication type, etc. For example, if user is on a voice conversation, the BSSIDs to associate with may be that configured for higher priority traffic for voice to provide QoS.

(5) This IE provides the client advanced knowledge of the new channel of the AP to associate prior to handover.

(7) This IE provides the ‘handover decision maker’ advanced knowledge of the data rates supported at the AP, e.g. 108 Mbps in 802.11a turbo mode, 11, 5.5, 2, 1 Mbps in 802.11b, etc. Based on certain pre-defined threshold of data rates, the ‘handover decision maker’ may select the appropriate AP for handover.

(8)  This IE provides the ‘handover decision maker’ if there is roaming occurred in handover to an AP belonging to a different service provider, region, or country and whether this is allowed.
(9) This IE provides the ‘handover decision maker’ advanced knowledge of the type pf security implemented at the APs. For example, if the client requires WPA authentication, the ‘handover decision maker’ will only shortlist neighbourhood APs with WPA support.

(10) This IE extends information on the 802.1x/WPA/WPA2 IE, and provides the ‘handover decision maker’ advanced knowledge of the type of EAP authentication supported at the backend network (Radius server), if the 802.1x framework is supported at the AP. This may be helpful as the client may support the 802.1x authentication framework but only specific types of EAP methods. For example, if the client only supports EAP-PEAP-MSCHAPv2, the ‘handover decision maker’ will only shortlist APs that are connected to the Radius servers with this support.
(11) This IE provides the ‘handset decision maker’ advanced knowledge if the AP supports Quality of Service for time-sensitive information or high priority traffic.
GSM 
GSM ::= SEQUENCE {

(1) Frequency_Band ::= ENUMERATED {900, 1800, 1900}

(2) Operator_Code_MNC ::= INTEGER

(3) Location_Area_Code_LAC ::= INTEGER

(4) Cell_Identity_CID ::= INTEGER

(5) BSIC ::= INTEGER

(6) BCCH ::= REAL

(7) Location_LatLong ::= REAL




} 

(1)  This IE provides the ‘handover decision maker’ advanced knowledge of the frequency band supported by the BSs in the neighbourhood. For example, if the handset only supports 1900MHz frequency band, the ‘handover decision maker’ will only shortlist the corresponding neigbourhood BSs.
(2)  This IE provides the ‘handover decision maker’ if there is roaming occurred in handover to a BS belonging to a different service provider, region, or country and whether this is allowed.
(3), (4), (5), (6) This IE allows the ‘handover decision maker’ to identify the base station and obtain advanced information about the base station via the Serving_Cell_Channel (BCCH).
(7) This IE provides the accurate location of the BS in determining the proximity of the BSs in the neighbourhood. 

802.16 
802.16 ::= SEQUENCE {

(1) Location_LatLong ::= REAL
(2) Standards ::= ENUMERATED {802.16a, 802.16d, 802.16e}

(3) Channel ::= INTEGER (is this valid for .16?)

(4) Cell_Identity_CID ::= INTEGER

(5) Phy ::= ENUMERATED {OFDM} (Why does this matter?)
(6) Data_Rates ::= INTEGER
(7) Service_Provider_Code ::= String
(8) 802.1x_PKM ::= ENUMERATED {EAP-PEAP-MSCHAPv2, EAP-TTLS-PAP, EAP-TTLS-CHAP, EAP-TLS, EAP-SIM, EAP-AKA}*
}

(1) This IE provides the accurate location of the BS in determining the proximity of the BSs in the neighborhood. 

(2), (5) This IE provides the ‘handover decision maker’ advanced knowledge of the type of wireless chip/physical layer supported at the BSs in the neighbourhood. For example, if the client only supports 802.16d wireless standards, the ‘handover decision maker’ will only shortlist neighborhood BSs with the 802.16d support.

(3) This IE provides the client advanced knowledge of the new channel of the BS to associate prior to handover.
(4) This IE allows the ‘handover decision maker’ to identify the base station and obtain advanced information about the base station via the Serving_Cell_Channel (BCCH).
(6) This IE provides the ‘handover decision maker’ advanced knowledge of the data rates supported at the BS. Based on certain pre-defined threshold of data rates, the ‘handover decision maker’ may select the appropriate BS for handover.

(7)  This IE provides the ‘handover decision maker’ if there is roaming occurred in handover to an BS belonging to a different service provider, region, or country and whether this is allowed.
(8) This IE provides the ‘handover decision maker’ advanced knowledge of the type of security implemented at the backend network (e.g. EAP type supported at the backend network). For example, if the client only supports EAP-PEAP-MSCHAPv2, the ‘handover decision maker’ will only shortlist BSs that are connected to the Radius servers with this support.
6.3.2 MIH Location Management Information Elements

TBD

6.4 Information Format
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Make before Break ( STA controlled MIH )

Proposed MIH procedure consists of three steps. 
· Step 1 : MIH initialization

· Step 2 : MIH preparation 

· Step 3 : MIH execution

Step 1 : MIH initialization 
STA initializes MIH function when it powers on or some layers request MIH to initialize MIH function. MIH initialization includes media specific and media independent function. MIH_MGMT_Service_Registration.request/response primitive is used for this.

Step 2: MIH Preparation (Link Going Down Event as example)
Step 2 – (1) Information discovery and Network selection (MIH pre-decision)

When MS monitors or manages the neighbor cell list, it can get the information such as cell, network, and operator before connection setup to candidate access points. For example, MS gets the network information from AP’s broadcasting information or by handshaking between MS and AP before registration or association. This function assists MS’s fast & correct HO. MIH_MGMT_Event.response primitive generates MIH-LINK-GOING-DOWN-REQ message to get information to prepare MIH. 

MS discovers AP’s information actively or passively before connection setup or association. Proposed network selection method is used in the MIH preparation step and also can be applied to media specific broadcasting or scanning message. This implies saving time in Network Selection mechanism. The details are as follows.

Operation 1 

· AP broadcasts network information including network_id, IP_prefix, associated network_id, and so on.

· When searching APs, MS discovers candidate networks and checks the feasibility of new service or MIH using the network information in this broadcasting message, Correspondent Node (CN)’s location information, and network association table. MIH is possible when discovered network is associated with currently connected network, and CN is located at current or (directly or indirectly) associated networks.

Operation 2

· AP broadcasts network information including network_id, IP_prefix, associated network_id, and so on.

· When searching APs, MS gets this network information and sends MIH-LINK-GOING-DOWN-REQ message to current AP. MIH-LINK-GOING-DOWN-REQ message includes (a) Correspondent Node (CN)’s location information such as CN’s identifier or CN’s IP address or CN’s network_id and (b) candidate AP’s network_ID

· Receiving MIH-LINK-GOING-DOWN-REQ message, AP checks the feasibility of MIH or connecting to CN with this message and network association table.

Operation 3

· When searching APs, MS sends newly detected AP MIH-LINK-GOING-DOWN-REQ message including (a) CN’s location information such as CN’s identifier or CN’s IP address or CN’s network_id and (b) currently connected AP’s network_id. 

· If MS scans APs actively such as 802.11 probing, this kind of probe_request message can be modified to include (a) CN’s location information such as CN’s identifier or CN’s IP address or CN’s network_id and (b) MS’s current network_id 

· Receiving MIH-LINK-GOING-DOWN-REQ or this scanning message, AP checks the feasibility of MIH or connecting to CN and sends MIH-LINK-GOING-DOWN-RSP message including the result to MS. When AP determines to inform MS of the shortest or adequate data routing path at this point, it puts preferred_network_ID indicating preferred associated network list supporting service between MN and CN in MIH-LINK-GOING-DOWN-RSP message. In this process, AP can use user and network’s profile information.

Step 2 – (2) Determination of MIH initiation point

During monitoring neighbor links, MS sends MIH-LINK-GOING-DOWN-REQ message to current or candidate AP to know when to initiate MIH. Receiving MIH-LINK-GOING-DOWN-REQ message, AP estimates MIH execution time, MIH feasibility and available data routing path, and then sends MIH-LINK-GOING-DOWN-RSP message including this result to MS. Receiving MIH-LINK-GOING-DOWN-RSP message, MS determines the initiation point using execution time and current channel status if MIH is feasible. This MIH procedure can be applied to media specific registration or location update message if these kinds of messages are modifiable. 
Step 3 : MIH decision & execution 

Step 3 – (1) MIH initiation and event generation 
When network entity receives or sends MIH_REQUEST message, it generates a trigger for data bi-casting or forwarding according to the policy between the network entities. 
Step 3 – (2) Signaling for MIH decision 

When MS or network entity sends MIH_REQUEST message, negotiation considering network association, user authentication, QoS requirements, user preference and so on occurs between MS and networks
9.1.1 MIP based Handover Sequence Diagrams
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