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Media Independent Handover Services

Tentative Minutes of the IEEE P802.21 Working Group

January 19 2005
Hyatt Regency Monterey, Monterey, CA, USA
Chair: Ajay Rajkumar
Vice Chair: Michael Glenn Williams

Secretary: Xiaoyu Liu

Third Day Meetings: Cypress; Wednesday, January 19, 2005
1. Meeting called to order by Ajay Rajkumar at 8:15AM 

1.1.1. Security discussion by Jesse Walker was moved to afternoon session
1.1.2. Alan’s presentation was moved before lunch. 

1.1.3. Prasad did not attend the meeting. His submission would not be presented and might probably merge with other proposals. Some components would be presented by Stefano.

1.1.4. Continue with the work plan LS for 3GPP SA2 and 3GPP2 TSG-S/X 
1.1.5. Ajay modified the agenda to accommodate the changes (21-05-0207-03-0000-Jan2005Agenda.doc)
1.1.6. Vivek Gupta 1st, David Hunter 2nd to approve the agenda

1.1.6.1. Approved with unanimous consent

2. Presentation of Proposals

2.1. Proposal #4: 21-04-0170-02-0000-bhatt_singh_Details_V2_0.ppt, Presented by Yogesh Bhatt and Ajoy Singh, Motorola
2.1.1. Updated proposals are presented
2.1.2. Comment: The relationship between MIH functional module and other modules shown in slide 10 & 11 seems different. 
2.1.3. Comment: slide 11, MIH layer does not need to interact with the device driver. MIH could interact with the links directly, not necessarily through device drivers.  Response: Agree. Just show some considerations regarding implementations, like generalized links.
2.1.4. Comment: You mentioned handover execution should not be part of MIH, but in slide 22, some event triggers described seem to be some kind of handover execution. Response: Handover execution decides which tech to handover. The triggers are used to indicate that decision. MIH does not do process, just deliver them to MIH-users, not in MIH.

2.1.5. Comment: The diagram shown in slide 11 is in fact software architecture because you mention driver, etc. Response: Basically it is. The idea behind is to show we where MIH would reside, e.g., it is not in handoff controller, and not in the driver.

2.1.6. Comment: Slide 11, some modules like the L3 mobility software and handoff controller could be integrated. Response: Yes. Want to identify that L3 mobility software and handoff controller are different uses of MIH.
2.1.7. Comment: In some slides, ‘MIH layer’ is used, and somewhere ‘MIH function’ is used. Response: ‘MIH layer’ is recommended in software architecture. Yes, will clarify these terminologies later.

2.1.8. Comment: slide 24, link-up/down coming from Higher Layers, but not see link-up/down from Lower Layers. Response: Covered in ‘triggers’ from Lower Layers. Link-down/up triggers from lower layers do not necessarily mean a handover must be executed. ‘link-up/link-down’ has different meaning according to the proposals.
2.1.9. Q: slide 12, MIH_USR_SAP, do you think this should be normatively defined in the scope of this standard? A: yes. Any entity can access MIH service through the same SAP. 
2.1.10. Comment: slide 12, different higher layers and different entities have different requirements on the interfaces in different ways. The MIH_USR_SAP should not be defined normally. 

2.1.11. Q: slide 4, explain your notion of MIH signaling between peer entities, e.g. how to incorporate handover detection? A: Handover detection defines those behaviors that info can get from every other technology. How you decide based on the info resides in handover controller entity which is out of the scope. .21 can facilitate the info in detection. Q: what specific messages are transferred in this process? A: Like tools for triggers. Comment: Discuss it later.
2.1.12. Q: Why do we need to standardize the interface between MIH and Handover Controller? A: This diagram show what’s in scope of .21. Some proposals covers handover controller in MIH. That’s blurred. Comment: That’s right, but no need to standardize that interface. Response: Standardized part is how to register the event and get the services. Not to standardize the handover policies.

2.1.13. More comments were held on because the time is out. Comments could be carried to the reflector.

2.2. Proposal #5: 21-05-0204-01-0000_Unified_Trigger_MIH_Update.pdf, Presented by Reijo Salminen, Seesta
2.2.1. Q: Elaborate QoS change in slide 9 flow chart?  A: When we set up communication, some SLA should be satisfied, e.g., bandwidth, delay, jitter, and so on. If QoS is poor below certain threshold, some implication is necessary. Comment: There may be some intelligence, i.e., some degradation may be acceptable. Response: In the box, ‘using Policy info ….’, there are some hints. Comment: It may not be efficient in switching between high broadband tech and narrowband techs. Response: The mapping is a difficult question, but not impossible.
2.2.2. Comment: In some experiments of handover from .11 to CDMA, video can seen, but QoS is not the same. R: different bit rates. 
2.2.3. Q: Some boxes, e.g. ‘MIH detects that .X handover…’, are not in MIH? A: Could contain MIH behaviors
2.2.4. Q: MIH doing policy decision about QoS? A: Most likely something outside MIH, but closely related. The information could be available for policy engine.
2.2.5. Michael Williams question to the floor: any other proposal about QoS mapping? Michael Hoghooghi: Would have that. Comment: Quite difficult to map QoS across different network. An alternative is to get QoS information from access networks, and eventually handover policy entity makes decision. Do not really compare this level to that level of QoS. The profile could be part of info service. Response: QoS is key characteristics to operator, as well as the security.
2.2.6. Comment: Multiple applications may or may not have the same QoS. Think about this deeply.
2.2.7.  Comment: QoS mapping is part of handover policy which is out of scope, but the QoS info should be delivered by MIH.
2.3. 10 min break from 10:25AM to 10:35AM

2.4. Proposal #6: 21-05-0206-01-0000-Panasonic_MIH_Proposal.ppt, Presented by Benjamin Koh, Panasonic
2.4.1. Sections updated on initial proposal were presented.
2.4.2. Q: In the presentation in Nov. meeting, slide 48, the handover initiation function supports only network initiated, or both network and station initiated? A: No bias on network or station initiation. 
2.4.3. Q: What is the transport mechanism for MIH remote signaling? A: Not any fixed transport mechanism; could be any interfaces available. Q: by what kind of message, L2 message or others? A: could be carried in e.g. .3 data frames. Not anything specific.
2.4.4. Comment: slide 13, do not see how the normalization helps MIH lower layer generic SAP. 
2.4.5. Comment: slide 15, QoS normalization or mapping does not facilitate handover. Response: An example, some users may not want to understand QoS value of PP/PP2, and convey it to .11 during handover. There should be somehow level comparison between these QoS.
2.5. Proposal #7: 21-05-0203-01-0000-InterDigital.ppt/doc, Presented by Alan Carlton, Interdigital
2.5.1. Updates on the initial proposal were presented.
2.5.2. Q: ‘seamless’ has different meaning in different contexts. What is our notion of ‘seamless’? A: seamless and service continuity.

2.5.3. Q: Slide 11, 802.x to PP, is there any MIH function in PP network? A: Not as such. This is MS initiated only. In network-supported scenarios, you’ll see MIH functionality in the network. Network-initiated call flow is described in the word document.

2.5.4. Comment: Slide 15 mentions data transport from old to new AP, as well as context transfer, but context transfer is about some states of the MS, not the data itself. A: The transferred info could be header compression contexts.
2.5.5. Q: slide 17, is it a model like UMA? A: This is not UMA. This is just normal interactions with PP. It is 3GPP normal operation, nothing special. 

2.5.6. Comment: slide 8, better to change .get/.set primitives to .request/.response/indication/confirmation to make the names consistent. Response: Ok.
2.5.7. Q: slide 6, where do LLCF and HLCF reside, part of MIH function or only SAP definition?  A: Part of services provided by MIH function.

2.5.8. Q: slide 11, MIH HLCF is equivalent to MIP? A: There are external triggers and internal triggers. Just show MIH as a single block.
2.5.9. Q: slide 6, management plane? A: Think of cellular as background, things like radio resource management. Split management and control plane for different triggers. Comment: Creation of a new plane may have some problems. Coordination of other WGs is necessary, e.g., .11/.16 has different requirements on management/control planes.
2.5.10. Q: Any proactive handover mechanism? A: Some forms of make-before-break.
2.5.11. Comment: There is no 3GPP element in the STA driven handover? Trigger goes there, but how to consume the trigger? Response: Yes, there should be an MIH consumer in the 3GPP side. It is an implementation issue.
2.5.12. Comment: slide 5, it looks not like MIH architecture, no function there. 
2.5.13. Comment: slide 7, left side, there are some application layers which can do mobility management without mobile IP, the interfaces are the same? Comment: If we expose interfaces between MIH/HLCF and MIH/LLCF, somebody could implement it more easily. 
2.5.14. Q: Handover prepare and handover commit are local or are transported? A: Local stack, not across the air. 
2.5.15. Q: What are the messages or signaling going over the air? A: Basically the event service and information service are made available over the air. Q: An example, network initiated and network controlled handover, if handover policy resides in the network, it is the network that tells STA switch to a different link. Do you think it is realistic that signaling goes over the air interface? A: Some scenarios here are network supported, but not network controlled. 
2.5.16. Comment: Should have a more balanced view of different networks. Should spend time in .11 99 spec and .16 to find the terminology and make the names of primitives and semantics closer to IEEE. There already exist a lot of similar primitives in those specs. 
2.5.17. Q: slide 12, using existing mobility management in PP? A: It is just simplified.  Q: Talking about roaming? A: In cellular, not talking about roaming. Q: Any implication in the system, if handover is not roaming style in operators? A: slide 5 shows some pictures.

2.6. Lunch break from 12:00PM to 1:00PM

2.7. Proposal #8: 21-04-0169-03-0000-Nokia_MIH_Proposal.ppt, Presented by Stefano Faccin, Nokia
2.7.1. Q: In the scope matrix, you identify capabilities you support. Is there anyone you are in favor or recommend? A: The entries with “supported and addressed” are of more interest. 
2.7.2. Q: slide 12, any direct connection between MIP and bearer manager? A: yes.
2.7.3. Comment: slide 12, MIH function could reside in AP/APC. Many proposals are from the point of STA. We need to show the MIH in the network side, i.e. in network architecture.
2.7.4. Comment: There are lots of info service functions, e.g. security, your opinion about defining those functions in multiple different network access technologies? Response: Security as an example, will not address security in each single layer. We not define how this is actually implemented.
2.7.5. Q: in slide 12, explain the interface between bearer manager and Apps? A: Go slide 10. Some explanations are given.  Alan: Bearer manager out of the scope of .21? A: yes.
2.7.6. Comment: in slide 12, MIH interacts with higher layers. What communication is need? Response: Some functions may recall bearer manager. We can use SAP also. SAP is the best way to communicate with other layers. 
2.7.7. Comment: The interaction of MIH with higher layers could be bi-directional. 
3. Discussions on MIH Security Issues
3.1. Security Considerations in Handovers, 21-04-0218-00-0000-MIH_Security_Considerations-jrw.ppt, Presented by Jesse Walker, Intel
3.1.1. Security considerations in MIH were presented.

3.1.2. Q: Where to get the key? A: From one operator. Service agreement between domains is necessary. 
3.1.3. Q: It is hard to keep properties across links. In support of signaling/data security, if we can verify the end-user, that’s sufficient? A: The assumption of question is access control behind it. In 11i/16 link establishment, when a person is admitted to access, somehow a key is given. Key is the access control token. Anyone having this key is equivalent to SS. To verify the host of the key, mutual trust is required between SS and BS. 
3.1.4. Q: How about mapping security from one link to another? Comment: If you make something too complex to analyze, you can not tell anything about that.
3.1.5. Q: Explain the backup page about the security profile for 802.11? Jesse elaborated the profile in the backup page. 
3.1.6. Q: In the backup slide, have QoS parameter in security profile? A: Supposed to be part of a general info service. 
3.1.7. Comment: In case of multi-access device moving between different networks, it is difficult to encode profiles to guarantee security. Response:  May not have comparable securities to intra-domain. Some level is good enough.
3.1.8. Comment: In the same provider domain, security issue would be easier. For example, T-mobile has both .11/cellular networks. 

3.1.9. Comment: MIH might have some functions, for example, some security implication in link. 
3.1.10. Comment: One approach in .21 is that if data link says security requirement included, let it go. If the link says no, that’s it. 

4. 802.21 Liaison Work Plans
4.1. LS Work Plan for 3GPP SA2 (Michael G. Williams, Nokia)
4.1.1. Discuss two presentation files that Michael would send to 3GPP/3GPP2
4.1.2. Q: Any scenarios given to them? Q: Address that issue in the second slide.

4.1.3. Comment: Clarify MIH as a layer or functions.

4.1.4. Comment: If we want to get feedbacks from them, put question marks on the related bullets.

4.1.5. Michael: Put advertisement in Info Service? .11u suggest publishing what kind of service they provide. Floor: No response
4.1.6.  Ajay: Our group is IEEE centric. No need to have ‘call for interest’ to them. Michael: Change to ‘call for participation’.

4.1.7. Editorial changes of the Abstract section in IEEE 802.21 Requests for 3GPP SA2
4.1.8. Michael: “Request for Architectural Review & Comment” would be sent together with 802.21 TRD
4.1.9. Comment: Just say: assist ‘TR22.934 Scenarios 4&5’, not mention IP layer continuity. 
4.1.10. Alan: Give some background in the Abstract paragraph.
4.1.11. Ajay: LS letter already approved in 3GPP. We can send letter to SA1/2. Michael: This is the presentation file sent to 3GPP.

4.1.12. Comment: ‘transport’ in the title of that slide? 
4.1.13. Comment: Be careful to use the word ‘transport’. 
4.1.14. Comment: Get quick opinions from them first, then call for active participation
4.1.15. Comment: Concerns that we do not have MIH standard yet, but we are asking them to implement MIH in 3GPP. 
4.1.16. Comment: We do not push MIH in PP, just ask them for comments.
4.1.17. Alan inserted a paragraph of background information in the Abstract of the presentation.
4.2. LS Work Plan for 3GPP2 TSG-S/TSG-X (Michael G. Williams, Nokia)

4.2.1. Modify the 3GPP submissions slightly for 3GPP2 TSG-S/TSG-X LS.
5. Open Discussions on 802.21 Scopes
5.1. Eric presented several slides to initiate the discussion
5.1.1. Comment: Agree that handover policies are not in scope, but input to the policy engine or intelligent entities is in our scope.
5.1.2. Comment: One of the requirements of this group is to provide triggers to MIP. Do not understand how to do that without defining interfaces to higher layers.
5.1.3. Comment: Handover management needs the input from this WG. 
5.1.4. Comment: Not in scope to keep states for handover process? Response: We are talking about decision making. 
5.1.5. Comment: How to do interaction with event service and info service? Response: To the MAC-SAP.
5.1.6. Comment: Disagree that lower layer trigger is normative, and higher layer interaction is informative. For example, MIP must know the info from MIH. 
5.1.7. Comment: Need to clearly define what the functions are in MIH. What is normative and what is informative. Normative means conformance. Response: If that’s true, SAP is not normative because SAP is abstract. Conformance is subject to the implementation. Comment: Such discussion is confusing.
5.1.8. Comment: SAP and API are different. We should define SAP.
5.1.9. Comment that MIH provides services to higher layers, so SAP to higher layer is required.

5.1.10. Comment: no need to further define some kind of protocol for remote trigger? Have to define the syntax to allow to entities to talk to each other. Comment: No need to define all the messages over data path. 
5.1.11. Comment: Link up could clarify local or remote. Response: different tech has different format. How can make media specific format, e.g. 3GPP send TLV? They may not like this idea since they may want to save the bandwidth.

5.1.12. Comment: Upper layer transport should be in scope of .21. 
5.1.13. Comment: Put transport agnostic here.
6. Recess until tomorrow

6.1.1. Fourth day IEEE 802.21 WG meetings on Thursday, 8:00AM
6.1.2. Joint session with 802.11u on Thursday morning

6.1.3. Encourage participants to think about the mechanisms of .11u liaison 
7. Attendees

7.1. Attendees (1-4 credits towards voting rights today)










Minutes
                                     Xiaoyu Liu, Samsung AIT

